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Abstract of the contribution: It is proposed a solution update for Solution#19: Traffic Routing between local DN and central DN over session breakout model.
1. Introduction/Discussion
In Solution#19: Traffic Routing between local DN and central DN over session breakout model, for the traffic which is further forwarded to central DN, it is proposed that the EAS will assign a new IP address as source and use the UE IP address as destination to distinguish it with the traffic back to the UE. In this case, the IP addresses of the traffic routing into and from the EAS is 
- the traffic routing into the EAS: source IP: UE IP address, destination IP: EAS IP address;
- the traffic routing from the EAS to AS: source IP: EAS IP address 1, destination IP: UE IP address.
The local PSA might have the different NAT towards EAS IP address and EAS IP address 1, so that the UE IP address might not be NATed to the same private UE IP address when the traffic routing from the EAS to AS passes though the local PSA. Thus, an Editor’s Note about NAT issue is introduced in this solution shown as below:
Editor's note:	It is FFS how to correlate traffic coming back from the local EAS after NAT to the same UE.
To address this EN, this paper proposes to add a NOTE as below to guarantee the local PSA has same NAT towards EAS IP address and EAS IP address 1:
NOTE 3: It is assumed that after the traffic being processed by local EAS, the UE IP address is NATed back to the same private UE IP address as the source IP address of the traffic before being processed.
In addition, this solution proposes to replace IP address in UL CL/BP UPF, however, the IP replacement can also be processed in PSA UPF. No matter the IP replacement is performed by UL CL/BP UPF or PSA UPF, it is no impact on this solution. Thus, this paper adds the IP address replacement can also be performed in the PSA UPF to apply more general scenario.  
[bookmark: _Hlk513714389]2. Proposal
It is proposed to adopt the following text in TR 23.700-49.

* * * * Fist Change * * * *
[bookmark: _Toc161389164]6.19.2	Description
As proposed in key issue, the following two cases should be considered to support EC Traffic Routing between local part of DN and central part of DN:
-	UL traffic related to an application first routed over EC to Application Server(s) for local-processing, and then further forwarded to a remote Application Server(s) in central part of DN.
-	DL traffic related to an application first routed over central part of DN for processing, then forwarded to Application Server(s) in local EC for local-processing, and finally provided to the UE.
To guarantee the policy and charging control from end to end, the solution proposes to reuse the Session breakout model as described in TS 23.548 [5] to build a single PDU Session with multiple PDU Session Anchor(s) (UL CL / IP v6 multi-homing) and further support traffic routing between local DN and central DN on the basis of enabling Edge Computing. 
In this solution, the UE IP address is always kept as source IP or destination IP in each data packet to make sure UPF can correlate the traffic into the same PDU session. The EAS and AS use different IP address for the traffic going through two DNs and the normal traffic to distinguish these two kinds of traffic and the AF will notify the 5GC about this information. The detail replacement is shown as below:The PSA UPF is proposed to correlate the specified traffic (i.e. the traffic between local DN and central DN) to the PDU session, and the UPF with UL Classifier (UL CL) or multi-homing Branching Point (BP) is responsible to handle data packets and further forward them to the destination.


Figure 6.19.2-1: Traffic Routing among UE and Local DN and Central DN
In the case of UL, as shown in Figure 6.19.2-1, the traffic from UE to local DN and the traffic from local DN to central DN should be delivered via the same PDU session, namely, SDF1 and SDF2 are required to be correlated to the same PDU session serving the UE. According to existing mechanism, SDF1(SA: UE IP, DA: EAS IP) is able to be correlates to the PDU Session and route to the local DN without any other enhancement. For SDF2, this solution proposes to perform IP replacement at UL CL/BP UPF and the SDF2-1(SA: EAS IP1, DA: UE IP) will be changed to SDF2-2 (SA: UE IP, DA: AS IP). The EAS IP 1 is allocated by the EAS and will be provided to 5GC by AF influence mechanism as described in clause 6.19.3. Tthat the local PSA distinguishes the data packets of SDF2-1 by traffic description (are required EAS to use a new IP address of local EC application server as source IP address and the UE IP address as destination IP address) which is provided to 5GC by AF influence mechanism as described in clause 6.19.3, and correlates these data packets to the PDU session by UE IP address, after that, the data packets can be routed towards ULCL or BP UPF based on current mechanism. When the ULCL or BP UPF receive the data packets of SDF2-1, the ULCL or BP UPF replaces the source IP address from the IP address of local EC application server to the UE IP address and replaces the destination IP address from the UE IP address to the IP address of central application server, so that the packets of SDF2-2 are able to be further forwarded to the central DN via the PDU Session.
In the case of DL, similar principle applies. As shown in Figure 6.19.2-1, traffic distinguishing and routing of SDF4 can be regards as usual case which is able to be satisfied by existing mechanism. For SDF3, similar as UL case, IP replacement can be performed at UL CL/BP UPF and the SDF3-1(SA: AS IP1, DA: UE IP) will be changed to SDF3-2 (SA: UE IP, DA: EAS IP). Tthe central PSA distinguishes the data packets of SDF3-1 by traffic description (with the given IP address of local application server as source IP address and the UE IP address as destination IP address) which is provided to 5GC by AF influence mechanism as described in clause 6.19.3, and correlates these data packets to the PDU session by UE IP, and then, it forwards these data packets to ULCL or BP UPF. When the ULCL or BP UPF receive the data packets of SDF3-1, the ULCL or BP UPF replaces the source IP address from the AS IP address 1of central application server to the UE IP address and replaces the destination IP address from the UE address to the IP address of EC application server, so that the packets of SDF3-1 are able to be further forwarded to the local DN via the PDU Session.
The traffic routing rule configured at ULCL/BP is shown in Table 6.19.2-1.
Table 6.19.2-1 Traffic routing rule configured at ULCL/BP 
	Options
	Traffic from L-PSA
	Traffic from C-PSA

	UL CL/BP perform IP replacement
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to PSA.
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to L-PSA.



NOTE 1:	It is required to have UE IP NAT address to make sure the traffic can be routed to its corresponding PSA.

Editor's note:	It is FFS how to correlate traffic coming back from the local EAS after NAT to the same UE.
NOTE 2: It is assumed that after the traffic being processed by local EAS, the UE IP address is NATed back to the same private UE IP address as the source IP address of the traffic before being processed.
On the other hand, this solution reuses the Application Function influence on traffic routing mechanism as described in TS 23.501 [2] to indicate which traffic should be influenced and by what order of the function should be routed, and the PCF might generate the PCC rules providing to SMF for building or updating suitable PDU session. The AF request contains the traffic description (e.g. application identifier), potential prior-processing locations of applications and potential post-processing locations of applications which are used to indicate the function order to be routed, e.g. a list of local DNAI(s), a list of central DNAI(s). The detail procedures are described in clause 6.19.3.
* * * * Second Change * * * *
[bookmark: _Toc157534625][bookmark: _Toc157580451][bookmark: _Toc161389165]6.19.3	Procedures
Figure 6.19.3-1 illustrates the procedure for AF influence on traffic routing between local DN and central DN.


Figure 6.19.2-1: AF influence on traffic routing between local DN and central DN
1.	The AF sends the request to NEF by invoking Nnef_TrafficInfluence_Update service. The AF request contains the traffic description (identifies the application traffic to be processed in both of local DN and central DN), potential prior-processing locations of applications (indicates the first location that application traffic is required to be routed for initial processing), potential post-processing locations of applications (indicates the later location that application traffic is required to be routed for further processing), Target UE Identifier(s), AF transaction identifier and other necessary parameters as described in Table 5.6.7-1 of TS 23.501 [2].
2.	The PCF creates or updates PCC rules based on the AF request . For influenced PDU Sessions, the PCF may create or update the PCC rule information including service data flow template, data network access identifier for prior-processing, data network access identifier for post-processing, per DNAI: Traffic steering policy identifier and other necessary parameters as described in Table 6.3.1 of TS 23.503 [4]. The PCF sends the new policy to SMF by invoking Npcf_SMPolicyControl_UpdateNotify service.
3.	The SMF may take appropriate actions to reconfigure the user plane of the PDU Session. The actions may include:
-	Reselect UL CL or BP UPF which has the capability of replacing the IP address of data packets.
-	Reselect PSA which has the capability of correlating the SDF with the single PDU Session (to the local DN and the central DN in order).
-	Creates or updates PDR and FAR and sends the PDR and FAR to related UPF(s).
4.	The PSA identifies the SDF(s) by traffic description and correlates them with the single PDU session for traffic routing. The UL CL /or BP UPF  performs IP address replacement for the data packets of the identified SDF(s) and forwards the data packets to next destination.
* * * * End of Change * * * 
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