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[bookmark: _Hlk514274591]1		Discussion
Further details of the procedure are added to describe how the UPF determines Traffic Characteristic Changes. 
It is proposed that the UPF to include assistance information within GTP-U indicating to the RAN node that a next upcoming PDU set will have different traffic characteristics (i.e., different PDU-size) from a previously received PDU set. The RAN node adapts the scheduling resources for transmitting to to the UE the PDU set with different traffic characteristics. 
The UPF is responsible to determine dynamic change in size between consecutive received PDU-set and receives within an N4 rule a size threshold. When the UPF determines that the size between received PDU set exeeds a size threshold then the UPF includes within PDU-set information an indication for the RAN node indicating that a next received PDU-set will have exceeded the size threshold. The size threshold is configurable but in most cases the size threshold will be equal to the MDBV value of the QoS flow.

2		Proposal
The following solution is proposed.
******************************** First change  *******************************
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[bookmark: _Toc104883060][bookmark: _Toc113426208][bookmark: _Toc117496633][bookmark: _Toc122517855][bookmark: _Toc160460716]6.30.1	Key Issue mapping
The solution addresses Key Issue #5: QoS Handling when Traffic Characteristics Change Dynamically.
[bookmark: _Toc104883061][bookmark: _Toc113426209][bookmark: _Toc117496634][bookmark: _Toc122517856][bookmark: _Toc160460717]6.30.2	Description
For XR or other interactive media services, the application layer’s network requirements could be quite dynamic. Typically, the size of data burst in XRM services could vary in a wide range. To ensure the occasionally big bursts can be transferred within PDB/PSDB, currently the QoS parametersneed to be set according to the potential maximum burst value. This overprovisioning leads to potential waste of network resource and lower user capacity.
In this solution, a fast adaptation mechanism is proposed to support the dynamic changes in traffic characteristics:
-	The AF provisions the QoS Requirement for a target media flow, and indicates that traffic burst size can change dynamically.
-	The PCF authorizes the service data flow in the PCC rule based on the AF input and/or local operator configuration.
-	Based on the PCC rule from the PCF, the SMF generates and provides the QoS profile with authorized QoS parameter to the NG-RAN,.
-	The SMF instructs the UPF to detect the dynamic change in the burst size) for the target service data flow and to further notify NG-RAN on the changed traffic burst size.
-	The UPF detects the dynamic change of the burst size for the target service data flow and sends the burst size of the data burst to NG-RAN via GTP-U header. 
Editor’s Note: How UPF identifies the data burst size is FFS.
Editor’s Note: RAN2 and RAN3 feedback is required on that solution.
-	The NG-RAN can use the received burst size to assist radio resource management. 
6.30.3	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
Detailed steps of the procedure are shown in the figure below:


Figure 6.30.3-1 – Procedure for gNB to be aware of dynamic traffic characteristics changes

[bookmark: _Hlk149205629]1.	An AF requests to establish an AF session with QoS by invoking the Nnef_AFSessionWithQoS Create service operation as described in clause 4.15.6.6 of 3GPP TS 23.502 including PDU Set QoS parameters for the XR service. The AF may include additionally information indicating that the XR service may have dynamic changes in traffic characteristics. 
NOTE:	Not shown in the Figure the NEF authorizes the request and forwards the request to the PCF by invoking an Npcf_PolicyAuthorization_Create request including the information provided by the AF.
2.	The PCF creates PCC rules taking into account the PDU Set QoS parameters as described in clause 6.1.3.22 of 3GPP TS 23.503 [y]. The PCF determines QoS rules which includes the MDBV to support the traffic characteristics of the XR service. The PCF also includes in the PCC rule an indication to detection traffic characteristics variation and includes a PDU set size threshold.
3.	The PCC rules are sent to the SMF
4.	The SMF identifies the PDU session of a UE affected and determines updated QoS rules. 
5.	The SMF sends the updated QoS rules to the AMF in an Namf message or in an Nsmf (in response to a PDU session create/update).
6.	The AMF forwards the updated QoS rules to the gNB in an N2 message.
7.	When the SMF receives acknowledgement that the gNB has received the updated QoS rules, the SMF creates Packet Detection Rules (N4 rules) for the UPF. The SMF includes within PDR information to enable detection of PDU set size changes between received PDU Sets. The SMF includes a PDU Set size threshold if included in the PCC rule provided by the PCF.
8.	The N4 rules are sent to the UPF
9.	UPF receives from an application server sends a series of PDUs for an XR service. The RTP encoder in the application server may include PDU Set information within RTP extension headers.
10.	The UPF inspect the PDUs and determines that there is a matching N4/PDR rule. Based on the N4 rule the UPF determines that PDU Set identification needs to take place and also identify traffic characteristic change between received PDU Set. The following options for identifying PDU Set size change may take place.
	Option 1: UPF adds a flag within PDU-Set info in GTP-U indicating that the size of an upcoming PDU-set exceeds threshold:  UPF identifies PDUs of a PDU Set and determines if size exceeds the threshold. If the size is above the threshold then the UPF adds a flag in a previous received PDU Set that the size of an upcoming PDU Set will be above a threshold. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information notifying the size of the upcoming PDU Set is above a threshold.
	Option 2: UPF adds the size of an upcoming PDU Set within PDU-Set info in GTP-U indicating when the size exceeds threshold: UPF identifies PDUs of a PDU set and determines if the PDU Set size exceeds the threshold. If the PDU Set size is above the threshold then the UPF adds the PDU Set size of this PDU Set in a previous received PDU Set. Another option is that the UPF before sending the PDU Set where the size is above a threshold includes a dummy packet including PDU Set information including the size of the next PDU Set 
	The UPF sends within GTP-U over N3 information indicating PDU Set size change based on one of the options described in step 10.
12.	When the gNB receives an indication that the size of an upcoming PDU Set is above a threshold the gNB adapts the scheduling resources to ensure that the PDU Set is sent within the PDU set QoS requirements of the QoS flow.


6.30.4	Impacts on services, entities and interfaces
Editor's Note: This clause captures impacts on existing 3GPP nodes and functional elements.
-	UPF inspecting changes in traffic characteristics (i.e. PDU set size change) between received PDU sets
-	UPF includes within GTP-U an indication of traffic characteristics change
-	SMF includes within N4 rules an indication to the UPF to determine traffic characteristics changes.





******************************** End of changes *******************************
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