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1. Introduction
In pre-SA2#162 conference call, Huawei presented a paper about potential scenarios to be supported for AIoT study in Rel-19: HW-Discusson on AIoT service scenario.pptx. It is important to understand the different scenarios from use case perspective. Without proper justification from use cases, some scenarios may not be valid.

This paper discusses the use cases, SLAs, credential holder for the AIoT devices, as well as the authorization of the request from 3rd party, based on existing 5G architecture. In this paper, the SLA is widely used. However, it refers to roaming agreement or equivalent when we are talking about the the cooperation between operators.

General observation: In Scenario#1 to #3, CN X holds the device credentials, while in Scenario#4 to #7, 3rd party B holds the device credentials.
Question: who is the owner of the devices in those scenarios?
· In Scenario#1 to #3, is CN X or 3rd party the owner of the AIoT devices?
· In Scenario#4 to #7, is 3rd party B the owner of the AIoT device?
[Proposal-1] Clarify the ownership of the devices and its relationship to who holds the device credentials.

To understand the use case better, assume CN X is located in China, while CN Y is located in Sweden in those scenarios.

Scenario#1: Single Network
[image: ]
-	Use case: 3rd party use CN X’s network to manage the AIoT devices somewhere in China.
-	SLA beween CN X and 3rd party. CN X authorize the request from 3rd party
- 	Device ID and the credentials are held in AUSF/UDM in CN X.
[Observation-1] The scenario is similar to existing non-roaming scenarios 
Scenario#2: Separate Networks, Remote Control
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· Use case: 3rd party in China access CN Y’s to manage the AIoT devices somewhere in Sweden via CN X.
· SLA between 3rd party and CN X. CN X authorize the request from 3rd party
· SLA between CN X and CN Y. 
· Device ID and the credentials are held in AUSF/UDM in CN X.
[Observation-2] The scenario is similar to existing roaming scenarios 


Scenario#3: Separate Network, Local Control
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· Use case: 3rd party in China access CN Y’s network to manage the AIoT devices somewhere in Sweden.
· SLA between 3rd party and CN X for device credential in CN X. 
· SLA between CN X and CN Y. 
· SLA between 3rd party and CN Y. CN Y authorizes the request from 3rd party
· Device ID and the credentials are held in AUSF/UDM in CN X.
Question: Assuming the device owner is CN X or 3rd party, how CN Y can determine whether the 3rd party is authorized to manage those AIoT devices? Is there a detailed SLA between CN X and CN Y about the AF and the devices? Or does 3GPP need to define the interworking mechanism to achieve it?
[Proposal-2] Discuss whether scenario#3 can be achieved by interworking solution or enabled by SLA configured out of 3GPP scope.

Scenario#4: Signal Network, 3rd Party Device Information
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· Use case: 3rd party A use CN X’s network to operate (e.g. read) the AIoT devices belongs to 3rd party B somewhere in China.
· SLA between 3rd party A, 3rd party B and CN X. CN X authorize the request from 3rd party A.
· Device ID and credentials are held in AAA in 3rd party B. 
[Observation-3] The scenario is similar to existing scenarios with SNPN and CH.

Scenario#5: Separate Networks, Remote Control, 3rd Party Device Information via Separate Network.
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· Use case: 3rd party A use CN X’s network to operate (e.g. read) the AIoT devices belongs to 3rd party B. The AIoT devices are somewhere in Sweden, so CN X needs to use CN Y’s network to access those devices.
· SLA between 3rd party A, 3rd party B and CN X. CN X authorize the request from 3rd party A.
· SLA between CN X and CN Y.
· Device ID and credentials are held in AAA in 3rd party B.

Scenario#6: Separate Networks, Remote Control, 3rd Party Device Information via Local Network.
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· Use case: 3rd party A use CN X’s network to operate (e.g. read) the AIoT devices belongs to 3rd party B. The AIoT devices are somewhere in Sweden, so CN X needs to use CN Y’s network to access those devices.
· SLA between 3rd party A and CN X. CN X authorize the request from 3rd party A.
· SLA between 3rd party B and CN Y. 
· SLA between CN X and CN Y.
· Device ID and credentials are held in AAA in 3rd party B.
Question: When does 3rd party A in China (partener with CN X) need to access AIoT devices somewhere in Sweden belongs to 3rd party B (partener with CN Y)? Maybe a live use case is needed to understand it better.
[Proposal-3] Discuss the live use case for Scenario#6 for better understanding.

Scenario#7: Separate Network, Local Control, 3rd Party Device Information
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· Use case: 3rd party A use CN Y’s network to operate (e.g. read) the AIoT devices belongs to 3rd party B. The AIoT devices somewhere in Sweden which belong to 3rd party B.
· SLA between 3rd party A, 3rd party B and CN Y. CN Y authorize the request from 3rd party A.
· Device ID and credentials are held in AAA in 3rd party B.
Question: what is the role of CN X (CN X) in this scenario? Is it the same as scenario#4?
[Proposal-4] Discuss whether Scenario#7 is the same as Scenario#4.
[Proposal-5] Discuss the questions above and capture the consensus in the TR (e.g. in Annex).

2. Proposal
[Proposal-1] Clarify the ownership of the devices and its relationship to who holds the device credentials.
[Proposal-2] Discuss whether scenario#3 can be achieved by interworking solution or enabled by SLA configured out of 3GPP scope.
[Proposal-3] Discuss the live use case for Scenario#6 for better understanding.
[Proposal-4] Discuss whether Scenario#7 is the same as Scenario#4.
[Proposal-5] Discuss the questions above and capture the consensus in the TR (e.g. in Annex).
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