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1. Introduction 
This paper resolves editor's notes in solution 5.
The first EN is about the possibility to request authorization to broadcast a certain PLMN ID. We believe that this is not required and what PLMN IDs the MWAB gNB shall advertise are configured by OAM when the configuration of the MWAB takes place.  Indeed the connection to a specific S-NSSAI+DNN for the PDU session for OAM configuration and the address of the OAM server implies already what PLMN ID(Ds) the MWAB will advertise. So we propose this note is removed and related text in the solution description.
	Editor's note:	Whether the MWAB-UE optionally also indicates the PLMN(s) for which it may want to act as MWAB-gNB to the network is FFS



[bookmark: _Hlk162533392]The second Editor's note is about the inclusion of the MWAB capability. The solution proposes two options which may also coexist: the MWAB capability is signalled in NAS layer or the S-NSSAI requested for OAM connectivity implies already the request to support MWAB (the S-NSSAI is devoted to MWAB PDU session for OAM connection). Both options are viable from our standpoint, but we suggest the two may usefully coexist. However, we do not require AS level indication as the only functionality needed in RRC indication was AMF selection (if the right AMF was not addressed the first time around a re-allocation of AMF can take place and thereafter GUAMI / S-TMSI can be used to route to correct AMF). Also indication to NG-RAN of authorization is not required as the gNB supporting the MWAB connection needs not perform special handling, and any special handling could be associated to the S-NSSAI used for the BH connections (for this reason the S-NSSAIs for BH connections could be useful in addition of a UE MM CN capabilities information).
So we propose to remove this note. The need of the of NAS MM capability exists if the MWAB can also establish Sessions outside those strictly required for MWAB operation. Additionally, the AMF would not know which S-NSSAIs are for MWAB operation without further instruction from UDM. The subscription still includes MWAB authorization information. Whether the NAS MM capability should be mandatory or optional when dedicate S-NSSAI is used can be decided during normative phase
	Editor's note:	The need of the indication on NAS MM capability is FFS.



The third note is whether the UE receives information on "the area and time the UE is not authorized optionally for the PLMN". We believe that if the MWAB-gNB receives such information it has to be at least for the current PLMN. Whether more is necessary we can discuss further in evaluation or normative phase. So we can replace the EN here below with a note that the decision can be taken in normative phase.
	Editor's note:	Whether per PLMN MWAB information has to be provided to UE is FFS.



The last EN is about notification to the AMF that a graceful release of the UEs served by the MWAB-gNB is achieved when authorization changes to not authorized. Since the purpose here should be just to manage the NG connection and the BH connections. This can be done by the MWAB-gNB itself and there is no need of extra indications. So we propose to remove the note here below.

	Editor's note:	Whether and how the acknowledgement from the MWAB-UE after the graceful release will be provided to the network is FFS.



2. Text Proposal 
It is proposed to capture the following changes vs. TR 23.700-06.


Proposed text

[bookmark: _Toc157667976][bookmark: _Toc161218388]6.5.3	Procedures
[bookmark: _Toc161218389]6.5.3.1	MWAB service authorization and MWAB gNB configuration


Figure 6.5.3.1-1: MWAB service authorization and initial MWAB-gNB configuration
1.	The MWAB-UE registers. and optionally includes in the UE MM Core network capability defined in clause 5.3.4 of TS 23.501 [2] an indication it is intending to act as MWAB, optionally also indicate the PLMN(s) for which it may want to act as MWAB-gNB to network. It is assumed the MWAB-UE is configured with a list of PLMNs it is not allowed to register with and any Preferred PLMNs list as usual for a UE. Alternatively, or in addition, the MWAB-UE may be configured by the HPLMN with a (set of) S-NSSAI(s) associated with the MWAB operation and requests it in the registration procedure and these are part of the default S-NSSAIs when the UE is authorized to operate as MWAB...
Editor's note:	Whether the MWAB-UE optionally also indicates the PLMN(s) for which it may want to act as MWAB-gNB to the network is FFS
Editor's note:	The need of the indication on NAS MM capability is FFS.
2.	The AMF retrieves the subscription data and checks whether the UE is authorized to act as MWAB by checking presence of MWAB Operation Allowed and any related location and time information. The AMF provides a default S-NSSAI for MWAB-UE if no S-NSSAI was requested by the MWAB-UE. The MWAB-UE also obtains any Configured NSSAI as applicable.
3.	If the MWAB-UE subscription allows, the MWAB-UE is accepted and (if MWAB-UE indicated to act MWAB UE MM CN capability) an indication that MWAB operation is allowed along by with  MWAB authorization information is sent to the MWAB-UE, and the Allowed NSSAI including the S-NSSAI(s) for MWAB operation as applicable. If the MWAB UE did not include it intends to act MWAB UE MM CN capability but requested S-NSSAIs dedicated to MWAB operation, if these S-NSSAI are allowed then the MWAB can operate. If Additional location and availability information is provided for the S-NSSAIs, no MWAB Authorization information is required. The MWAB information includes:
a)	MWAB-Authorized. Additionally, the area and time the UE is authorized optionally for per PLMN; or
b)	MWAB-Unauthorized. Additionally the area and time the UE is not authorized optionally per PLMN for.
	The AMF may also send registration reject (if the UE is not allowed to remain registered in PLMN) to the MWAB-UE and indicate the MWAB authorization information as MWAB-Unauthorized, additionally the area and time the UE is not authorized optionally for the PLMN.
NOTE: 	In normative phase a decision will be taken whether the information needs to be provided just for the current PLMN or other PLMNs additionally.
Editor's note:	Whether per PLMN MWAB information has to be provided to UE is FFS.

4.	If UE is authorized for MWAB, then it can start MWAB operations as MWAB in the area or time the UE is authorized to act as MWAB. If the UE enters a location or time the UE is not authorized to act as MWAB it will stop operating as MWAB. To start MWAB operation, the MWAB- UE establishes a PDU session to get initial configuration information for the MWAB-gNB from the OAM server. The PDU session establishment Request may include S-NSSAI and DNN depending on the MWAB-UE configuration. If no DNN is included, the AMF determines the correct one to use for the MWAB.
5.	The MWAB-UE provides to the MWAB gNB the IP address it can use to contact the OAM server.
6.	The MWAB-gNB contact the OAM server and obtains configuration.
7.	The MWAB-gNB establishes, based on how it has been configured by the OAM server, any additional PDU sessions to then use the for N2 and N3 connections as necessary.
8.	If UE is not authorized for MWAB in the area or time (indicated by network) the UE will not start the MWAB operations. The UE can again attempt to act as MWAB i.e. execute from step 1 in the area or time where the UE is allowed to act as MWAB.
The MWAB-UE may maintain a list of authorized area and time per PLMN.
[bookmark: _Toc161218390]6.5.3.2	MWAB change of service authorization.


Figure 6.5.3.2-1: MWAB change of service authorization
1.	The UDM may provide updated subscription data changing the MWAB authorization status to (not) authorized.
2.	The AMF determines whether the MWAB authorization status has changed to Allowed or Not Allowed, and if so, the AMF updates the MWAB-UE with the new MWAB authorization status (if MWAB-UE indicated its 5G MM CN capability) by a UE configuration update procedure. If dedicated S-NSSAIs for MWAB operation are used, the AMF may change the authorization status by adding or removing these S-NSSAIs from the allowed NSSAI to signify the authorization change for the MWAB operation. Additionally AMF may indicate below MWAB authorization information described above.:
a)	MWAB-Authorization status, additionally the area and time the UE is (not) authorized for.
3.	The MWAB-UE acknowledges the reception of the message.
4a. If the authorization state was changed to MWAB Operation Allowed, the MWAB continues from step 4 of Figure 6.5.3.1-1. And all other steps are skipped. If dedicated S-NSSAIs for MWAB operation are used, the authorization State change is provided by inclusion of the MWAB operation S-NSSAIs in the Allowed NSSAI in UE configuration update.
4b.	If the authorization state was changed to MWAB Operation Not Allowed, then the MWAB-gNB hands over to other gNBs the UEs it serves. If dedicated S-NSSAIs for MWAB operation are used, the authorization State change is provided by removal of the MWAB operation S-NSSAIs in the Allowed NSSAI in UE configuration update
5.	The MWAB-gNB stops serving any UE and informs OAM it is out of service. The MWAB-gNB also releases all the NG connections to the AMFs if is connected to over the B/H PDU sessions.
6.	The MWAB-gNB informs the MWAB-UE it has to release the b/hBH sessions it had requested earlier to establish.
7.	The MWAB-UE releases all the b/hBH PDU sessions.
8.	The AMF of the MWAB-UE or the MWAB-UE may initiate deregistration procedure when there are no more b/hBH PDU sessions based on policy. If so, the AMF may provide a suitable cause code and location/time information to the UE.
Editor's note:	Whether and how the acknowledgement from the MWAB-UE after the graceful release will be provided to the network is FFS.

End of proposed text
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