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Abstract: This paper proposes evaluation for user ID for architecture impact. 
1. Proposal
It is proposed to agree the following changes to 3GPP TR23.700-32 v0.2.0.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause provides evaluations of different solutions.
7.1
Overall Summary of architecture enhancement for user ID
To enhance the user ID in 5GS, there are two potential way forward:
One way forward enhances the NAS related procedure including registration and PDU session related procedure, another way forward performs the application layer mechanism to realise the user ID related design. 
Also another way forward is not impact both the registration and session related procedure, and to use the application layer mechanism to minimum the impact to 5GS. 
Option 1: Impact the UE registration related procedure: 

Some of the solution or part of the solution mainly impacts the UE registration related procedure, including: Part of Sol 1, part of Sol 2, part of Sol 3, Sol 4, part of Sol 6, Sol 7, part of Sol 9, Sol 10, Sol 11, part of Sol 14. The details of enhancement for registration are listed below: 
In registration request, capability indication of supporting User Identifier, newly login user ID on UE, user ID related information for verification and the changed user ID state are included. In Sol 2, the UE is also aware of the user ID status.
The AMF may perform the following procedure: 

-
Sol 1: The AMF only retrieves or updates the user ID related profile/subscription data from UDM. 
-
Sol 3, Sol 4, Sol 9, Sol 11, Sol 14: Except the retrieves or updates the user ID related profile/subscription data from UDM, the AMF performs the authentication of user ID. Specific security procedure also performs. In Sol 11, the authentication results will be exposed to NEF/AF via UDM. 
-
Sol 2: The AMF updates and requests to store the time stamp of the user ID to NEF/UDR
-
Sol 6, Sol 10: The AMF informs the SMSF that SMS activation needs to be updated from the subscriber to the user of User_ID#1. 
-
Sol 7: The AMF requests the verification procedure towards NEF/AF to linking the user ID. The interface between AMF and NEF is enhanced. 
-
Sol 9: The AMF sends AAA Protocol message including GPSI and EAP-Response: identity=user id. 
The UDM part are enhanced in the following bullet: 
-
Nearly all of the solutions enhance the subscription data stored in UDM. The subscription data is associated with the user ID. And the user ID profile is also stored in UDM. The user ID may be linked with the SUPI with assisted by AF parameter provision. 
-
Sol 3, 4, 9, 11, 14: Performs the UDM based authentication and security procedure for user ID.
-
Sol 2: Stores the state of user ID.
-
Sol 6: When different user ID login on the UE, the SMSF address for the subscriber will be deleted in the UDM. The SMS service will be associated with certain user ID. 
-
Sol 10: The UDM responses the authentication results to NEF/AF.
For the registration Accept, the following enhancement are listed below: 
-
Sol 3, Sol 4, Sol 9, Sol 10, Sol 14: the allowed user ID or the user successfully registered into 5GC. The successfully registered user ID indicates the successfully authentication by the 5GC.
-
Sol 3, 4, 9, 11, 14: Performs the UDM based authentication and security procedure for user ID.
Option 2: Impact the UE PDU session establishment related procedure: 

Some of the solution or part of the solution mainly impacts the UE PDU session related procedure, including: Part of Sol 1, part of Sol 2, part of Sol 3, Sol 5, Sol 13, part of Sol 14. The details of enhancement for PDU session related procedures are listed below: 

In the PDU session establishment request, the following enhancements are added: 
-
Sol 1, Sol 2, Sol 5, Sol 13: the user ID that login the UE is provided. The user ID may be provided in either N1 NAS container or in PDU session request directly. 
From the perspective of subscription handling, the AMF may retrieve the user profile of the user ID if the PDU session establishment request includes the user ID. But this procedure may have the conflicts if the SMF in the following procedure also retrieve the subscription data from UDM. Whether both the AMF or SMF are all needed to retrieve the subscription data from UDM is FFS: 

-
Sol 1: The AMF determines the user profile associated to the user identifier provided by the UE. The AMF can retrieve the user profile(s) from the UDM during registration and store in the UE context. 
If the AMF can obtain the user ID (that user ID is not in the NAS container), the AMF may select the SMF that support the user ID. This will be the new capability of SMF: 

-
Sol 5: The AMF selects the SMF based on the existing principle and additionally considers the SMF which supports the User ID. 
After the SMF is selected, the SM context will be created with the consideration of user ID. The SM context may be created per user ID: 
-
Sol 1, Sol 2, Sol 3, Sol 5, Sol 14: The SMF creates the SM context with user ID. And the user ID specific user profile may also be included. 
The SMF may retrieve the user specific Session Management Subscription Data associated to the User Profile identifier or user ID from UDM/UDR. This may be the second time to retrieve such information if the same procedure performed during the registration procedure: 
-
Sol 1, Sol 2, Sol 3, Sol 5, Sol 13, Sol 14: Retrieve the user specific Session Management Subscription Data associated to the User Profile identifier or user ID from UDM/UDR 
The SMF may trigger the SM policy association procedure to PCF to request the specific policy for user ID. The specific policy may be the QoS handling for the traffic that user ID requests.
-
Sol 1, Sol 2, Sol 3, Sol 5: SM policy association establishment procedure to PCF for specific user ID.
And during the overall procedure of PDU session establishment, the authentication procedure (e.g.: secondary authentication) may be performed: 
-
Sol 1: The SMF sends the AAA request to AAA server.
-
Sol 5: The SMF constructs an EAP Response/Identity message that contains the User ID and forwards the EAP Response/Identity message and UE SUPI to the AUSF.
-
Sol 13: Specific network function to authenticate the user ID via control plane or user plane.
Option 3: Impact the application layer related procedure: 

Sol 12 puts forward the application layer solution to realize the user ID. The UE side deploys the application client for the user login and logout. And the user ID management server locates in the trust PLMN domain. The management server is responsible for the user ID management (create, update, delete) and the authorization/authentication operation. The interface between client and management server should be designed in SA6. And if the management server is interacted with the 5GC, the management server should be seen as trusted AF and invoke the NEF service-based interface to interact with 5GC. This solution refers to the current user login or logout that APP performing via application layer, well the only differences is the server is owned by PLMN. And this solution has the minimum impact to both UE side and network side. Whether other necessary interaction between server and 5GC should be further clarified.
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