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Abstract: It is proposed to update Sol#18 to enable traffic routing between local part of DN and central part of DN.
1. Introduction/Discussion
1. Sol#18 is updated to further clarify how to enable traffic routing between local part of DN and central part of DN considering different scenarios of UP path for the established PDU Session.
2. Remove EN
Editor's note: The details of the routing between Local PSA UPF and L-DN (e.g. via NAT or tunnel) are FFS.
The traffic sent by local DN to central DN using the EAS IP as source IP and AS IP as target IP. A tunnel between local PSA and L-DN need to be established to support the traffic back to the L-PSA. This contribution adds the description that tunnel is used between L-PSA and L-DN to remove the EN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-49.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc160521044][bookmark: _Toc161389158][bookmark: _Toc27894718][bookmark: _Toc36191785][bookmark: _Toc45192871][bookmark: _Toc47592503][bookmark: _Toc51834584][bookmark: _Toc91153606]6.18	Solution 18: Supporting traffic routing between local DN and central DN within a PDU Session
[bookmark: _Toc160521045][bookmark: _Toc161389159]6.18.1	Description
[bookmark: _GoBack]This solution resolves KI#3 about traffic routing between L-DN and central DN based on the scenario that the application traffic is required to be processed at different locations. The following aspects are included:
1) UL/DL traffic handling
For the UL traffic, after receiving traffic from the UE, the traffic is routed to EAS to be processed firstly. Then EAS generates its own traffic and send it to the cloud server, i.e. the AS located at central DN. For the DL traffic, the cloud server generates its own traffic and send it back to the EAS and UE. Thus, in details, the traffic will have following characteristics:
-	The traffic between local DN and central DN is preferred to be sent within the PDU session (i.e. via a QoS Flow) to guarantee the related QoS requirement.
-	UL: Packets sent by UE have UE IP as source IP address and EAS IP as target IP address.
-	UL: The traffic after processed by EAS have EAS IP as source IP address and AS (cloud server) IP as target IP address. However, when the UL traffic sent from PSA to cloud server, the network needs to change the source IP address to an IP address assigned by PSA as source IP address. This is to ensure the DL traffic sent back from cloud server can be routed to PSA.
-	DL: The traffic after processed by cloud server have AS IP as source IP address and the received UL packet source IP address as target IP address, i.e. the IP address assigned by PSA, when the DL traffic sent from L-PSA to EAS, PSA (or L-PSA) need change the target IP address to the EAS IP address.
-	DL: The traffic after processed by EAS have EAS IP as source IP address and UE IP as target IP address.
-	DL: UE does not need to be aware whether the traffic has been processed by EHE.
NOTE:	It is assumed that a tunnel is configured between the L-PSA and EAS.
Editor's note:	The details of the routing between Local PSA UPF and L-DN (e.g. via NAT or tunnel) are FFS. 
2) Enable traffic routing between local part of DN and central part of DN
To enable the traffic routing via the tunnel of PDU session, the AF provides the following information:
-	Traffic routing enable indicator which indicates the corresponding traffic requires traffic routing between local part of DN and central part of DN; 
-	Traffic flow description for UL and/or DL (e.g. IP 5 tuples) as described in clause 5.6.7 of TS 23.501 [2].
	The IP 5-tuple is corresponding to the traffic sent by UE to EAS and need be routed between local DN and central DN (e.g. EAS IP, AS IP). 
-	Target UE Identifier
-	QoS requirement of the indicated traffic flow

[bookmark: _Toc160521046][bookmark: _Toc161389160]6.18.2	Procedures


[bookmark: _MON_1772628254]
Figure 6.18.2-1: Procedure for supporting traffic routing between local DN and central DN
0.	UE establish a PDU Session as described in clause 4.3.2.2.1 of TS 23.502 [3]. For the UP path of the PDU Session, two scenarios are described as following:
-	The PDU Session accesses the local part of DN, e.g. for Distributed Anchor model.
-	The PDU Session accesses the central part of DN, e.g. for Session Breakout model before UL CL/BP inserted.
1.	After EAS discovery as described in clause 6.2 of TS 23.548 [5], UE send traffic to EAS. User plane data from UE are routed to EAS via ULCL/BP and L-UPF for Session Breakout model. The SMF configures ULCL/BP, L-PSA to perform local traffic routing based on existing AF traffic influence mechanism.
2.	User plane data from UE are routed to EAS via ULCL/BP and L-PSA for Session Breakout model.
	User plane data from UE are routed to EAS via L-PSA for Distributed Anchor model.
32.	The AF sends a request to PCF (optionally via NEF) by invoking Npcf_PolicyAuthorization service to configure a traffic routing path between local DN and central DN. The AF request includes Traffic routing enable indicator, UE IP address as target UE, DNAI of the EAS, QoS requirement and related IP 5-tuple of the traffic to be routed between local DN and central DN (e.g. EAS IP, cloud server IP). The DNAI of the EAS is used to indicate the traffic is routed via which L-PSA.
NOTE 1:	Step 3 can be executed before UE sends out the data packet, i.e. step 2.
43.	The PCF generates PCC rule for traffic routing between local DN and central DN based on AF request. The PCF sends the PCC rule to SMF.
4.	For Distributed Anchor model, the SMF selects and inserts a central UPF and UL CL/BP for the traffic routing between local DN and central DN via the PDU Session.
5.	The SMF requests the PSA to allocate an IP address, which is used to replace the EAS IP address when the UL packet sent to cloud server. The allocated IP address is different comparing to the IP address allocated to the PDU session. The IP replacement can be done by either by PSA (step 6) or L-PSA (step 7). If the IP replacement is executed at the L-PSA, the allocated IP address also need be notified to L-PSA.
NOTE 21:	Using a new allocated IP address rather than UE IP address is to differentiate the traffic from EAS to cloud server and the traffic from UE to cloud server, i.e. the traffic to UE and traffic to EAS can be transmitted simultaneously.
6.	To support the DL traffic from cloud server to EAS:
-	The SMF configures the N4 rule on PSA to guarantee QoS based on dynamic or preconfigured policy (e.g. bind to a new QoS flow or an existing QoS flow as described in clause 6.1.3.2.4 of TS 23.503 [4]).
	If PSA performs IP replacement, the SMF configures the PSA to perform IP replacement:
-	For UL traffic from EAS to cloud server, the source IP address (i.e. EAS IP address) is replaced with an IP address allocated by PSA.
-	For DL traffic from cloud server to EAS, the target IP address is replaced back with the EAS IP address.
7.	Per DNAI of the EAS information provisioned from AF, the SMF determines the related L-PSA. To support the UL traffic from EAS to cloud server:
-	The SMF configures the N4 rule on L-PSA to guarantee QoS based on dynamic or preconfigured policy (e.g. bind to a new QoS flow or an existing QoS flow as described in clause 6.1.3.2.4 of TS 23.503 [4]).
	If L-PSA performs IP replacement, the SMF configures the L-PSA to perform IP replacement:
-	For traffic from EAS to cloud server, the source IP address (i.e. EAS IP address) is replaced with an IP address assigned by PSA in step 5.
-	For traffic from cloud server to EAS, the target IP address is replaced back with the EAS IP address.
8.	The SMF configures the traffic routing rule in ULCL/BP to detect and forward traffic between local DN and central DN as follows:
-	For UL traffic from EAS to cloud server, forward to PSA. This can be done per traffic target address to differentiate, i.e. the target IP address is UE IP address or cloud server IP address.
-	For DL traffic from cloud server to EAS, forward to L-PSA. This can be done per traffic target address to differentiate, i.e. the target IP address is UE IP address, or EAS IP address when PSA performs IP replacement, or IP address assigned by PSA when L-PSA performs IP replacement.
9.	The SMF indicates to AF the traffic routing path between L-DN and central DN has been configured, possibly via PCF and/or NEF.
10.	Traffic from L-DN (i.e. after processed by EAS) is sent to central DN via L-PSA, ULCL/BP and PSA.
11.	Traffic from central DN (i.e. after processed by cloud server) sent to L-DN via PSA, ULCL/BP and L-PSA.
12.	Traffic sent from EAS to UE.
NOTE 32:	All the traffic is within the PDU Session, thus operators can identify it with SDF template in a PCC rule and apply appropriate charging key and charging method (e.g. neither of online or offline charging) as described in clause 6.6 of TS 23.503 [4]. There can also be Sponsor Identifier if it is charging for 3rd party as described in clause 6.6 of TS 23.503 [4].
6.18.3	Impacts on services, entities and interfaces
SMF:
-	For Distributed Anchor model, the SMF may insert a central UPF and UL CL/BP for the PDU Session.
-	Generate traffic routing rule as described above.
UPF:
-	Detect traffic between local DN and central DN and route the traffic to L-PSA or PSA.
-	Perform IP replacement of the source IP address for UL traffic and target IP address for DL traffic.
AF:
-	Inform 5GC to configure the traffic between local DN and central DN.

* * * * End of changes * * * *
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