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Abstract of the contribution: This contribution analyses the principles of the solutions for KI#2.2 and proposes some evaluation and conclusion.

1.	Discussion
The solutions for KI#2.2 of TR 23.700-54 can be categorized as follows:
	Solutions
	Principle
	Requires NAS over N3GPPA
	Support for communication over N3GPPA w/o available 3GPPA
	UE impact
	AMF impact
	SMF impact
	UPF impact
	Other impacts
	CONSIDERATIONS

	2.2
	Co-locate ePDG in UPF, use null encryption in UE-ePDG interface
	No
	Yes
	Yes
	No
	Yes
	Yes
	
	The solution does not simplify the protocol stack nor the architecture for non-3GPPA because it simply co-located the ePDG in the UPF (this option is already possible). It improve the situation for the crypto overhead by removing the need for IPSec encryption.

	2.6
	UPF supports IPSec tunnel with the UE
	No
	No
	Yes
	No
	Yes
	Yes
	AUSF, others?
	IPSec is not removed. Unclear how the UPF performs traffic aggregation/splitting: if based on MPQUIC/TCP the benefit is unclear. 

	2.7
	Use Non-Integrated N3GPPA (NIN3A) without TNGF/N3IWF to enable UE-UPF communication
	No
	Yes (temporary, during loss of 3GPP connectivity)
	Yes
	Yes (Option 1)
No (Option 2)
	Yes
	Yes
	
	The solution simplifies the protocol stack for the Non-3GPPA because it removes the IPsec layer. They also simplify the architecture because the N3IWF/NTGF is not deployed. The level of security is maintained because the communication is protected with TLS (without the double encryption due to IPSEC).

	2.8
	Use Non-Integrated N3GPPA without TNGF/N3IWF to enable UE-UPF communication
	No
	No (TBC)
	Yes
	No
	Yes
	Yes
	
	The solution simplifies the protocol stack for the Non-3GPPA because it removes the IPsec layer. They also simplify the architecture because the N3IWF/NTGF is not deployed. The level of security is maintained because the communication is protected with TLS (without the double encryption due to IPSEC).

	2.X
	Support for NIN3A only session
	No
	Yes (long term)
	Yes
	No
	Yes (Option 1)
No (Option 2)
	Yes
	AUSF
	The solution simplifies the protocol stack for the Non-3GPPA because it removes the IPsec layer. They also simplify the architecture because the N3IWF/NTGF is not deployed. The level of security is maintained because the communication is protected with TLS (without the double encryption due to IPSEC). Option 2 does not require connectivity to 3GPP access. The solution can be an add-on to either 2.7 or 2.8. 



Based on the above comparison table, a few interim conclusions can be drawn as described below. 
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-54:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc160552505][bookmark: _Toc161061180]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
8.2.x	KI#2.2: Interim Conclusions
To support a simplified ATSSS architecture for communication over Non-3GPP access, it is proposed to move to normative phase the following principles from Solutions 2.7, 2.8 and 2.X:
-	The Non-3GPP Access is directly connected with the UPF (i.e., Non-Integrated Non-3GPP Access (NIN3A) where there is no N3IWF/TNGF deployed);
-	The confidentiality and the integrity of the UP data exchanged between UE and UPF over NIN3A is protected at Transport Layer Security (TLS) of MPQUIC;
-	Traffic sent over 3GPP Access and NIN3A can be split, steered or switched by using an MPQUIC client functionality and an MPQUIC proxy functionality in the UE and in the UPF, respectively;
-	To support NIN3A only sessions, the MPQUIC protocol can be extended to support exchange of EAP-AKA between UE and AUSF via MPQUIC proxy.  
>>>>END OF CHANGES<<<<
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