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Abstract of the contribution: This contribution proposes a new solution for KI#2.2 to address the scenario in which 3GPP access in not available when a connection via NIN3A needs to be established.

1.	Discussion
TS 23.700-54 include solutions that are based on simplified architectures for ATSSS, in which there is no NAS signaling exchange between CN and UE via the (Non-Integrated) Non-3GPP access. See, for example, Solution 2.7 and Solution 2.8 in clauses 6.2.7 and 6.2.8, respectively.
Such solutions assume that the UE uses both 3GPP access and (the Non-Integrated) Non-3GPP access to exchange data with the UPF. However, there can be scenarios in which this is not always true. As an example, we can think of an IoT device (such as a surveillance camera) which is (semi-)stationary, needs only pure Internet for connectivity and does not need to exchange UP data over 3GPP access.
The solution proposed in clause 2 for the scenario above builds on top of the architecture and the principles described in clause 6.2.7 (ATSSS-Lite).
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-54:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
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>>>>NEXT CHANGE<<<<
6.2.X	Solution #2.X: ATSSS-Lite session management when UE-UPF communication does not require 3GPP access.
[bookmark: _Toc161061153]6.2.X.1	Description
[bookmark: _Toc161061160]To address the scenarios in which a UE is not required to exchange UP data via 3GPP access when ATSSS-Lite (see clause 6.2.7) is used, the concept of NIN3A-only session is introduced. A NIN3A-only session enables MPQUIC/MPTCP communication between UE and UPF only over NIN3A and does not exchange UP data over 3GPP access. There are two options to enable such kind of session:
Option 1: Establish a NIN3A-only session via PDU Session Establishment over 3GPP access. This option is based on the architecture described in clause 6.2.7.1.2 and does not require architectural modifications. The more detailed procedural steps are described in clause 6.2.X.2.1.
Option 2: Establish a NIN3A-only session via in-band signaling over NIN3A. This option requires the UPF (MPQUIC/MPTCP proxy) to communicate with the Authentication Server Function (AUSF, see Figure 6.2.x.1-1 below). The related procedural steps are described in clause 6.2.X.2.2.


Figure 6.2.x.1-1: Architecture to support establishing a NIN3A-only session via in-band signaling (Option 2)
6.2.X.2	Procedures
6.2.X.2.1	Option 1: Establishment of NIN3A-only session via PDU Session Establishment over 3GPP access
The main steps for this option can be summarized as follows:
1.	At registration, the PCF provides the UE with URSP rules indicating that UE may establish NIN3A-only sessions for certain traffic.
2.	The UE requests via 3GPP access the establishment of NIN3A-only PDU session (e.g., by using a dedicated DNN).
3.	The SMF receives PCC rules to enable a NIN3A-only PDU Session for that UE.
4.	The SMF provides to the UE the information for establishment of a NIN3A-only PDU Session via 3GPP access:
A. It provides the UPF IP address/port number and MPQUIC/TLS security material (e.g., CA certificate) to UE to later establish MPQUIC/MPTCP connection over NIN3A.
B. 	It indicates to UPF and UE how to handle the NIN3A-only session, e.g., keep NIN3A connection for a predefined time that is given to the UE/UPF (preconfigured in the UE/UPF or provided by the SMF to the UE/UPF)
5.	The UE establishes MPQUIC/MPTCP connection with the UPF over NIN3A
6.	The UE then requests over 3GPP access the SMF to release the 3GPP access resources for the NIN3A-only PDU session. This does not release UE context in the SMF and in the UPF.
7.	Based on the indication in Step 4.B, the UPF and the UE keep the NIN3A connection for a predefined amount of time and can exchange data over NIN3A.
8.	Before the timer expires, the UE can re-establish the communication over 3GPP access and request the SMF (via PDU Session Modification) to refresh the timer. Step 4.B is then repeated.
9.	When the timer expires, the UE and the UPF release the NIN3A resources for the PDU session. If, at that moment, the 3GPP access is available, the UE can trigger PDU Session release. If the 3GPP access is not available, the UE and the UPF release the resources locally and the UPF notifies SMF.
6.2.X.2.2	Option 2: Establishment of NIN3A-only session via in-band signaling over NIN3A
In this solution, UE establishes a TLS session with the UPF by authenticating UPF based on the UPF certificate; and the UE authenticates to the UPF by performing EAP-AKA' with AUSF via UPF that takes the role of a pass-through authenticator.
The solution re-uses EAP-AKA' [y] between a UE and the AUSF via UPF, which acts as a pass-through authenticator and receives authentication result from AUSF.


Figure 6.2.x.2.2: Establishment of NIN3A-only session via in-band signaling over NIN3A (Option 2)
The main steps of this option can be summarized as follows:
1A.[Optional] The UE may be configured with the address information of the UPF with MPQUIC/MPTCP proxy functionality over Nx (e.g., IP address with port number, FQDN, etc.) 
1B. The UE is configured with the TLS security material (CA certificate) of the UPF (MPQUIC/MPTCP proxy).
2.	The UPF is configured to support the MPQUIC/MPTCP proxy functionality and to support NIN3A-only communication.
3.	[Optional] The UE may use the same mechanism as in clause 6.3.6 of TS 23.501 for ePDG/N3IWF discovery to discover the UPF used as MPQUIC/MPTCP proxy. 
NOTE 1:	At least one among Steps 1A and Step 3 need to be executed.
4.	The UE triggers the establishment of QUIC/TCP communication over NIN3A, and a TLS session is established between UE and MPQUIC/MPTCP proxy. 
5. 	The UE performs EAP-AKA' [y] with AUSF over the established TLS session in step 4, where the MPQUIC/MPTCP proxy acts as a pass-through authenticator. This requires the transport of EAP-AKA' messages over the MPQUIC/MPTCP protocol and the indication of NIN3A access when the MPQUIC/MPTCP proxy invokes authentication service operation to the AUSF.
NOTE 2:	It is assumed that the UPF can use the Nausf_UEAuthentication service defined in TS 23.502 [4] clause 5.2.10.2, and the AUSF uses Nudm_UEAuthentication service defined in TS 23.502 [4] clause 5.2.3.4. 
NOTE 3:	The details of how EAP-AKA' authentication is performed via UPF are to be discussed by SA3.
NOTE 4: 	EAP-AKA' messages can be encapsulated over HTTP similarly to the extensions made for SBI in TS 29.509 [x] clause 5.2.2.2.3. The details of how EAP-AKA' messages are encapsulated within MPQUIC/MPTCP messages are to be discussed by CT1.
6.	The establishment of MPQUIC/MPTCP is finalized and data can be transferred over the NIN3A connection.
[bookmark: _Toc161061164]6.2.X.3	Impacts on services, entities and interfaces
6.2.X.3.1	Impacts of Option 1
UE:
-	Receives enhanced URSP rules from PCF indicating that NIN3A-only sessions are allowed
-	Receives indication from SMF of how long the NIN3A connection can be used. Alternatively, such value is preconfigured in the UE.
-	Requests the SMF to establish a NIN3A-only session and to terminate 3GPP access resource of the PDU Session once MPQUIC/MPTCP parameters for NIN3A connection are received/available.
UPF:
-	Receives indication from SMF of how long the NIN3A connection can be used. Alternatively, such value is preconfigured in the UPF.
SMF:
-	Indicates to UE and UPF for how long the NIN3A connection can be used (optional)
-	Keeps UE context (in SMF and UPF) even after UE requests to terminate 3GPP access resource of PDU Session.
PCF:
-	Provides enhanced URSP rules to UE to indicate which traffic is eligible for NIN3A-only sessions
6.2.X.3.2	Impacts of Option 2
UE (MPQUIC/MPTCP client):
-	capable of exchanging EAP-AKA' messages with UPF
UPF (MPQUIC/MPTCP proxy):
-	capable of relaying EAP-AKA' messages between UE and AUSF
-	support new Ny interface towards AUSF
-	needs to indicate to AUSF that authentication for NIN3A access
AUSF:
-	supports new Ny interface towards UPF
-	needs to know that the authentication is happening for NIN3A
>>>>END OF CHANGES<<<<
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