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[bookmark: _Hlk514274591]1		Discussion
In Solution 1 a user is identified based on the UE providing a user identifier in the PDU session request and the network retrieving the user profile associated with the user identifier.
The same method can be used when a remote UE behind a gateway UE establishes a user plane connection (via the Gateway UE). When a remote UE establishes a connection with the Gateway UE the Gateway UE triggers an EAP procedure in order to retrieve the user identity (included in the NAI of the EAP Identity Response. The UE retrieves the user identifier associated with the NAI and triggers a PDU session request including the user identifer as described in Solution 2.
Further details for the solution are provided below:

2		Proposal
The following is proposed.
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Table 6.0-1: Mapping of Solutions to Key Issues
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Editor's note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]The solution addresses Key Issue 4
[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966]This solution re-uses the procedure and assumptions described in Solution 1 to identify remote UEs behind a Gateway UE.
As with Solution1 it is assumed that the UDM/UDR includes a User Profile associated with the user of a Remote UE.
When a remote UE establishes a connection with the Gateway UE the Gateway UE triggers an EAP procedure in order to retrieve the user identity (included in the NAI of the EAP Identity Response. The UE then includes the user identifier associated with the NAI in a PDU session request and the Remote UE/user is identified as specified in Solution 1. 

[bookmark: _Toc157692401]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc157447967]
The procedure is shown below:


Figure 6.x.3-1 - Identifying traffic of a Remote UE behind a Gateway UE (5G-RG)
0a.	The UE registers to the network based on the Registration procedure described in Section 4.2.2.2 of 3GPP TS 23.502
0b.	During registration the AMF retrieves from the UDR the subscription data which includes a list of User Profiles (identified by a User Profile Identifier) which contain a list of user identifiers, list of allowed devices.
1.	 A remote UE establishes a connection with a Gateway UE 
2.	The Gateway UE/5G-RG requests identity of the UE by triggering an EAP-Identity Request
3.	The Remote UE includes in the NAI the user identitiy (e.g. in the form of user@example.com_.
4.	The Gateway UE determines from the User Profile Data (if provided by the UIMF function as described in Solution 1) that a User Profile is associated with the received NAI. 
5. The Gateway UE initiates a PDU session request by including the NAI received as user identifier. Steps 2-5 of Figure 6.1.3-1 takes place.
6.	The AAA server initiates EAP authentication towards the Gateway UE. The Gateway UE forwards the authentication messages to the Remote UE. This step is optional. 
7.	The PDU session request continues and the network function use a user profile associated with a user of a remote UE. Steps 7-11 of Figure 6.1.3-1 takes place.

[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
-	 UE includes during PDU session establishment request user identifier information 
-	During PDU session est. req.
-	AMF retrieves from UDM during PDU session est., user profile associated with user identifier and determines if user/device is allowed
-	SMF retrieve from UDR authentication data to authenticate user
-	PCF retrieves from UDR user profile related information (e.g. QoS policies).
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