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1	Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	x
	

	No
	x
	x
	x
	
	

	Don't know
	
	
	
	
	x



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
 
	
	Study 

	
	Normative – Stage 1

	x
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item
 
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	
	
	



2.3	Other related Work Items and dependencies
{List here other Work Items which relate to the proposed one, such as a Work Item in an earlier Release if further enhancing the feature from the previous Release)}
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 



Dependency on non-3GPP (draft) specification: N/A

3	Justification
5G System specifies the HR session breakout (HR-SBO) mechanism for the roaming traffic offloading within VPLMN for edge computing service in Rel-18. However, there is a still uncovered scenario where HPLMN operator applies its own policy to offload roaming traffic by deploying the local H-UPF within the visited region for a given HR PDU Session. This approach enables the session breakout to be performed in HPLMN, i.e., at H-UPF fully controlled by HPLMN operator while the Rel-18 HR-SBO enables it at V-UPF within VPLMN. The proposed approach can address the following limits of HR-SBO. The HR-SBO can be performed only for the traffic of applications whose EAS deployment information (EDI) is available within VPLMN in advance. It implies that the HR-SBO cannot be utilized to offload traffic for global service applications (e.g., Youtube) of which server instance are not hosted as EAS in the VPLMN EHE (rather in the central cloud data center in the visited region). Besides, the HR-SBO mechanism requires that the roaming traffic offloading is performed by VPLMN based on its corresponding provisioning of HPLMN-provided traffic offloading information, which leads to unnecessary overhead and cannot guarantee fully home controlled traffic offloading within the visited region. 
[image: ]

Figure 1. Traffic offloading at the local H-UPF controlled by H-SMF in HR roaming scenario
Figure 1 shows a case where the roaming traffic of an application is offloaded at H-UPF, logically belonging to HPLMN but deployed in the visited region (e.g., deployed on the public cloud of which data center is located at the visited region). The HPLMN utilizes a forward-deployed H-UPF to offer a better user experience to the HR roaming users via a shortened transmission path for an application server providing global service (i.e., having its servers distributed in both visited and home countries). If the traffic offloading at the H-UPF deployed in the visited region is not supported, the global service application traffic of an HR roaming UE is routed towards its corresponding server in the home country.
In the above scenario, the following technical issues are identified to be addressed. 
· How to select the H-UPF deployed in the visited region to support proposed approach. When it is decided to support for a given PDU Session, it needs to be specified how to select a local UPF deployed in the visited region considering a serving network identifier.
· How to handle the user plane path failure of the HR session with the H-UPF deployed in the visited region. When the user plane path between V-UPF and H-UPF of the HR session, it is required to switch the user plane path to the conventional home routed path, i.e., relocating H-UPF deployed on the public cloud in the visited region to H-UPF in the home country. This issue can be resolved by specifying how H-SMF managing the session reacts N4 report from H-UPF on user plane path failure.

4	Objective
The following aspects will be specified:

WT 1:	Specify how to select a proper H-UPF deployed in the visited region of the serving PLMN for HR PDU session supporting roaming traffic offloading at HPLMN. 
WT 2:	Specify how to trigger change of H-UPF in order to use a H-UPF in the home country when user plane path failure is detected between the H-UPF deployed in the visited region of the serving PLMN and the V-UPF. For an IP PDU Session type the change of H-UPF means the establishment of a new PDU Session.


TU estimates and dependencies

	Work Task ID
	TU Estimate
(Study)
	TU Estimate
(Normative)
	RAN Dependency
(Yes/No/Maybe)
	Inter Work Tasks Dependency

	WT 1
	
	0.5
	No
	None

	WT 2
	
	0.25
	No
	None





5	Expected Output and Time scale
{If this WID covers both stage 2 and stage 3, clearly indicate the different completion dates.}

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	N/A
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 23.501
	H-UPF selection and user plane management within the visited region for roaming traffic offloading
	TSG SA#106 
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7	Work item leadership
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8	Aspects that involve other WGs
SA3 – security aspect, if any identified

9	Supporting Individual Members
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