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Abstract of the contribution: Propose a solution on KI#1: Enhancements for EAS (re)discovery and UPF (re)selection with reducing impact on central 5GC NFs.
1	Discussion
[bookmark: _Hlk85614707]This paper is to propose a new solution on KI#1.
In this solution, UL CL/BP controlled by I-SMF is used to offload edge computing related traffic to local DN. The central SMF is not involved with EDI management, DNS message handling rules configuration or update, and UL CL/BP or L-PSA insertion. Therefore, the impact on central SMF is reduced.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to include the below changes into TR 23.700-49 v0.1.0.
[bookmark: _Toc22214903][bookmark: _Toc23254036]
[bookmark: _Toc92875662][bookmark: _Toc500949099][bookmark: _Toc93070686]FIRST CHANGE 
[bookmark: _Toc30694627][bookmark: _Toc23402388][bookmark: _Toc26431229][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc54930305][bookmark: _Toc57236595][bookmark: _Toc44311891][bookmark: _Toc54968110][bookmark: _Toc50536533][bookmark: _Toc148441675][bookmark: _Toc57530236][bookmark: _Toc57236432][bookmark: _Toc43906765][bookmark: _Toc43906649][bookmark: _Toc22192650][bookmark: _Toc57532437][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	...

	Solution x: Edge computing handling by I-SMF
	X
	
	
	

	
	
	
	
	

	…
	
	
	
	



NEXT CHANGE (all the text is new)
6.x	Solution #X: Edge computing handling by I-SMF
[bookmark: _Toc148441677][bookmark: _Toc93070685][bookmark: _Toc151529370][bookmark: _Toc92875661][bookmark: _Toc151529480][bookmark: _Toc500949098]6.x.1	Key Issue mapping
This solution is related to the KI#1.

[bookmark: _Hlk156833420][bookmark: _Toc151529481][bookmark: _Toc151529371][bookmark: _Toc148441678]6.x.2	Functional Description
[bookmark: _Toc93070687][bookmark: _Toc500949101][bookmark: _Toc92875663]The architecture of this solution is described as Figure 6.x.2-1.
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Figure 6.x.2-1: Architecture assumption
In this solution, I-SMF is used to handle the edge computing related traffic to be offloaded into local DN, EDI management, DNS message handling rules configuration or update, and UL CL/BP or L-PSA insertion. Therefore, the impact on central SMF is reduced.
In this solution, the I-SMF, ULCL/BP UPF and Local PSA UPF are introduced with reusing mechanism described in 5.34 of TS 23.501. The difference from the ETSUN mechanism is that, SMF also sends the address of I-SMF to PCF. When traffic offload policy or edge computing related policy is updated, the PCF sends the policy update to I-SMF, with SMF forwarding transparently, which also reduces the edge computing handling impact to central SMF.

[bookmark: _Toc151529372][bookmark: _Toc151529482][bookmark: _Toc148441679][bookmark: _Toc92875664][bookmark: _Toc510604409][bookmark: _Toc326248711][bookmark: _Toc93070688]6.x.3	Procedures
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1. Steps 1-10 of Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF procedure, clause 4.23.9.1 of TS 23.502

Figure 6.x.3-1: Procedure of edge computing handling by I-SMF
1. 1.	Steps 1-10 of Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF procedure is performed as described in clause 4.23.9.1 of TS 23.502 [3].  
Editor’s NOTE: how to enhance the I-SMF selection (compared with ETSUN) to satisfy the local handling of Edge Computing is FFS.
2.	SMF sends the endpoint address of I-SMF to PCF via Npcf_SMPolicyControl_Update service, as well as the indication of supporting local handling of Edge Computing from SM subscription data. 
The following steps 3-4 will be performed when traffic offload policy or edge computing related policy is to be updated.
3.	When PCF gets the I-SMF address and the indication of supporting local handling of Edge Computing, PCF based on the DNN/S-NSSAI, or local configuration, mayPCF sends policy container to SMF by invoking Npcf_PolicyAuthorization_Update service. The traffic offload policy or edge computing related policy is encapsulated in the policy container.
 Editor’s NOTE: how to update the step 3 to support the PCF and I-SMF communication is FFS.

4.	The SMF forwards the policy container transparently to I-SMF via Nsmf_PDUSession_Update service. The I-SMF performs EAS (re)discovery and UPF (re)selection based on the traffic offload policy or edge computing.
 Editor’s NOTE: how to support the local DNS handling in this solution is FFS.

[bookmark: _Toc148441680][bookmark: _Toc151529373][bookmark: _Toc151529483]6.x.4	Impacts on existing services, entities and interfaces
I-SMF: 
-	Receiving the policy from PCF. 
-	Handling the edge computing related traffic to be offloaded into local DN, EDI management, DNS message handling rules configuration or update, and UL CL/BP or L-PSA insertion. and control the edge computing handling for ULCL/BP, 
SMF: Forwarding traffic offload policy or edge computing related policy transparently to I-SMF.
PCF: Providing traffic offload policy or edge computing related policy in policy container and sending to I-SMF.
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