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Abstract of the contribution: This contribution proposes solution for KI#1. 
1 Discussion
KI#1 is described below:

This Key issue addresses architectural enhancements required to support the MWAB connects to the 5GC with the use of wireless backhauling (for the N2/N3 interfaces) via IP connectivity provided by a PDU session.

This will include:

-
Whether and how the MWAB provides service for UEs from the HPLMN and UEs from other PLMN when the MWAB roaming nationally/internationally to another PLMN.

- 
How to provide the backhaul link using a PDU sessions for a MWAB, to support the N2/N3 interfaces and connectivity to an OAM server.
-
How to discover and determine the AMF for the MWAB-gNB to connect to.

This paper address above points.
2 Proposal
It is proposed to add the following candidate solution to 23.700-29.
*** First Change ***
6.0
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*** Next Change ***
6.x
Solution #X: MWAB Architecture.
6.x.1
Description
On below aspect of KI:

“Whether and how the MWAB provides service for UEs from the HPLMN and UEs from other PLMN when the MWAB roaming nationally/internationally to another PLMN”
We propose on top of N2/N3 interface using the BH-PDU session even the Xn interface can use the BH-PDU session for session connectivity. Once the N2/N3/Xn interface are established using the BH-PDU session. The MWAB-gNB can act as a normal gNB and should start providing the services to the UEs. It does not really matter whether MWAB-UE is in the HPLMN or VPLMN, if it has authorization we do not see any other dependency on roaming. The authorization aspects are handled in the KI#2. The MWAB-gNB will act as an application over MWAB-UE and send or receive the UEs signalling of N2/N3/Xn using the BH-PDU session and provide services to the UE.
“How to provide the backhaul link using a PDU sessions for a MWAB, to support the N2/N3 interfaces and connectivity to an OAM server.”
To handle the case where MWAB-gNB can act as gNB of different PLMNs we propose that the OAM IP-address/FQDN per PLMN ID is configured in the UE. So that MWAB-gNB can connect to appropriate OAM based on the PLMN-ID and start acting as its gNB. 

MWAB-gNB acting like application on top of MWAB-UE will connect to OAM server to download full gNB configurations including neighbouring cells information. The neighbouring gNBs the MWAB-gNB can connect using the BH-PDU session. 

“How to discover and determine the AMF for the MWAB-gNB to connect to.”
OAM server will configure the IP-address/FQDN of AMFs the MWAB-gNB can connect to.
6.x.2
Procedures
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Figure 6.x.2-1: Roaming and non-roaming MWAB Architecture
The MWAB-gNB in the MWAB is responsible for providing NR Uu access to UEs. The MWAB-gNB have complete gNB functionalities. The MWAB-gNB is controlled by MWAB-UE to determine if it can act as MWAB. The MWAB-UE provides the backhaul connectivity for MWAB-gNB through its PDU session connectivity using BH-5GC.

N2/N3/Xn interfaces of MWAB-gNB are tunnelled through Backhaul PDU session(s) and connected to 5GC serving the UE and one or more neighbouring gNB(s).
If the BH-5GC is the HPLMN of MWAB-UE then above figures depict a non-roaming architecture. If the BH-5GC is the VPLMN of MWAB-UE then above figures depict a roaming architecture.
MWAB-UE configuration:

The OAM server details(e.g. IP address/FQDN) are provided to the MWAB-UE per PLMN-ID. This can be pre-configured in the MWAB-UE or provided to the UE using the UE configurations update procedure or in the registration procedure or during the SM procedure like PDU session establishment or by the HPLMN using UE parameter update procedure.
MWAB-gNB configurations:
MWAB-gNB connects to OAM server using the OAM server details configured in the MWAB-UE, downloads the information from OAM server which are required to act as gNB following legacy mechanisms. The MWAB-gNB indicates the current location to the OAM server to download the appropriate configuration for gNB for e.g. neighbouring cells information, the SIB broadcast information etc.
OAM server will configure the IP-address/FQDN of AMFs the MWAB-gNB can connect to.

6.x.3
Impacts on services, entities and interfaces
This solution impacts the following system entities.

a)
Provide OAM server FQDN/IP-address to the MWAB-UE using either 5GMM procedure like registration procedure or 5GSM procedure like PDU session establishment or using UE parameter update procedure by UDM in HPLMN. 
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