

	
3GPP TSG SA WG2#161	            S2-2402858
Athens, Greece, February 26 - March 1, 2024	(revision of)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.501
	CR
	5351
	Rev
	-
	Current version:
	18.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarifications on the handling of non supporting UEs in clause 5.15.18 and AoI reporting subscription at SMF

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	SA2

	
	

	Work item code:
	eNS_Ph3
	
	Date:
	2024-02-10

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The support of non supporting UEs is problematic as per DP in S2-2402845 and this needs to be properly documented as not recommended. In addition, this CR makes the subscription to AoI reporting for monitoring of UE location a policy configurable at SMF per S-NSSAI. This also removes the related editor's note.


	
	

	Summary of change:
	Clarify the handling of non-supporting UEs, and how AoI reporting subscription is handled (i.e. per S-NSSAI policy)

	
	

	Consequences if not approved:
	Operators will experience high number of rather difficult to handle helpdesk calls if 3GPP declares the support of non supporting UEs is problem-free

	
	

	Clauses affected:
	5.15.18.2, 15.18.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc153798851][bookmark: _Toc131516675][bookmark: _Toc20149998][bookmark: _Toc27846797][bookmark: _Toc36187928][bookmark: _Toc45183832][bookmark: _Toc47342674][bookmark: _Toc51769375][bookmark: _Toc106188106]FIRST CHANGE
[bookmark: _Toc145935912][bookmark: _Toc138309338]
5.15.18.1	General
The network support for a Network Slice is defined on a per Tracking Area granularity. It may be beneficial to deploy some Network Slices such that the Network Slice have a limited geographical availability that is not matching existing Tracking Area boundaries.
The operator can in this case decide to change the topology of the Tracking Areas so they match the boundaries of the Network Slice, or the operator may configure resources for the Network Slices in the cells of TAs where the Network Slices are to be available, and in areas of the TAs where the network slice is defined to be not available the cells are configured with zero resources.
The AMF receives from the OAM the information on availability of a network slice when the granularity is smaller than TA, i.e. if the NS-AoS includes TAs where the network slice is not available in some cells of the TA.
In order to optimize the end-to-end behaviour, the AMF can, based on NS-AoS information received from OAM, configure supporting UEs with S-NSSAI location availability information, and the network may need to monitor the S-NSSAI usage and enforce the NS-AoS. e.g. if the UE does not support the S-NSSAI location availability information. 


More CHANGES

[bookmark: _CR5_15_18_3][bookmark: _Toc153798852]5.15.18.3	Network based monitoring and enforcement of Network Slice Area of Service not matching deployed Tracking Areas
OAM may configure RRM policies for S-NSSAIs on a per cell basis as defined in TS 28.541 [149], i.e. cells outside the Network Slice Area of Service while in a TA supporting the S-NSSAI are allocated with no RRM resources for the S-NSSAI.
The network may monitor and enforce the NS-AoS for an S-NSSAI . Ias follows:
1.	The network may monitor the validity of the S-NSSAI for UE in CM-CONNECTED state, i.e. the AMF subscribes to the AoI using the Location information of the S-NSSAI location availability information as described in TS 38.413 [34].
Subject to per S-NSSAI policy outside the scope of 3GPP, an SMF may subscribe to "UE mobility event notification" for reporting UE presence in Area of Interest by providing S-NSSAI of interest to the AMF. When the SMF is notified that the UE location is outside of Area of Interest, SMF shall not send user data as payload of NAS message (see clause 5.31.4.1) in downlink directions and disable data notification. When the SMF is notified by the AMF that the UE location is UNKNOWN as defined in Annex D, clauses D.1 and D.2 of TS 23.502 [3], then based on operator policy SMF may enable downlink data notification and trigger the Network triggered Service Request procedure to active the UP connection or send user data as payload of a NAS message (see clause 5.31.4.1) when the SMF receives downlink data or Data Notification from UPF.
NOTE x:	It is not recommended that operators use the Support for Network Slices with Network Slice Area of Service not matching deployed Tracking Ares feature for non supporting UEs as the system behaviour is not deterministic. The following provisions should only be considered for error handling and not as a recommendation by 3GPP to encourage support of non supporting UEs for the feature.
2.	If a the non-supporting UE makes a PDU Session establishment request with an S-NSSAI that is not valid as per the S-NSSAI location availability information, the AMF may reject the NAS Transport message with a back-off timer using S-NSSAI based congestion control as described in clause 5.19.7.4.
3.	If the AMF determines that the a non supporting UEUE in CM-CONNECTED has moved outside the NS-AoS, the AMF performs the following logic:
a)	If the non-supporting UE has other S-NSSAI(s) in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and optionally removing the S-NSSAI from the Configured NSSAI and then, the AMF requests the SMF to locally release in the network any PDU Sessions with that S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3]. Alternatively, the AMF requests the SMF to release PDU Sessions with that S-NSSAI.
b)	If the non-supporting UE does not have any other S-NSSAI in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and optionally removing the S-NSSAI from the Configured NSSAI, and adding a default S-NSSAI to the Allowed NSSAI and then, the AMF requests the SMF to locally release in the network any PDU Sessions with the removed S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3]. Alternatively, the AMF requests the SMF to release PDU Sessions with that S-NSSAI.
NOTE y:	Whether the AMF removes the S-NSSAI from Allowed NSSAI and Configured NSSAI or only releases the associated PDU Sessions when the AMF enforces the NS-AoS is up to AMF configuration.
c)	For a non-supporting UE that does not have any other S-NSSAI in the Allowed NSSAI nor in the Configured NSSAI, then the AMF indicates to the SMF to release the PDU Session.
4.	If the AMF determines that the S-NSSAI becomes valid e.g. the UE has moved into the NS-AoS, the AMF may update the UE with a UCU e.g. including the S-NSSAI in the Configured NSSAI.
[bookmark: _CR5_15_19]5.	When the AMF determines that the S-NSSAI of a PDU Session is restricted to an NS-AoS in the PDU session, the AMF indicates to the SMF that the PDU Session is subject to area restriction for the S-NSSAI. 
6.	
Editor's note:	Whether and based on what criteria to trigger the reporting and the applicability to the CP CIOT optimization use cases are FFS.
As a result, the SMF subscribes to "UE mobility event notification" for reporting UE presence in Area of Interest by providing S-NSSAI to the AMF as described in clauses 5.6.11 and 5.3.4.4. When SMF is notified that the UE location is outside of Area of Interest, SMF shall not send user data as payload of NAS message (see clause 5.31.4.1) in downlink directions and disable data notification.When the SMF is notified by the AMF that the UE location is UNKNOWN as defined in Annex D, clauses D.1 and D.2 of TS 23.502 [3], then based on operator policy SMF may enable downlink data notification and trigger the Network triggered Service Request procedure to active the UP connection or send user data as payload of a NAS message (see clause 5.31.4.1) when the SMF receives downlink data or Data Notification from UPF.
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End of CHANGES

