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Abstract: A new solution is proposed to enable the provisioning of CAG information to the network in roaming scenario.
1. Introduction/Discussion
KI#2 aims to address the following aspects:
-	How to enable the CAG owner or an authorized administrator to provision/update CAG information to the network for 5G Femto access control. The provisioning/updating of CAG info to the network that 5G Femto serves and the network that the UE has subscription will be considered.
This solution considers the roaming scenario, which means the network that 5G Femto serves and the network that the UE has subscription is different.
Based on the existing mechanism in the EPS, CSS is used for roaming scenario. MME can retrieve the CSG subscription of roaming UE from the CSS. In 5GS, a CAG Management Function can be introduced for roaming scenario. The CMF is deployed in the network that 5G Femto serves. AMF can retrieve the allowed CAG list of roaming UE from the CMF to determine whether the UE is allowed to access via CAG Cell. The AF (authorized administrator) may trigger the External Parameter Provisioning Procedure to update the CAG information stored in the CMF.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-45.
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* * * * Second change * * * *
6.X	Solution #X: Enable provisioning of CAG information in roaming scenario
6.X.1	Description
This solution is aimed at KI#2 about how to enable the CAG owner or an authorized administrator to provision/update CAG information to the network for 5G Femto access control. The provisioning/updating of CAG info to the network that 5G Femto serves and the network that the UE has subscription will be considered.
The network that 5G Femto serves and the network that the UE has subscription may be different networks (i.e. in roaming scenario). Based on the existing CAG mechanism, the CAG information is part of subscription data stored in the UDM. Therefore, in roaming scenario, it is not feasible for the authorized administrator to update the CAG information of a network in the subscription data stored in the UDM in another network.
In order to enable provisioning of CAG information in the above scenario, a CAG Management Function (CMF) is introduced. This CMF is deployed in the network that the 5G Femto serves. This CMF is used to store the CAG information of the UE whose home network is different from the network the CMF serves. It is assumed that only one CMF is deployed in the network.
The UE of CAG owner can provide CAG information related to the UE of the visitor to the server used by the authorized administrator. The AF corresponding to the authorized administrator provides this information to the CMF. CMF can create and store the CAG information based on the information from the AF (authorized administrator).
When the UE of visitor selects the CAG cell manually and registers via a CAG cell of 5G Femto, AMF can request the CMF to authorize whether the UE is allowed to access the network via the CAG cell.
6.X.2	Procedures
6.X.2.1	Procedure for provisioning CAG information to the CMF


[bookmark: _CRFigure4_2_2_3_31]Figure 6.X.2.1-1: CAG information provisioning
1.	The UE of the CAG owner establishes a connection (e.g. via PDU Session) to the server used by the authorized administrator. The UE of the CAG owner can provide the CAG information related to the UE(s) of visitor to the authorized administrator. The CAG information related to the UE(s) of visitor includes the list of UE identifier (e.g. GPSI) and allowed CAG list. The Allowed CAG list includes the CAG ID(s) of Femto cell(s) which the UE is allowed to access. Optionally, the UE of the CAG owner can also provide validity conditions associated with the allowed CAG list.
2	The AF corresponding to the authorized administrator provides the CAG information to be created or updated in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update Request to the NEF.
3.	If the authorized administrator is authorised by the NEF to provision the parameters, the NEF requests to create, update and store the provisioned parameters as part of the subscriber data via Ncmf_ParameterProvision_Create or Ncmf_ParameterProvision_Update Request message.
4.	CMF responds the request with Ncmf_ParameterProvision_Create/Update Response. If the procedure failed, the cause value indicates the reason.
5.	NEF responds the request with Nnef_ParameterProvision_Create/Update Response. If the procedure failed, the cause value indicates the reason.
6.X.2.2	Procedure for visitor UE registration


Figure 6.X.2.2-1: Visitor UE registration procedure
1.	After the CAG information of the visitor UE is updated to the CMF, the UE of the visitor can manually select the CAG cell of 5G NR Femto and attempt registration.
NOTE:	How the UE of the visitor be aware of the CAG ID is not defined by 3GPP.
2.	UE sends Registration Request including an indication indicating that it is a visitor UE.
3.	RAN performs AMF selection.
4.	RAN sends the Registration Request from the visitor UE to the AMF.
5.	AMF performs AUSF select for the security procedure.
6.	Security procedure is performed.
7.	AMF determines to perform the access control for the CAG cell via CMF based on the indication from the UE in the Registration Request. AMF shall retrieve the CAG information stored by CMF to determine whether the UE is allowed to access to the CAG cell. If the CAG ID is not in the allowed CAG list of the UE, AMF can reject the registration request.
8.	Step 10 – 25 in clause 4.2.2.2.2 (General Registration) of TS 23.502 [3].
6.X.3	Impacts on services, entities and interfaces
UE:
· For the UE of CAG owner, the ability to provide the UE identifier, allowed CAG list and optional validity conditions to the authorized administrator.
· For the UE of visitor, the ability to indicate it is a visitor UE for CAG cell of 5G NR Femto in the Registration Request
AF (Authorized administrator):
· Ability to perform the External Parameter Provisioning procedure to provide the UE identifier, allowed CAG list and validity conditions to the UDM.
CMF:
· A new NF to create and store the CAG information based on the provisioned data.
AMF:
· Ability to retrieve the CAG information stored in the CMF to determine whether the UE is allowed to access to the CAG cell.
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