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	Reason for change:
	RFC 2474 (Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers. 1998) reserved the first six bits of the DS (or IPv4 ToS) field for the Differentiated Services Code Point (DSCP), and RFC 3168 (The Addition of Explicit Congestion Notification (ECN) to IP.2001)reserved the last two bits for Explicit Congestion Notification in the DS/ToS as below:
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The DSCP and ECN (ECT(0), ECT(1), CE) is widely used as part of the IP header or IP packet filter in the TS23.501, e.g. ECN marking for L4S in clause 5.37.3.1 as below, but it is not described in the IP header in the TS23.501:

----------------start of excerpt in clause 5.37.3.1 ----------------
NOTE 2:	As for any QoS Flow, QoS rules in the UE and PDRs in the PSA UPF control which packets are bound to the L4S enabled QoS flow. The Packet Filter Set in the QoS rule or PDR can use packet filter(s) in clause 5.7.6.2 (e.g. match packets with ECT(1) or CE (See RFC 9331 [160]) together with IP 5 tuple) to steer traffic to an L4S enabled QoS Flow.
NOTE 3:	A QoS Flow may be enabled with ECN marking for L4S requirement e.g. statically when a PDU session is established based on configuration in SMF or PCF, or dynamically based on detection of the L4S traffic (e.g. match packets with ECT(1) or CE (See RFC 9331 [160]) together with IP 5 tuple) in the IP header whereby SMF or PCF triggers a setup of a QoS Flow enabled for L4S, or by requests by an AF.
---------------------end of excerpt -------------

The ToS(IPv4)/Traffic Class(IPv6) can include DSCP and ECN as defined in RFC 2474 and RFC 3168. so the ECT(1), ECT(0) and CE are included in the packet filter.

	
	

	Summary of change:
	Add NOTE 4 TOS/Traffic class includes the DSCP and ECN to identify that the DSCP and ECN are included in TOS/Traffic Class part.

	
	

	Consequences if not approved:
	The UPF PSA cannot perform the ECN marking for L4S to packets based on the ECT(1) or CE in the ToS/TC of the IP header.
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FIRST CHANGE 
[bookmark: _Toc20149827][bookmark: _Toc27846621][bookmark: _Toc36187749][bookmark: _Toc45183653][bookmark: _Toc47342495][bookmark: _Toc51769195][bookmark: _Toc131516518]5.7.6.2	IP Packet Filter Set
For IP PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:
-	Source/destination IP address or IPv6 prefix.
-	Source / destination port number.
-	Protocol ID of the protocol above IP/Next header type.
-	Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
-	Flow Label (IPv6).
-	Security parameter index.
-	Packet Filter direction.
NOTE 1:	A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
NOTE 2:	An IP address or Prefix may be combined with a prefix mask.
NOTE 3:	Port numbers may be specified as port ranges.
NOTE 4: 	Type of Service (IPv4)/Traffic class(IPv6) includes the DSCP and ECN.
END of CHANGES
