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* * * * Start of 1st Changes * * * *
[bookmark: _Toc153802928][bookmark: _Toc153801993][bookmark: _Toc153802436][bookmark: _Toc20204490][bookmark: _Toc27895189][bookmark: _Toc36192286][bookmark: _Toc45193399][bookmark: _Toc47593031][bookmark: _Toc51835118][bookmark: _Toc106194062][bookmark: _Toc19171939][bookmark: _Toc27844230][bookmark: _Toc36134388][bookmark: _Toc45176071][bookmark: _Toc51762101][bookmark: _Toc51762586][bookmark: _Toc51763069][bookmark: _Toc75348567]4.2.7	Slice replacement related policy control requirements
The policy framework may provide following functionality for the slice replacement:
-	The Policy Control Function (PCF) may support interactions with the slice replacement functionality in the AMF and the PCF may provide slice replacement related policies to the AMF.
[bookmark: _CR4_15_6_9_1][bookmark: _CR4_15_6_9_2][bookmark: _CR4_15_6_9_3]-	The Policy Control Function (PCF) may support interactions with the AF. If the PCF receives slice replacement related information from the AF, in accordance with the information the PCF shall perform Access and Mobility related policy control and then the PCF shall provide slice replacement related policies to the AMF.
* * * * End of 1st Changes * * * *

* * * * Start of 2nd Changes * * * *
[bookmark: _Toc19197303][bookmark: _Toc27896456][bookmark: _Toc36192624][bookmark: _Toc37076355][bookmark: _Toc45194801][bookmark: _Toc47594213][bookmark: _Toc51836844][bookmark: _Toc153802955]5.3.1	Interactions between PCF and AF
Npcf and Naf enable transport of application level session information and Ethernet/IP port management information from AF to PCF. Such information includes, but is not limited to:
-	IP filter information or Ethernet packet filter information to identify the service data flow for policy control and/or differentiated charging;
-	media/application bandwidth requirements for QoS control;
-	In addition, for sponsored data connectivity:
-	the sponsor's identification;
-	optionally, a usage threshold and whether the PCF reports these events to the AF;
-	information identifying the application service provider and application (e.g. SDFs, application identifier, etc.);
-	information required to enable Application Function influence on traffic routing as defined in clause 5.6.7 of TS 23.501 [2];
-	information required to enable Application Function influence on Service Function Chaining as defined in clause 5.6.16 of TS 23.501 [2];
-	information required to enable setting up an AF session with required QoS as defined in clause 6.1.3.22;
-	information required to enable setting up an AF session with support for Time Sensitive Networking (TSN) as defined in clause 6.1.3.23.
-	information required to enable setting up an AF session with support for Time Sensitive Communication as defined in clause 6.1.3.23a.
-	information required to enable setting up an AF session with support for Deterministic Networking (DetNet) as defined in clause 6.1.3.23b.
-	information required to enable setting up an AF session with support for eXtended Reality and Interactive Media Services (XRM) as defined in clause 6.1.3.27.
Npcf also enables the AF to request to influence Access and Mobility related policies for a UE and enables the AF to provide guidance for UE URSP rule determination. Npcf and Naf enable the AF subscription to notifications on PDU Session events, i.e. the events requested by the AF as described in clause 6.1.3.18 and the change of DNAI as defined in clause 5.6.7 of TS 23.501 [2].

Npcf also enables the AF to request to influence Access and Mobility related policies for a UE and enables the AF to provide slice replacement related information for an alternative S-NSSAI determination as defined in clause 5.15.19 of TS 23.501 [2].
The N5 reference point is defined for the interactions between PCF and AF in the reference point representation.
* * * * End of 2nd Changes * * * *

* * * * Start of 3rd Changes * * * *
6.1.2.1	Access and mobility related policy control
The access and mobility related policy control encompasses the management of service area restrictions, the management of the RFSP Index, the management of the UE-AMBR, the management of the UE Slice-MBR, the slice replacement management and the management of the SMF selection. This clause defines the management of service area restrictions and RFSP Index for a UE registered over 3GPP access. The management of service area restrictions for a 5G-RG or a FN-CRG using W-5GAN are specified in TS 23.316 [27].
The management of service area restrictions enables the PCF of the serving PLMN (e.g. V-PCF in roaming case) to modify the service area restrictions used by AMF as described in clause 5.3.4 of TS 23.501 [2].
A UE's subscription may contain service area restrictions, which may be further modified by PCF based on operator defined policies at any time, either by expanding a list of allowed TAIs or by reducing a non-allowed TAIs or by increasing the maximum number of allowed TAIs. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs such as an AF request to change the service coverage, network analytics from NWDAF, etc.
The AMF may report the subscribed service area restrictions received from UDM during Registration procedure or when the AMF changed, the conditions for reporting are that local policies in the AMF indicate that access and mobility related policy control is enabled. The AMF reports the subscribed service area restrictions to the PCF also when the policy control request trigger for service area restrictions changes, as described in clause 6.1.2.5, is met. The AMF receives the modified service area restrictions from the PCF. The AMF stores them and then uses it to determine mobility restriction for a UE. The PCF may indicate to the AMF that there is an unlimited service area.
The service area restrictions consist of a list of allowed TAI(s) or a list of non-allowed TAI(s) and optionally the maximum number of allowed TAIs.
NOTE 1:	The enforcement of the service area restrictions is performed by the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state.
The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in clause 5.3.4 of TS 23.501 [2]. The PCF may determine to modify the RFSP Index at any time based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance, the indication that high throughput is desired for a specific application traffic or independently of the application in use and other information described in clause 6.1.1.3. If the modified RFSP index value indicates that EPC/E-UTRAN access is prioritized over the 5G access for the UE, the PCF may, based on operator policy, include a RFSP Index in Use Validity Time of the RFSP Index.
The determination of the RFSP Index value requires to configure the PCF with the mapping of RAT Type and/or Frequency value to the RFSP Index that will be sent to RAN.
Operator policies in the PCF may determine that the access and mobility related policy information (e.g. RFSP index value or service area restrictions) can change at the start and stop of an application traffic detection, at the start and stop of a SM Policy Association to a DNN and S-NSSAI, or immediately. In the former case, the PCF subscribes to the SMF for application traffic detection as described in clause 6.2.2.5. In addition, when the PCF evaluates that the access and mobility related policy information need any changes, the PCF reports it to the AF if the AF has subscribed to the notification on outcome of service area coverage change as defined in clause 6.1.3.18.
Operator policies in the PCF may determine that the access and mobility related policy information (e.g. RFSP index value or service area restrictions) can change based on the Spending Limits information from CHF as defined in clause 6.1.1.4.
For radio resource management, the AMF may report the subscribed RFSP Index received from UDM during the Registration procedure or when the AMF changed. The conditions for reporting are that local policies in the AMF indicate that access and mobility related policy control is enabled. The AMF reports the subscribed RFSP Index to the PCF when the subscription to the RFSP Index change to the PCF is met. The AMF receives the modified RFSP Index from the PCF.
NOTE 2:	The enforcement of the RFSP Index is performed in the RAN.
Upon change of AMF, the source AMF informs the PCF that the UE context was removed in the AMF in the case of inter-PLMN mobility.
The management of UE-AMBR enables the PCF to provide the UE-AMBR information to the AMF based on serving network policy. The AMF may report the subscribed UE-AMBR received from UDM. The conditions for reporting are that the PCF provided Policy Control Request Triggers the AMF to report subscribed UE-AMBR. The AMF receives the modified UE-AMBR from the PCF. The AMF provides a UE-AMBR value of the serving network to the RAN as specified in clause 5.7.2.6 of TS 23.501 [2].
The management of the SMF selection enables the PCF to instruct the AMF to contact the PCF during the PDU Session Establishment procedure to perform a DNN replacement, as specified in clause 5.6.1 of TS 23.501 [2]. To indicate the conditions to check whether to contact the PCF at PDU Session establishment (as specified in clause 6.1.2.5), the PCF provides the Policy Control Request Triggers SMF selection management and, if necessary Change of the Allowed NSSAI, together with SMF selection management related policy information (see clause 6.5) during UE Registration procedure and at establishment of the AM Policy Association.
The PCF may update the SMF selection management information based on a PCF local decision or upon being informed about a new Allowed NSSAI. The AMF applies the updated SMF selection management information to new PDU Sessions only, i.e. already established PDU Sessions are not affected.
The management of the slice replacement enables the PCF to instruct the AMF to contact the PCF to provide the Alternative S-NSSAI for each S-NSSAI that requires slice replacement as specified in clause 5.15.19 of TS 23.501 [2]. The AMF reports S-NSSAI(s) of the serving network that requires slice replacement. The conditions for reporting are defined in clause 6.1.2.5. The PCF returns the Alternative S-NSSAI for the S-NSSAI of the serving network received from the AMF. The AMF receives the Alternative S-NSSAI for each S-NSSAI that requires slice replacement for which it has provided to the PCF.
In the case that the PCF receives slice replacement request from the AF, the request includes slice replacement related information. When the Alternative S-NSSAI is not provided from the AF, the PCF selects the Alternative S-NSSAI based on slice replacement related information and shall provide the Alternative S-NSSAI to the AMF as specified in clause 5.15.19 of TS 23.501 [2]. If the AMF determines that the Alternative S-NSSAI is unavailable, the AMF sends a reject message to the PCF and then the PCF sends a reject message to the AF.
If the AMF has indicated support of the Network Slice Replacement for the UE and the PCF detects the change in the availability of the S-NSSAI in the Allowed NSSAI (i.e. the S-NSSAI becomes unavailable or available) based on a PCF local decision (e.g. based on OAM or NWDAF analytics output), the PCF notifies the S-NSSAI availability information (see clause 6.5) based on the implicit subscription from the AMF. The AMF may also interact with the PCF to determine the Alternative S-NSSAI for S-NSSAI to be replaced based on Policy Control Request Triggers as defined in clause 6.1.2.5.
The optional management of UE-Slice-MBR enables the PCF to modify the value in the list of Subscribed UE-Slice-MBR assigned to a SUPI based on serving network policies, if the HPLMN permits based on roaming agreement. The AMF reports the Subscribed UE-Slice-MBR for each S-NSSAI of the serving network. The S-NSSAI of the VPLMN is derived from the Subscribed S-NSSAI by the AMF and provided to the PCF. The AMF may provide the Subscribed S-NSSAI together with the S-NSSAI of the VPLMN. The conditions for reporting are defined in clause 6.1.2.5. The PCF returns the authorized UE-Slice-MBR for the S-NSSAI of the serving network. The AMF receives the authorized list of UE-Slice-MBR value for each S-NSSAI for which it has provided the Subscribed UE-Slice-MBR from the PCF. Then the AMF provides the authorized list of UE-Slice-MBR for the S-NSSAIs in the Allowed S-NSSAI to the RAN as specified in clause 5.7.1.10 of TS 23.501 [2].
The optional management of 5G access stratum time distribution enables the PCF for the UE to instruct the AMF about the 5G access stratum time distribution parameters, i.e. 5G access stratum time distribution indication (enable, disable). Optionally, when 5G access stratum time distribution or (g)PTP time synchronization is enabled, the PCF for the UE instructs the AMF about the Uu Time synchronization error budget. Optionally, when 5G access stratum time distribution is enabled, the PCF for UE instructs the AMF about the clock quality reporting control information (clock quality detail level, clock quality acceptance criteria).
In the case that the PCF for the UE (providing the access and mobility related policy information) and the PCF for the PDU Session of this UE (providing the Session Management related policies) are separate PCF instances, the following applies:
-	If the PCF for the UE determines that the access and mobility related policy information can change at the start and stop of an application traffic detection, the following applies:
-	The PCF for the UE may subscribes to be notified about the PCF binding information when a PCF for the PDU Session (of this UE) is registered in the BSF, including the SUPI, DNN, S-NSSAI. The DNN, S-NSSAI is either provided by the AF or locally configured in the PCF for certain Application Identifier(s). An alternative mechanism for the PCF for the UE to be notified of the PCF for the PDU Session of this UE is to request the AMF to send to the PCF for the PDU Session of the DNN, S-NSSAI, via SMF, the request for notification of SM Policy Association establishment. In this case, the PCF for the PDU Session should subscribe Request for notification on SM Policy Association establishment or termination Policy Control Request Trigger as described in clause 6.1.3.5 to get the binding information of PCF for the UE (as defined in clause 6.1.1.2.2).
-	When the PCF for the UE is notified that PCF for the PDU Session is registered, either via the BSF that provides the UE address, DNN and the PCF address, PCF instance Id and PCF set id if available or via PCF for the PDU Session when it received a request for notification from the SMF. The PCF for the UE may subscribe to the “start/stop of application traffic detection” event defined in clause 6.1.3.18 or trigger a policy decision if there is a SM Policy Association to the DNN, S-NSSAI.
-	The reporting of “start/stop of application traffic detection” to the PCF for the UE is used as input for a policy decision to change the access and mobility related policy information.
NOTE 3:	The PCF for the UE may subscribe to the notifications of newly registered PCF for the PDU Session and subscribe to the “start/stop of application traffic detection” events for multiple applications with different application identifiers. When PCF receives the notifications for multiple applications, the PCF for the UE can determine which access and mobility related policy information to apply based on local configuration and operator policy.
-	If the PCF for the UE determines that the access and mobility related policy information can change at the establishment and termination of a SM Policy Association to a DNN and S-NSSAI base on the notification sent by the BSF, the PCF may indicate to the BSF to report the registration of a PCF for the PDU Session when the first SM Policy Association is established and the deregistration of the PCF for the PDU Session when the last SM Policy Association is terminated for a DNN, S-NSSAI.
-	The PCF for the UE checks if an AF is subscribed to be notified on outcome of service area coverage change, using the related event defined in clause 6.1.3.18.
* * * * End of 3rd Changes * * * *

* * * * Start of 4th Changes * * * *
[bookmark: _CR6_1_2_6_0][bookmark: _Toc153802992]6.1.2.6.0	General
The AF influence on Access and Mobility related policy control refers to the AF capability to request a service area coverage, or the indication that high throughput is desired for a UE,or slice replacement related policies.
Threewo methods enable the AF to influence Access and Mobility related policy control (see clause 4.15.6.9 of TS 23.502 [3] for the related procedures):
-	The AF requests a service area coverage for the UE and/or indicates that high throughput is desired, knowing that certain conditions are met, i.e. the application traffic needs a change of service area coverage or high throughput, as defined in clause 6.1.2.6.1.
-	The AF provides the service area coverage and/or the indication that high throughput is desired for one or multiple UEs that may or may not already be registered or fulfil certain conditions related to application traffic. This is considered when the AM Policy Association is established or via a modification of an AM Policy Association, as defined in clause 6.1.2.6.2.
-	The AF requests slice replacement to provide the desired slice for the UE. The request includes the S-NSSAI to be replaced, an Alternative S-NSSAI and/or information related to slice selection.

[bookmark: _CR6_1_2_6_1][bookmark: _CR6_1_2_6_2]* * * * End of 4th Changes * * * *

* * * * Start of 5th Changes * * * *
[bookmark: _Toc153803078]6.2.3	Application Function (AF)
The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the user plane behaviour and/or an element requesting non-session based network capability exposure. In this specification, the functionality of the AF is only defined with respect to the interaction with the 5G Core Network.
An AF may contact the PCF via the NEF for network capability exposure as defined in clause 4.3.6. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the PCF. Afs not allowed by the operator to directly interact with the PCF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the PCF via the NEF.
An AF may communicate with multiple PCFs. The mechanism for an AF to select the PCF associated to a PDU Session based on the UE address is described in clause 6.1.1.2.
The AF shall communicate with the PCF to transfer dynamic session information, required for PCF decisions as well as to receive access network specific information and notifications about events related to the PDU Session or the QoS Flow transferring the application traffic. One example of an AF is the P‑CSCF of the IM CN subsystem.
The AF may receive an indication that the service information is not accepted by the PCF together with service information that the PCF would accept. In that case, the AF rejects the service establishment towards the UE. If possible, the AF forwards the service information to the UE that the PCF would accept.
For certain events related to policy control, the AF shall be able to give instructions to the PCF to act on its own, i.e. based on the service information currently available as described in clause 6.1.3.6.
NOTE 1:	The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.
The AF may request the PCF to report events related to the PDU Session or the QoS Flow transferring the application traffic as defined in clause 6.1.3.18. The AF may use the access network specific information and notifications about events in the AF session signalling or to adjust the event reporting related to the PDU Session or the QoS Flow transferring the application traffic.
The AF may contact the PCF to request a time window and related conditions for future BDT. Details of the AF behaviour to support future BDT are defined in clause 6.1.2.4.
The AF may contact the PCF via the NEF to request a time window for PDTQ. Details of the AF behaviour to support PDTQ are defined in clause 6.1.2.7.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex D describes the scenario for sponsored data connectivity.
The AF may receive a request to terminate an AF session. The PCF may include an indication that the transmission resources are lost due to PS to CS handover.
NOTE 3:	The AF action upon reception of the indication that the transmission resources are lost due to PS to CS handover is application specific. The IMS uses the indication to prevent a termination of an ongoing session as specified in TS 24.229 [29] and TS 24.237 [30].
The AF may send guidance to PCF for the determination of proper URSP rules for the UE. Details of the AF guidance are described in clause 6.6 of TS 23.548 [33] and in clause 4.15.6.10 of TS 23.502 [3].
The AF may send slice replacement request to the PCF for the determination of an Alternative S-NSSAI. Details of the AF request are described in clause 4.15.6.9.2 of TS 23.502 [3].
For Time Sensitive Communication and Time synchronization as specified in clause 5.27 of TS 23.501 [2] and in clause 6.1.3.23a, the AF interacts with the TSCTSF (directly or via NEF) and the TSCTSF is interacting with the PCF. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the TSCTSF. AFs not allowed by the operator to directly interact with the TSCTSF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the TSCTSF via the NEF.
The AF may request measurements of QoS parameters subscribing to events (e.g. QoS monitoring) as part of an AF session with required QoS defined in clause 6.1.3.22.
* * * * End of 5th Change * * * *


