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Abstract of the contribution: This paper proposes a solution for addressing KI#2.2 and provides a simplified ATSSS architecture over non-3GPP access without using N3IWF or TNGF.
1	Discussion
This paper proposes a solution for addressing KI#2.2 and provides a simplified ATSSS architecture over non-3GPP access without using N3IWF or TNGF.
A non-3GPP access without N3IWF or TNGF is referred to as a "native non-3GPP access" in this document.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-54 as follows:


*** Start of changes ***
[bookmark: _Toc23326074][bookmark: _Toc25934675][bookmark: _Toc26337055][bookmark: _Toc31114302][bookmark: _Toc43392576][bookmark: _Toc43475372][bookmark: _Toc50558976][bookmark: _Toc54940331][bookmark: _Toc54952046][bookmark: _Toc57233494][bookmark: _Toc68068806][bookmark: _Toc93305720][bookmark: _Toc152046440]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping of DualSteer Solutions to Key Issues
	
	Key Issues for DualSteer

	Solution#
	<Key Issue #1.1>
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Table 6.0-2: Mapping of ATSSS_Ph4 Solutions to Key Issues
	
	Key Issues for ATSSS_Ph4

	Solution#
	<Key Issue #2.1>
	<Key Issue #2.2>
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*** Next Change (all new text) ***
[bookmark: _Toc93305721][bookmark: _Toc152046441]6.2.Y	Solution #x: Support for ATSSS  over native non-3GPP Access without N3IWF/TNGF
[bookmark: _Toc16839383][bookmark: _Toc23236015][bookmark: _Toc93305722][bookmark: _Toc152046442]6.2.Y.1	Introduction
[bookmark: _Toc16839384][bookmark: _Toc23236016][bookmark: _Toc93305723]The solution addresses KI#2.2 for a simplified ATSSS architecture over a native non-3GPP access using MP-QUIC Steering functionality. It proposes to extend the existing UPF and ATSSS related traffic handling in such way that a PDU session over the native non-3GPP access is logically replaced by a secure connection that is used to transfer UP traffic between UE and UPF. As explained in KI#2.2 description, there is no non-3GPP InterWorking Function (N3IWF) or Trusted Non-3GPP Gateway Function (TNGF) present in the communication over this native non-3GPP access. Proposed architecture for steering, switching, splitting, and duplicating traffic between the 3GPP and the native non-3GPP access (via "any IP network") is depicted in Figure 6.2.Y.1‑1. 
The solution requires that a MA PDU session is first created over 3GPP access, because this enables secure means to provide UPF's communication endpoint related information that is used to establish a new secure connection. This information may include access credentials like an access token to be used for the given communication endpoint depending on how secure connection is established. For instance, for MP-QUIC Steering functionality, a new path via the native non-3GPP access may be added into the existing MP-QUIC connection without any additional access credentials, because QUIC handles the usage of existing secure context for the new path. 
There are no explicit resources reserved in the native non-3GPP access, which just provides IP connectivity to the UE, allowing the UE to connect to the UPF in a secure manner. Traffic handling is done like in ATSSS, but with only difference that the non-3GPP access leg of the MA PDU Session is now replaced with the secure connection over native non-3GPP access.


Figure 6.2.Y.1‑1: Architecture for ATSSS between 3GPP and a native non-3GPP access without N3IWF/TNGF.
[bookmark: _Toc152046443]6.2.Y.2	Functional Description
[bookmark: _Toc16839385][bookmark: _Toc23236017][bookmark: _Toc93305724][bookmark: _Toc152046444]During Registration or PDU session establishment over 3GPP access (as shown in Figure 6.2.Y.3‑1) the UE may indicate its capability to support ATSSS between 3GPP and native non-3GPP access to the network. Based on the UE indication and the DNN, S-NSSAI the network may determine that a PDU session may be used for ATSSS between 3GPP and native non-3GPP access. 
If the UE indicated the capability to support ATSSS between 3GPP and native non-3GPP access, then the AMF selects a SMF that supports this feature and respectively the selected SMF then selects a UPF supporting this feature. Once the UPF selection is done, then the SMF requests the UPF for its Access Info data to be used with this MA PDU session. 
Access Info data includes communication parameters of how the UPF may be reached, such as IP addresses, port numbers or FQDNs, credentials, security keys and other relevant information depending on the used steering functionality, i.e., MP-QUIC. One Access Info data may be associated with one MA PDU session, and it is steering functionality specific. In addition, the Access Info data is dynamic in nature, and it may have lifetime during which the UPF is reachable for the UE to establish a secure connection via the native non-3GPP access. If the UE has not managed to establish a secure connection within the given timeframe, then the given Access Info data is expired, and the UE needs a new one by requesting PDU Session modification from the SMF (as shown in Figure 6.2.Y.3‑2). It is the UPF's responsibility to provision and monitor this lifetime.
Once the PDU Session is established the UE first establishes an MP-QUIC connection with the UPF and adds the first path of the MP-QUIC connection via the 3GPP access. If the UE also has another IP connectivity via a native non-3GPP access, the UE then creates a second MP-QUIC path to the UPF over the native non-3GPP access using the Access Info data received from the SMF during PDU Session establishment. The QUIC layer takes care of using the existing secure context that was created when the MP-QUIC connection was established over 3GPP access. 
The UPF is aware of the MP-QUIC connection and the paths it has with the UE via the native non-3GPP access and 3GPP access and both paths may be used to steer, switch, split and duplicate traffic according to the ATSSS and MA rules that are configured on the UE and in the UPF.
If the UE is connected to the UPF via a native non-3GPP access and loses 3GPP access, it may still maintain the connection(s) via the native non-3GPP access to the UPF or terminate the connection(s) and setup once 3GPP access is available again. Same handling may apply if the UE is connected via 3GPP access and loses the native non-3GPP access.
6.2.Y.3	Procedures
6.2.Y.3.1	Enhancements to MA PDU Session Establishment


[bookmark: _Toc16839386][bookmark: _Toc23236018][bookmark: _Toc93305725]Figure 6.2.Y.3-1: MA PDU session establishment for using a native non 3GPP-access.
Step 1: In the MA PDU session establishment, the UE indicates that as part of the MA PDU session a native non-3GPP access will be used. 
Step 2: The AMF chooses a SMF that supports the new feature or if no such SMF is available, rejects the request and notifies the UE. 
Step 3: The SMF establishes SM policy association with the PCF and receives ATSSS rules.
Step 4: The SMF selects a UPF (with help of NRF) that supports the new feature and, if no such UPF is available, the session cannot be established, and this is notified to the UE.
Step 5: The SMF requests Access Info data from the UPF and the UPF sets new timer for the Access Info data.
Step 6 a/b: The SMF provides Access Info data and ATSSS rules to the UE. In parallel, N4/MA rules are provided to the UPF. 
Step 7: The UE establishes new MP-QUIC connection with the UPF and the 1st path is added via 3GPP access.
Step 8: Using Access Info data, the UE adds a new path to the MP-QUIC connection (QUIC takes care of security etc.).
NOTE: While Access Info data is valid, the UE may try to repeat Step 8, via different native non-3GPP access.
6.2.Y.3.2	Enhancements to MA PDU Session Modification

 
Figure 6.2.Y.3-2: MA PDU session modification for using native non 3GPP-access.
Step 1: The UE issues new PDU session modification request (for the MA PDU session supporting ATSSS between 3GPP and native non-3GPP access) to get a new Access Info data. 
Step 2: The SMF requests Access Info data from the PSA UPF of MA PDU Session. 
Step 3: The SMF provides Access Info data in Session Modification Accept to the UE.
Step 4: Using Access Info data, the UE adds a new path to the MP-QUIC connection (QUIC takes care of security etc.).
NOTE:	While Access Info data is valid, the UE may try to repeat Step 4, via different native non-3GPP access.
[bookmark: _Toc152046445]6.2.Y.4	Impacts on services, entities, and interfaces
UPF: 
-	Exposes new communication endpoint(s) (i.e., Access Info data) reachable via native non-3GPP access network for adding a new path for the existing MP-QUIC connection. 
-	Provides Access Info data when requested by SMF.
-	Provisions and monitors of Access Info data lifetime.
SMF:  
-	Receives in PDU Session establishment request, an indication for support of ATSSS over 3GPP and native non-3GPP access without N3IWF/TNGF and selects an UPF that supports this feature.
-	Query Access Info data from the UPF and provide it to the UE.
-	Receives request from UE, in PDU Session Modification, to fetch fresh Access Info data from UPF, Query Access Info data from the UPF and provide it to the UE.
UE: 
-	Indicates the capability to support ATSSS over 3GPP and native non-3GPP access in PDU Session establishment/modification request.
-	Receives Access Info data from the SMF.
-	Creates new MP-QUIC path to the existing MA PDU session (MP-QUIC connection) using the received Access Info data.
-	Ability to request new Access Info data from the SMF via PDU Session modification procedure.
*** END of changes ***
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