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Abstract of the contribution: This paper proposes a new solution for KI#1 and KI#2.
Discussion
This paper proposes a new solution for KI#1 and KI#2.

Proposal
It is proposed to agree the following changes into TR 23.700-32.

* * * * Start of 1st Change * * * *

[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc93073662][bookmark: _Toc153818189][bookmark: _Toc157447962][bookmark: _Toc157692397][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
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	#X
	X
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* * * * Start of 2nd Change * * * *
!!! All New Texts !!!

[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]6.X	Solution #X: Identifying the Human User of UE based on User Identity Profile stored in the UDM
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]This solution addresses Key Issue #1 and Key Issue #2.
[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966]In this solution, it is assumed that a User Identifier is unique at least within the operator's network. After authentication of User Identifier is completed, the AMF gets the SUPI of linked 3GPP subscription. 
The User Identity Profile contains following information:
-	A User Identifier
-	allowed device identifiers (PEIs)
-	credentials for authentication of the User Identifier
-	Specific service settings and parameters
-	Linked 3GPP subscription (SUPI)
Editor's note:	It is FFS whether credentials are stored in the User Identity Profile. It depends on authentication procedure which will be determined by SA3.
The User Identity Profile is provided to the 5GC by using External Parameter Provisioning procedure described in clause 4.15.6.2 of TS 23.502 [x]. When the AF provides the User Identity Profile, GPSI of subscription linked with the User Identifier is provided so that 5GC aware of Link between 3GPP subscription and User Identifier.
When a user intends to use a UE using the User Identifier, the UE triggers Registration procedure by including User Identifier of the user. The AMF triggers authentication of the User Identifier and, if authentication is successful, the AMF stores the User Identifier and registers to the UDM of the User Identifier. The AMF provides Registration Accept to the UE with indication that service for the User Identifier is allowed. The User Identifier is transferred to the SMF/PCF of existing PDU Session or new PDU Session. If the SMF/PCF receives the User Identifier, the SMF/PCF gets the User Identity Profile information from the UDM/UDR and can apply the User Identifier specific policies.
[bookmark: _Toc157692401]6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967]6.X.3.1	Procedures for provisioning of User Identity Profile


Figure 6.X.3.1-1: Provisioning of User Identity Profile
1.	If the AF wants to create/update/delete User Identity Profile, the AF provides User Identity Profile together with GPSI of linked 3GPP subscription by triggering Nnef_PrameterProvision_Create/Update/Delete service operation.
2.	If the AF is authorized by the NEF, the NEF selects UDM by using the GPSI of linked 3GPP subscription. The NEF triggers Nudm_PrameterProvision_Create/Update/Delete service operation.
3.	If the AF is authorised by the UDM to provision the parameters for the subscriber (represented by GPSI of linked 3GPP subscription), the UDM requests the UDR to create, update or delete the "specific service settings and parameters" in the User Identity Profile via Nudr_DM_Create/Update/Delete Request. The stored information can be used by the PCF to apply User Identifier specific policies.
4.	UDR responds the request with Nudr_DM_Create/Update/Delete Response.
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response.
6.X.3.2	Procedures for Activation of User Identifier


Figure 6.X.3.2-1: Activation of User Identifier
1.	The UE is registered and established PDU Sessions without User Identifier. The procedure follows existing procedures.
2.	The UE triggers Registration procedure by including User Identifier of the user.
3.	Based on the User Identifier provided by the UE, AMF triggers authentication of the User Identifier.
4.	If authentication is successful, the AMF receives SUPI linked with the User Identifier. The AMF registers the User Identifier to notify the UDM that the User Identifier is activated and the User Identifier is served by the UE.
	The UDM may check whether the User Identifier is used by other UE (i.e. check whether the User Identifier is already activated by other UE). If the User Identifier is used by other UE, based on local policy, the UDM either rejects the registration or cancels the registration of old registration by sending Nudm_UECM_DeregistrationNotification.
5.	The AMF retrieves User Identity Profile from the UDM by triggering Nudm_SDM_Get by providing User Identifier. Based on the received information, the AMF may check whether the UE is allowed to be used by the User Identifier.
6	If the User Identifier is allowed to get a service with the UE, the AMF sends Registration Accept to the UE with indication that the User Identifier is allowed. Otherwise, the AMF notify the UDM that the User Identifier is deactivated and sends Registration Accept to the UE with indication that the User Identifier is not allowed and procedure stops.
7.	The AMF triggers Nsmf_PDUSession_UpdateSMContext to notify the User Identifier and linked SUPI to the SMF.
8.	The SMF retrieves User Identity Profile from the UDM by triggering Nudm_SDM_Get by providing User Identifier. Based on the received information, the SMF may update QoS based on operator policy.
9.	The SMF triggers Npcf_SMPolicyControl_Update to notify the User Identifier and linked SUPI to the PCF. Based on the received User Identifier, the PCF can retrieve the User Identity Profile from the UDR to apply User Identifier specific policy. 
10.	The SMF registers the PDU Session to notify the UDM that the User Identifier is using the PDU Session.
[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
UE:
-	support handling of User Identifier during the Registration procedure.
AMF:
-	support receiving User Identifier from the UE and triggers authentication.
-	support registering the activated User Identifier.
SMF:
-	support receiving User Identifier from the AMF and registering the PDU Session.
PCF:
-	support receiving User Identifier from the SMF and retrieves User Identity Profile from UDR.
UDM:
-	support storing of User Identity Profile.
-	enforce that User Identifier does not activated simultaneously over different UEs.
NEF, UDM, UDR:
-	support provisioning of User Identity Profile.

* * * * End of Changes * * * * 
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