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Abstract of the contribution: This contribution proposes new solution to KI#6 on support of standalone IMS data channel.
1 Introduction
We propose a new solution to support standalone IMS data channel sessions.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to add following text to TR 23.700-77.

* * * * First change* * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[6]	3GPP TS 26.114: "Media handling and interaction".
[7]	3GPP TS 22.261: "Service requirements for the 5G system".
[8]	3GPP TR 26.813: "Study of Avatars in Real-Time Communication Services".
[9]	3GPP TS 22.156: "Mobile Metaverse Services".
[10]	3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".
[11]	3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem".
[xy]	IETF RFC 4028: "Session Timers in the Session Initiation Protocol (SIP)".
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6. 0 Mapping of Solutions to Key Issues
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Table 6.0-1: Mapping of Solutions to Key Issues
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6.x	Solution #Y: Standalone IMS Data Channel decoupled from Multimedia Telephony
6.x.1	Description
This clause provides a solution for Key Issue #6 on Support of Standalone IMS Data Channel.
The solution uses the functional entities supporting the IMS data channel as specified in TS 23.228 [5] as the basis and decouples the data channel from the MMTel session.
Main principles of this solution are:
-	The standalone IMS data channel is considered a dedicated IMS communication service, which can be used outside an MMTel session. This simplifies the call establishment, as MMTel related services need not be executed during session establishment.
-	The standalone IMS data channel can be used for standalone applications that do not require a MMTel session or can be used without any voice or video communication between the connected parties (e.g., two users playing a game with each other).
-	UE and IMS network negotiate support of standalone IMS data channel service during IMS registration of the UE.
-	The UE establishes an IMS session for a standalone bootstrap data channel, standalone application data channel or a combination of standalone bootstrap data channel and standalone application data channel(s). Simplified call establishment procedures may be applied as there is no need to use SIP preconditions.
-	During IMS session establishment for a standalone data channel the IMS network checks whether the UE is allowed to use the standalone IMS data channel service.
-	Standalone IMS data channel sessions use SIP session timer as per RFC 4028 [xy] to avoid hanging resources in the UE and the network.
-	The standalone IMS data channel session is terminated by the existing session release procedure specified in TS 23.228 [5]. The session release may be triggered by the expiry of the session timer or by sending a SIP BYE request.
-	Standalone IMS data channel sessions and MMTel sessions co-exist independently. However, a MMTel session can be associated with an IMS data channel.
-	Standalone IMS data channel sessions cannot be modified to include MMTel services. The UE can at any time establish a dedicated IMS session for voice/video including IMS data channel as per existing procedures.
6.x.2	Procedures
6.x.2.1 Establishment of an IMS session with standalone P2P Application Data Channel
Figure 6.x.2.1-1 depicts a signalling flow for establishing a standalone application data channel in a person-to-person use case. In this scenario, the MF is not used to anchor the application data channel.
In the call flow, it is assumed that the UEs have already established a bootstrap data channel, for example during an MMTel session or a standalone bootstrap data channel. The call flow follows similar principles as the call flow in TS 23.228 [5], clause AC.7.2.1-1.



Figure 6.x.2.1-1: Procedure to establish a standalone P2P application data channel
The procedure assumes that the UE is successfully IMS registered and both UE and IMS network support standalone IMS data channel. The steps in the call flow are as follows:
1.	UE#1 sends a SIP INVITE request with an SDP relating to the standalone IMS DC to the IMS AS, through originating network P-CSCF and S-CSCF. The SDP contains the requested application data channel and optionally the associated DC application binding information, according to TS 26.114 [6]. UE#1 and originating IMS network using SIP session timer per RFC 4028 [xy] for the IMS session.
2.	The IMS AS validates user subscription data to determine whether the user is allowed to use standalone IMS DC service and whether the request event should be notified to the DCSF.
3.	The IMS AS notifies the DCSF of the request event.
4.	After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment request based on the related parameters (i.e. associated DC application binding information) in the notification and/or DCSF service specific policy.
5.	The DCSF determines that the added application data channel media descriptor does not require anchoring the DC on the local MF or MRF.
6.	The DCSF responds to the notification received in step 3.
7-8.	The IMS AS sends the INVITE to the originating S-CSCF, which forwards it to the terminating network side and UE#2.
9-11.	UE#2 and terminating network return a 200 OK response with SDP answer for standalone application data channel to the originating network. Based on the received DC application binding information in the SDP offer of the INVITE, UE#2 may need to download the corresponding DC application signalled in the SDP offer, if not done already and associate it with the requested application data channel. UE#2 and terminating IMS network using SIP session timer per RFC 4028 [xy] for the IMS session.
NOTE:	The UE at the terminating side is capable to determine to use the DC application based on the received DC application binding information.
12.	IMS AS notifies the DCSF of the successful session establishment.
13.	DCSF responds to the notification received in step 12.
14-15.	The 200 OK response is sent to the originating S-CSCF and P-CSCF.
16.	The originating network P-CSCF executes the QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
17.	P-CSCF returns the 200 OK response to UE#1.
18.	UE#1 sends ACK to UE#2 via the session control path.
19.	The application data channel between UE#1 and UE#2 is established. In this example, it is not anchored in MF/MRF. It is used to transmit application data.
20. When the application data channel is not needed any longer, it is terminated by existing session termination procedures. The application data channel may also be terminated in the UEs and IMS networks when the SIP session timers expire.
Editor's note:	Other procedures are for FFS.
[bookmark: _Toc157759542]6.x.3	Impacts on existing nodes and functionality
Impacted nodes and functionality are listed as follows:
-	UE: support standalone IMS data channel and SIP session timer per RFC 4028 [xy].
-	IMS AS: support standalone IMS data channel and SIP session timer per RFC 4028 [xy].
-	HSS: store user subscription information related to standalone IMS DC.
-	DCSF: support standalone IMS data channel (standalone bootstrap DC, standalone application DC and standalone combined bootstrap/application DC).
Editor's note:	Further details on impacted nodes and functionality are for FFS.

* * * * End of changes * * * *

image1.emf
UE#1 P-CSCF IMS  AS

1. INVITE (SDP offer for standalone application DC)

DCSF

MF/MRF

Terminating Network/UE#2

I/S-CSCF

7. INVITE (SDP offer for application DC)

14. 200 OK

(SDP answer  for application DC)

15. 200 OK

(SDP answer  for application DC)

17. 200 OK

(SDP answer  for application DC)

16. DC QoS flow

8. INVITE (SDP offer for application DC)

10. 200 OK (SDP answer for application DC)

11. 200 OK

(SDP answer for application DC)

18. ACK 

19. Application data channel activated 

5. DCSF Allows the DC e2e application stream to be exposed to 

remote party

6. Nimsas_SessionEventControl_NotifyResponse

12. Nimsas_SessionEventControl_Notify (MediaChangeSuccessEvent, sessionID, MediaInfoList)

13. Nimsas_SessionEventControl_Notify Response

4. DCSF decides whether DC is provided and determines DC 

control policy

2. DC Routing Decision

9.Terminating network negotiation

3. Nimsas_SessionEventControl_Notify

Application Data Channel Traffic

20. BYE (Session Termination)


Microsoft_Visio_Drawing.vsdx
UE#1
P-CSCF
IMS  AS
1. INVITE (SDP offer for standalone application DC)
DCSF
MF/MRF
Terminating Network/UE#2
I/S-CSCF
7. INVITE (SDP offer for application DC)
14. 200 OK
(SDP answer  for application DC)
15. 200 OK
(SDP answer  for application DC)
17. 200 OK
(SDP answer  for application DC)
16. DC QoS flow
8. INVITE (SDP offer for application DC)
10. 200 OK (SDP answer for application DC)
11. 200 OK
(SDP answer for application DC)
18. ACK
19. Application data channel activated
5. DCSF Allows the DC e2e application stream to be exposed to remote party
6. Nimsas_SessionEventControl_NotifyResponse
12. Nimsas_SessionEventControl_Notify (MediaChangeSuccessEvent, sessionID, MediaInfoList)
13. Nimsas_SessionEventControl_Notify Response
4. DCSF decides whether DC is provided and determines DC control policy
2. DC Routing Decision
9.Terminating network negotiation
3. Nimsas_SessionEventControl_Notify
Application Data Channel Traffic
20. BYE (Session Termination)



