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Abstract of the contribution: This paper is to propose some clarifications on Connection Management states. 
[bookmark: _Hlk513714389]1. Discussion
Connection Management and Connection Management state are specified in TS 23.501 clause 5.3.3 and excerpted as followings:
----------------------------------------------Excerpt from TS 23.501---------------------------------------------------------------------
[bookmark: _Toc20149710][bookmark: _Toc27846501][bookmark: _Toc36187625][bookmark: _Toc45183529][bookmark: _Toc47342371][bookmark: _Toc51769069][bookmark: _Toc153798531]5.3.3	Connection Management
[bookmark: _CR5_3_3_1][bookmark: _Toc20149711][bookmark: _Toc27846502][bookmark: _Toc36187626][bookmark: _Toc45183530][bookmark: _Toc47342372][bookmark: _Toc51769070][bookmark: _Toc153798532]5.3.3.1	General
Connection management comprises the functions of establishing and releasing a NAS signalling connection between a UE and the AMF over N1. This NAS signalling connection is used to enable NAS signalling exchange between the UE and the core network. It comprises both the AN signalling connection between the UE and the AN (RRC Connection over 3GPP access or UE-N3IWF connection over untrusted N3GPP access or UE-TNGF connection over trusted N3GPP access) and the N2 connection for this UE between the AN and the AMF.
[bookmark: _CR5_3_3_2][bookmark: _Toc20149712][bookmark: _Toc27846503][bookmark: _Toc36187627][bookmark: _Toc45183531][bookmark: _Toc47342373][bookmark: _Toc51769071][bookmark: _Toc153798533]5.3.3.2	5GS Connection Management states
[bookmark: _CR5_3_3_2_1][bookmark: _Toc20149713][bookmark: _Toc27846504][bookmark: _Toc36187628][bookmark: _Toc45183532][bookmark: _Toc47342374][bookmark: _Toc51769072][bookmark: _Toc153798534]5.3.3.2.1	General
Two CM states are used to reflect the NAS signalling Connection of the UE with the AMF:
-	CM-IDLE
-	CM-CONNECTED
The CM state for 3GPP access and Non-3GPP access are independent of each other, i.e. one can be in CM-IDLE state at the same time when the other is in CM-CONNECTED state.
----------------------------------------------Excerpt from TS 23.501---------------------------------------------------------------------
It can be seen that the NAS signalling connection comprises AN connection and N2 connection, and since RRC states are not supported, so the NAS signalling connection can’t be supported which means Connection Management states are not supported.
It is proposed to clarify that Connection Management states are not supported for AIoT Devices, and this clarification will help better scope the solutions to be discussed.
2. Proposal
It is proposed to agree the following changes into TR 23.700-13.

1st Change
[bookmark: _Toc153792586][bookmark: _Toc153792671][bookmark: _Toc157661573]4.1	Architectural Assumptions
-	The following traffic types for Ambient IoT Device are to be studied:
-	DT: Device-terminated; and
-	DO-DTT: Device-originated - device-terminated triggered.
NOTE 1:	The final decision for including DO-A (Device-originated - autonomous) in the study depends on RAN decision.
-	The following two connectivity topologies as defined in TR 38.848 [7] are to be studied:
-	Topology 1: BS <--> Ambient IoT Device;
-	Topology 2: BS <--> intermediate node <--> Ambient IoT Device: Only a UE can act as an intermediate node which is under the network control.
-	The communication spectrum is assumed to be licensed.
-	Handover is not supported.
-	RRC states are not supported by AIoT Devices (see RP-234058 [3])
-	No mobility (i.e. at least no cell selection/re-selection-like function) supported by AIoT Devices (see RP-234058 [3])
-	Connection Management states are not supported for AIoT Devices.
Editor's note:	The RAN SID reference is to be updated to RAN TR when available, and the meaning of no mobility is to be clarified by RAN.
NOTE 2: 	Coordination with RAN is required to determine the Ambient IoT Device capabilities in relation to system level of functionality (considering e.g. traffic scenarios, connectivity topologies etc.).
NOTE 3:	The security aspects for Ambient IoT requires coordination with SA WG3.
NOTE 4:	The charging aspects for Ambient IoT will be studied by SA WG5.
NOTE 5:	The NAS based Congestion control is not in the scope of this study.
2nd Change
[bookmark: _Toc157661578]5.2	Key Issue #2: Identification, Subscription, Registration and Connection management
[bookmark: _Toc157661579]5.2.1	Description
This Key Issue pertains to the authorization and management of Ambient IoT Devices to support Ambient IoT services.
Considering that Ambient IoT Devices are a new type of reduced capabilities devices, the existing subscription model may not be suitable. Specifically, there is the need to study the device identification method to support Ambient IoT devices which are under operator control.
Based on the above consideration, the aspects to be studied in this key issue include:
-	Study whether subscription management and, registration management and/or connection management are necessary for an Ambient IoT Device or a group of Ambient IoT Devices, and if so identify the necessary state machine(s), procedures and functionality considering the Ambient IoT Devices capability and characteristics.
-	Study whether and how reachability and paging apply to Ambient IoT Device(s) considering the Ambient IoT devices capability and characteristics, and if so, what are the impacts.
-	Study how to identify Ambient IoT Device or group of devices and how to format the identifier.
NOTE:	NAS based Congestion control are not in the scope of this study.
End of Changes
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