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Abstract: This contribution discusses FEC transmission ratio for PDU Set handling enhancement and proposes to send an LS to SA4 to ask for further feedback.
1. Summary
In this discussion paper, we review the exchanged information regarding packet ratio for FEC between SA2 and SA4, and then proposes to send an LS to SA4 to ask for further feedback on the usage of FEC transmission ratio for PDU Set handling enhancement. This paper is related to S2-2402160, which is the LS out to SA4.
2. Review of packet ratio for FEC
During Rel-18 study phase of FS_XRM, when discussing packet transmission of PDU Set, in LS S2-2207887, SA2 once asked SA4 whether packet ratio for FEC is static and whether application layer can provide such a ratio to 5GS. The question regarding packet ratio for FEC in the LS is as following:
Q1: Packet ratio for FEC
In S2-2203658/S4-220505, the following examples were included:
In yet another example, a PDU Set may be mapped to all source and repair packets of an Application Layer FEC source block. 
….
Typically, for an applicational layer, source block packets from 0 to K-1 identify the source symbols of a source block in sequential order, where K is the number of source symbols in the source block.  Encoding Symbol IDs K onwards identify repair symbols generated from the source symbols using an FEC encoder, e.g., Raptor. Typically, N >= K packets are sent, carrying an FEC source or repair symbols. Typically, the decoder requires only any K or only a small amount more than K packet of the N packets to recover the source packets.
SA2 discussed some candidate solutions proposing packet transmission based on the ratio of source symbol packets, i.e., K/N in the above example. SA2 would like to ask SA4 whether the above ratio is static for a specific XRM service, and whether application layer can provide such a ratio to 5GS. 
And the corresponding reply LS S2-2210181 from SA4 provided the following answers:
SA4 response:
· Generally, on the usage of AL-FEC for XRM services
· SA4 until now has not done any analysis on applying FEC codes to XRM services. Our example and context of PDU sets relates to experience in MBMS services. For example, in TR 26.881 “Study on Forward Error Correction (FEC) for Mission Critical Services”, it is recommended that services with latencies below 1 second are sufficiently supported by well-dimensioned physical layer FEC.
· In real-time services, in particular with RTP and WebRTC as considered in Release 18 normative work in SA4, applying a “fixed” FEC scheme is quite often not possible as RTP source packets are typically not of identical size.
· Also note that FEC codes applied in Real-time service may quite often not be maximum distance separable (MDS) and hence, the reception of how many and which packets are necessary for recovery is quite dependent on a specific PDU set.
· In general, SA4 discourages to apply “active” packet dropping to FEC protected information as it may negatively impact receiver operations (e.g., confuse the receiver (for example asking for even more FEC packets), result in additional delay, lead to wrong measurement of the network capacity, or harm fast decoding). The 5G System should provide the requested/expected QoS and not rely on application layer FEC.
· Specifically on the question
· Although some FEC codes allow for static redundancy ratio, the K/N ratio is not always static during a media delivery session. For example, Video usually relies on Flex-FEC configurations. In such a case, the application is expected to update the 5GS with any configuration change.

The FEC transmission ratio / Packet ratio for FEC refers to the ratio of PDUs of a PDU Set that are necessary for the recovery of entire PDU Set. In other words, when X% PDUs of the PDU Set have been successfully transmitted to the receiver, it allows recovery of entire PDU Set.
Observation 1: When FEC encoding is activated to generate PDU Sets from different RTP source packets, due to not all the source packets are equal in size and the reception of how many packets are necessary for recovery depends on a specific PDU Set, the FEC transmission ratio may be different for each PDU Set.
Proposal 1: It is proposed that the application may provide the FEC transmission ratio per PDU Set to the 5GS, therefore the NG-RAN may perform packet discarding per PDU Set when necessary.
3. Discussion on the mapping between FEC transmission ratio and PDU Set Importance
In Rel-18, PDU Set Importance (PSI) is defined to identify the relative importance of a PDU Set compared to other PDU Sets within a QoS Flow. NG-RAN may use PSI value within a QoS Flow for PDU Set level packet discarding in presence of congestion.
Observation 2: When FEC encoding is activated, the application server may provide more redundant packets for PDU Sets of more importance to ensure higher transmission reliability. Therefore, it is natural that the FEC transmission ratio for each PDU Set may have dependency on PDU Set Importance.
Proposal 2: It is proposed that the AF can determine and provide the mapping information between FEC transmission ratio and PSI value to 5GS, therefore when the receiver has received sufficient PDUs for recovery, the NG-RAN may discard the remaining PDUs of each PDU Set accordingly. The validity of this proposal needs SA4’s feedback.
4. Discussion on adaptive use of FEC
During SA2#160-Ad Hoc-e, when discussing the enable/disable of FEC mechanism, the issue adaptive use of FEC is raised for further study. According to RFC 8854, texts referring to adaptive use of FEC are as following:
Because use of FEC always causes redundant data to be transmitted, and the total amount of data must remain within any bandwidth limits indicated by congestion control and the receiver, this will lead to less bandwidth available for the primary encoding, even when the redundant data is not being used. This is in contrast to methods like RTX [RFC4588] or Flexible FEC's retransmission mode ([RFC8627], Section 1.1.7), which only transmit redundant data when necessary, at the cost of an extra round trip and thereby increased media latency.
Given this, WebRTC implementations SHOULD prefer using RTX or Flexible FEC retransmissions instead of FEC when the connection RTT is within the application's latency budget, and otherwise SHOULD only transmit the amount of FEC needed to protect against the observed packet loss (which can be determined, e.g., by monitoring transmit packet loss data from RTP Control Protocol (RTCP) receiver reports [RFC 3550]), unless the application indicates it is willing to pay a quality penalty to proactively avoid losses.
Note that when probing bandwidth, i.e., speculatively sending extra data to determine if additional link capacity exists, FEC data SHOULD be used as the additional data. Given that extra data is going to be sent regardless, it makes sense to have that data protect the primary payload; in addition, FEC can typically be applied in a way that increases bandwidth only modestly, which is necessary when probing.
When using FEC with layered codecs, e.g., [RFC6386], where only base layer frames are critical to the decoding of future frames, implementations SHOULD only apply FEC to these base layer frames.
Finally, it should be noted that, although applying redundancy is often useful in protecting a stream against packet loss, if the loss is caused by network congestion, the additional bandwidth used by the redundant data may actually make the situation worse and can lead to significant degradation of the network.

Observation 3: Due to the available bandwidth is limited, WebRTC implementations should prefer using Flexible FEC retransmissions mechanism instead of the simplest FEC transmission configuration, unless the application indicates it is willing to pay a quality penalty to proactively avoid losses.
Proposal 3: When Flexible FEC retransmissions is used for PDU Set packet transmission, it is proposed that SA2 asks for SA4 to get further feedback on whether a fixed mapping between FEC transmission ratio and PDU Set Importance is valid or not.
5. Conclusion
Observation 1: When FEC encoding is activated to generate PDU Sets from different RTP source packets, due to not all the source packets are equal in size and the reception of how many packets are necessary for recovery depends on a specific PDU Set, the FEC transmission ratio may be different for each PDU Set.
Observation 2: When FEC encoding is activated, the application server may provide more redundant packets for PDU Sets of more importance to ensure higher transmission reliability. Therefore, it is natural that the FEC transmission ratio for each PDU Set may have dependency on PDU Set Importance.
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