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Abstract: This paper proposes a solution for KI#4. 
1. Discussion
In Rel. 18 it was decided that all PDUs of an application service flow (i.e. that match the PDR for the application) will be mapped to the same QoS flow and PDU Set QoS will be applied if activated, independent of whether the PDUs belong to a PDU Set based on the Protocol Description. This is reflected in TS23.501[2] clause 5.37.5.1
	For the downlink direction, the PSA UPF identifies PDUs that belong to PDU Sets and marks them accordingly as described in clause 5.37.5.2. If the PSA UPF receives a PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the PSA UPF still maps it to a PDU Set and determines the PDU Set Information as described in clause 5.37.5.2.

NOTE:
If the PSA UPF receives a PDU that does not belong to a PDU Set, then it is assumed that the UPF determines the PDU Set Importance value based on pre-configuration.




An application service flow typically contains multiple components, some belongs to PDU set but others are not. If the PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the PSA UPF still maps it to a PDU Set, this has the negative effect that the PDU Set QoS parameters (e.g. PSER, PSDB) are applied to lonely packets for which it is not appropriate (e.g. audio streams, RTCP, STUN, DTLS-RTCP, etc. PDUs). E.g. The lonely packets will be suffered from longer delay budget since PSDB is longer than PDB generally. Generally, the leftover delay budget will impact the scheduling priority. The longer delay budget may mean the lower scheduling priority.
In current specification, the PDR may contain multiple QERs, as indicated in section 5.8.5.3 of TS 23.501[2]: 

Table 5.8.5.3-1: Attributes within Packet Detection Rule

	Attribute
	Description

	N4 Session ID
	Identifies the N4 session associated to this PDR.

	Rule ID
	Unique identifier to identify this rule.

	Precedence
	Determines the order, in which the detection information of all rules is applied.

	(some content that are not related are left out……)

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.


But, all these QERs are related to the packet matching the PDI (Packet detection information) and Protocol Description in PDR.
Proposal: It proposes to map the lonely packet (i.e. PDU that not belongs to PDU set) into a separate QoS flow, instead of mapping it to a PDU Set. 
2. Proposal
It is proposed to agree the following solution to 3GPP TR23.700-70 v0.3.0.
* * * * First change (All new text)* * * *

6.X
Solution #X: Separate QoS Flows for PDU Set and lonely PDU
6.X.1
Key Issue mapping
This solution mainly addresses key issue #4. 

It is also related to Key Issue #1 since it proposes to enhance PDU Set and PDU mapping to respective QoS Flows.
6.X.2
Description
In Rel. 18 it was decided that all PDUs of an application service flow (i.e. that match the PDR for the application) will be mapped to the same QoS flow and PDU Set QoS will be applied if activated, independent of whether the PDUs belong to a PDU Set based on the Protocol Description. This is reflected in TS23.501[2] clause 5.37.5.1
	For the downlink direction, the PSA UPF identifies PDUs that belong to PDU Sets and marks them accordingly as described in clause 5.37.5.2. If the PSA UPF receives a PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the PSA UPF still maps it to a PDU Set and determines the PDU Set Information as described in clause 5.37.5.2.

NOTE:
If the PSA UPF receives a PDU that does not belong to a PDU Set, then it is assumed that the UPF determines the PDU Set Importance value based on pre-configuration.




An application service flow typically contains multiple components, some belongs to PDU set but others are not. If the PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the PSA UPF still maps it to a PDU Set, this has the negative effect that the PDU Set QoS parameters (e.g. PSER, PSDB) are applied to lonely packet for which it is not appropriate (e.g. audio streams, RTCP, STUN, DTLS-RTCP, etc. PDUs). E.g. The lonely packets will be suffered from longer delay budget since PSDB is longer than PDB generally. Generally, the leftover delay budget will impact the scheduling priority. The longer delay budget may mean the lower scheduling priority.
This solution proposes an update to current PDU set mapping. It proposes to map the lonely packet (i.e. the PDU that not belongs to PDU set) into a separate QoS flow, instead of mapping it to a PDU Set. 
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Figure 6.X.2-1: Procedure flow of QERs generations by AF requests
· For a data stream, the AF requests two sets of QoS parameters that shares the same flow description information. One is PDU set QoS (e.g. PSIHI, PSDB, PSER) and the other one per Packet QoS (e.g. PER, PDB).  
· Based on AF request, the PCF generates the one PCC rule, which includes the following:
· PDU Set QoS. 
· per Packet QoS (e.g. PER, PDB) 
· The SMF generates one PDR based on the received PCC rule. In the PDR, the SMF decides the Packet Detection Information according to the Service data flow detection and Protocol Description in PCC rule. And, two QoS Enforcement Rules are included in PDR: 
· One QER that used for mapping the PDU belongs to PDU set, filtered by Service data flow detection and Protocol Description.
· One QER that used for mapping the PDU not belongs to PDU set, filtered by Service data flow detection but not filtered by Protocol Description.
· The SMF sends the PDR which contains two QERs to UPF via N4 session procedure. 
· The UPF detects the packet by PDR, and if the PDU belongs to PDU set, the UPF performs the QER to mark the PDU set and mapping to QoS flow which generates by QER. If the PDU doesn’t belongs to PDU set, the UPF performs the another QER to not mark the PDU set and mapping to QoS flow which generates by this QER.
6.X.3
Procedure of QoS handling for PDU Set and PDU not belongs to PDU set

[image: image2.emf]UPF SMF PCF NEF AF

1.Nnef_AFsessionWithQoS_

Create request

2. Authorization

3.Npcf_PolicyAuthorization

_Create request

4.Npcf_PolicyAuthorization

_Create response

5.Nnef_AFsessionWithQoS_

Create response

6.Npcf_SMPolicyControl_Up

dateNotify request

7.Npcf_SMPolicyControl_Up

dateNotify request

8.N4 session establishment

9a. QoS handling for PDU 

belongs to PDU set

9b. QoS handling for PDU 

not belongs to PDU set


Figure 6.X.3-1: Setting up an AF session with required QoS procedure for both PDU Set and PDU in one AF request
1.
The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message as indicated in 4.15.6.6 of TS 23.502[x]. In this request, except Flow description information and Protocol Description, two separate sets of QoS Reference or individual QoS parameters are included. One is for per packet QoS (e.g. PER, PDB) and the other one is for PDU set QoS. 
2-3. The same procedure as from step 2 to step 3 in 4.15.6.6 of TS 23.502[3]. 

4.
For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.

If the request is authorized, the PCF generates one PCC Rule with service data flow filter (including IP Packet Filter set as in clause 5.7.6.2 of TS 23.501 [2]), Protocol Description Information derived from the Flow Descriptions provided by the AF and the two separate sets of derived PCC rule QoS parameters (such a 5QI, ARP, GBR and MBR). One is for identification, marking PDU set and mapping PDU set to QoS flow. Another one is for mapping PDU that does not belong to a PDU Set to QoS flow. These two separate sets of QoS parameters shares the same service data flow filter and Protocol Description Information. 
5.
The same procedure as in step 5 in 4.15.6.6 of TS 23.502[3]. 

6.
The PCF may determine that updated or new policy information need to be sent to the SMF.
7.
The SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.
8.
The SMF maps the service data flow template and Protocol Description Information in the PCC Rule into the detection information in a Packet Detection Rules to the UPF. 

The SMF generates two separate QoS Enforcement Rule(s) (QER 1 and QER 2) based on two sets of QoS parameters from PCC rule. The SMF provides two QoS Enforcement Rule(s) to UPF to perform the QoS enforcement of the user plane traffic for both PDU belongs or not belongs to PDU set. One QER shall be applied to packets matching this PDR, matching both packet filter set and Protocol Description. Another QER shall be applied to packets matching packet filter set but not matching Protocol Description in PDR.

The PDR includes these two separate QER(s). 

The SMF shall provide the PDR in a PFCP Session Establishment Request or a PFCP Session Modification Request to UPF. 
9a.
The PSA UPF identifies PDUs that belong to PDU Sets and enforces the corresponding QER 1 to mark them accordingly as described in clause 5.37.5.2 of TS 23.501[2]. 
9b.
The PSA UPF identifies PDUs that not belong to PDU Sets and enforces the another QER 2 to not mark them as PDU set, and mapping the PDU to QoS flow.
 6.X.4
Impacts on services, entities and interfaces

UPF:
-
Identifies the PDUs that not belong to PDU Sets, and enforces the corresponding QER to not mark them as PDU set.

SMF:
-
Generates two separate QoS Enforcement Rule(s) from one PCC rule. Two QERs are included in one PDR. One of the QER shall be applied to packets matching both packet filter set and Protocol Description. Another QER shall be applied to packets matching packet filter set but not matching Protocol Description. 
PCF:
-
Determine one PCC Rule based on AF request which contains two separate sets of QoS Reference or individual QoS parameters. One for per packet QoS (e.g. PER, PDB), the other for PDU set QoS.
AF:
-
Provides one AF request, including two separate sets of QoS Reference or individual QoS parameters: PDU Set QoS For PDU belongs to PDU set and per packet QoS for PDU not belongs to PDU set.

No UE and RAN impacts.
* * * * End of changes * * * *[image: image3.png]
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