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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes a new Key Issue to cover work task #3 of the FS_UIA_ARC SID.
1	Discussion
This paper proposes a new Key Issue to cover Work Task #3 of the FS_UIA_ARC SID (SP-231804). Work Task #3 from the FS_UIA_ARC SID is shown in the text box below.
Work Tasks 3.x focuses on the case where non-3GPP devices behind a UE or RG (5G-RG) need to be identified. The focus of this work task is how an identifier is used by the network to control and identify the traffic to/from UE or RG (5G-RG) when the traffic is associated with the non-3GPP devices. This objective differs from existing support for AUN3 devices in TS 23.316 because the objective is to enable the non-3GPP devices to be identified and to use only the subscription of the UE or RG (5G-RG) to access the 5GC (i.e., the UE or RG should have to maintain only a NAS Context itself and not for each non-3GPP device). Also, it may be possible for the non-3GPP devices to share a PDU Session.  
· WT#3.1: Whether and how to provide 5GC identification and policy control of individual non-3GPP devices connecting behind a UE or RG (5G-RG). Including whether and how to trigger policy control for the individual non-3GPP devices via PCF and NEF APIs.
NOTE 8:	Changes to the layer 1 or layer 2 protocols of non-3GPP devices are not in scope of this study. It is assumed that the non-3GPP device does not support 5G authentication nor NAS behaviour.
NOTE 9:	Conclusions related to an RG (5G-RG) should be shared with the Broadband Forum (BBF) and CableLabs. 
NOTE 10: Solutions for Ethernet PDU Session should work in the presence of randomized MAC addresses.


2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.0.0.

[bookmark: _Toc93073650]		* * * * Start of Changes – All New Text * * * *
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This key issue will study whether and how to provide 5GC identification and policy control of individual non-3GPP devices connecting behind a UE or RG (5G-RG).
The use case that is associated with this key issue is the case where non-3GPP devices behind a UE or RG (5G-RG) need to be identified. 
The objective of this key issue is how an identifier is used by the network to control and identify the traffic to/from UE or RG (5G-RG) when the traffic is associated with the non-3GPP devices. This objective differs from existing support for AUN3 devices in TS 23.316 because the objective is to enable the non-3GPP devices to be identified and to use only the subscription of the UE or RG (5G-RG) to access the 5GC (i.e., the UE or 5G-RG should have to maintain only a NAS Context itself and not for each non-3GPP device). Also, it may be possible for the non-3GPP devices to share a PDU Session. 
Solutions to this key issue will address:  
· whether and how the 5GC identifies individual non-3GPP devices connecting behind a UE or RG (5G-RG) (e.g. in order to charge the individual non-3GPP devices and provide differentiated QoS to the individual non-3GPP devices), 
· whether and how to provide policy control of individual non-3GPP devices connecting behind a UE or RG (5G-RG). Including whether and how to trigger policy control for the individual non-3GPP devices via PCF and NEF APIs, including whether and how to support concurrent services with differing QoS requirements launched by the different non-3GPP devices, and access control (e.g., parental control) for individual devices, and.
· how to define the format of the identifier of the individual non-3GPP devices and whether the format is different than the user identity of a human user;	Comment by Charter: Reinstated as in r01
NOTE 1:	Changes to the layer 1 or layer 2 protocols of non-3GPP devices are not in scope of this study. It is assumed that the non-3GPP device does not support 5G authentication nor NAS behaviour.
NOTE 2:	Conclusions related to an RG (5G-RG) should be shared with the Broadband Forum (BBF) and CableLabs. 
NOTE 3:	Solutions for Ethernet PDU Session should work in the presence of randomized MAC addresses.
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