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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes two new Key Issues to cover work task #2 of the FS_UIA_ARC SID.
1	Discussion
This paper proposes two new Key Issues to cover Work Task #2 of the FS_UIA_ARC SID (SP-231804). Work Task #2 from the FS_UIA_ARC SID is shown in the text box below. 
Work Tasks 2.x builds on the human use case of Work Tasks 1.x. The focus of this work task is on how users are authenticated and authorized, how user identifier related functionality and information is exposed, and how the network restricts user identifiers. 
· WT#2.1: How are users authenticated and authorized and what user profile information and functionality is exposed to 3rd parties (e.g., exposure of the content of the user profile, exposure of authorization/authentication results, authenticating users, and linking a user identifier with a subscription).
NOTE 5:	Privacy protections (e.g., privacy of information in the user profile) need to be considered by SA WG3.
NOTE 6:	Aspects of this work task will depend on interaction with SA WG3. For example, authentication and Authorization methods are in the remit of SA WG3. Also, privacy questions related to exposure of user profile information need to be coordinated with SA WG3.
NOTE 7:	Some exposure aspects (e.g., what functionality needs to be exposed) may depend in interaction with SA WG6.
· WT#2.2: How the network restricts the usage of user identifiers, including in roaming scenarios (e.g., how the operator restricts the number of simultaneously active user identifiers per SUPI (i.e., per subscription), restricts the usage of a user identifier in roaming scenarios, and suspends usage of the user identifier based on operator policy or location).


2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.0.0.

[bookmark: _Toc93073650]		* * * * Start of Changes – All New Text * * * *
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This key issue builds on the identifying human user case of key issue #1 and focuses on how users are authenticated and authorized and how the network restricts User Identifiers. Solutions to this key issue will address:  
· how are users authenticated and authorized,
· how the network restricts the usage of User Identifiers, including in roaming scenarios (e.g., how the 5GC ensures that a only single human user identifier is active with a UE subscription at any given time, restricts the usage of a User Identifier in roaming scenarios, and suspends usage of the User Identifier based on operator policy or location).
NOTE 1: 	Aspects of this work task will depend on interaction with SA WG3. For example, authentication and Authorization methods are in the remit of SA WG3.

		* * * * Next Change – All New Text * * * *
5.y	Key Issue #y: Exposure of User Identity Profile Information
5.y.1	Description
This key issue builds on the identifying human user case of key issue #1 and focuses on how User Identifier related functionality and information is exposed. Solutions to this key issue will address:  
· what and User Identity Profile information and functionality are exposed to 3rd parties (e.g., exposure of the content of the User Identity Profile, exposure of authorization/authentication results, authenticating users, and linking a User Identifier with a subscription).
NOTE 1: 	Aspects of this work task will depend on interaction with SA WG3. For example, privacy protections related to exposure of User Identity Profile information and authorization/authentication results need to be coordinated with SA WG3.
NOTE 2: 	Some exposure aspects (e.g., what functionality needs to be exposed) may depend in interaction with SA WG6. For example, exposure functionality that may be required by the SA WG6 FS_Metaverse_App study.
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