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[bookmark: _Toc153802982]6.1.2.2.1	General
The 5GC shall be able to provide policy information from the PCF to the UE. Such UE policy information includes:
1)	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for selection of the N3IWF in the PLMN. The structure and the content of this policy are specified in clause 6.6.1.
2)	UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application or a PIN and by a 5G-RG to determine if a an AUN3 device (defined in TS 23.316 [27]) or a Connectivity Group (defined in TS 23.316 [27]):
-	can be associated to an established PDU Session; or
-	can be offloaded to non-3GPP access outside a PDU Session; or
-	can be routed via a ProSe Layer-3 UE-to-Network Relay outside a PDU session; or
-	multi-path communication via 5G ProSe Layer-3 UE-to-Network Relay outside of a PDU session and over Uu reference point or either path; or
-	can trigger the establishment of a new PDU Session.
	Further details of use of URSP rules by 5G-RG for application, AUN3 devices and Connectivity Groups devices are also defined in TS 23.316 [27].
	For traffic generated on the 5G-RG itself, the 5G-RG behaves as a UE.
	The structure and the content of this policy are specified in clause 6.6.2. A URSP rule includes one Traffic descriptor that specifies the matching criteria and one or more of the following components:
2a)	SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application/PIN and by 5G-RG to associate a matching, AUN3 device / and Connectivity Group with SSC modes.
2b)	Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application/PIN and by 5G-RG to associate a matching AUN3 device / Connectivity Group with S-NSSAI.
2c)	DNN Selection Policy: This is used by the UE to associate the matching application/PIN and by 5G-RG to associate a matching AUN3 device and Connectivity Group with DNN.
2d)	PDU Session Type Policy: This is used by the UE to associate the matching application/PIN and by 5G-RG to associate a matching, AUN3 device and Connectivity Group with a PDU Session Type.
2e)	Non-Seamless Offload Policy: This is used by the UE to determine that the matching application/Connectivity Group should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).
2f)	Access Type preference: If the UE needs to establish a PDU Session for the matching application/PIN, this indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access). This does not apply to AUN3 devices and / Connectivity Groups.
NOTE 1:	The Access Type of 3GPP also includes the use of ProSe UE-to-Network Relay access as defined in TS 23.304 [34].
2g)	ProSe Layer-3 UE-to-Network Relay Offload Policy: This is used by the UE to determine if the matching application should be routed via a ProSe Layer-3 UE-to-Network Relay outside of a PDU Session. If this indication is not present the traffic shall not be routed via a ProSe Layer-3 UE-to-Network Relay outside of a PDU Session.
2h)	PDU Session Pair ID: If the UE needs to establish a PDU Session for the matching application, this indicates PDU Sessions with same PDU Session Pair ID are paired for redundant transmission.
2i)	RSN: If the UE needs to establish a PDU Session for the matching application, this indicates RSN for redundant transmission.
2j)	ProSe Multi-path Preference: It indicates to UE whether a matching application is preferred to be routed via multipath (i.e. via a PDU Session over Uu reference point and via ProSe Layer-3 UE-to-Network Relay outside of a PDU Session).
3)	V2X Policy (V2XP): This policy provides configuration parameters to the UE for V2X communication over PC5 reference point or over Uu reference point or both. V2X Policies are defined in clause 5.1.2.1 and clause 5.1.3.1 of TS 23.287 [28].
4)	ProSe Policy (ProSeP): This policy provides configuration parameters to the UE for ProSe features as defined in clauses 5.1 of TS 23.304 [34].
5)	Ranging/Sidelink Positioning Policy (RSLPP): This policy provides configuration parameters to the UE for Ranging/Sidelink Positioning control. Ranging/Sidelink Positioning Policies are defined in clause 5.1 of TS 23.586 [41].
6)	A2X Policy (A2XP): This policy provides configuration parameters to the UE for A2X communication over PC5 reference point or over Uu reference point or both. A2X Policies are defined in clauses 6.2.1.2.1 and 6.2.1.3.1 of TS 23.256 [43].
The ANDSP and URSP may be pre-configured in the UE or may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.
The methods of configuring V2XP to the UE, including (pre-) configuration and provisioning, and the priority of the same type of parameters acquired from different sources are defined in clause 5.1.1 of TS 23.287 [28].
The methods of configuring ProSeP to the UE, including (pre-)configuration and provisioning, and the priority of the same type of parameters acquired from different sources are defined in clause 5.1.1 of TS 23.304 [34].
The ANDSP policy, V2X Policy, ProSe Policy (ProSeP) are not applicable to any of 5G-RG, FN-RG and AUN3 devices. The ProSe Layer-3 UE-to-Network Relay Offload Policy, PDU Session Pair ID, RSN and ProSe Multi-path Preference components of the Route Selection descriptor are not applicable to 5G-RG, FN-RG and AUN3 devices.
The methods of configuring A2XP to the UE, including (pre-) configuration and provisioning, and the priority of the same type of parameters acquired from different sources are defined in clause 6.2.1.1 of TS 23.256 [43].
The PCF selects the UE policy information applicable for each UE based on local configuration, operator policies taking into consideration the information defined in clause 6.2.1.2 and the PCF determines the URSP Rules for the UE using input from NWDAF as one of the inputs.
In the case of a roaming UE, the V-PCF may retrieve UE policy information from the H-PCF over N24/Npcf. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN, the UE gives priority to the valid ANDSP rules from the VPLMN.
In the case of a roaming UE, the V-PCF or UDR may provide the application guidance on VPLMN specific URSP determination to the H-PCF as defined in clause 4.15.6.10 of TS 23.502 [3] and clause 6.1.2.2.4. The H-PCF is required to generate VPLMN specific URSP rule(s) and provide the URSP rules to the UE. This can be triggered by the UE's registration in the VPLMN or it can happen before UE roams into the VPLMN. The URSP Rules received by UE for a VPLMN are only applicable when the UE is registered in that VPLMN or its equivalent VPLMNs. If a UE does not indicate support for VPLMN specific URSP rules, the H-PCF may still trigger an update of the UE's URSP Rules, which may be based on the application guidance from the VPLMN or HPLMN, upon receiving a notification that the UE has registered in the VPLMN.
The UE policy information shall be provided from the PCF to the AMF via N15/Namf interface and then from AMF to the UE via the N1 interface as described in clause 4.2.4.3 of TS 23.502 [3]. The AMF shall not change the UE policy information provided by PCF.
The PCF is responsible for delivery of UE policy. If the PCF is notified about UE policy information delivery failure (e.g. because of UE unreachable), the PCF may provide a new trigger "Connectivity state changes" in Policy Control Request Trigger of UE Policy Association to AMF as defined in clause 4.16.12.2 of TS 23.502 [3]. After reception of the Notify message indicating that the UE enters the CM-Connected state, the PCF may retry to deliver the UE policy information.
NOTE 2:	For backward compatibility the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event in Rel-15 AMF as defined in clause 5.2.2.3 of TS 23.502 [3].
If due to UE Local Configurations, a UE application requests a network connection using Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload, the UE shall use Non-Seamless Offload for this application without evaluating the URSP rules. Otherwise, the UE shall select the PDU Session or Non-Seamless Offload in the following order:
-	If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload according to this rule; Otherwise,
-	If no URSP rule is applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session according to the applicable UE Local Configurations, if any. If the UE attempts to establish a new PDU Session according to the UE Local Configurations and this PDU Session Establishment request is rejected by the network, then the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload according to the URSP rule with the "match all" Traffic descriptor; Otherwise,
NOTE 3:	It is assumed that the S-NSSAI(s) in the UE Local Configurations are operator-provided S-NSSAI(s). The provision of the S-NSSAI(s) is not specified.
NOTE 4:	The application layer is not allowed to set the S-NSSAI when the UE establishes a PDU Session based on the UE Local Configurations.
NOTE 5:	Any missing information in the UE Local Configurations needed to build the PDU Session Establishment request can be the appropriate corresponding component from the URSP rule with the "match all" Traffic descriptor.
-	If neither the UE Local Configurations nor the URSP rules are applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload according to the URSP rule with the "match all" Traffic descriptor.
NOTE 6:	The UE evaluates both VPLMN and non-VPLMN specific URSP Rules as defined in clause 6.6.2.3.
For the existing PDU Session(s), the UE shall examine the URSP rules within the UE policy information in order to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.
If there are multiple IPv6 prefixes within the PDU Session, then the IPv6 multi-homed routing rules, described in clause 5.8.2.2.2 in TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.
NOTE 7:	For the case that an application cannot be associated to any PDU Session, the UE can inform the application that association of the application to PDU Session fails.
The PCF may subscribe to analytics on "WLAN performance" from NWDAF following the procedures and services described in TS 23.288 [24]. When the PCF gets a notification from the NWDAF, the PCF may try to update WLANSP rules.
The PCF may use Spending Limits information from the CHF to decide whether to install, update or delete URSP rules, as defined in clause 6.1.1.4.
The definition of UE policy control for 5G-RG, FN-RG and AUN3 devices is speficied in TS 23.316 [27]

NEXT CHANGE



[bookmark: _Toc138395270]6.6.2.3	UE procedure for associating applications to PDU Sessions based on URSP
For every newly detected application/PIN the UE evaluates the URSP rules in the order of Rule Precedence and determines if the application/PIN is matching the Traffic descriptor of any URSP rule. When a URSP rule is determined to be applicable for a given application/PIN (see clause 6.6.2.1), the UE shall select a Route Selection Descriptor within this URSP rule in the order of the Route Selection Descriptor Precedence.
When a valid Route Selection Descriptor is found, the UE determines if there is an existing PDU Session that matches all components in the selected Route Selection Descriptor. The UE compares the components of the selected Route Selection Descriptor with the existing PDU Session(s) as follows:
-	For a component which only contains one value (e.g. SSC mode), the value of the PDU Session has to be identical to the value specified in the Route Selection Descriptor.
-	For a component which contains a list of values (e.g. Network Slice Selection), the value of the PDU Session has to be identical to one of the values specified in the Route Selection Descriptor.
-	When some component(s) is not present in the Route Selection Descriptor, a PDU Session is considered matching only if it was established without including the missing component(s) in the PDU Session Establishment Request.
-	When the Route Selection Descriptor includes a Time Window or a Location Criteria, the PDU Session is considered matching only if the PDU Session is associated with an RSD that has the same Time Window or a Location Criteria Validity Conditions.
When a matching PDU Session exists the UE associates the application/PIN to the existing PDU Session, i.e. route the traffic of the detected application/PIN on this PDU Session.
If the UE determines that there is more than one existing PDU Session which matches (e.g. the selected Route Selection Descriptor only specifies the Network Slice Selection, while there are multiple existing PDU Sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use.
NOTE 1:	When more than one PDU Sessions of SSC mode 3 to the same DNN and S-NSSAI exist due to PDU Session anchor change procedure as described in clause 4.3.5.2 of TS 23.502 [3], the UE can take the PDU Session Address Lifetime value into account when selecting the PDU Session.
If none of the existing PDU Sessions matches, the UE tries to establish a new PDU Session using the values specified by the selected Route Selection Descriptor. If the PDU Session Establishment Request is accepted, the UE associates the application/PIN to this new PDU Session. If the PDU Session Establishment Request is rejected, based on the rejection cause, the UE selects another combination of values in the currently selected Route Selection Descriptor if any other value for the rejected component in the same Route Selection Description can be used. Otherwise, the UE selects the next Route Selection Descriptor, which contains a combination of component value which is not rejected by network, in the order of the Route Selection Descriptor Precedence, if any. If the UE fails to establish a PDU Session with any of the Route Selection Descriptors, it tries other URSP rules in the order of Rule Precedence with matching Traffic descriptors, except the URSP rule with the "match-all" Traffic descriptor, if any. The UE shall not use the UE Local Configuration in this case.
NOTE 2:	An application can match the Traffic Descriptor of different URSP rules and be associated with different PDU sessions simultaneously.
If a UE receives tuple(s) (PLMN ID, list of PSIs associated with the PLMN ID), the UE uses the URSP rules associated with the PSIs indicated in the tuple(s) as VPLMN specific URSP rules and the UE uses the URSP rules associated with the PSI not indicated in the tuple(s) as non-VPLMN specific URSP rules.
If a UE receives VPLMN specific URSP rules and non-VPLMN specific URSP rules (i.e. the URSP rules which are applicable to both HPLMN and VPLMN), the VPLMN specific URSP rules take precedence over the non-VPLMN specific URSP rules and Local UE Configuration and any other URSP rules provided to the UE. The UE determines VPLMN specific URSP rules to be used taking serving PLMN ID into consideration. If the UE does not find a match to the VPLMN specific URSP rules associated to serving PLMN ID, then the UE uses the VPLMN specific URSP rules associated to the equivalent serving PLMN ID, if any. Otherwise, the UE uses the non-VPLMN specific URSP rules.
The UE receives the updated URSP rules and (re-)evaluates their validities in a timely manner when certain conditions are met, for example:
-	the URSP is updated by the PCF;
-	the UE moves from EPC to 5GC;
-	change of Allowed NSSAI or Configured NSSAI;
-	change of LADN DNN availability;
-	change of PLMN;
-	UE registers over 3GPP or non-3GPP access;
-	UE establishes a connection with a ProSe Layer-3 UE-to-Network Relay;
-	UE establishes connection to a WLAN access.
Details of the conditions are defined by TS 24.526 [19].
NOTE 3:	When providing the updated URSP rules to the UE with a new DNN, the PCF can set the SMF selection management trigger in the AMF to contact the PCF at PDU Session establishment (as specified in clause 6.1.2.5) if the old DNN is requested by the UE.
The Route Selection Descriptor of a URSP rule shall be only considered valid if all of the following conditions are fulfilled:
1)	If any S-NSSAI(s) is present, the S-NSSAI(s) is in the Allowed NSSAI or in the Partially Allowed NSSAI for the non-roaming case and in the mapping of the Allowed NSSAI (or of the Partially Allowed NSSAI) to HPLMN S-NSSAI(s) for the roaming case.
2)	If any DNN is present and the DNN is an LADN DNN, the UE is in the area of availability of this LADN.
3)	If Access Type preference is present and set to Multi-Access, the UE supports ATSSS.
4)	If a Time Window is present and the time matches what is indicated in the Time Window.
5)	If a Location Criteria is present and the UE location matches what is indicated in the Location Criteria.
6)	If ProSe Layer-3 UE-to-Network Relay Offload indication is present and the UE supports the ProSe capability of 5G ProSe Layer-3 Remote UE.
7)	If ProSe Multipath Preference indication is present and the UE supports the ProSe capability of 5G ProSe Layer-3 Remote UE.
If none of the conditions in bullet 1) are met for all the S-NSSAI(s) in the RSD during the validation of the route selection descriptor, the UE shall attempt to meet the condition by requesting any of the S-NSSAI(s) in the RSD through a Mobility Registration Update procedure to attempt to add the S-NSSAI(s) to the Allowed NSSAI (or to the Partially Allowed NSSAI), as specified in clause 5.15.5.2.2 of TS 23.501 [2]. The UE attempts the Mobility Registration Update for a S-NSSAI only if the S-NSSAI is in the Configured NSSAI or, in the roaming case, in the mapping of the S-NSSAIs of the Configured NSSAI for the VPLMN to the corresponding S-NSSAI values of the HPLMN, and any other restrictions to prevent triggering Mobility Registration Update as defined in TS 24.501 [22].
If a matching URSP rule has no valid RSD, the UE tries other URSP rules in the order of Rule Precedence with matching Traffic descriptors, except the URSP rule with "match-all" Traffic descriptor. The UE shall not use the UE Local Configuration in this case.
When URSP rules are updated or their validity according to the conditions above change, the association of existing applications/PINs to PDU Sessions may need to be re-evaluated. The UE may also re-evaluate the application/PIN to PDU Session association due to the following reasons:
-	periodic re-evaluation based on UE implementation;
-	an existing PDU Session that is used for routing traffic of an application/PIN based on a URSP rule is released;
-	The expiration of Time Window in Route Selection Validation Criteria, i.e. the expiration of Time Window, or UE's location no longer matches the Location Criteria.
-	change of PLMN.
NOTE 4:	It is up to UE implementation to avoid frequent re-evaluation due to location change.
If the re-evaluation leads to a change of the application/PIN to PDU Session association, e.g. the application/PIN is to be associated with another PDU Session or a new PDU Session needs to be established, the UE may enforce such changes in a timely manner based on implementation, e.g. immediately or when UE enters CM-IDLE state.
If the selected Route Selection Descriptor contains a Non-Seamless Offload indication and the UE has established a connection to a WLAN access, the UE routes the traffic matching the Traffic descriptor of the URSP rule via the WLAN access outside of a PDU Session.
If the selected Route Selection Descriptor contains a ProSe Layer-3 UE-to-Network Relay Offload indication and the UE has established a connection with a ProSe Layer-3 UE-to-Network Relay, the UE routes the traffic matching the Traffic descriptor of the URSP rule (including the URSP rule with the "match-all" Traffic descriptor) via the ProSe Layer-3 UE-to-Network Relay outside of a PDU session.
[bookmark: _Hlk138408881]The 5G-RG and FN-RG procedure for associating applications to PDU Sessions based on URSP is defined in TS 23.316 [27] clause 9.5.2.
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[bookmark: _Toc138395271]6.6.2.4	Support of URSP rule enforcement reporting
This clause defines how and under what conditions the UE reports URSP rule enforcement to PCF so that PCF can be made aware when a given UE enforces specific URSP rule(s) and what actions the PCF may trigger upon the reception of such reporting.
In order to determine the URSP rule enforcement, for a UE indicating the capability of reporting URSP rule enforcement to network (see clause 4.2.2.2.2 of TS 23.502 [3]), the PCF may indicate in a URSP rule sent to the UE to send reporting of URSP rule enforcement (see clause 6.6.2.1).
A UE supporting URSP rule enforcement reporting shall report URSP rule enforcement to the SMF if a URSP rule includes an indication for reporting URSP rule enforcement and if Connection Capabilities is in the TD (see clause 6.6.2.1), when:
-	the UE associates a newly detected application to a new PDU Session based on URSP evaluation result (see clause 6.6.2.3) for such a URSP rule, the UE shall include in the PDU Session Establishment Request (see clause 4.3.2.2.1 of TS 23.502 [3]) the Connection Capabilities contained in the Traffic descriptor of the associated URSP rule, or
-	the UE associates a newly detected application to an existing PDU Session based on URSP evaluation result (see clause 6.6.2.3) for such a URSP rule, the UE shall send a PDU Session Modification Request (see clause 4.3.3.2 of TS 23.502 [3]) including the Connection Capabilities contained in the Traffic descriptor of the associated URSP rule.
NOTE 1:	UE reporting of URSP rule enforcement can increase the amount of signalling in the network. Use of this feature is recommended to be restricted to URSP rules for specific application traffic on specific UEs based on the deployment choices of the operator.
If the UE enforces several URSP rules for multiple applications, and these multiple applications' traffic are all associated to the same PDU session, in order to reduce the number of uplink NAS messages, the UE may include more than one URSP rule enforcement report in one PDU Session Modification Request to 5GC (see clause 4.3.3.2 of TS 23.502 [3]).
NOTE 2:	A rule with the "match-all" traffic descriptor cannot contain Connection Capabilities in the Traffic descriptor. The format and values of the Traffic descriptor component type identifier are defined in clause 5.2 of TS 24.526 [19].
The PCF receives reporting from URSP rule enforcement for a given UE via Policy Control Request Triggers (see clause 6.1.3.5).
When the PCF serving the PDU session is not the same as the PCF serving the UE, the PCF serving the UE subscribes to the PCF serving the PDU session to receive the reporting of URSP rule enforcement for a given UE via PCF event reporting (see clause 6.1.3.18 and the related procedure in clause 4.16.16 of TS 23.502 [3]).
For LBO roaming session case, the H-PCF for the UE sends the PCRT for the UE reporting of URSP rule enforcement to the V-PCF for the UE during the UE Policy Association Establishment or Modification.
The PCF for the UE may check whether the value of URSP rule enforcement and its PDU Session parameters (e.g. DNN/S-NSSAI) are compliant to the URSP rule of the UE. If the PCF for the UE found an inconsistency, the PCF for the UE may perform appropriate actions (e.g. initiating slice replacement procedure).
Policy control decisions based on awareness of URSP rule enforcement are described in clause 6.1.6.
The USRP rule enforcement reporting is not supported by 5G-RG and FN-RG.
END OF CHANGES
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The current URSP specification define the feature for the support of 5G


-


RG and 


devices behind the RG. From a technical point of view the current specification is not 


completed and some part is currently included in TS 23.316 therefore both 


specification ne


eds to be managed. It shall be considered that TS 23.316 is the main 


specification that is used as reference by BBF and Cablelabs which are also the 


SDOs responsible for the specification of 5G


-


RG which is the device where the 


URSP is used. From this point


 


of view 


it is


 


propose


d


 


that 


t


he definition of UE policy 


control for 5G


-


RG, FN


-


RG and AUN3 devices is specified in TS 23.316  and thus 


to


 


 


move all 


corresponding 


normative text from TS 23.503 to TS 23.316 leaving in TS 


23.503 the pointer to TS 


23.316


.


 


A second technical aspects is whether the USRP rule enforcement reporting is 


supported by 5G


-


RG 


for


 


FN


-


RG


 


/  AUN3 devices


. This aspect has been never 


investigated in study phase and never verified with BBF and Cablelabs whether it is a 


valid requiment and the impact, therefore is proposed to state 


in 


TS 


23.316


 


that it is 


not supported.


 


 


 


 


 


 


Summary of change:


 


The following changes are applied:


 


-


 


Removed the specification related to URSP policy support in 


clause 


6.1.2.2.1 and added reference to TS 23.316 where they are specified


 


-


 


Added the reference in 6.6.2.3 TS 23.316 since now the clause 6.6.2.3 


does not cover the support by 5G


-


RG and FN


-


RG


 


-


 


Added in clause 6.6.2.4 that the USRP rule enforcement reporting is not 


supported by 5G


-


RG and FN


-


RG


 


 


 


Consequences if not 


approved:


 


Uncorrect  UE behaviour and uncorrect support of features


 


 


 


 


 


Clauses affected:


 


6.1.2.2.1


,


 


6.6.2.3 and 6.6.2.4
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Reason for change:  The current URSP specification define the feature for the support of 5G - RG and  devices behind the RG. From a technical point of view the current specification is not  completed and some part is currently included in TS 23.316 therefore both  specification ne eds to be managed. It shall be considered that TS 23.316 is the main  specification that is used as reference by BBF and Cablelabs which are also the  SDOs responsible for the specification of 5G - RG which is the device where the  URSP is used. From this point   of view  it is   propose d   that  t he definition of UE policy  control for 5G - RG, FN - RG and AUN3 devices is specified in TS 23.316  and thus  to     move all  corresponding  normative text from TS 23.503 to TS 23.316 leaving in TS  23.503 the pointer to TS  23.316 .   A second technical aspects is whether the USRP rule enforcement reporting is  supported by 5G - RG  for   FN - RG   /  AUN3 devices . This aspect has been never  investigated in study phase and never verified with BBF and Cablelabs whether it is a  valid requiment and the impact, therefore is proposed to state  in  TS  23.316   that it is  not supported.        
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