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1. Overall Description:
SA2 thanks SA3 on the response to the SA2 LS on security aspects for Ranging/Sidelink Positioning in S3-235078/S2-2313236. SA2 have discussed the questions in the response and provides the following answers.
Question1 to SA2: SA3 would like to request confirmation from SA2 whether the UE already supports adding user info of the Client UE within SL-MO-LR and the GMLC already supports to provide the required service to the LMF triggering privacy check or can be supported in Rel-18 timeframe.
Answer 1: When Client UE uses PC5SL-MO-LR for exposure service to UE1, the Privacy check of the Client UE is done locally at UE1 and UE2. The UE1 send a SLPP message to UE2 to trigger the Privacy check locally in UE2.  SA2 have agreed a CR that specifies this more clearly.LMF does not trigger GMLC to perform the privacy check. It is the AMF that triggers the GMLC to perform privacy check by including the Client UE ID in the Ngmlc_Location_ProvideRanging_Request (see TS 23.586, clause 6.7.1.12.3, step53). In step 5 SA2 also describe the authorization check, this is the authorization check to use PC5 for exposure service only. The Privacy check would follow after the authorization check was positive i.e., the Client UE is allowed to use PC5 for the exposure service.	Comment by LN: We can modify Ericsson 23.586 CR in this direction, if that would be agreeable. Don't think the 23.273 CR is needed in that case.
Question2 to SA2/RAN2: SA3 would like to request confirmation from SA2/RAN2 whether PC5 message or SLPP message already supports to carry the required information between the UEs or can be supported in Rel-18 timeframe.
Answer 2: SA2 Architecture agreements were taken on SLPP messages or non-SLPP messages in SA2#160 (Chicago, December 2023). An LS (S2-2313889) was sent to CT1, CT4 and RAN2 asking them to take the SA2 agreements into account when developing related specifications and feedback if the agreements are not technically feasible.
Additionally, SA2 have discussed the reuse of Location Privacy Indication (LPI) or equivalent privacy indication for ranging and concluded that there is a need for a list of allowed Client UE(s) in the Privacy profile. Without such list the GMLC needs to acquire approval from the UEs by using the notification mechanism every time a Client UE invokes the sidelink exposure service which would be inefficient. SA2 seek any feedback on specifying such list of allowed Client UE(s) and if SA3 has any concerns or views if the UE or AF updates such list in the UE’s Privacy Profile. 	Comment by LN: This part is related to the CR proposed in S2-2400120.
2. Actions:
To SA3

ACTION: 	
Kindly ask SA3 to the answers into account and provide feedback on SA2 conclusions regarding the Privacy Profile.

3. Date of Next SA2 Meetings:
SA2#161	26 February -1 March 2024	Athens, GR
SA2#162	15 - 19 April 2024	China (TBC), CN
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