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Abstract:  This paper proposes a new solution to KI#1 for Energy Consumption status exposure. 
1. Introduction/Discussion
According to the description of KI#1, the following aspects should be studied:
-	Whether and what network energy related information can be exposed.
-	At what granularity (e.g. per network slice, UE, NF, PDU Session, QoS flow, etc) the network energy related information can be exposed.
-	How the network energy related information is exposed.
This solution is intended to cover the use cases from TR22.882 related to the Energy Consumption (EC) status exposure as described in use cases 5.3 and 5.4. The solution 
In order to cover broader use cases of EC information exposure, it is proposed that the EC information is categorized into ‘EC information associated UE granularity’ and ‘EC information associated with a Service granularity’. It is proposed that the EC information is collected in a Control Plane (CP) NF called “EC collecting NF” (ECF). The ECF may be a stand-alone NF or may be co-located in an existing NF, e.g. CHF or NWDAF.
The following principles apply:
[bookmark: _Hlk155974920]-	The EC information associated with a UE granularity is EC data which is collected per UE, or per PDU Session of a UE, or per QoS flow of a UE. The EC information associated with a UE granularity is collected in UE-related ECF (e.g. optionally deployed on the CHF). The UE-related ECF registers itself with the UDM for the UE’s SUPI.
[bookmark: _Hlk155974547][bookmark: _Hlk155974735][bookmark: _Hlk155974766]-	The EC information associated with a Service granularity is EC data which is collected per Network Slice (e.g. identified by S-NSSAI) or per application service provider (e.g. identified by application ID). The EC information associated with a Service granularity is collected in Service-related ECF (e.g. optionally deployed on the NWDAF). The Session-related ECF registers itself with the NRF (or BSF) for the S-NSSAI or application ID.

2. Text Proposal
It is proposed to capture the following changes to TR 23.700-66.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * * 
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc148441675][bookmark: _Toc151529368][bookmark: _Toc151529478][bookmark: _Toc16839382][bookmark: _Toc23254045][bookmark: _Toc97057180][bookmark: _Toc97266758][bookmark: _Toc104302605][bookmark: _Toc104359571][bookmark: _Toc104872764][bookmark: _Toc104302541][bookmark: _Toc104359507][bookmark: _Toc104872691]6.0	Mapping of Solutions to Key Issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues
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	3…
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* * * * Second change * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148441676]6.x	Solution #X: Exposure of Energy Consumption related information
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc148441677]6.x.1	Key Issue mapping
[bookmark: _Toc92875662][bookmark: _Toc93070686]This solution addresses the bellow requirements from Key Issue #1 “Network energy related information exposure”. Specifically, this solution covers the use cases of clauses 5.3 and 5.4 from TR22.882.
[bookmark: _Toc148441678]6.x.2	Functional Description
[bookmark: _Hlk149924914][bookmark: _Toc92875663][bookmark: _Toc93070687]The present solution is based on the following principles:
-	The EC information is collected in a Control Plane NF called “EC collecting NF” (ECF). The ECF may be a stand-alone NF or may be co-located in an existing NF, e.g. CHF or NWDAF.
-	The collected EC information can be categorized in the following types:
-	‘EC information associated with a UE granularity’ type is EC data which is collected per UE, or per PDU Session of a UE, or per QoS flow of a UE. The EC information associated with a UE granularity is collected in UE-related ECF (e.g. optionally deployed on the CHF) identified by the SUPI and such ECF may register with the UDM as serving ECF for the UE. The UE-related ECF registers itself with the UDM as serving ECF for the UE.
-	‘EC information associated with a Service granularity’ type is EC data which is collected per Network Slice (e.g. identified by S-NSSAI) or per application service provider (e.g. identified by application ID). The EC information associated with a Service granularity is collected in Service-related ECF (e.g. optionally deployed on the NWDAF). The Service-related ECF registers itself with the NRF (or BSF) as NF producer of ECF services for the S-NSSAI or application ID.
-	The AF request for EC exposure contains the type of EC information, which is either UE-related type(e.g. identified by a GPSI) or Service-related type (e.g. identified by S-NSSAI or application ID). 
-	For a UE-related request: (a) the NEF resolves the serving ECF for the UE-related EC information by requesting the UDM by using the GPSI and (b) the NEF subscribes for event notification with the selected ECF. 
-	For a Service-related request: (a) the NEF resolves the ECF responding for Service-related EC information by requesting the NRF/BSF using the S-NSSAI or Application ID and (b) the NEF subscribes for event notification with the selected ECF.
[bookmark: _Toc148441679]6.x.3	Procedures
The Figure 6.X.3-1 describes the details about the procedures for exposing EC information to an AF. 
There can be a single ECF for collecting EC information of any type, but there can be also a specialized ECF types:
-	a UE-related ECF for collecting the UE-related EC information (e.g. on per UE, per PDU Session or per QoS flow granularity). The EC information collected in the UE-related ECF is identified by SUPI; and
-	a Service-related ECF for collecting Service-based EC information (e.g. on per Network Slice or Application service provider granularity).


Figure 6.X.3-1:  Signalling flow for exposing EC information to an AF
The detailed description of the steps is provided as follows:
1.	The UE-related ECF collects EC information related to UE. The UE-related EC information may have the granularity of per UE, per PDU Session or per QoS level. Such EC information is identified by the UE ID, i.e. SUPI, and may have further sub-granularity like PDU Session (identified by DNN, S-NSSAI) or RAN level, CN level, or per Access type level.
In one example, the UE-related EC information may be collected by the CHF acting as EC collecting NF.
2.	The Service-related ECF collects EC information related to a Service (e.g. per S-NSSAI or per application ID traffic). The Service-related EC information may have the granularity of per S-NSSAI or per application ID. Such EC information may have further sub-granularity like per RAN level, CN level, or per Access type level. In one example, the Service-related EC information may be collected by the NWDAF (acting as EC collecting NF) utilizing the information available in the OAM system.

NOTE:	The details about the collection of EC information are provided in another solutions.
3.	The ECF for UE-related EC information registers itself with the UDM serving the UE.
4.	The ECF for Service-related EC information registers itself with an NRF and identifies the granularity of information it collects, e.g. per S-NSSAI, per application ID).
5.	The AF sends a request message to subscribe for notifications for EC information. The request may include target UE identifier(s) or target service identifier(s), Event ID(s), Event Filters, External Application Identifier(s), Event Reporting Information.
	Different energy-related monitoring Event IDs may be introduced for different use cases, for example:
a) energy consumption status (report): this even ID means that the network (CN CP) exposes the currently collected EC information collected and stored in an ECF.
b) prediction on energy consumption (report): this even ID means that the network (CN CP) exposes the EC information which is predicted to be consumed by the CN CP (e.g. 5GC).
c) energy credit limit status (or energy credit threshold reached): this Event ID describes whether a pre-configured maximum energy credit limit has been reached in the network.
d) Energy efficiency (EE) information. It is assumed that the ECF can also provide the EE information.
In addition, for each of the Event IDs Event Filter information can be included. The Event Filter information describes the granularity and/or sub-granularity of EC information for any of the event IDs. For example, a finer granularity of the EC information may be per RAN or CN level information, or per Access Type level. In case of Service-related EC information, the application ID, S-NSSAI and/or DNN can be included as Event Filters. 
For each of the above-mentioned Event IDs, Event Reporting information may be included. This may include: 1) the period of time for which the information of the event ID is collected or predicted; 2) validity of subscribed the event ID; 3) the threshold value at which an event ID should be created and exposed (e.g. the maximum energy credit limit); 4) the periodicity of event notifications.
[bookmark: _Hlk149926369]6.	The NEF determines that the request is for UE-related EC information and resolve an ECF by requesting the UDM and providing the target UE identifier(s). The NEF receives the UE-related ECF ID.
7.	The NEF sends a request to the UE-related ECF to subscribe for the (monitoring) event notification. 
8.	The NEF determines that the request is for Service-related EC information and resolve an ECF requesting the NRF and including the target service identifier(s). The NEF receives the Service-related ECF ID. 
9.	The NEF sends a request to the Service-related ECF to subscribe for the (monitoring) event notification.
10.	The NEF sends a response to the AF to reply to step 5.
11a. The ECF runs a monitoring process (i.e. maintain a state) according to the request from step 7 or step 9. When the subscribed event occurs, the ECF creates a notification message to the NEF/AF and includes the occurred event information.
11b. The Service-related ECF sends a notifications message to the NEF (or AF) corresponding to the notification target address (e.g. NEF or AF).
11c. The UE-related ECF sends a notifications message to the NEF (or AF) corresponding to the notification target address (e.g. NEF or AF).
12.	When the NEF is the receiver of the notification sent from the ECF, the NEF transmits the received notification further to the AF.
[bookmark: _Toc148441680]6.x.4	Impacts on existing services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.

* * * * End of changes * * * *
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