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	Reason for change:
	It is proposed to remove the text “or the URSP rules which has been sent to the UE.” from the below text from caluse 6.1.6.1

“The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.”

Reason:
The PCF for PDU Session does not have knowledge (and also does not need to be aware) about URSP rules that have been provisioned in a UE. Generally, the network is configured with some policies e.g. which application traffic shall be routed through which DNN+S-NSSAI etc. and a URSP rule is provided to the UE to instruct the UE to route application traffic according to the network configuration. There is no need for PCF for PDU session to generate PCC rules based on what URSP rules have been sent to a UE.

A discussion paper was submitted in SA2 #158 (S2-2308687), suggesting that there is a need for interaction between SM-PCF and UE-PCF for PCC rule generation and there were corresponding CRs S2-2308688 and S2-2308689 proposed.

Below are some of the points noted from the discussion paper in (S2-2308687):
1. One of the issues suggested in the discussion paper is that an AF may provide URSP guidance dynamically to the PCF for the UE, and the PCF for PDU Session may need to update policies in accordance with the URSP rules provided to the UE.
In this regard, it is to be noted that the URSP guidance from AF is not completely dynamic. The request from AF needs to be first authorized by the network.
a. If the request contains AF service identifier, it is mapped to corresponding DNN/Slice information by the NEF.
b. If the request contains DNN, Slice information, the UE subscription or group subscription data is checked before authorizing the AF request.
Both a) and b) above means, the network is configured with appropriate information before a URSP guidance is accepted. So, the PCF for PDU session is also assumed to be configured with appropriate information to implement necessary PCC rules and gate control. So, there is no need for any interaction between the PCF for UE and PCF for PDU Session even for the case when AF provides URSP guidance.
Moreover, KI#2 is about UE reporting URSP rule enforcement to PCF for UE. The problem mentioned above (i.e. AF providing guidance dynamically) is not related to the KI#2 and hence not in scope of the work.
2. The discussion paper also suggests that in the absence of knowledge about what URSP rules have been provisioned in a UE, the PCF for PDU session might need to perform DPI for those services not matching every parameter of the current PDU Session.
However, this looks to be an artificially created issue without any strong basis to it. A network is configured with certain policies e.g. which applications are allowed on which slices etc. The UE subscription is also provisioned with information like e.g. what DNN, Slices are allowed for the UE to use. And then the UE is provided with URSP rules, to enable to UE to route applications as per the network policies. Network configurations are not changed based on URSP rules provisioned to a UE. It would be wrong to assume that the PCF for UE may dynamically update some URSP rules without the operator’s knowledge that may then lead to a situation where some configuration update is needed in the PCF for PDU Session, SMF, UPF etc.

	
	

	Summary of change:
	Remove below text “or the URSP rules which has been sent to the UE.” from below text in caluse 6.1.6.1
“The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.”
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	Incorrect specification.
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[bookmark: _Toc153803044]6.1.6.1	General
Based on operator policy, the PCF may, together with any other input for PCC decisions (see clause 6.2.1.2), make policy control decisions based on awareness of URSP rule enforcement for an application by using the following mechanisms:
-	Policy control decisions based on awareness of URSP rule enforcement with UE assistance: PCF may make policy control decisions based on UE reported Connection Capabilities as illustrated in clause 6.1.6.2.
-	Policy control decisions based on awareness of URSP rule enforcement without UE assistance: PCF may make policy control decisions without involving UE based on application detection as illustrated in clause 6.1.6.3.
The PCF for the UE may adjust the URSP rules when needed, based on the notified URSP rule enforcement information, which may include UE reported Connection Capabilities if available, PDU Session parameters if available, and detected application event if applicable.
The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.
* * * End of Changes * * * 

