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Abstract: A new key issue for authorization and configuration of MWAB. 
1. Introduction
According to the following agreed FS_VMR_Ph2 in SP-231799, the WT#2 focuses on whether and how to enhance the architecture to enable authorization and configuration of relay. 
This pCR proposes a new key issue for WT#2.
Discussion
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Figure 1: IAB architecture for R18 MBSR
The R18 MBSR uses the IAB architecture as defined in clause 5.35 of TS 23.501, and operates as an IAB node (with an IAB-UE and gNB-DU) with mobility when integrated with the serving PLMN. 
In principle, in order for an MBSR to operate as a mobile IAB node, it receives configuration from the OAM system of the serving PLMN as specified in TS 38.401. For a MBSR, the subscription information stored in the HPLMN indicates whether it is authorized to operate as MBSR, and the corresponding location and time periods. When the MBSR authorization state changes for a registered MBSR node (either authorized, or not authorized), the AMF updates the MBSR and the NG-RAN accordingly. Based on the operator configuration, the AMF may use either Deregistration (including the option with re-registration required indication) or the UE Configuration Update procedure to inform the MBSR regarding the updated authorization status.
The details of configuration and authorization of R18 MBSR are also described in TS 23.501.
However, the R19 FS_VMR_Ph2 is not compliant with present mobile IAB architecture any more. According to the agreed RP-234041, it is assumed that Wireless Access Backhaul (WAB) is aligned with VMR use cases and with the SA2-endorsed SID on architectural enhancements for Rel-19 VMR.
However, the commonality between R18 MBSR and R19 WAB is the UE function, which reuses UE procedures to connect to the core network.  It is proposed to study potential enhancements for R19 FS_VMR_Ph2, besides the existing configuration and authorization methods for R18 MBSR.
2. Text Proposal
[bookmark: _Toc519004414]It is proposed to capture the following changes in TR 23.700-06.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97151683][bookmark: _Toc100980636][bookmark: _Toc104390002][bookmark: _Toc112738467][bookmark: _Toc119960828]5.X	Key Issue #X: Authorization and configuration of MWAB
When the MWAB consists of a UE co-located with a full gNB, with the MWAB-gNB establishing N2/N3 interface to an AMF/UPF residing in the 5GC over a PDU session of MWAB-UE, it may lack the authorization and configuration to serve as MWAB node. Therefore, provisioning mechanism is needed to configure the MWAB in such cases. 
Therefore, this key issue needs to address:
-	Whether and what is needed in 5GC to support the configuration of a MWAB node, besides the existing configuration methods for the R18 MBSR which uses the IAB architecture.
-	Whether and what is needed in 5GC for managing a MWAB-UE 's access to 5GS, besides the existing authorization methods for the R18 MBSR (i.e. IAB-UE) management.
NOTE:	Aspects of RAN specific configuration need to be coordinated with RAN WGs.

* * * * End of changes * * * *
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