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[bookmark: _Toc145930564]5A.4	Data Formatting and Processing
Formatting and/or Processing instructions may be provided in requests by Data Consumers via the Ndccf_DataManagement service and Nnwdaf_DataManagement service. As an alternative to providing individual events, formatting can be used to aggregate notifications and processing can be used to extract and send summary information from multiple notifications. Data Formatting and Processing are applicable to notifications due to events as they occur at data sources (runtime data or analytics) and historical data as described in clause 5A.5.
When using the Messaging Framework, the DCCF sends the formatting and/or processing instructions to the Messaging Framework via the Nmfaf_3daData_Management Service so the MFAF may format and/or process the data before sending notifications to the Data Consumers / notification endpoints. When using Data Delivery via the DCCF, the DCCF performs formatting and/or processing before sending notifications.
Formatting determines when a notification is sent to the Consumer. Formatting Instructions may indicate:
-	Notification Event clubbing: Buffering and sending of several notifications in one message. The consumer may specify a minimum and/or maximum number of notifications to be clubbed.
-	Notification Time Window (example: notifications are buffered and sent between 2 and 3 AM).
-	Cross event reference-based notification: When a subscribing NF is subscribing to multiple events (e.g. event X and event Y) the notification for an Event-X is buffered and reported only when the Event-Y occurs.
-	Consumer triggered Notification: Notifications containing data or analytics are buffered until the consumer requests delivery using Nnwdaf_DataManagement, Ndccf_DataManagement or Nmfaf_3caDataManagement Service. The consumer requests Consumer triggered notification by setting a "fetch flag" in its subscription request to the DCCF or NWDAF. When the requested data or analytics is available for retrieval, the DCCF, NWDAF or MFAF sends a notification containing fetch instructions to the consumer. The consumer must then fetch the data or analytics before an expiry time as provided in the fetch instructions.
NOTE:	When this indication is set by the consumer, DCCF, NWDAF or MFAF notifications to the consumer contain Fetch Instructions (see clauses 8.2.4, 7.4.4 and 9.3.2).
-	Exact time-based Notification: Notifications are sent to the Consumer at an exact time, irrespective of whether the event occurs (example: every 30 min). Exact time-based notifications may be periodic.
-	Increasing time window based notification: Notifications are sent to the Consumer at an increasing periodicity (example: the first notification is sent immediately, subsequent received notifications are sent after 5 min, then after 10 min, then after 15 min, etc.).
For an ADRF endpoint, Formatting Instructions sent to the messaging framework may further specify whether Nmfaf services are used to deliver notifications to an ADRF, or whether the data are sent to the ADRF using a Nadrf service.
Processing instructions allow summarizing of notifications to reduce the volume of data reported to the Data Consumer. The processing results in summarizing of information from multiple notifications into a common report. Processing of data for inclusion in each notification sent to consumers occurs over a Processing Interval specified in the Processing Instructions. Notifications sent to consumers may represent partial intervals if formatting instructions or Event Reporting Information (as specified in TS 23.502 [3] table 4.15.1.1-1) require that a notification be sent to the consumer before the end of a processing interval. Processing Instructions are provided per Event ID or Analytics ID and are applied to multiple notifications that result from the same subscription and for the same Event ID or Analytics ID. Processing Instructions, in addition to the Processing Interval, may specify the parameter names, parameter values and the attributes to be determined and reported to the Consumer. Processing Instructions may also specify aggregation level (e.g. per-UEs, per AoIs) or temporal aggregation (e.g. per minute, per hour). The processed notifications may comprise the following depending on the Event and Processing Instructions:
-	Event;
-	Processing Interval;
-	List of Event Parameter Name(s) and for each Event Parameter Name, one Event Parameter Values and sets of the following attributes as indicated in the processing instructions:
-	Event Spacing: Average and variance of the time interval separating two consecutive occurrences of the same event and parameter value, or periodicity for periodic reporting;
-	Event Duration: Average and variance of the Time for which the parameter value applies;
-	Number of countable occurrences for the parameter (e.g. : Mobility Registration Update);
-	Average, variance, most frequent value, least frequent value and skew of the parameter (e.g.: number of UEs in an AoI);
-	Maximum and minimum parameter values (e.g. : number of UEs in an AoI).
Event Parameter Names are Event specific and not all attributes are applicable for all parameter names. Examples of Event Parameter Names and Parameter values are provided in table 5A.4-1.
[bookmark: _CRTable5A_41]Table 5A.4-1: Examples of Event Parameter Names, Parameter values
	Event
	Event parameter name
	Parameter values
	Attributes

	[bookmark: _PERM_MCCTEMPBM_CRPT07980000___2]Location Report
	TAI
	TAI-7
	-	Average and variance of the time interval between TA boundary crossings.
-	Number of TA boundary crossing.

	Number of UEs in a Region
	Region
	AMF-3
	[bookmark: _PERM_MCCTEMPBM_CRPT07980001___2]-	Average and variance of the number of UEs in the Region.

	[bookmark: _PERM_MCCTEMPBM_CRPT07980002___2]UE Reachability (status change)
	CM State
	Connected
	-	Average and variance of time between CM connected state transitions.
-	Average and variance of the time spent in CM connected state.
-	Number of transitions to CM connected state.

	[bookmark: _PERM_MCCTEMPBM_CRPT07980003___2]PDU Session Establishment
	DNN
	Internet
	-	Average and variance of time between PDU Session establishments to the Internet DN.
-	Average and variance of the duration of PDU Sessions established to the Internet DN.
-	Number of PDU Session establishments to the Internet DN.

	[bookmark: _PERM_MCCTEMPBM_CRPT07980004___2]PDU Session Establishment
	PDU Session Type
	Ethernet
	-	Average and variance of time between Ethernet PDU Session establishments.
-	Average and variance of the duration of Ethernet PDU Sessions.
-	Number of Ethernet PDU Session establishments.



* * * Start of next Change * * * 
[bookmark: _Toc138252792]6.1.4.2	Analytics Exposure via DCCF
The procedure as depicted in Figure 6.1.4.2-1 is used by analytics consumer(s) (e.g. NFs/OAM) to subscribe/unsubscribe to NWDAF analytics and be notified of analytics information via the DCCF, using Ndccf_DataManagement_Subscribe service operation. Whether a NWDAF service consumer directly contacts the NWDAF or goes via the DCCF is based on NWDAF service consumer configuration.


Figure 6.1.4.2-1: Network data analytics subscription via DCCF
1.	Analytics consumer subscribes to analytics information via DCCF by invoking the Ndccf_DataManagement_Subscribe (Nnwdaf service operation, Analytics Specification, Formatting Instructions, Processing Instructions, NWDAF (or NWDAF-Set) ID, ADRF Information) service operation. The analytics consumer may specify one or more notification endpoints. Analytics consumer decides to go via DCCF based on internal configuration. The "Analytics Specification" provides Nnwdaf service operation specific parameters, e.g. Analytics IDs, Target of Analytics Reporting and optional parameters used to retrieve the analytics. The analytics consumer may provide the identity of the NWDAF to collect analytics from. The analytics consumer may provide additional information on possible notification endpoints or ADRF information so analytics are archived.
2.	If the NWDAF instance or NWDAF Set is not identified by the analytics Consumer, the DCCF determines the NWDAF instances that can provide analytics. If the consumer requested storage of analytics in an ADRF but an ADRF ID is not provided by the Analytics Consumer, or the collected analytics is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected data.
3.	The DCCF determines whether the analytics requested in step 1 are already being collected. If the requested analytics are already being collected by an Analytics Consumer, the DCCF adds the new analytics consumer to the list of analytics consumers that are subscribed for these analytics.
4.	If the analytics subscribed in step 1 partially matches an analytics that is already being collected by the DCCF from an NWDAF and a modification of this subscription to the NWDAF would satisfy both the existing analytics subscriptions as well as the newly requested analytics, the DCCF invokes a modification of the previous subscription via Nnwdaf_AnalyticsSubscription_Subscribe service operation (as specified in clause 6.1.1.1) and the DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
	If the analytics requested at step 1 are not already available or not being collected yet, the DCCF subscribes to analytics from NWDAF using the Nnwdaf_AnalyticsSubscription_Subscribe procedure as specified in clause 6.1.1.1. The DCCF adds the analytics consumer to the list of analytics consumers that are subscribed for these analytics.
5.	When new output analytics are available, the NWDAF notifies the analytics information to the DCCF by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.
6.	The DCCF uses Ndccf_DataManagement_Notify to send the analytics to all notification endpoints indicated in step 1. Analytics sent to notification endpoints may be processed and formatted by the DCCF so they conform to delivery requirements for each analytics consumer or notification endpoint as specified in clause 5A.4. The DCCF may store the analytics in the ADRF if requested by the consumer or if required by DCCF configuration, using procedure as specified in clause 6.2B.3.
NOTE:	According to Formatting Instructions provided by the Analytics Consumer, multiple notifications from a NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from an NWDAF results in fewer notifications (or one notification) to the Analytics Consumer. Alternatively, a notification can instruct the analytics notification endpoint to fetch the analytics from the DCCF.
7.	If a Ndccf_DataManagement_Notify contains a fetch instruction, the notification endpoint sends a Ndccf_DataManagement_Fetch request to fetch the analytics from the DCCF before an expiry time.
8.	The DCCF delivers the analytics to the notification endpoint.
9.	When the Analytics Consumer no longer wants analytics to be collected it invokes Ndccf_DataManagement_Unsubscribe (Subscription Correlation ID), using the Subscription Correlation IDd received in response to its subscription in step 1. The DCCF removes the analytics consumer from the list of analytics consumers that are subscribed for these analytics.
10.	If there are no other Analytics Consumers subscribed to the analytics, the DCCF unsubscribes with the NWDAF.
* * * Next Change * * *

[bookmark: _Toc145930647]6.2.8.2.3	Data Collection Procedure from UE


[bookmark: _CRFigure6_2_8_2_31]Figure 6.2.8.2.3-1: Data Collection Procedure from UE
1.	An NF subscribes to analytics from the NWDAF as described in clause 6.1.1.1, that includes Analytics ID, Analytics Filter Information including e.g. AoI, Internal Application ID(s) and Target of Analytics Reporting. NWDAF may also initiate the data collection prior to this subscription.
NOTE:	Subscription to analytics can be triggered directly towards NWDAF or can be done via DCCF using procedure in clause 6.1.4.2.
2.	NWDAF discovers the AF that provides data collection (based on the AF profiles registered in NRF) as described in TS 23.502 [3].
Step 3a is used for the AF in trusted domain while step 3b is used for the AF in untrusted domain.
3a.	NWDAF subscribes to the AF in trusted domain for UE data collection (i.e. input data from UE for analytics), by using Naf_EventExposure_Subscribe as defined in clause 5.2.19.2.2 of TS 23.502 [3]. The NWDAF request contains an Application ID known in the core network and the UE Application provides the Application ID configured in the UE Application. The AF binds the NWDAF request for an Application Id and the UE data collection for an Application Id configured in the UE.
3b.	NWDAF subscribes to the AF in untrusted domain for UE data collection (i.e. input data from UE for analytics), by using step 2 and step 3 of the procedure that is described in Figure 6.2.2.3-1.
NOTE:	For steps 3a and 3b, data collection can also be triggered using DCCF, as specified in clause 6.2.6.3.
4.	The AF collects the UE data using either direct or indirect data collection procedure in clause 6.2.8.2.1. The establishment of the connection can be performed at any time prior to this. The AF links the data collection request from step 3 to the user plane connection as described in clause 6.2.8.2.4.
NOTE 1:	The Direct data collection and indirect data collection procedure is described in TS 26.531 [32].
Step 5a is used for the AF in trusted domain while step 5b is used for the AF in untrusted domain.
5a.	The AF in trusted domain receives the input data from the UE and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1 and Event ID(s) and Event Filter(s) set during step 3a. The trusted AF then notifies the NWDAF on the processed data according to the NWDAF subscription in step 3a.
5b.	The AF in untrusted domain receives the input data from the UE and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1 and Event ID(s) and Event Filter(s) set during step 3b. The untrusted AF notifies the NWDAF on the processed data by using step 5b (i.e. Step 4 and step 5 of the procedure that described in Figure 6.2.2.3-1).
NOTE 2:	If NWDAF requests the same data from multiple UEs, i.e. a determined list of UEs or "any UE" as the Target of Analytics Reporting, the AF can process (e.g. anonymize, aggregate and normalize) the data from multiple UEs according to the Event ID(s) and Event Filter(s) received from NWDAF during step 3a or 3b before notifying the NWDAF on the processed data in step 5a (if the AF is in trusted domain) or step 5b (if the AF is in untrusted domain).
6.	The NWDAF produces analytics using the UE data received from the AF.
7.	The NWDAF provides analytics to the consumer NF.
If the Target of Analytics Reporting that was received from the consumer in step 1 includes an Internal Group ID, NWDAF includes such Internal Group ID in step 3a or step 3b to AF. In the case of step 3b, NEF translates the Internal Group ID to an External Group ID.
If the Target of Analytics Reporting that was received from consumer in step 1 is "any UE", NWDAF may either set the target of event reporting to "any UE" in step 3a or 3b to AF, or may determine a list of SUPIs from AMF and/or SMF based on the Analytics Filter Information and sends the step 3a or 3b to AF for the determined list of UEs.
NOTE 3:	It is assumed that the AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an External or Internal Group ID.
[bookmark: _Toc153794463]* * * Next Change * * *
[bookmark: _GoBack]6.2F.1	ML Model Training Subscribe/Unsubscribe
The procedure in Figure 6.2F.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing MTLF to subscribe to another NWDAF, i.e. an NWDAF containing MTLF, for a trained ML model based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the NWDAF service consumer. The service may be used by an NWDAF containing MTLF to enable e.g. Federated Learning or to update ML model. The service is also used by an NWDAF service consumer to request an NWDAF containing MTLF to prepare training ML model or modify existing ML Model training subscription.

[bookmark: _CRFigure6_2F_11]
Figure 6.2F.1-1: Procedure for ML Model Training subscribe/unsubscribe
1.	The NWDAF service consumer may subscribe or unsubscribe for training an ML model by invoking the Nnwdaf_MLModelTraining_Subscribe/ Nnwdaf_MLModelTraining_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2F.2.
	In order to enable Federated Learning, NWDAF Service consumer act as FL Server NWDAF can subscribe to multiple NWDAFs containing MTLF act as FL Client NWDAFs, which are selected by the FL Server NWDAF.
	The FL server NWDAF may use the request to check if an NWDAF can meet the ML model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time). In such case, the FL server NWDAF includes an ML Preparation Flag. When the ML Preparation Flag presents in the request, the service provider NWDAF only checks if it can meet the ML model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time) and / or can successfully download the model if the model information is provided.
	The FL server NWDAF may use the request to get the Model Accuracy of the global ML Model calculated by the FL Client NWDAFs. In such cases, the service consumer NWDAF includes a Model Accuracy Check Flag. When the Model Accuracy Check Flag is present in the request, the service provider NWDAF uses the local training data as the testing dataset to calculate the Model Accuracy of the ML model provided by the service consumer NWDAF.
	When NWDAF service consumer determine to further update the ML model, NWDAF service consumer modifies the subscription by invoking Nnwdaf_MLModelTraining_Subscribe service operation including Subscription Correlation ID with ML Model Information (as defined in clause 6.2A.2).
2.	The NWDAF containing MTLF trains ML model provided at step 1 by collecting new data or re-use the data that it owns. If the ML model file is not provided in step 1, the NWDAF containing MTLF shall first get the ML model using the information indicated at step 1.
3.	When the NWDAF containing MTLF completes ML model training, the NWDAF containing MTLF notifies the NWDAF service consumer with ML Model Information (as defined in clause 6.2A.2) of updated ML Model ) by invoking the Nnwdaf_MLModelTraining_Notify service operation. The parameters that can be provided by the NWDAF containing MTLF as service provider is specified in clause 6.2F.2.
	If the NWDAF containing MTLF determines to terminate the ML model training, i.e. NWDAF containing MTLF will not provide further notifications related to this request, then the NWDAF containing MTLF may notify the NWDAF Service consumer a Terminate Request indication with cause code (e.g. NWDAF overload, not available for the FL process anymore, etc.) by invoking the Nnwdaf_MLModelTraining_Notify service operation.
	In order to enable Federated Learning, NWDAF containing MTLF acting as FL Client NWDAF can notify NWDAF Service consumer acting as FL Server NWDAF the local ML model information and status report of FL training including accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.).
	If the Model Accuracy Check Flag is present in the Nnwdaf_MLModelTraining_Subscribe, the service provider NWDAF acting as FL Client NWDAF may notify the NWDAF Service consumer acting as FL Server NWDAF the Model Accuracy of the global ML Model.
* * * End of Changes * * *
 
image1.emf
Analytics 

consumer

5a. Nnwdaf_AnalyticsSubscription_Notify

1. Ndccf_DataManagement_Subscribe

DCCF NWDAF

4. Nnwdaf_AnalyticsSubscription_Subscribe

6a. Ndccf_DataManagement_Notify

3. Determine whether the 

analytics requested are 

already being collected

2. Determine NWDAF 

instance

9. Ndccf_DataManagement_Unsubscribe

10. Nnwdaf_AnalyticsSubscription_Unsubscribe 

7. Ndccf_DataManagement_Fetch Request

8. Ndccf_DataManagement_Fetch response

5b. Nnwdaf_AnalyticsSubscription_Notify

6b. Ndccf_DataManagement_Notify


Microsoft_Visio_2003-2010___2.vsd
NF


NWDAF


NEF


AF


UE


1. Nnwdaf_AnalyticsSubscription_Subscribe


2. AF Discovery


3a. Naf_Event_Exposure_Subsribe


3b. Step 2 to step 3 that described in Figure 6.2.2.3-1


4. Data Collection from UE application to AF


5a. Naf_Event_Exposure_Notify


5b. Step 4 to step 5 that described in Figure 6.2.2.3-1


6. NWDAF produces Analytics


7. Nnwdaf_AnalyticsSubscription_Notify



image2.emf
NF NWDAF NEF AF UE

1. Nnwdaf_AnalyticsSubscription_Subscribe

2. AF Discovery

3a. Naf_Event_Exposure_Subsribe

3b. Step 2 to step 3 that described in Figure 6.2.2.3-1

5a. Naf_Event_Exposure_Notify

5b. Step 4 to step 5 that described in Figure 6.2.2.3-1

6. NWDAF produces 

Analytics

7. Nnwdaf_AnalyticsSubscription_Notify

4. Data Collection from UE application to AF


Microsoft_Visio___3.vsdx
NWDAF 
Service Consumer
NWDAF containing
MTLF
1. Nnwdaf_MLModelTraining_Subscribe/ Nnwdaf_MLModelTraining_Unsubscribe
3. Nnwdaf_MLModelTraining_Notify
2. Train an ML model



image3.emf
NWDAF 

Service Consumer

NWDAF containing

MTLF

1. Nnwdaf_MLModelTraining_Subscribe/ 

Nnwdaf_MLModelTraining_Unsubscribe 

3. Nnwdaf_MLModelTraining_Notify

2. Train an ML model


Microsoft_Visio___1.vsdx

Unsubscribe


Data Fetch

Analytics consumer
5a. Nnwdaf_AnalyticsSubscription_Notify
1. Ndccf_DataManagement_Subscribe
DCCF
NWDAF
4. Nnwdaf_AnalyticsSubscription_Subscribe
6a. Ndccf_DataManagement_Notify
3. Determine whether the analytics requested are already being collected
2. Determine NWDAF instance
9. Ndccf_DataManagement_Unsubscribe
10. Nnwdaf_AnalyticsSubscription_Unsubscribe
7. Ndccf_DataManagement_Fetch Request
8. Ndccf_DataManagement_Fetch response
5b. Nnwdaf_AnalyticsSubscription_Notify
6b. Ndccf_DataManagement_Notify



