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1. Introduction

This paper relates to S2–001970 (BT) and S2-002010 (Motorola) and S2-001894 (Ericsson) and discusses the identification of users within the IM subsystem and the routeing of signalling messages for setting up multimedia sessions for those users. It has already been agreed that SIP is the single call control protocol used between the UE and the CSCF.  RFC 2543bis defines SIP addressing as: The “objects” addressed by SIP are users at hosts, identified by a SIP URL. Thus the choice of SIP for signalling within IM implies that the routing and addressing of IM users and SIP proxies and servers (CSCFs and MGCFs) is done using SIP URLs. Selecting any other format for addressing signalling messages or another mechanism for routing signalling messages would imply that 3GPP is no longer using the IETF SIP protocol but defining  it’s own new signalling protocol . This is highly undesirable for many reasons which have been stated before during earlier discussions including the fact that reuse of existing IETF protocols allows the reduction in cost and cycle time of product development for the mutual benefit of manufacturers and operators. Motorola thus broadly supports the material outlined by Ericsson in S2-001894 and the principle that every user in the IM subsystem will be identifiable by a SIP URL

It has also been agreed that there is a requirement from operators for a “User Private Identity” the so called MAGNUS identity (‘Mobile Application Generic Network Usable Subscriber Identity’), to uniquely identify the IM subscriber. Motorola supports the concept of a ‘User Private Identity’, however we do not support all the proposed uses for such an identity contained in S2-001970, especially those that contradict the SIP routing and addressing requirements stated in the previous paragraph. This paper will define those uses for the MAGNUS which Motorola believes are appropriate for consideration for use within the IM subsystem.

When considering the “user private identity” concept in IM the following aspects should be considered:

Private user identities within IM

1. The user private identity is a unique global identity.

2. The user private identity is independent of the user’s public addresses or identities.  Any public address or identity must be able to be associated with any user private identity.  Multiple public identities/addresses must be able to be associated with the user private identity.

3. The user private identity is used to enable requests (such as Registration requests) to be passed from the user terminal to the home network. 

4. The user private identity is used within the home network to uniquely identify the user from a network perspective.  Note: the user must  also be identifiable from a public perspective by public addresses such as public IP addresses, SIP URLs, email addresses, diallable numbers (such as MSISDN in GSM).

5. The user private identity is securely stored on the USIM card (it shall not be possible to modify the user private identity). Note: The storage location of the user identity or home domain name for a standalone SIP Client is connected to an ME needs study. The use of a private identity shall not preclude the authentication of the user.  

6. The home domain name of the subscriber is stored on the USIM.  This could be in the SIP URL format.  Note the storage location of the user identity or home domain name for a stand alone SIP client that is connected to an ME needs study.

Note: Mechanisms used to extract the user private identity from the SIM card (e.g. when an external SIP TE is used) is for further consideration. Note: User public addresses could be stored on the USIM but this is a matter for further contributions awaiting the response LS from other groups.

7. The user private identity is allocated by the home network operator.

8. The user private identity is permanently allocated to a user (it is not a dynamic identity). “Permanent” connotes as long as user has a subscription with the operator. 
9. The user private identity is valid for the duration of the user’s subscription with the home network.

10. The user private identity is used to identify the user’s information stored within the HSS (for use for example during Registration).  Additional public addresses may be used to identify the user’s information within the HSS (for example during mobile terminated call set-up).

11. The user private identity format shall allow structured database information to be stored against it.   For example the HSS can store user information in a logical fashion based upon the user private identity. The relationship of the user private identity format to the needs of HSS data structuring needs to be considered.

12. Security information can be related to the user private identity (for example authentication information). 

13. The user private identity shall be a fixed length structure and format.  The format types for consideration need to be clarified, potential formats could include E.212, IP v6 address format, SIP URL format.

14. The user private identity shall be present in all charging records.

15. The user private identity relates more specifically to the subscription (e.g. IM service capability) than the user.

16. The relationship with current CS/PS Domain names and identifiers (e.g. IMEI, IMSI, MSISDN) needs to be considered.

2. Proposals

It is proposed that the following text be added to section 4.3.3 (Identification of Users) of TS 23.228:

Every user in the IM subsystem will be identifiable by a SIP URL. Although other identities such as the “User Private Identity” may also be used to identify the user, only identities in SIP URL (or Tel URL) format (or as specified in a future relevant SIP RFC) shall be used for routing and forwarding of signalling messages for session control within the IM subsystem.

In addition it is proposed that the following text be added to section 4.3.4 (Identification of Network Nodes) of TS 23.228:

The CSCF and MGCF nodes shall be identifiable using a SIP URL on those interfaces supporting the SIP protocol, (Gm, Mw, Mm, and Mg).
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