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[bookmark: _Toc517082226]* * * First Change (Issue #1 and #3) * * * * 

[bookmark: _Toc138255336]9.5	Non-session management related policy information
[bookmark: _Toc138255337]9.5.1	Access and mobility related policy information
This clause specifies the delta related to Access and Mobility related policy information defined in TS 23.503 [4] clause 6.1.2.1 for 5G-RG and FN-RG.
The access and mobility policy control encompass the management of service area restrictions for a 5G-BRG or a 5G-CRG connecting to 5GC via W-5GAN or simultaneously via NG-RAN and W-5GAN as well as AUN3 devices behind a 5G-RG.
The management of service area restrictions enables the PCF of the serving PLMN or SNPN to modify the service area restrictions based on operator defined policies at any time, either by expanding a list of allowed GLIs or HFC Node IDs or by reducing the list of non-allowed GLIs or HFC Node IDs. Operator defined policies in the PCF may depend on input data such as time of day, or UE context information provided by other NFs, etc.
The AMF reports the subscribed service area restrictions in NG-RAN received from UDM during 5G-RG Registration in NG-RAN procedure when local policies in the AMF indicate that Access and Mobility Control is enable within the PLMN or SNPN. The AMF may request update of the service area restrictions applicable to NG-RAN when the policy control request triggers listed in clause 6.1.2.5 in TS 23.503 [4], are met.
The AMF reports the subscribed service area restrictions in W-5GAN received from UDM during 5G-RG or AUN3 device Registration in NG-RANW-5GAN procedure when local policies in the AMF indicate that Access and Mobility Control is enable within the PLMN or SNPN. The AMF may request update of the service area restrictions applicable to W-5GANNG-RAN when the policy control request triggers listed in clause 9.5.36.1.2.5 in TS 23.503 [4], are met.
The AMF receives the modified service area restrictions from the PCF and then use them as described in clause 4.3.3.3.
No mobility events, such a change of UE location or change of AMF applies when provisioning the service area restrictions for a 5G-BRG or a 5G-CRG or AUN3 device when connected via W-5GAN.
The PCF may provide the service area restrictions applicable to a 5G-RG connected to 5GC via W-5GAN or via NG-RAN or simultaneously connected to 5GC via W-5GAN and NG-RAN to AMF. The PCF may provide the service area restrictions applicable to a FN-CRG to the AMF. The PCF may provide the service area restrictions applicable to an AUN3 device behind 5G-RG connected to 5GC via W-5GAN to the AMF.
The Service Area Restrictions provided to AMF for a 5G-RG connected via NG-RAN is according to the information listed in listed in TS 23.503 [4] clause 6.5.
The Service Area Restrictions provided to AMF for a 5G-RG or AUN3 device connected via W-5GAN is according to the information listed in Table 9.5-1.
For a 5G-RG simultaneously connected to 5GC via W-5GAN and NG-RAN the PCF provides Service Area Restrictions for both W-5GAN and NG-RAN.
The Service Area Restrictions provided to AMF for a FN-CRG connected via W-5GAN is according to the information listed in Table 9.5-1.
Table 9.5-1: Access and mobility related policy control information for 5G-RG and FN-CRG accessing via W-5GAN
	Information name
	Description
	Category
	PCF permitted to modify in a AM context in the AMF
	Scope

	Service Area Restrictions for a 5G-BRG or AUN3 device behind 5G-BRG 
	This part defines the service area restrictions applicable for a 5G-BRG or for an AUN3 device behind 5G-BRG
	
	
	

	List of allowed GLIs
	List of allowed GLIs
(NOTE 2) (NOTE 3).
	Conditional
(NOTE 1)
	Yes
	AM context

	List of non-allowed GLIs
	List of non-allowed GLIs
(NOTE 3).
	Conditional
(NOTE 1)
	Yes
	AM context

	Service Area Restrictions for a 5G-CRG or for a FN-CRG or AUN3 device behind 5G-CRG 
	This part defines the service area restrictions applicable for a 5G-CRG or for a FN-CRG or for an AUN3 device behind 5G-CRG
	
	
	

	List of allowed HFC Node IDs
	List of allowed HFC Node IDs
(NOTE 2) 
	Conditional
(NOTE 1)
	Yes
	AM context

	List of non-allowed HFC Node IDs
	List of non-allowed HFC Node IDs (NOTE 2).
	Conditional
(NOTE 1)
	Yes
	AM context

	NOTE 1:	If service area restrictions is enable.
NOTE 2:	Either the list of allowed (GLIs or HFC Node IDs) or the list of non-allowed (GLIs or HFC Node IDs) are provided by the PCF.



The list of allowed GLIs or the list of allowed HFC Node IDs indicates the locations where the 5G-RG is allowed to be registered, see clause 4.3.3.3 for the description on how AMF uses this information.

* * * * Second change (Issue #1) * * * *

[bookmark: _Toc145932410]8.1.1	Nudm_SubscriberDataManagement (SDM) Service
[bookmark: _Toc145932411]8.1.1.1	General
In addition to the Subscription data types used in the Nudm_SubscriberDataManagement Service, as defined in Table 5.2.3.3.1-1 of TS 23.502 [3], the additional data types defined in Table 8.1.1.1-1 below are applicable for RGs connected to 5GC via W-5GAN and AUN3 devices.
Table 8.1.1.1-1: Wireline access specific UE Subscription data types
	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE Registration and Mobility Management)
	RG Level Wireline Access Characteristics
	The RG level Wireline Access Characteristics parameter provides QoS information for the W-AGF, as defined in clause 4.5.1.2. This parameter is handled by the UDM as a transparent container.

	
	AUN3 device connectivity allowed. 
	Indicates whether the subscriber is allowed to access as an AUN3 device. 



In the case of Wireline access, the Forbidden area information within Table 5.2.3.3.1-1 of TS 23.502 [3] may correspond to a (set of) allowed Global Line ID.

* * * Third Change (Issue #2) * * * * 
[bookmark: _Toc145932372]7.2.8.3	5G-RG Deregistration via W-5GAN when it is also serving AUN3 devices


Figure 7.2.8.3-1: 5G-RG Deregistration procedure via W-5GAN when serving AUN3 devices
1-3.	The same as steps 1-3 for Figure 7.2.1-1 with the following modification:
	In the case of 5G-RG initiated deregistration, 5G-RG shall first deregister each of the registered AUN3 devices connected to it (if any) before initiating the deregistration of itself.
4.	W-AGF controls if there exist any AUN3 devices connected to the 5G-RG that are registered to the 5GC through the W-AGF. If there are no AUN3 devices, then steps 5 and 6 shall be ignored.
 5.	[conditional] For each AUN3 device identified in step 4, the W-AGF shall send AN Release request as specified in clause 4.2.6 of TS 23.502 [3]. Here, the cause should indicate the disconnection of 5G-RG.
6.	[conditional] Upon receiving the AN Release request with the cause specified in step 5, the AMF shall initiate deregistration of the AUN3 device as specified in clause 4.2.2.3.3 of TS 23.502 [3]. The cause in the deregistration message should indicate the disconnection of 5G-RG. 
7.	The W-AGF may initiate the release of the signalling connection between 5G-RG and W-AGF.
NOTE:	Whether this step is needed, and if so, the details of this step are defined by BBF and/or CableLabs.
8.	The RG disconnects the AUN3 device. How this is done is outside of 3GPP scope.



* * * Fourth Change (Issue #3) * * * * 

[bookmark: _Toc145932314]4.10	UE behind 5G-RG and FN-RG
An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5GC capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.
When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an IWF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.
Figure 4.10-1 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
Figure 4.10-2 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF N3IWF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as an untrusted Non-3GPP access network.
Annex A shows the non-roaming architecture for a UE, behind a FN-RG/5G-RG, accessing the 5GC via N3IWF where the combination of FN-RG/5G-RG, W-5GAN and UPF serving the 5G-RG is acting as an untrusted Non-3GPP access network.
NOTE 1:	FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered in this specification as it is assumed that FN-RG does not support EAP-5G.


Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG-RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG-RAN or via both accesses.


Figure 4.10-2: Architecture for UE behind 5G-RG using untrusted N3GPP access
The TNGF and Ta reference point are defined in TS 23.501 [2]. In addition to the requirements described in TS 23.501 [2], the Ta reference point should be able to carry the TNAP ID to the TNGF.
NOTE 2:	The reference architecture in figure 4.10-1 only shows the architecture and the network functions directly connected to W-5GAN or TNGF, and other parts of the architecture are the same as defined in clause 4.2 of TS 23.501 [2].
NOTE 3:	The reference architecture in figure 4.10-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
NOTE 4:	The two N2 instances in Figure 4.10-1 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and W-5GAN.
NOTE 5:	For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
NOTE 6:	Support for QoS differentiation can be achieved in a similar way as it is handled when a UE connects to a PLMN via SNPN (as defined in clauses 5.30.2.7 and D.7 of TS 23.501 [2]). Also differentiated charging, both in the RG's PLMN and in the UE's PLMN, can be achieved based on existing mechanisms. This is further described in Annex B.
Support of NSWO for 3GPP UE behind an RG is specified in clause 4.10d.
NOTE 7:	For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
A 5G-RG acting as a TNAP shall provide its TNAP ID. to the TNGF and the TNGF provides this TNAP ID as part of ULI (user Location Information) sent to the 5GC; this information is propagated to the PCF that may use it to determine PCC rules depending on whether an UE is using a 5G-RG as a host or as a guest.
NOTE 8:	QoS and charging differentiation based on user location (e.g. home or guest users) can be applied when the user is connected via a TNGF reached over a 5G-RG. The PCF may use the TNAP ID, which is available to it as a part of ULI. For example, if the TNAP ID is included in the UE's policy control subscription information the UE is considered a home user. Alternatively, the PCF may use TNAP ID provided by an AF using the Service Specific parameter provisioning as defined in clause 9.8.



* * * * End of changes * * * *
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