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1.   Discussion  

The LS from SA4 (S4-231435) asks SA2 to evaluate if there is any possibility for IP version mismatch between the IP version assigned to UEs served by 5GS and the IP version supported by the Application Server of the content provider.
An IP version mismatch creates issues in case the AS includes PDU-set information (more specifically PDU set size) within RTP header extension as SA4 indicated that the PDU set size includes the media payload and (S)RTP/UDP/IP encapsulation protocol header overheads of all PDUs of the PDU Set.

When the UPF receives XRM stream with RTP header extension then the UPF would convey the PDU-set information within RTP header extension to PDU-set information within GTP-U header with no extra translation/processing. As a result the RAN would receive wrong PDU-set size information in case there is an IP version mismatch between the AS and 5GS as shown in Figure 1.
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Figure 1 - Use case for IP version mismatch

It is important to note that a mismatch would occur only if 5GS and AS only support a single IP stack (e.g. 5GS IPv6 only and AS IPv4 only or vice versa).
In the LS, SA4 questions SA2 whether:
In Release 18, can the UPF always be aware by network configuration of possibly present NAT46/NAT64 within a CSP network?
A UPF can detect presence of NAT but this depends on network configuration and UPF capabilities. If the UPF/operator IP network implements NAT46/64 functionality, the UPF can use implementation-specific means to adapt the PDU set size in case there is an IP version mismatch. If however the NAT46/64 is placed in the communication path between the UPF and AS the UPF may not always detect presence of NAT
One solution to avoid such mismatch in case the scenario where 5GS and AS only support a single IP stack would be the AF to include within the Protocol Description of the AF session request the "origin IP version" of the RTP packet sent by the AS. The AF includes the "origin IP version" only when the AF identifies that there is a mismatch between the IP version of the content provider and the IP version supported by 5GS (i.e. AF detects UE supports only IPv6 address but is also aware that the AS only supports IPv4 address). 

When the UPF receives the Protocol Description from the SMF for PDU set identification the UPF can take the "origin IP version" into account to handle the received RTP header extension information from such packets.
2. Proposal

Discuss CR S2-2310912 as a possible resolution to the issue raised by SA4.
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