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Abstract: Propose a new key issue to study the enhancements to support support store and forward in discontinuous coverage for WT #2.2.	
1 Discussion
[bookmark: _Hlk85614707]This contribution proposes a key issue to study the enhancements to support onboard store and forward for WT #2.2:
WT#2.2 Study, and if applicable, define the control plane and user plane enhancements, including the minimum necessary set of Core Network functions to be embedded in the satellite, to support S&F Satellite data operation, both for NR NTN (5GS) and IoT-NTN (EPS). Co-ordinate with SA3 LI if needed. 
As studied in SA1, for a delay-tolerant/non-real-time service, the endpoint(i.e., UE or application server) waits for satellite network coverage and sends traffic when the satellite passes by.  And consequently, the satellite has to store locally the received traffic, and forwards the stored data once the service link or feeder link is available.
To support store-and-forward, the following key issues need to be considered:
-	What is the the minimum necessary set of Core Network functions (for EPC and 5GC)to be embedded in the satellite, to support store-and-forward, including which NF is responsible to trigger the S&F operation, and which NF(s) is responsible to execute the S&F Satellite data operation.
-	How to realize the store-and-forward feature, i.e. through the control plane method or user plane method or both. 
-	Which parameters are needed to support store-and-forward, including but not limited to data retention period,  data storage quota.
-	Whether and how to expose the store-and-forward service to the AF. 
-	How to support a mechanism to configure and provision specific required QoS and policies for S&F operation (e.g. forwarding priority, acknowledgment policy).
-	How to resume communication between the endpoint (i.e., UE or ground station) and satellite once the service link or feeder link becomes available.
-	Study how to realize the authentication and security protection procedures between UE and Core Network once the feeder link is out of service.
[bookmark: _GoBack]2 Proposal
[bookmark: _Hlk513714389]It is proposed to capture the following changes in TR 23.700-29.
[bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc435670433][bookmark: _Toc510604403][bookmark: _Toc436124703][bookmark: _Toc23254037]FIRST CHANGE(all new texts)
[bookmark: _Toc421821979][bookmark: _Toc326248702][bookmark: _Toc324232211]5.x	Key Issue #x – Enhancements to support store and forward in discontinuous coverage
[bookmark: _Toc326248703][bookmark: _Toc421821980]5.x.1	Description
As studied in SA1, for a delay-tolerant/non-real-time service, the endpoint(i.e., UE or application server) waits for satellite network coverage and sends traffic when the satellite passes by.  And consequently, the satellite has to store locally the received traffic, and forwards the stored data once the service link or feeder link is available.
To support store-and-forward, the following key issues need to be considered:
-	What is the the minimum necessary set of Core Network functions (for EPC and 5GC)to be embedded in the satellite, to support store-and-forward, including which NF is responsible to trigger the S&F operation, and which NF(s) is responsible to execute the S&F Satellite data operation.
-	How to realize the store-and-forward feature, i.e. through the control plane method or user plane method or both. 
-	Which parameters are needed to support store-and-forward, including but not limited to data retention period,  data storage quota.
-	Whether and how to expose the store-and-forward service to the AF. 
-	How to support a mechanism to configure and provision specific required QoS and policies for S&F operation (e.g. forwarding priority, acknowledgment policy).
-	How to resume communication between the endpoint (i.e., UE or ground station) and satellite once the service link or feeder link becomes available.
-	Study how to realize the authentication and security protection procedures between UE and Core Network once the feeder link is out of service.
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