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Abstract: This discussion paper analyses the potential possible architectures to support NSWO in SNPN when UE using credentials owned by Credentials Holder using AAA server via 5GC.
1. Introduction
For CH using AAA server, clause 4.2.15 in TS 23.501 has already capture the architecture below:


[bookmark: _CRFigure4_2_153b]Figure 4.2.15-3b: Reference architectures to support authentication for Non-seamless WLAN offload using credentials from Credentials Holder using AAA Server
In this architecture, how does the message routing between UE and AAA server in the CH is out of 3GPP scope.
In the SA2#158 meeting, there was a LS with an attached CR from SA3 introducing a new potential architecture that the NSWO authentication will be performed by CH using AAA server via 5GC where the NSWOF, AUSF, UDM and NSSAAF are involved. 
For UE in NSWO scenario, when the selected SNPN is different from the subscribed SNPN, it shall build the SUCI with decorated NAI format in order to enable the routing of NSWO request to the Credentials Holder via the selected SNPN. 
Based on clause 5.30.2.9 in TS 23.501, when UE uses the credentials owned by the Credentials Holder using AAA server to access to a SNPN, the SNPN can be the same as the subscribed SNPN or can be another SNPN than the subscribed SNPN for the UE as a deployment option. For the former case, the AAA server belongs to the same SNPN hosting AUSF/UDM. For the latter case, the AAA server belongs to the domain different from the SNPN hosting AUSF/UDM. 
For the case that the AAA server belongs to the same SNPN hosting AUSF/UDM, there can be different interpretation regarding the domain of AAA server and the domain of AUSF/UDM:
· A) If the interpretation of same SNPN is equivalent to the same domain, the same realm can be used to select both AUSF/UDM and AAA server (i.e. the AUSF, UDM and AAA server are in the same CH). 
· B) If the interpretation of same SNPN is not equivalent to the same domain, different realm shall be used to discover the AUSF/UDM and the AAA server.
Therefore, based on different deployment options and different interpretation, there could be three potential architectures as shown below: 
Option 1) the AAA server is in the same domain as the one of AUSF/UDM (interpretation A), and the selected SNPN is the subscribed SNPN.


In this case, the UE builds the SUCI in NAI format used for NSWO.
Option 2) the AAA server is in the same domain as the one of AUSF/UDM (interpretation A), and the selected SNPN is different from the subscribed SNPN.


In this case, the UE builds the SUCI in decorated NAI format used for NSWO.
Option 3) the AAA server is in the domain different from the one of AUSF/UDM, the selected SNPN is the SNPN hosting the AUSF/UDM.


In this case, the UE builds the SUCI in decorated NAI format used for NSWO.
Option 4) the AAA server is in the domain different from the one of AUSF/UDM, the selected SNPN is the SNPN hosting the AUSF/UDM and the WLAN belongs to a visited SNPN



In this case, the UE builds the SUCI in decorated NAI using 2 concatenated level one for each SNPN as “otherrealms”  which is not possible since the UE has no information of which is the SNPN connected between the first one, where the WLAN is belonging to and the CH. This scenario is possible from NAI decoration point of view, but not realistic from implementation due to lack of advertising of intermediate SNPN. Therefore it is no supported.

Therefore, if we go with interpretation A, all these three potential architectures shall be updated in TS 23.501 accordingly. If we go with interpretation B, only option 3) shall be updated in TS 23.501.
2. Discussion
We are open to different interpretation. 
If the AAA server is in the same domain as the AUSF/UDM’s, the UDM can still determine whether the primary authentication is performed by the AAA server based on the UE subscription as specified in TS 23.501. Therefore, they could be in the same domain. The LS and CR are drafted based on the interpretation A. If the majority think that using the same domain could cause confusion and prefer to separate the domain of AAA server and the one of AUSF/UDM, the CR can be revised accordingly during the meeting.
3. Conclusion and proposal(s)
The following architecture are updated in the TS 23.501 and a LSout is sent to SA3 to inform that SA2 has already updated the architecture by taking the information from them into account.
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