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Abstract of the contribution: 
1	Discussion
This is a discussion for AM Policies, UE Policies and SM Policies, how the different Policy Associations are established, the issues that have been found and some proposal for enhancements.
1.1	Issue 1 - Triggers for UE/AM and SM Policy Association Establishment
UE Policy Association Establishment:
At Initial Registration or at mobility from EPS to 5GS, the UE can send the UE Policy Container to the network for the purpose to both retrieve UE Policies and to report some capabilities that are needed to provide UE Policies, such as ANDSP support, or the support for reporting the enforcement of a URSP Rule, and more. The reception of the UE Policy Container at the AMF triggers the UE Policy Association Establishment procedure to deliver the UE Policy Container and to request UE Policies to the PCF. The UE Policy Association is maintained until the UE deregisters or the PCF changes while the UE is registered, the purpose is to learn the AMF where the UE is registered, to deliver changes in the UE context to the PCF, such as change of the connectivity state of the UE, to the PCF, this helps the PCF to update the UE if needed.
If the AMF does not receive a UE Policy Container, the AMF may still attempt to establish a UE Policy Association with the PCF based on local configuration. In some cases, this may be unnecessary, e.g., some devices may not need any UE Policies, this may lead to waste of network resources some UE Policy Associations remains unnecessarily established that may cause performance degradation. 
Observation 1: It is beneficial to establish UE policy associations only for subscriptions that require UE policies to be sent to the UE.
AM Policy Association Establishment:
At Initial Registration or at mobility from EPS to 5GS, the AMF determines based on local configuration whether AM Policies are needed, this local configuration is an OAM task that is not standardized. Based on this local configuration, the AMF may trigger of AM Policy Association Establishment procedure with the PCF. The PCF may not have AM Policies for this SUPI.
As an illustration of the above, some AM Association may be established and maintained until the UE deregisters, although there are no policies for this SUPI. This can negatively impact network performance and increases signalling.
SM Policy Association Establishment:
The Session Management Subscription Data defined per SUPI, DNN and S-NSSAI combination the Charging Characteristics that are provided to SMF to indicate if the SMF should interact with the PCF, it is operator specific. The following is an extract of TS 29.512 clause 4.2.2.2: 
“When the NF service consumer receives the Nsmf_PDUSession_CreateSMContext Request as defined in clause 5.2.2.2 of 3GPP TS 29.502 [22], if the NF service consumer was requested not to interact with the PCF, the NF service consumer shall not interact with the PCF. Otherwise, the NF service consumer shall send an HTTP POST request to the PCF to create an "Individual SM Policy" resource as described in step 1 of figure 4.2.2.2-1.
NOTE 1:  The decision to not interact with the PCF applies for the entire lifetime of the PDU session.
NOTE 2:  The indicator to not interact with the PCF is configured in the UDM. It is delivered by the UDM to the NF service consumer within the Charging Characteristics using the Session Management Subscription Data Retrieval service operation as described in 3GPP TS 29.503 [34]. The indicator is operator specific, therefore it can only be used in non-roaming and home routed roaming cases.
What is the trigger of a UE Policy Association to be established?
1. Given that there is a mechanism that exists, one possibility is to reuse it for UE Policies, since that the Charging Characteristics for Access and Mobility are defined as part of the subscription data in UDM, see Table 5.2.3.3.1-1: UE Subscription data types in TS 23.502. 
2. Another alternative is to define a new information element as part of the Access and Mobility Subscription Data that does not require operator specific configuration, as such it is preferred. 
[bookmark: _Hlk138761334]Proposal 1: Extend Access and Mobility Subscription Data with one indicator of whether UE Policy Association is “enabled” or “disabled” for a SUPI. In addition, the indicator may also be set to “no control of UE Policy Association”, this enables AMF to use local configuration and the presence of the UE Policy Container as in previous releases. Similar extensions for AM Policy Association.
1.2	Examples of UE Policy Association Establishment using the new indication from UDM
Existing AMF behaviour is as follows:
· UE Policy Container is present, the UEPA is established.
· UE Policy Container not present, local configuration is checked and then is indicates that UEPA is to be established, result is UEPA is established.
Observation 2: When the AMF does not receive any indicator of whether UE Policy Association is “enabled” or “disabled” for a SUPI, or the indication is received set to “no control of UE Policy Association”, the AMF uses both the UE Policy Container and the local configuration as of today, this also applies for a Rel-19 AMF that interacts with a pre-Release 19 UDM.
The new indication on whether UE Policy Association Establishment is “enabled”, or “disabled” is checked at the AMF together with the existing triggers to set up a UE Policy Association that are a) the reception of the UE Policy Container and b) local configuration in the AMF. Table 1.2-1 shows an example on how the AMF uses this new indication received from UDM and the result is whether the UE Policy Association (i.e., UEPA) is established.

	UE Policy Association indications from UDM
	UE Policy Container
	Local Configuration
	Result

	Not received or received subscription data indicating no control of UEPA
	Present or not present
	Indicates that UEPA is to be established or not be established
	Follow the existing behavior (i.e. AMF decides whether to establish UEPA based on UE policy container and local configuration)

	Enable UEPA
	Does not matter
	Does not matter
	UEPA Established

	Disable UEPA
	Does not matter
	Does not matter
	No UEPA Established


Table 1.2-1.	UE Policy Association Establishment


Proposal 2: The value of the new indicator set to “disable” or “enabled” takes precedence over both the presence of the UE Policy Container and the local configuration in AMF. The value of the new indicator set to “no control of UE Policy Association” or no reception of the new indicator from UDM triggers at AMF the evaluation of the UE Policy Container and the local configuration to decide to set up the UE Policy Association.

1.2	Issue 2 - Change of subscription data
To cover a change of subscription data while the UE is registered, the AMF may either:
a) Ignore a change of the indication of UE Policies or AM Policies “enabled”, then it will be applied at the next UE Registration.
b) Establish a AM or UE Policy Association when the indication of AM Policies or UE Policy delivery changes from “disabled” to “enabled” and terminate the AM or UE Policy changes from “enabled” to “disabled”. When the indication changes to “no control of UE Policies” then AMF checks the presence of the UE Policy Container and the local configuration as of today. A change of subscription data has lower priority than any AM or SM procedure that may take place at the AMF, as such it does not have real time requirements.
Proposal 3: Establish an AM or UE Policy Association if there is a change of UE Policies from “disabled” or “no control of UE Policy Association” to “enabled” and terminate it when there is a change from “enabled” to “disabled”. Apply local polices or check the presence of the UE Policy Container if there is a change of UE or AM Policies to “no control of UE or AM Policies”. When the AMF decides to act up to the change of the flag the UE or AM policy can be delivered.
Proposal 2 has the following implications:
· The AMF stores the UE Policy Container if received from the UE as part of the UE Context that is transferred between AMF.
· When the indication of UE Policies changes from “disabled” to “enabled” the AMF checks if a UE Policy Container is stored in the UE Context that is provided to the PCF at UE Policy Association Establishment.
Proposal 4: Store the UE Policy Container as part of the UE Context in AMF. If the AMF decides to establish the UE Policy Association during registration, the AMF provides the stored UE Policy Container to the PCF in the UE Policy Association Establishment.
1.3	Issue 3 – Other aspects
When adopting the proposals above to establish a UE Policy Association when the indication is “enabled” in UDM, it may happen that there is PCF selected for a PDU Session for this SUPI, and then the AMF may need to select the same PCF as selected for a PDU Session, in that case, the existing PCF Selection Assistance information that is provided to the AMF is reused. That is, the AMF checks the PCF Selection Assistance information in UDM that is a list of DNN and S-NSSAIs, for each DNN and S-NSSAI the AMF checks the PCF id stored in the UE Context for the PDU Session, then use this PCF id for the UE and AM Policy Association.
Proposal 5: Reuse the PCF Selection Assistance Information from UDM to perform PCF discovery and selection in AMF.
2 Proposal
[bookmark: _Hlk513714389]Proposal 1: Extend Access and Mobility Subscription Data with one indicator of whether UE Policy Association is “enabled” or “disabled” for a SUPI. The indicator may also be set to “no control of UE Policy Association”. Similar extensions for AM Policy Association.
Proposal 2: When the value of the new indicator is “disabled” or “enabled” it takes precedence over the local configuration and the presence of the UE Policy Container. When the value of the new indication is “no control of UE Policy Association” or it is absent then the AMF uses local configuration and the presence of the UE Policy Container as in previous releases. Similar extensions for AM Policy Association.

Proposal 3: The AMF acts upon the change of the value of the new indication from UDM.
Proposal 4: Store the UE Policy Container as part of the UE Context in AMF. If the AMF establishes the UE Policy Association upon change of the value of the new indication, the AMF provides the UE Policy Container to the PCF in the UE Policy Association Establishment.
Proposal 5: Reuse the PCF Selection Assistance Information from UDM to perform PCF discovery and selection in AMF.
A corresponding TEI19 WID is submitted to this meeting together with draft CRs to TS 23.501 to cover the impacts to PCF Discovery and Selection and TS 23.502 to cover impacts on Access and Mobility Subscription Data to add new indicators for both AM Policies “enabled/disabled” and UE Policies “enabled/disabled” and updates to UE and AM Policy Association establishment procedures.
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