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[bookmark: _Toc145930548]4.1	General
The NWDAF (Network Data Analytics Function) is part of the architecture specified in TS 23.501 [2] and uses the mechanisms and interfaces specified for 5GC in TS 23.501 [2] and OAM services (see clause 6.2.3.1).
The NWDAF interacts with different entities for different purposes:
-	Data collection based on subscription to events provided by AMF, SMF, UPF, PCF, UDM, NSACF, AF (directly or via NEF) and OAM;
-	[Optionally] Analytics and Data collection using the DCCF (Data Collection Coordination Function);
-	Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information or via NEF(PFDF) for PFD information);
-	Data collection of location information from LCS system;
-	[Optionally] Storage and retrieval of information from ADRF (Analytics Data Repository Function);
-	[Optionally] Analytics and Data collection from MFAF (Messaging Framework Adaptor Function);
-	Retrieval of information about NFs (e.g. from NRF for NF-related information);
-	On demand provision of analytics to consumers, as specified in clause 6.
-	Provision of bulked data related to Analytics ID(s).
-	Provision of Accuracy information about Analytics ID(s).
-	Provision of ML model accuracy informationML Model Accuracy Information or ML modelML Model accuracy degradation about a ML Model.
A single instance or multiple instances of NWDAF may be deployed in a PLMN. If multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both. If multiple NWDAF instances are deployed, an NWDAF can act as an aggregate point (i.e. Aggregator NWDAF) and collect analytics information from other NWDAFs, which may have different Serving Areas, to produce the aggregated analytics (per Analytics ID), possibly with Analytics generated by itself.
NOTE 1:	When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results, i.e. some of them can be specialized in providing certain types of analytics. An Analytics ID information element is used to identify the type of supported analytics that NWDAF can generate.
NOTE 2:	NWDAF instance(s) can be collocated with a 5GS NF.

* * * Next Changes * * * 

[bookmark: _Toc145930550]4.2.0	General
As depicted in Figure 4.2.0-1, the 5G System architecture allows NWDAF to collect data from any 5GC NF. The NWDAF belongs to the same PLMN as the 5GC NF that provides the data.


[bookmark: _CRFigure4_2_01]Figure 4.2.0-1: Data Collection architecture from any 5GC NF
The Nnf interface is defined for the NWDAF to request subscription to data delivery for a particular context, to cancel subscription to data delivery and to request a specific report of data for a particular context.
The 5G System architecture allows NWDAF to retrieve the management data from OAM by invoking OAM services.
The 5G System architecture allows NWDAF to collect data from any 5GC NF or OAM using a DCCF with associated Ndccf services as specified in clause 8.2.
The 5G System architecture allows NWDAF and DCCF to collect data from an NWDAF with associated Nnwdaf_DataManagement services as specified in clause 7.4. The 5G system architecture allows MFAF to fetch data from an NWDAF with associated Nnwdaf_DataManagement service as specified in clause 7.4.


[bookmark: _CRFigure4_2_01a]Figure 4.2.0-1a: Data Collection architecture using Data Collection Coordination
As depicted in Figure 4.2.0-1a, the Ndccf interface is defined for the NWDAF to support subscription request(s) for data delivery from a DCCF, to cancel subscription to data delivery and to request a specific report of data. If the data is not already being collected, the DCCF requests the data from the Data Source using Nnf services. The DCCF may collect the data and deliver it to the NWDAF or the DCCF may rely on a messaging framework to collect data from the NF and deliver it to the NWDAF.
As depicted in Figure 4.2.0-2, the 5G System architecture allows any 5GC NF to request network analytics information from NWDAF containing Analytics logical function (AnLF). The NWDAF belongs to the same PLMN as the 5GC NF that consumes the analytics information.


[bookmark: _CRFigure4_2_02]Figure 4.2.0-2: Network Data Analytics Exposure architecture
The Nnwdaf interface is defined for 5GC NFs, to request subscription to network analytics delivery for a particular context, to cancel subscription to network analytics delivery and to request a specific report of network analytics for a particular context.
NOTE 1:	The 5G System architecture also allows other consumers such as OAM and CEF (Charging Enablement Function) to request network analytics information from NWDAF.
The 5G System architecture allows any NF to obtain Analytics from an NWDAF using a DCCF function with associated Ndccf services, as specified in clause 8.2.
The 5G System architecture allows NWDAF and DCCF to request historical analytics from an NWDAF with associated Nnwdaf_DataManagement services as specified in clause 7.4. The 5G system architecture allows MFAF to fetch historical analytics from an NWDAF with associated Nnwdaf_DataManagement service as specified in clause 7.4.


[bookmark: _CRFigure4_2_02a]Figure 4.2.0-2a: Network Data Analytics Exposure architecture using Data Collection Coordination
As depicted in Figure 4.2.0-2a, the Ndccf interface is defined for any NF to support subscription request(s) to network analytics, to cancel subscription for network analytics and to request a specific report of network analytics. If the analytics is not already being collected, the DCCF requests the analytics from the NWDAF using Nnwdaf services. The DCCF may collect the analytics and deliver it to the NF, or the DCCF may rely on a messaging framework to collect analytics and deliver it to the NF.
As depicted in Figure 4.2.0-3, the 5G System architecture allows NWDAF containing Analytics logical function (AnLF) to use trained ML modelML Model provisioning services from another NWDAF containing Model Training logical function (MTLF).
NOTE 2:	Analytics logical function and Model Training logical function are described in clause 5.1.


[bookmark: _CRFigure4_2_03]Figure 4.2.0-3: Trained ML Model Provisioning architecture
The Nnwdaf interface is used by an NWDAF containing AnLF to request and subscribe to trained ML modelML Model provisioning services.
NOTE 3:	The NWDAF trained ML modelML Model provisioning services are described in clause 7.5 and clause 7.6.
NOTE 4:	The NWDAF containing AnLF is the only consumer of trained ML modelML Model provisioning services in this release of the specification.


* * * Next Changes * * * 
[bookmark: _Toc145930554]5.1	General
The NWDAF provides analytics to 5GC NFs and OAM as defined in clause 7. An NWDAF may contain the following logical functions:
-	Analytics logical function (AnLF): A logical function in NWDAF, which performs inference, derives analytics information (i.e. derives statistics and/or predictions based on Analytics Consumer request) and exposes analytics service i.e. Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo.
-	Model Training logical function (MTLF): A logical function in NWDAF, which trains Machine Learning (ML) models and exposes new training services (e.g. providing trained ML modelML Model) as defined in clause 7.5 and clause 7.6.
NOTE 1:	NWDAF can contain an MTLF or an AnLF or both logical functions.
NOTE 2:	Pre-trained ML modelML Model storage and provisioning to NWDAF is out of the scope of 3GPP.
Analytics information are either statistical information of the past events, or predictive information.
Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.
To guarantee the accuracy of analytics output for an Analytics ID, based on the UE abnormal behaviour analytics from itself or other NWDAF including abnormal UE list and the observed time window, the NWDAF is to detect and may delete the input data from the abnormal UE(s) and then may generate a new ML modelML Model and/or analytics outputs for the Analytics ID without the input data related to abnormal UE list during the observed time window and then send/update the ML Model Information and/or analytics outputs to the subscribed NWDAF service consumer.
In order to support NFs to discover and select an NWDAF instance containing MTLF, AnLF, or both, that is able to provide the required service (e.g. analytics exposure or ML modelML Model provisioning) for the required type of analytics, each NWDAF instance should provide the list of supported Analytics ID(s) (possibly per supported service) when registering to the NRF, in addition to other NRF registration elements of the NF profile. NFs requiring the discovery of an NWDAF instance that provides support for some specific service(s) for a specific type of analytics may query the NRF for NWDAFs supporting the required service(s) and the required Analytics ID(s).
The consumers, i.e. 5GC NFs and OAM, decide how to use the data analytics provided by NWDAF.
The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.
The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices.
In a hierarchical deployment, NWDAFs may provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs, when DCCF, MFAF are not present in the network.
In order to make NWDAF discoverable in some network deployments, NWDAF may be configured (e.g. for UE mobility analytics) to register in UDM (Nudm_UECM_Registration service operation) for the UE(s) it is serving and for the related Analytics ID(s). Registration in UDM should take place at the time the NWDAF starts serving the UE(s) or collecting data for the UE(s). Deregistration in UDM takes place when NWDAF deletes the analytics context for the UE(s) (see clause 6.1B.4) for a related Analytics ID.
NOTE 3:	The procedures for data collection for UE related analytics need to take user consent into account. The user consent for analytics is defined in clause 6.2.9.
[bookmark: _Toc145930555]5.2	NWDAF Discovery and Selection
The NWDAF service consumer selects an NWDAF that supports requested analytics information and required analytics capabilities and/or requested ML Model Information by using the NWDAF discovery principles defined in clause 6.3.13 of TS 23.501 [2].
Different deployments may require different discovery and selection parameters. Different ways to perform discovery and selection mechanisms depend on different types of analytics/data (NF related analytics/data and UE related analytics/data). NF related refers to analytics/data that do not require a SUPI nor group of SUPIs (e.g. NF load analytics). UE related refers to analytics/data that requires SUPI or group of SUPIs (e.g. UE mobility analytics).
In order to discover an NWDAF containing AnLF using the NRF:
-	If the analytics is related to NF(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 1:	If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription or it might query the NRF with the service area of the NF to be contacted to determine another target NWDAF.
-	If the analytics is related to UE(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 2:	If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription or it might determine the AMF serving the UE as specified in clause 6.2.2.1, request UE location information from the AMF and query the NRF with the tracking area where the UE is located to discover another target NWDAF serving the area where the UE(s) is located.
-	If the analytics are related to UE(s) and if NWDAF instances indicate weights for TAIs in their profile (see clause 6.3.13 of TS 23.501 [2]), the NWDAF service consumer may use the weights for TAIs to decide which NWDAF to select.
-	If the NWDAF service consumer needs to discover an NWDAF containing an AnLF with analytics aAccuracy checking capability, the consumer may query NRF providing also the analytics accuracy checking capability in the discovery request.
If the NWDAF service consumer needs to discover an NWDAF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF providing the NF Set IDs or NF types in the discovery request.
NOTE 3:	The NF Set ID or NF Type of a data source serving a particular UE, can be determined as indicated in Table 5A.2-1.
In order to discover an NWDAF that has registered in UDM for a given UE:
-	NWDAF service consumers or other NWDAFs interested in UE related data or analytics, if supported, may make a query to UDM to discover an NWDAF instance that is already serving the given UE.
If an NWDAF service consumer needs to discover NWDAFs with data collection exposure capability, the NWDAF service consumer may discover via NRF the NWDAF(s) that provide the Nnwdaf_DataManagement service and their associated NF type of data sources or their associated NF Set ID of data sources as defined in clause 6.3.13 of TS 23.501 [2].
In order to discover an NWDAF containing MTLF via NRF:
-	an NWDAF containing MTLF shall include the ML modelML Model provisioning services (i.e. Nnwdaf_MLModelProvision, Nnwdaf_MLModelInfo) as one of the supported services during the registration in NRF when trained ML modelML Models are available for one or more Analytics ID(s). The NWDAF containing MTLF may provide to the NRF a (list of) Analytics ID(s) corresponding to the trained ML modelML Models and possibly the ML Model Filter Information for the trained ML modelML Model per Analytics ID(s), if available. In this Release of the specification, only the S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information for the trained ML modelML Model per Analytics ID(s) may be registered into the NRF during the NWDAF containing MTLF registration. For each Analytics ID, if the NWDAF containing MTLF supports ML Model interoperability, the NWDAF containing MTLF may also include, in the registration to the NRF, an ML Model Interoperability indicator.
-	The ML Model Interoperability indicator comprises a list of NWDAF providers (vendors) that are allowed to retrieve ML modelML Models from this NWDAF containing MTLF. It also indicates that the NWDAF containing MTLF supports the interoperable ML modelML Models requested by the NWDAFs from the vendors in the list.
NOTE 4:	The S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information are within the indicated S-NSSAI and NWDAF Serving Area information in the NF profile of the NWDAF containing MTLF, respectively.
-	During the discovery of NWDAF containing MTLF, a consumer (i.e. an NWDAF containing AnLF) may include in the request the target NF type (i.e. NWDAF), the Analytics ID(s), the S-NSSAI(s), Area(s) of Interest of the Trained ML Model required, ML Model Interoperability indicator and NF consumer information. The NRF returns one or more candidate instances of NWDAF containing MTLF to the NF consumer and each candidate instance of NWDAF containing MTLF includes the Analytics ID(s), possibly the ML Model Filter Information for the available trained ML modelML Models and ML Model Interoperability indicator, if available.
NOTE 5:	NF consumer information such as Vendor ID is defined in stage 3.
-	If the NWDAF service consumer needs to discover an NWDAF containing an MTLF with ML Model accuracy checking capability, the consumer may query NRF also providing the ML Model accuracy checking capability in the discovery request.
In order to discover an NWDAF containing MTLF with Federated Learning (FL) capability via NRF:
- An NWDAF containing MTLF supporting FL as a server shall additionally include FL capability type (i.e. FL server), Time interval supporting FL as FL capability information during the registration in NRF.
-	An NWDAF containing MTLF supporting FL as a client shall additionally include FL capability type (i.e. FL client), Time interval supporting FL as FL capability information during the registration in NRF, and it may also include, NF type(s) where data can be collected as input for local model training.
NOTE 6:	An NWDAF containing MTLF may indicate to support both FL server and FL client in the FL capability for specific Analytics ID.
-	During the discovery of NWDAF containing MTLF as FL server, a consumer (e.g. a NWDAF containing MTLF) includes in the request the FL capability type as FL server, Time Period of Interest and ML modelML Model Filter information for the trained ML modelML Model(s) per Analytics ID(s), if available. The NRF returns one or more candidate instances of NWDAF containing MTLF as FL server to the consumer.
-	During the discovery of NWDAF containing MTLF as FL client, a consumer (e.g. an FL server) includes in the request FL capability type as FL client, Time Period of Interest, ML modelML Model Filter information for the trained ML modelML Model(s) per Analytics ID(s), a list of NF type(s). The NRF returns one or more candidate instances of NWDAF containing MTLF as FL client to the consumer.
NOTE 7:	The service consumer to discover an NWDAF containing MTLF with FL capability is limited to NWDAF containing MTLF in this Release.
A PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling described in clause 4.16 of TS 23.502 [3]. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
In the roaming architecture, the NWDAF with roaming exchange capability (RE-NWDAF) to request analytics or input data is discovered via the NRF. A consumer in the same PLMN as the RE-NWDAF discovers the RE-NWDAF by querying for an NWDAF where the roaming exchange capability is indicated in its NRF profile. A consumer in a peer PLMN (i.e. RE-NWDAF) discovers the RE-NWDAF by querying for an NWDAF in the target PLMN that is supporting the specific services defined for roaming. A RE-NWDAF discovers the RE-NWDAF in a different PLMN (i.e. HPLMN or VPLMN) using the procedure defined in clause 4.17.5 (if delegated discovery is not used) or clause 4.17.10 (if delegated discovery is used) of TS 23.502 [3], where the detailed parameters are determined based on the analytics request or subscription from the consumer 5GC NF, operator policy, user consent and/or local configuration.
[bookmark: _Toc145930556]5.3	Federated Learning (FL) among multiple NWDAFs
Federated learning among multiple NWDAFs is a machine learning technique in core network that trains an ML Model across multiple decentralized entities holding local data set, without exchanging/sharing local data set. This approach stands in contrast to traditional centralized machine learning techniques where all the local datasets are uploaded to one server, thus allowing to address critical issues such as data privacy, data security, data access rights.
NOTE 1:	Horizontal Federated Learning is supported among multiple NWDAFs, which means the local data set in different FL client NWDAFs have the same feature space for different samples (e.g. UE IDs).
For Federated Learning supported by multiple NWDAFs containing MTLF, there is one NWDAF containing MTLF acting as FL server (called FL server NWDAF for short) and multiple NWDAFs containing MTLF acting as FL client (called FL client NWDAF for short), the main functionality includes:
FL server NWDAF:
-	discovers and selects FL client NWDAFs to participant in an FL procedure
-	requests FL client NWDAFs to do local model training and to report local model information.
-	generates global ML modelML Model by aggregating local model information from FL client NWDAFs.
-	sends the global ML modelML Model back to FL client NWDAFs and repeats training iteration if needed.
FL client NWDAF:
-	locally trains ML modelML Model that tasked by the FL server NWDAF with the available local data set, which includes the data that is not allowed to share with others due to e.g. data privacy, data security, data access rights.
-	reports the trained local ML modelML Model information to the FL server NWDAF.
-	receives the global ML modelML Model feedback from FL server NWDAF and repeats training iteration if needed.
FL server NWDAF or FL client NWDAF register to NRF with their FL capability information as described in clause 5.2.
The NWDAF containing MTLF determines to train an ML modelML Model either based on local configuration or when it receives the request from NWDAF containing AnLF. The NWDAF containing MTLF further determines whether the ML modelML Model should be trained via FL mechanism based on Analytic ID, Service Area/DNAI or data can not be obtained directly from data producer NF (e.g. due to data privacy, data security). The NWDAF containing AnLF is not aware whether the ML modelML Model is trained based on FL or not.
If the NWDAF containing MTLF can act as an FL server for the ML modelML Model training, then FL procedure is initiated by the NWDAF containing MTLF as FL server NWDAF directly.
If the NWDAF containing MTLF determines to train an ML modelML Model based on local configuration and the FL mechanism is required, but the NWDAF containing MTLF can't act as an FL server, the NWDAF containing MTLF should discover an FL server NWDAF as described in clause 5.2 and request the FL server NWDAF to provide the trained ML modelML Model as described in clause 6.2C.2.2. The FL server NWDAF may determine to initiate FL procedure before providing the ML modelML Model.
If the ML modelML Model training is triggered by the request from NWDAF containing AnLF, the NWDAF containing MTLF determines the FL mechanism is required but it can not act as an FL server, the NWDAF containing MTLF should discover an FL server NWDAF as described in clause 5.2 and request the FL server NWDAF to provide the trained ML modelML Model as described in clause 6.2C.2.2. The Subscription endpoint address of the NWDAF containing AnLF is provided in the request message sent to the FL server NWDAF. The FL server NWDAF may determine to initiate FL procedure before providing the ML modelML Model. The FL server NWDAF sends the ML modelML Model information to the notification endpoint (e.g. the NWDAF containing AnLF) after the ML modelML Model training success.
NOTE 2:	How to authorize an MTLF to request ML modelML Models on behalf of an AnLF to another MTLF (e.g., FL server NWDAF) is up to SA WG3.
Before FL procedure is initiated by FL server NWDAF, appropriate FL client NWDAFs should be discovered by FL server NWDAF as described in clause 5.2.
When starting an FL procedure, the FL server NWDAF is to provide an initial model to each FL client NWDAF, and then each FL client NWDAF is to perform local model training using their local data set. The detailed procedure for FL among Multiple NWDAFs is described in clause 6.2C.

* * * Next Changes * * * 
[bookmark: _Toc145930567]5B.1	General
The ADRF offers services that enable a consumer to store and retrieve data and analytics. The analytics are produced by the NWDAF as described in clause 6.1 and data are collected as described in clause 6.2.
Data may be stored in the ADRF by:
-	a consumer sending the ADRF an Nadrf_DataManagement_StorageRequest containing the data or analytics to be stored. The ADRF response provides a result indication.
-	a consumer sending the ADRF an Nadrf_DataManagement_StorageSubscriptionRequest requesting that the ADRF subscribes to receive data or analytics for storage. The ADRF then subscribes to the NWDAF or DCCF for data or analytics, providing ADRF Notification Address (+Notification Correlation ID). Analytics or Data are subsequently provided as notifications using DCCF, NWDAF or MFAF services (Ndccf_DataManagement Nnwdaf_DataManagement or Nmfaf_3caDataManagement service).
Data may be retrieved from the ADRF by:
-	a consumer sending an Nadrf_DataManagement_RetrievalRequest request to the ADRF to retrieve data or analytics for a Storage Transaction Identifier or a Fetch Instructions received from the ADRF in an Nadrf_DataManagement_RetrievalNotify. The ADRF determines the availability of the data or analytics in its repository and sends in the response to the consumer either the data or analytics.
-	a consumer sending an Nadrf_DataManagement_RetrievalSubscribe request to the ADRF to retrieve data or analytics for a specified data or analytics collection time window. If the time window includes the future and the ADRF has subscribed to receive the data or analytics, subsequent notifications received by the ADRF are sent by the ADRF to the notification endpoint.
	The ADRF determines the availability of the data or analytics and sends a success/failure indication in the response to the consumer. The ADRF then sends one or more notifications using an Nadrf_DataManagement_RetrievalNotify to the Notification Address (+Notification Correlation ID) specified by the consumer. The notification(s) either provide the data or analytics or provide instructions to the endpoint to fetch the data or analytics using an Nadrf_DataManagement_RetrievalRequest.
Data may be deleted from the ADRF by:
-	a consumer sending an Nadrf_DataManagement_Delete request.
An ADRF may be configured to register the data it is collecting with a DCCF. The registration uses the Ndccf_ContextManagement service specified in clause 8.3.2. The registration may subsequently be used by the DCCF to obtain data from the ADRF as described in clause 6.2.6.3.6.
The ADRF offers services that enable a consumer to store, delete and retrieve ML modelML Models. The ML modelML Models are trained by NWDAF containing MTLF as described in clause 5.1.
ML modelML Model(s) may be retrieved from the ADRF by:
-	a consumer sending the ADRF an Nadrf_MLModelManagement_RetrievalRequest as described in clause 10.3.4, containing one or more tuples of unique ML Model identifier stored in ADRF or Storage Transaction Identifier. The ADRF response provides one or more tuples of unique ML Model identifiers and address (e.g. URL or FQDN) of ML modelML Model file stored in ADRF.
ML modelML Models may be stored in the ADRF by:
-	a consumer sending the ADRF an Nadrf_MLModelManagement_StorageRequest as described in clause 10.3.2, containing the ML modelML Model or ML modelML Model address to be stored. The ADRF response provides a result indication.
ML modelML Model may be deleted from the ADRF by:
-	a consumer sending an Nadrf_MLModelManagement_Delete request as described in clause 10.3.3. The ADRF response provides a result indication.
When a consumer requests data or analytics be stored in an ADRF, it may specify Storage Handling information requesting:
-	a lifetime for how long the data or analytics should be stored; and
-	that a notification alerting the consumer be sent prior to data deletion from the ADRF.
The ADRF, DCCF or NWDAF may be configured with default operator storage policies. The policies specify how long data or analytics are to be stored and conditions when the default policy supersedes Storage Handling Information provided in a request from the Data or Analytics Consumer. Based on the default operator policy and the Storage Handling information, the ADRF, DCCF or NWDAF determines the Storage Approach that will be applied for the data or analytics.
The Storage Approach is comprised of the life-time for how long the data or analytics will be stored and the notification requirement to be applied when data or analytics are to be deleted from the ADRF.
When more than one consumer requests a storage life-time for the same data or analytics, the Storage Approach should be based on the longest requested storage life-time.
The response to the consumer request for data or analytics includes the Storage Approach.
NOTE:	The default operator policy for how long data or analytics are to be stored may be longer or shorter than the life-time requested by the consumer. A default operator policy may for example accept only consumer requested life-times that are shorter or longer than the default policy.
The ADRF, DCCF or NWDAF determines when the data or analytics life-time has expired. When data or analytics is to be removed from the ADRF, an alert is sent to the Consumer that the data is about to be deleted. The alert contains a Storage Transaction Identifier that can be used by the consumer to retrieve the data or analytics.
[bookmark: _CR5C][bookmark: _Toc145930569]
* * * Next Changes * * * 
5C.1	General
A NWDAF has the accuracy checking capability of Analytics and/or ML Model, where the NWDAF may provide the accuracy information to consumers when requested or use it for its internal processes.
Input data is collected from Data Producer NF when there is a request for inference/prediction per analytics ID in NWDAF for specific time period in future while ground truth data are collected from Data Producer NF corresponding to analytic ID requested at the time which the prediction refers to.
The ground truth data is the actual measured data observed at the time which the prediction refers to.
NOTE 1:	The ground truth data can be impacted when Analytics Feedback Information shows there is action triggered by the analytics output in the consumer.
Analytics/ML Model Accuracy Monitoring is to be achieved by comparing the predictions using the current trained ML modelML Model and its corresponding ground truth data i.e. the corresponding true observed events.
Analytics/ML Model Accuracy Information information is to represent general performance measurements for analytics and ML Model respectively, which are composed of the number of correct predictions out of all predictions and the corresponding number of samples.
NOTE 2:	How MTLF/AnLF determines whether the prediction is correct one is up to implementation.
The NWDAF (containing AnLF/MTLF) with accuracy checking capability decides to initiate analytics accuracy monitoringAnalytics Accuracy Monitoring based on:
-	A request from an analytics accuracy consumer. The analytics accuracy consumer may be an NWDAF containing AnLF, NWDAF containing MTLF or an analytics consumer NF.
-	Analytics Feedback Information which may be provided by an Analytics Consumer NF.
The AnLF with analytics accuracy checking capability as defined in clause 6.2D is able to provide or notify the accuracy information of Analytics IDs to the analytics consumers of such service and when the analytics accuracy does not meet the analytics consumer's requirements, the analytics consumer may stop using analytics for a period of time or obtain new analytics. In addition, updated analytics for the provided Analytics IDs may be provided to analytics consumers as requested, if the updated analytics is able to be generated within the correction time period. The AnLF with analytics accuracy checking capability is as defined in clause 6.2D.1 is able to determine analytics accuracy informationAnalytics Accuracy Information based on e.g.:
-	Comparing predictions generated based on a ML modelML Model and its corresponding ground truth data
-	Determining analytics accuracy by comparing analytics accuracy using multiple ML modelML Models
The MTLF with ML Model accuracy checking capability as defined in clause 6.2E is able to determine ML Model degradation based on e.g.:
-	comparing/evaluating the data: including input data, analytics output and the ground truth data either collected from various data source NFs, DCCF, AnLF, ADRF or configured by OAM;
-	or AnLF providing notifications of the analytics accuracy informationAnalytics Accuracy Information; or
-	AnLF providing analytics feedback informationAnalytics Feedback Information of the analytics generated by the ML modelML Model.
The NWDAF containing MTLF may reselect a new ML modelML Model or retrain the existing ML modelML Model and consequently notify the ML modelML Model accuracy degradation to the ML Model consumer(s). In addition, the NWDAF containing MTLF may consider the rating of untrusted AF(s) when used as data sources.

* * * Next Changes * * * 

[bookmark: _Toc145930574]6.1.1.1	Analytics subscribe/unsubscribe by NWDAF service consumer
This procedure is used by any NWDAF service consumer (e.g. including NFs/OAM) to subscribe/unsubscribe at NWDAF to be notified on analytics information, using Nnwdaf_AnalyticsSubscription service defined in clause 7.2. This service is also used by an NWDAF service consumer to modify existing analytics subscription(s). Any entity can consume this service as defined in clause 7.2.


[bookmark: _CRFigure6_1_1_11]Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1.	The NWDAF service consumer subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.1.3.
	When a subscription to analytics information is received, the NWDAF determines whether triggering new data collection is needed.
	If the service invocation is for a subscription modification, the NF service consumer includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnwdaf_AnalyticsSubscription_Subscribe. In addition, if the NWDAF service consumer has taken an action(s) influenced by the previously received analytics information at step 2, which may or may not affect the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to, the NWDAF service consumer may include Analytics feedback informationAnalytics Feedback Information in the invocation of Nnwdaf_AnalyticsSubscription_Subscribe.
	If the subscription relates to outbound roaming users, the NWDAF in the HPLMN may decide to retrieve or to subscribe to input data or analytics from the VPLMN and the detailed procedure is described in clause 6.1.5.3 for analytics retrieval and in clause 6.2.10 for data retrieval.
	If the subscription relates to inbound roaming users, the NWDAF in the VPLMN may decide to retrieve or to subscribe to input data or analytics from the HPLMN and the detailed procedure is described in clause 6.1.5.2 for analytics retrieval and in clause 6.2.11 for data retrieval.
2.	If NWDAF service consumer is subscribed to analytics information, the NWDAF notifies the NWDAF service consumer with the analytics information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation, based on the request from the NWDAF service consumer, e.g. Analytics Reporting Parameters. If the NWDAF provides a Termination Request, then the consumer cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.
[bookmark: _Hlk146633963]	When calculating the analytics/ML model accuracy informationML Model Accuracy Information with the retrieved Analytics feedback informationAnalytics Feedback Information, in addition to comparing predictions of ML modelML Model and its corresponding ground truth data, the NWDAF may additionally determine/take into account whether the action(s) taken by the NWDAF service consumer affects the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to as described in clauses 6.2D and 6.2E, which may affect the ML Model Accuracy Mmonitoring/Analytics Accuracy Monitoring.

* * * Next Changes * * * 

[bookmark: _Toc145930575]6.1.1.2	Analytics subscribe/unsubscribe by AFs via NEF
The analytics exposure to AFs may be performed via NEF by using analytics subscription to NWDAF.
Figure 6.1.1.2-1 illustrates the interaction between AF and NWDAF performed via the NEF.


[bookmark: _CRFigure6_1_1_21]Figure 6.1.1.2-1: Procedure for analytics subscribe/unsubscribe by AFs via NEF
0.	NEF controls the analytics exposure mapping among the AF identifier with allowed Analytics ID and associated inbound restrictions (i.e, applied to subscription of the Analytics ID for an AF) and/or outbound restrictions (i.e. applied to notification of Analytics ID to an AF).
	In this Release, AF is configured with the appropriated NEF to subscribe to analytics information, the allowed Analytics ID(s) and with allowed inbound restrictions (i.e. parameters and/or parameter values) for subscription to each Analytics ID.
1.	The AF subscribes to or cancels subscription to analytics information via NEF by invoking the Nnef_AnalyticsExposure_Subscribe/ Nnef_AnalyticsExposure_Unsubscribe service operation defined in TS 23.502 [3]. If the AF wants to modify an existing analytics subscription at NEF, it includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnef_AnalyticsExposure_Subscribe, in addition, if the AF has taken an action(s) influenced by the previously received analytics information at step 4, which may or may not affect the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to, the AF may include Analytics feedback informationAnalytics Feedback Information in the invocation of Nnef_AnalyticsExposure_Subscribe. If the analytics information subscription is authorized by the NEF, the NEF proceeds with the steps below.
2.	Based on the request from the AF, the NEF subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.
	If the parameters and/or parameters values of the AF request comply with the inbound restriction in the analytics exposure mapping, NEF forwards in the subscription to NWDAF service the Analytics ID, parameters and/or parameters values from the AF request.
	If the request from AF does not comply with the restrictions in the analytics exposure mapping, NEF may apply restrictions to the subscription request to NWDAF (e.g. restrictions to parameters or parameter values of the Nnwdaf_AnalyticsSubscription_Subscribe service operations), based on operator configuration and/or may apply parameter mapping (e.g. geo coordinate mapping to TA(s)/Cell-id(s)).
	The NEF records the association of the analytics request from the AF and the analytics request sent to the NWDAF.
	The NEF selects an NWDAF that supports analytics information requested by the AF using the NWDAF discovery procedure defined in TS 23.501 [2].
	If the subscription relates to outbound roaming users, the NWDAF in the HPLMN may decide to retrieve or to subscribe to input data or analytics from the VPLMN and the detailed procedure is described in clause 6.1.5.3 for analytics retrieval and in clause 6.2.10 for data retrieval.
	If the AF request is for a modification of the existing analytics subscription(s), the NEF invokes Nnwdaf_AnalyticsSubscription_Subscribe to modify the analytics subscription identified by an identifier (Subscription Correlation ID) associated with the AF.
3.	If the NEF has subscribed to analytics information, the NWDAF notifies the NEF with the analytics information or Termination Request by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.
4.	If the NEF receives the notification from the NWDAF, the NEF notifies the AF with the analytics information or Termination Request by invoking Nnef_AnalyticsExposure_Notify service operation defined in TS 23.502 [3]. NEF may apply outbound restrictions to the notifications to AFs (e.g. restrictions to parameters or parameter values of the Nnef_AnalyticsExposure_Notify service operation) based on analytics exposure mapping and may apply parameter mapping for external usage (e.g. TA(s), cell IDCell-id(s) to geo coordinate). The AF checks if a Termination Request is present in the Nnef_AnalyticsExposure_Notify as defined in step 2 in clause 6.1.1.1.
	When calculating the analytics/ML model accuracy informationML Model Accuracy Information with the retrieved Analytics feedback informationAnalytics Feedback Information, in addition to comparing predictions of ML modelML Model and its corresponding ground truth data, the NWDAF may determine/take into account whether the action(s) taken by the AF, when AF provides analytics feedback informationAnalytics Feedback Information, affects the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to or start rating AF(s) used as data sources, as described in clauses 6.2D, 6.2E and 6.2.13, which may affect the ML Model Accuracy Mmonitoring/Analytics Accuracy Monitoring.

* * * Next Changes * * * 

[bookmark: _Toc145930579]6.1.3	Contents of Analytics Exposure
The consumers of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7 provide the following input parameters listed below.
-	A list of Analytics ID(s): identifies the requested analytics.
-	Analytics Filter Information: indicates the conditions to be fulfilled for reporting Analytics Information. This set of optional parameter types and values enables to select which type of analytics information is requested. Analytics Filter Information is defined in the analytics related clauses.
-	Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in clause 4.15.1 of TS 23.502 [3], allowing to correlate notifications received from NWDAF with this subscription.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Subscription Correlation ID: identifies an existing analytics subscription that is to be modified.
-	Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	[OPTIONAL] (Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytics subscriptions. See clause 6.1A.
-	Analytics Reporting Information with the following parameters:
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1 of TS 23.502 [3].
NOTE 1:	When the Analytics Reporting Parameters indicates a periodic reporting mode and the periodicity of the report is equal to or greater than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the periodic reporting can be provided by the NWDAF as requested.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Reporting Thresholds, which indicate conditions on the level of each requested analytics that when reached shall be notified by the NWDAF.
-	[OPTIONAL] Matching direction: A matching direction may be provided such as below, above, or crossed. If no matching direction is provided, the default direction is crossed.
-	[OPTIONAL] Acceptable deviation: An acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.
-	Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time, which indicates a subscription for predictions or statistics respectively. By setting start time and end time to the same value, the consumer of the analytics can request analytics or subscribe to analytics for a specific time rather than for a time interval.
-	Time window for historical analytics: time interval [start..end]. The time window for historical analytics indicates the time interval during which the historical analytics was generated. If the time window for historical analytics is included, the NWDAF only needs to provide the existing analytics, and does not need to generate new analytics.
-	[OPTIONAL] Data time window: if specified, only events that have been created in the specified time interval are considered for the analytics generation.
-	[OPTIONAL] Preferred level of accuracy of the analytics ("Low", "Medium", "High" or "Highest").
-	[OPTIONAL] Preferred level of accuracy per analytics subset ("Low", "Medium", "High" or "Highest"). When a preferred level of accuracy is expressed for a given analytics subset, it takes precedence for this subset over the above preferred level of accuracy of the analytics. Analytics subsets are defined in the "Output Analytics" clause of applicable analytics.
-	[OPTIONAL] Dataset Statistical Properties: information in order to influence the data selection mechanisms to be used for the generation of an Analytics ID, assuring that the generated Analytics ID reflects the statistical characteristics of the data that are relevant for the NWDAF consumer. The following dataset statistical properties are allowed:
-	Uniformly distributed datasets, which indicates the use of data samples that are uniformly distributed according to the different aspects of the requested analytics (e.g. equivalent data samples for each UE listed as a Target of Analytics Reporting or for S-NSSAIs included in the Analytics Filter Information).
-	Datasets with or without outliers, which indicates that the data samples shall consider or disregard data samples that are at the extreme boundaries of the value range.
-	Time when analytics information is needed (if applicable): indicates to the NWDAF the latest time the analytics consumer expects to receive analytics data provided by the NWDAF. It should not be set to a value less than the Supported Analytics Delay of the selected NWDAF if applicable. If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response or error notification to the consumer. "Time when analytics information is needed" is a relative time interval as the gap with respect to analytics request /subscription (e.g. "in 10 minutes").
NOTE 2:	If the analytics request contains the parameter "Time when analytics information is needed" for Analytics ID(s), this parameter takes precedence over the requested periodicity, if a periodic reporting mode is requested.
NOTE 3:	If the Time when analytics information is needed is provided and it is less than the Supported Analytics Delay per Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the NWDAF might not be able to treat the Analytics ID on time.
-	[OPTIONAL] Maximum number of objects requested by the consumer (max) to limit the number of objects in a list of analytics per Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response.
-	[OPTIONAL] Preferred granularity of location information: "TA level", "cell level" or "longitude and latitude level".
NOTE 4:	As defined in clause 4 of TS 23.032 [34], longitude and latitude level means the location information is expressed as longitude and latitude in geographical coordinate instead of TA ID or cell ID that is only known in 3GPP system. It also stands for the location information that is expressed as a reference point in local co-ordinate.
-	[OPTIONAL] Spatial granularity size: maximum number of TA or cells used to define an area for which analytics are provided. When this parameter is provided, the NWDAF should provide analytics per group of TA of cells accordingly.
-	[OPTIONAL] Temporal granularity size: minimum duration of each time slot for which analytics are provide. When this parameter is provided, the NWDAF should provide analytics per elementary time slot accordingly.
NOTE 5:	It is up to NWDAF implementation to determine whether the data is taken into account that the UE locates in an area for a shorter time than the Temporal granularity size.
-	[OPTIONAL] Preferred orientation of location information: ("horizontal", "vertical", "both").
-	[OPTIONAL] Preferred order of results when a list of analytics is returned, possibly with a criterion for identifying the property of the results to which the preferred ordering is applied.
-	[OPTIONAL] Maximum number of SUPIs (SUPImax) requested by the consumer to limit the number of SUPIs in an object. When SUPImax is not provided, the NWDAF shall return all SUPIs concerned by the analytics object. When SUPImax is set to 0, the NWDAF shall not provide any SUPI.
-	[OPTIONAL] Output strategy: indicates the relevant factors for determining when the analytics reported. The following values are allowed:
-	Binary output strategy: indicates that the analytics shall only be reported when the preferred level of accuracy is reached within a cycle of periodic notification as defined in the Analytics Reporting Parameters.
NOTE 6:	If preferred level of accuracy is more important than providing an output, then the binary strategy is used so that all analytics outputs have equivalent confidence in the prediction.
-	Gradient output strategy: indicates that the analytics shall be reported according to the periodicity defined in the Analytics Reporting Parameters irrespective if the preferred level of accuracy has been reached.
NOTE 7:	If having an analytics output is more important than reaching the preferred level of accuracy, then the gradient output strategy is used so that each NWDAF will timely provide the output indicating the confidence of the prediction at the moment of the output generation.
NOTE 8:	When no output strategy is included in the subscription, the analytics output will be generated based on the gradient strategy and includes the confidence of the prediction for the reporting period.
-	[OPTIONAL] Analytics metadata request: indicates a request from one NWDAF to another NWDAF to provide the "analytics metadata information" related to the produced output analytics. This input parameter indicates which parameters in "analytics metadata information" are required to aggregate the output analytics for the requested Analytics ID(s).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Consumer NF's serving area or NF ID. During a pending analytics subscription transfer, this information can be used by the NWDAF to find out if the analytics consumers may change as described in clause 6.1B.2.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Information of previous analytics subscription. When setting up the analytics generation, this information may be used to retrieve analytics context from the previous NWDAF in order to build upon the context that is already related to this subscription as described in clause 6.1B.2.1.
-	[OPTIONAL] Use case context: indicates the context of use of the analytics to select the most relevant ML modelML Model.
NOTE 9:	The NWDAF can use the parameter "Use case context" to select the most relevant ML modelML Model, when several ML modelML Models are available for the requested Analytics ID(s). NWDAF containing AnLF can additionally provide the parameter "Use case context" when requesting an ML modelML Model from an NWDAF containing MTLF. The values of this parameter are not standardized. For example, the AMF can use a given value of "Use case context" when requesting UE Mobility analytics for optimizing the definition of a Registration Area, and a different value of "Use case context" when requesting UE Mobility analytics for determines a paging strategy.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) [OPTIONAL] Analytics feedback informationAnalytics Feedback Information: indicates that the consumer NF has taken an action(s) influenced by the previously provided analytics, which may or may not affect the ground truth data corresponding to analytic ID requested at the time which the prediction refers to, and consequently affect the ML Model Accuracy monitoringML Model Accuracy Monitoring by the subscription with following parameter(s):
-	Corresponding Analytics ID(s) which has been used for taking an action(s);
-	Indication whether the action will affect on ground truth data (if available);
-	Time stamp(s) of the action(s) taken.
NOTE 10:	The consumer NF cannot include Analytics feedback informationAnalytics Feedback Information in initial subscription request. Analytics feedback informationAnalytics Feedback Information can be included in modification request for the existing analytics subscription.
-	[OPTIONAL] Analytics Accuracy Request information with the following parameters:
-	Analytics accuracy request: indicates NWDAF to provide accuracy information to the analytics consumer.
-	[OPTIONAL] Analytics accuracy informationAnalytics Accuracy Information time window: time interval [start. end], which indicates that analytics consumers only consider the accuracy information which is generated within this time interval.
-	[OPTIONAL] Analytics accuracy informationAnalytics Accuracy Information periodicity: time period, which indicates periodic reporting of accuracy information for the corresponding Analytics ID(s).
-	[OPTIONAL] Analytics Accuracy threshold(s): a reporting threshold of accuracy value, which is indicated that:
-	The NWDAF can provide analytics output and optionally analytics accuracy value to the analytics consumer(s) when the accuracy value is above this Analytics Accuracy threshold;
-	The NWDAF can provide "Stop Analytics Output Consumption indication", "Updated Analytics" or the analytics accuracy informationAnalytics Accuracy Information to the analytics consumer(s) when the accuracy value is under this threshold which indicates the deviation of the predictions from the actual network data does not meet analytics accuracy requirement.
-	[OPTIONAL] Minimal number of analytics output occurrences: determines the minimal number of analytics outputs provided by NWDAF that have to be considered in the determination of the accuracy information.
-	[OPTIONAL] Updated Analytics flag: indicates that the NWDAF can provide updated analytics for provided Analytics ID(s), if updated analytics can be generated within analytics accuracy informationAnalytics Accuracy Information time window.
-	[OPTIONAL] Correction time period: a relative time interval as the gap with respect to analytics is provided, which is indicated the time interval during which the updated analytics can be accepted by the analytics consumer.
-	[OPTIONAL] Pause analytics consumption flag: is a flag indicating to NWDAF to stop sending the notifications of analytics outputs for a subscribed analytics ID, without unsubscribing to such analytics ID.
-	[OPTIONAL] Resume Analytics Subscription request: is a flag indicating to NWDAF to resume the notification of analytics outputs for an existing analytics ID(s) subscription(s) that have been previously paused.
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7, the output information listed below:
-	(Only for Nnwdaf_AnalyticsSubscription_Notify) The Notification Correlation Information.
-	For each Analytics ID, the analytics information in the requested Analytics target period. If the analytics subset is subscribed or requested, then the corresponding analytics information shall be provided.
-	Timestamp of analytics generation: allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period: defines the time period for which the analytics information is valid.
NOTE 11:		Validity period is determined by NWDAF internal logic and it is a subset of Analytics target period.
-	Confidence: probability assertion, i.e. confidence in the prediction.
-	[OPTIONAL] For each Analytics ID the Termination Request, which notifies the consumer that the subscription is requested to be cancelled as the NWDAF can no longer serve this subscription, e.g. due to user consent revoked, NWDAF overload, UE moved out of NWDAF serving area, etc.
-	[OPTIONAL] Analytics metadata information: additional information required to aggregate the output analytics for the requested Analytics ID(s). This parameter shall be provided if the "Analytics metadata request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation.
-	Number of data samples used for the generation of the output analytics;
-	Data time window of the data samples;
-	Dataset Statistical Properties of the analytics output used for the generation of the analytics;
-	[OPTIONAL] Data source(s) of the data used for the generation of the output analytics;
-	[OPTIONAL] Data Formatting and Processing applied on the data;
-	Output strategy used for the reporting of the analytics.
-	(Only for error response or error notification) Revised waiting time: indicates to the consumer a revised waiting value for "Time when analytics information is needed". Each NWDAF may include this as part of error response or error notification to "Time when analytics information is needed" as described in clause 6.2.5. Revised waiting time is the minimum time interval recommended by NWDAF to use as "Time when analytics information is needed" for similar future analytics requests/subscriptions.
-	[OPTIONAL] Analytics accuracy informationAnalytics Accuracy Information generated for each analytics ID, including:
-	Analytics accuracy value for requested Analytics ID(s): a value shall be provided if "Analytics accuracy request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe service operation. This parameter may be provided if the value crosses the analytics accuracy threshold(s) which is indicated in the subscribe request or locally configured, or the analytics accuracy informationAnalytics Accuracy Information periodicity indicated in the subscribe request is reached.
-	[OPTIONAL] An indication that the determined accuracy value for the analytics ID does not meet the analytics accuracy threshold requested for the analytics ID.
-	[OPTIONAL] Updated Analytics: NWDAF provides updated Analytics, which is generated within analytics accuracy informationAnalytics Accuracy Information time window, for provided Analytics ID(s), if "Updated Analytics flag" parameter was indicated in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe service operation.
-	[OPTIONAL] Stop Analytics Output Consumption indication: NWDAF provides to the consumer an indication to stop the consumption of the Analytics ID(s) related to the subscription ID based on NWDAF internal logic or specified analytics accuracy threshold.
-	[OPTIONAL] Stop Analytics Output Consumption time window: NWDAF provides to the consumer a time window to stop the consumption of the Analytics ID(s) related to the subscription ID based on NWDAF internal logic or specified analytics accuracy threshold.
-	[OPTIONAL] Resume Analytics Output Consumption indication: NWDAF provides to consumer an indication to resume the consumption of analytics output for existing subscription to the analytics ID(s) that was previously paused.
-	[OPTIONAL] Accuracy Information Termination: NWDAF notifies the consumer that the subscription to the accuracy information for an analytics ID has been cancelled as the NWDAF does not support the accuracy checking capability, e.g. as an indication that a new target serving NWDAF supporting accuracy checking capability could not have been selected during the analytics transfer procedures.
NOTE 12:	It is left to Stage 3 to decide whether the Accuracy Information Termination is a cause related to the Termination Request or not.

* * * Next Changes * * * 
[bookmark: _Toc145930590]6.1.5.4	Contents of Analytics Exposure in roaming case
When requesting or subscribing to analytics involving one or more roaming UEs, the Consumer NF shall send the request or subscription to an RE-NWDAF belonging to the same PLMN as the Consumer NF. The Consumer NF may indicate the following parameters in the Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation:
-	The parameters as defined in clause 6.1.3, with the following differences:
-	Parameters related to analytics aggregation, analytics transfer or ML modelML Model selection should not be included;
-	if Target of Analytics Reporting is included and indicates specific UEs or a group of UEs, these UEs shall belong to the same HPLMN (if HPLMN analytics are subscribed/requested) or be served by the same VPLMN (if VPLMN analytics are subscribed/requested)
-	Additionally, the following parameters:
-	If the NWDAF service consumer in a VPLMN requests/subscribes to HPLMN analytics, in Analytics Filter Information:
-	[OPTIONAL] PLMN ID of the HPLMN;
NOTE 1:	If PLMN ID of the HPLMN is not provided by the NWDAF service consumer, the V-RE-NWDAF derives it from the SUPIs of UEs indicated as Target of Analytics Reporting.
-	[OPTIONAL] mapped S-NSSAI of the HPLMN.
-	[OPTIONAL] AOI (in the form of geographical area) in the HPLMN
-	If the NWDAF service consumer in a HPLMN requests/subscribes to VPLMN analytics, in Analytics Filter Information:
-	[OPTIONAL] PLMN ID of the VPLMN
-	[OPTIONAL] AOI (in the form of geographical area) in the VPLMN
NOTE 2:	If PLMN ID of the VPLMN is not provided by the NWDAF service consumer, the H-RE-NWDAF inquires it at the UDM for the UEs indicated as Target of Analytics Reporting.
NOTE 3:	In this release of the specification, only one PLMN ID (of HPLMN or VPLMN) is supported in the Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe service operation.
Based on the analytics request or subscription from the NWDAF service consumer in the HPLMN, and local configuration, the H-RE-NWDAF may indicate the following parameters in the Nnwdaf_RoamingAnalytics_Request or Nnwdaf_RoamingAnalytics_Subscribe service operation to the V-RE-NWDAF, for requesting/subscribing to analytics in the VPLMN:
-	Analytics ID;
-	PLMN ID of the HPLMN;
NOTE 4:	It is up to SA WG3 to decide if a special protection of the PLMN ID of the HPLMN is required.
-	Analytics Filter Information:
-	[OPTIONAL] HPLMN S-NSSAI;
NOTE 5:	V-NWDAF maps that S-NSSAI to an S-NSSAI of the VPLMN which will be used in the Analytics Filter Information.
-	other Analytics Filter Information (e.g. AOI in the form of geographical area in the VPLMN) as provided by NWDAF service consumer in the HPLMN, if applicable in the VPLMN.
-	[OPTIONAL] NF ID(s) of the NF(s) (e.g. AMF(s), SMF(s)) serving the roaming UE(s) in the VPLMN;
-	other parameters as provided by NWDAF service consumer in the HPLMN, if applicable in the VPLMN.
Based on the analytics request or subscription from the NWDAF service consumer in the VPLMN, and local configuration, the V-RE-NWDAF may indicate the following parameters in the Nnwdaf_RoamingAnalytics_Request or Nnwdaf_RoamingAnalytics_Subscribe service operation to the H-RE-NWDAF, for requesting/subscribing to analytics in the HPLMN:
-	Analytics ID;
-	PLMN ID of the VPLMN;
NOTE 6:	It is up to SA WG3 to decide if a special protection of the PLMN ID of the VPLMN is required.
-	Analytics Filter Information:
	[OPTIONAL] HPLMN S-NSSAI;
NOTE 7:	If an S-NSSAI but no mapped S-NSSAI is provided by the NWDAF service consumer in the Analytics Filter Information, the V-NWDAF maps the S-NSSAI to the S-NSSAI of the HPLMN and provides that mapped S-NSSAI of the HPLM as the Analytics Filter Information.
-	other Analytics Filter Information (e.g. AOI in the form of geographical area in the HPLMN) as provided by NWDAF service consumer in the VPLMN, if applicable in the HPLMN.
-	other parameters as provided by NWDAF service consumer in the VPLMN, if applicable in the HPLMN.
The RE-NWDAF provides the following output information to the consumer RE-NWDAF of the Nnwdaf_RoamingAnalytics_Request or Nnwdaf_RoamingAnalytics_Notify service operation:
-	The output information as defined in clause 6.1.3, with the following differences:
-	Information related to analytics aggregation (i.e. analytics metadata information) should not be included.
NOTE 8:	The output of the analytics depends on the roaming agreements.
NOTE 9:	UE specific data and analytics exchange between HPLMN and VPLMN and the possible storage is agreed between the operators bilaterally via roaming agreements (e.g. SLA) and takes into consideration all relevant regulatory requirements.

* * * Next Changes * * * 

[bookmark: _Toc145930599]6.1B.2	Analytics Transfer Procedures
[bookmark: _CR6_1B_2_1][bookmark: _Toc145930600]6.1B.2.1	Analytics context transfer initiated by target NWDAF selected by the NWDAF service consumer
The procedure in Figure 6.1B.2.1-1 is used when an NF decides to select a new NWDAF instance due to internal or external triggers, e.g. the NF starts serving a UE with analytics subscription information received upon UE context transfer procedure as described in TS 23.502 [3], or the NF starts to request NF related analytics, or the NF receives a "Termination Request" for an existing analytics subscription from an NWDAF. The NF sends to the target NWDAF information about the NWDAF previously used for analytics subscription, if available, in Nnwdaf_AnalyticsSubscription_Subscribe service operation. The target NWDAF may initiate the transfer of the analytics context, using the Nnwdaf_AnalyticsInfo_ContextTransfer or Nnf_DataManagement_Subscribe service operation.
The procedure in Figure 6.1B.2.1-1 is also used when an Aggregator NWDAF decides to select a new NWDAF to request output analytics for analytics aggregation. For example, upon receiving a Termination Request from one of the NWDAFs that are collectively serving a request for analytics subscription as specified in clause 6.1A, the Aggregator NWDAF queries the NRF or UDM to select a target NWDAF as specified in clause 6.1A.3 using information e.g. the UE location, the 5GC NFs (identified by their NF Set IDs or NF types) serving the UE or to be contacted for data collection (if Area of Interest is not provisioned for the requested analytics), or the subset of AoI (if Area of Interest is provisioned for the requested analytics). Then, the Aggregator NWDAF sends information about the NWDAF previously used for analytics subscription, if available, in Nnwdaf_AnalyticsSubscription_Subscribe service operation towards the selected target NWDAF.


[bookmark: _CRFigure6_1B_2_11]Figure 6.1B.2.1-1: Analytics context transfer initiated by target NWDAF selected by the NWDAF service consumer
1.	The NWDAF service consumer determines to select an NWDAF instance. The consumer discovers and selects the target NWDAF as specified in clause 5.2.
2.	The consumer sends a request for analytics subscription to the target NWDAF using Nnwdaf_AnalyticsSubscription_Subscribe service operation, including information on the previous analytics subscription (i.e. NWDAF ID, Analytics ID(s), SUPIs, Analytics Filter Information for UE-related Analytics, Subscription Correlation ID, the Analytics Accuracy Request information (as defined in clause 6.1.3) when the Target NWDAF supports accuracy checking capability) which relates to the requested analytics subscription, if available. If the target NWDAF accepts the analytics subscription request, it sends Nnwdaf_AnalyticsSubscription_Subscribe response with a Subscription Correlation ID.
	If the target NWDAF does not receive information of previous analytics subscription in step 2, for UE related Analytics, the target NWDAF may discover previously used NWDAF in UDM as specified in clause 5.2.
NOTE 1:	If the selected target NWDAF instance is the same as the source NWDAF instance (as received from the other consumer in step 0), the target NWDAF will update the existing analytics subscription to the new analytics consumer. Following steps are skipped.
NOTE 2:	The consumer can provide information on the previous analytics subscription when, e.g. the consumer is an AMF and it received information from the old AMF, see clause 5.2.2.2.2 of TS 23.502 [3].
3a.	[Option 1] If the target NWDAF decides to request an analytics context transfer from the previously used NWDAF, it may make use of information sent in step 2 (e.g. the provided Subscription Correlation ID) and use the analytics context transfer procedure as specified in clause 6.1B.3. The target NWDAF may receive an ADRF ID or DCCF ID for collecting the historical data and/or analytics.
	If the target NWDAF supports the accuracy checking capability and the request received in step 2 contains the Analytics Accuracy Request information, the target NWDAF may include in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics accuracy related information and ML Model accuracy related information (both defined in clause 6.1B.4) in order to retrieve the necessary information for starting, respectively, the analytics accuracy informationAnalytics Accuracy Information generation as well as the registration as provider of ML Model accuracy informationML Model Accuracy Information for the ML modelML Model.
3b-c.	[Option 2] If the target NWDAF decides to only request historical data and/or analytics, then it may collect the data and/or analytics via Nnf_DataManagement_Subscribe service, where the NFs may be either the ADRF, NWDAF or DCCF, as described in clauses 10.2.6, 7.4.2 and 8.2.2 respectively.
	Target NWDAF is now ready to generate analytics information and if applicable, analytics accuracy informationAnalytics Accuracy Information, taking into account the information received in step 3. The target NWDAF is also able to perform the registration as a new provider for an existing ML model accuracy informationML Model Accuracy Information process as defined in clause 6.2E.3.2.
4.	[Optional] Source NWDAF may purge analytics context after completion of step 3a, if performed and if not already done, unsubscribes from the data source(s) and/or model source(s) that are no longer needed for the remaining analytics subscriptions.
5.	[Optional] Target NWDAF may subscribe to relevant data source(s) and/or model source(s), if it is not yet subscribed to the data source(s) and/or model source(s).
[bookmark: _CR6_1B_2_2][bookmark: _Toc145930601]6.1B.2.2	Analytics Subscription Transfer initiated by source NWDAF
The procedure in Figure 6.1B.2.2-1 is used by an NWDAF instance to request the transfer of analytics subscription(s) to another NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
If the source NWDAF discovers that the analytics consumer may change concurrently to this procedure, the source NWDAF should not perform the procedure. In such a case, the source NWDAF may send a message to indicate to the analytics consumer that it will not serve this subscription anymore.
NOTE 1:	To discover the possible change of analytics consumer, if the Analytics ID is UE related, the source NWDAF takes actions responding to external trigger (such as UE mobility), for example, checking if the Target of Analytics Reporting is still within the serving area of the analytics consumer, if the serving area information is available.
NOTE 2:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available, therefore, not requiring an analytics subscription transfer as described in this clause. The procedure in Figure 6.1B.2.2-1 is applicable for analytics subscription transfer across NF Sets or if the NWDAF is not deployed in a Set.


[bookmark: _CRFigure6_1B_2_21]Figure 6.1B.2.2-1: Analytics subscription transfer initiated by source NWDAF
0.	The analytics consumer subscribes to analytics from source NWDAF. The analytics consumer may send its NF ID or serving area, enabling NWDAF to determine whether the following analytics subscription transfer procedure is applicable. Optionally the source NWDAF subscribes to UE mobility events.
1.	[Optional] Source NWDAF determines, e.g. triggered by a UE mobility event notification, to prepare an analytics subscription transfer to target NWDAF(s), as specified in the procedure illustrated in clause 6.1B.2.3.
2.	Source NWDAF determines, e.g. based on the UE location information received and the analytics consumer's serving area either directly received in step 0 or indirectly received via NRF, to perform an analytics subscription transfer to target NWDAF(s). Therefore, the source NWDAF determines the analytics subscription(s) to be transferred to a target NWDAF.
3.	Source NWDAF performs an NWDAF discovery and selects the target NWDAF. NWDAF discovery may be skipped if the target NWDAF had already been discovered as part of a prepared analytics subscription transfer. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer. If the analytics subscription to be relocated to a target NWDAF also includes the Analytics Accuracy Request information, the source NWDAF selects, if possible, a target NWDAF also with accuracy checking capability. If the source NWDAF does not discover a target NWDAF with accuracy checking capability, the source NWDAF notifies the analytics consumer with Accuracy Information Termination. Therefore, the consumer based on local policy may decide to unsubscribe the analytics ID or to keep using the analytics ID even without receiving the accuracy information.
4.	Source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request service operation, a transfer of the analytics subscription(s) determined in step 2 to the target NWDAF. The request contains a callback URI of the analytics consumer. The request may also contain active data source ID(s) and ML modelML Model related information, which are related to the analytics subscriptions requested to be transferred, if not already provided as part of the prepared analytics subscription transfer in the preparation procedure (see step 1). The ML modelML Model related information contains the ID(s) of NWDAF(s) containing MTLF that provided the trained models and may contain the file address(es) of the trained ML modelML Model(s), where the file address(es) of the trained ML modelML Model(s) is included only when the source NWDAF itself provides the trained ML modelML Model(s) for the analytics subscription(s) being transferred. The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
5.	Target NWDAF accepts the analytics subscription transfer and takes over the analytics generation and if applicable, the analytics accuracy informationAnalytics Accuracy Information generation, based on the information received from the source NWDAF.
	The target NWDAF may use analytics accuracy request information included in the analytics subscription transfer received in step 4 to start the process of checking and generating analytics accuracy informationAnalytics Accuracy Information for the consumer of the transfer analytics subscription.
	Target NWDAF may use the ML modelML Model related information, if provided in the Nnwdaf_AnalyticsSubscription_Transfer request. If the ID(s) of NWDAF(s) containing MTLF is provided in the Nnwdaf_AnalyticsSubscription_Transfer request and the NWDAF(s) containing MTLF is part of the locally configured set of NWDAFs containing MTLF, target NWDAF may request or subscribe to the ML modelML Model(s) from the indicated NWDAF(s) containing MTLF as specified in clause 6.2A and use the ML modelML Model(s) for the transferred analytics subscription. If the file address(es) of the trained ML modelML Model(s) is provided and if the NWDAF containing MTLF is part of the locally configured set of NWDAFs containing MTLF, the target NWDAF may retrieve the ML modelML Model using the file address of the trained ML modelML Model. If the provided ID(s) of NWDAF(s) containing MTLF are not part of the locally configured set of ID(s) of NWDAFs containing MTLF, the target NWDAF discovers the NWDAF(s) supporting MTLF that can provide trained ML modelML Model(s) for the Analytics ID(s) as described in clause 5.2.
NOTE 3:	If not yet done during a prepared analytics subscription transfer, the target NWDAF allocates a new Subscription Correlation ID to the received analytics subscriptions.
NOTE 4:	The target NWDAF might already have received information on some/all of the analytics subscriptions as part of the prepared analytics subscription transfer request received in step 1 and, thus, might already have started to prepare for the analytics generation, e.g. by having already subscribed to relevant event notifications.
6.	Target NWDAF informs the analytics consumer about the successful analytics subscription transfer using a Nnwdaf_AnalyticsSubscription_Notify message. A new Subscription Correlation ID, which was assigned by the target NWDAF, is provided in the Subscription Correlation ID and the old Subscription Correlation Id, which was allocated by the source NWDAF, is provided in the Subscription Change Notification Correlation ID parameter of this message as specified in clause 7.2.4.
NOTE 5:	Notification correlation information in the Nnwdaf_AnalyticsSubscription_Notify message allows the analytics consumer to correlate the notifications (of analytics output and if applicable of analytics accuracy informationAnalytics Accuracy Information) to the initial subscription request made with the source NWDAF in step 0.
NOTE 6:	The existing Analytics context in the source NWDAF is not deleted directly but will be purged first when it was collected by the target NWDAF.
NOTE 7:	If this subscription is used as input for analytics aggregation by the analytics consumer, the analytics consumer might inform the other NWDAFs instance participating in this analytics aggregation that the Set of NWDAF identifiers of NWDAF instances used by the NWDAF service consumer for this analytics aggregation (see clause 6.1.3) has changed using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
7.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the target NWDAF requests the "analytics context". The analytics context transfer procedure is specified in clause 6.1B.3.
	If the transfer request received by the target NWDAF also includes the Analytics Accuracy Request information, the target NWDAF will include in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics accuracy related information (as defined in clause 6.1B.4) in order to retrieve the necessary information for generating the analytics accuracy informationAnalytics Accuracy Information.
	The target NWDAF may also retrieve from source NWDAF containing AnLF the ML model accuracy informationML Model Accuracy Information for the ML Model when ML Model accuracy related information context type is included in the "analytics context identifier(s)" in the transfer request. Based on the retrieved ML Model accuracy related information, the target NWDAF containing AnLF registers as provider of ML Model accuracy informationML Model Accuracy Information for the ML modelML Model as defined in clause 6.2E.3.2.
8.	[Optional] Target NWDAF subscribes to relevant data source(s), if it is not yet subscribed to the data source(s) for the data required for the Analytics.
9.	Target NWDAF confirms the analytics subscription transfer to the source NWDAF.
10.	[Optional] Source NWDAF unsubscribes with the data source(s) that are no longer needed for the remaining analytics subscriptions. In addition, Source NWDAF unsubscribes with the NWDAF(s) containing MTLF, if exist, which are no longer needed for the remaining analytics subscriptions.
NOTE 8:	At this point, the analytics subscription transfer is deemed completed, i.e. the source NWDAF can delete all information related to the successfully transferred analytics subscription.
11-12.	Target NWDAF at some point derives new output analytics and analytics accuracy informationAnalytics Accuracy Information (if applicable) based on new input data and notifies the analytics consumer about the new analytics and new analytics accuracy informationAnalytics Accuracy Information (if applicable) using a Nnwdaf_AnalyticsSubscription_Notify message as specified in clause 6.1.1.
[bookmark: _CR6_1B_2_3][bookmark: _Toc145930602]6.1B.2.3	Prepared analytics subscription transfer
The procedure in Figure 6.1B.2.3-1 is used by an NWDAF instance to request another NWDAF instance for a prepared analytics subscription transfer from the source NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
NOTE 1:	The source NWDAF might determine that it needs to prepare to transfer analytics to another NWDAF instance, e.g. when the source NWDAF estimates for UE related analytics subscription that the UE might enter an area which is not covered by the source NWDAF (e.g. by subscribing to AMF event exposure service for UE mobility event notifications, by performing UE mobility analytics, or by subscribing to another NWDAF providing UE mobility analytics). If the source NWDAF discovers that the analytics consumer may change concurrently to this procedure, the source NWDAF does not perform the procedure. If the procedure makes use of predictions to determine the candidate NWDAFs, care must be taken with regards to load and signalling cost when sending data to an NWDAF that will not eventually start serving the UE.
NOTE 2:	The source NWDAF might also determine that it needs to prepare to transfer analytics subscriptions to another NWDAF instance, as the source NWDAF wants to resolve an internal load situation or prepare for a graceful shutdown.
NOTE 3:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available.


[bookmark: _CRFigure6_1B_2_31]Figure 6.1B.2.3-1: Prepared analytics transfer
0.	Analytics consumer subscribes to the source NWDAF for certain analytics as specified in clause 6.1.1.
0a.	Source NWDAF starts data collection from relevant data source(s) (e.g. NFs or OAM) as specified in clause 6.2. Source NWDAF starts generating requested analytics.
0b.	[Conditional] (Only if the source NWDAF does not serve the whole PLMN and the requested analytics involves UE related data) The source NWDAF subscribes, using Namf_EventExposure_Subscribe service operation, to receive notifications on UE mobility events from AMF.
1.	The source NWDAF determines that it needs to prepare to transfer analytics to another NWDAF instance.
2.	The source NWDAF discovers candidate target NWDAF instances (e.g. NWDAFy and NWDAFz) supporting the requested analytics information for the predicted target area(s). NWDAF discovery and selection is specified in clause 6.3.13 of TS 23.501 [2]. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer. In the case of the analytics subscription to be transferred also includes an Analytics Accuracy Request information as defined in clause 6.1.3, the source NWDAF takes into consideration in the selection process whether target NWDAF have the accuracy checking capability.
NOTE 4:	In this procedure, NWDAFy and NWDAFz are examples for target NWDAF instances that are candidates to take over those analytic subscriptions.
3-4.	In the case of a prepared analytics subscription transfer, the source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request, to the candidate target NWDAFs (e.g. NWDAFy and NWDAFz) to prepare for an analytics subscription transfer by including a "prepared analytics subscription transfer indication" in the request message. The request message includes information on the analytics subscriptions to be transferred. The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
	The candidate target NWDAFs (e.g. NWDAFy and NWDAFz) respond to the request from the source NWDAF using a Nnwdaf_AnalyticsSubscription_Transfer Response message.
5-6.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the determined target NWDAFs (e.g. NWDAFy and NWDAFz) may request the "analytics context" from the source NWDAF by invoking the "Nnwdaf_AnalyticsInfo_ContextTransferservice" operation. The analytics context transfer procedure is specified in clause 6.1B.3.
	If the target NWDAF supports the accuracy checking capability and the request received in steps 3-4 contains the Analytics Accuracy Request information, the target NWDAF includes in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics accuracy related information (as defined in clause 6.1B.4) in order to retrieve the necessary information for starting the analytics accuracy informationAnalytics Accuracy Information. The target NWDAF may also include in the request the Requested Analytics Context Type with value set to ML Model accuracy related information in order obtain the proper information to register as a new provider of ML Model accuracy informationML Model Accuracy Information for the ML modelML Model as defined in clause 6.2E.3.2.
NOTE 5:	The target NWDAFs (e.g. NWDAFy and NWDAFz) can allocate a new Subscription Correlation ID to the received analytics subscriptions.
7.	[Optional] Based on the information received from the source NWDAF, the target NWDAFs (e.g. NWDAFy and NWDAFz) start data collection from NFs or OAM (as specified in clause 6.2), analytics generation for the indicated analytics subscriptions and if applicable the analytics accuracy checking and generation (as specified in clause 6.2D).
NOTE 6:	After step 7, the source NWDAF initiates the analytics subscription transfer to the target NWDAF as specified in steps 4 to 12 of the analytics subscription transfer procedure illustrated in Figure 6.1B.2.2-1.
8.	The source NWDAF cancels the prepared analytics subscription transfer to a candidate target NWDAF (e.g. NWDAFz), using Nnwdaf_AnalyticsSubscription_Transfer Request include an "analytics subscription transfer cancel indication". The target NWDAF (e.g. NWDAFz) confirms the cancelation to the source NWDAF and, if applicable, deletes any analytics data that is no longer needed. If the target NWDAF (e.g. NWDAFz), as part of the analytics subscription preparation, had already subscribed to entities to collect data or acquire ML modelML Model, it unsubscribes to those entities if the subscriptions are not needed for other active analytics subscriptions with the target NWDAF. If the candidate NWDAF (e.g. NWDAFz), as part of the analytics subscription preparation, had already started the analytics accuracy generation (as specified in clause 6.2D), it cancels the generation and if any extra data collection has been started, this data collection is also stopped, if not used by any other process in the target NWDAF.
	Step 8 may take place any time after step 4 if the NWDAF determines that the candidate target NWDAF (e.g. NWDAFz) does no longer need to prepare for the analytics subscription transfer. In particular, the source NWDAF shall cancel the prepared analytics subscription transfer to all remaining candidate target NWDAFs after one target NWDAF has accepted the analytics subscription transfer (see NOTE 6).
	If the source NWDAF is not able to discover a target NWDAF with accuracy checking capability, the source NWDAF notifies the analytics consumer with Accuracy Information Termination. Therefore, the consumer may decide to unsubscribe the analytics ID or to keep using the analytics ID even without receiving the accuracy information.
[bookmark: _CR6_1B_3][bookmark: _Toc145930603]6.1B.3	Analytics Context Transfer
The procedure depicted in Figure 6.1B.3-1 is used by an NWDAF instance to request analytics context from another NWDAF instance, using the Nnwdaf_AnalyticsInfo_ContextTransfer service operation as defined in clause 7.3.3. This procedure, for example, can be invoked in the procedures described in clause 6.1B.2 to request the transfer of relevant analytics context.


[bookmark: _CRFigure6_1B_31]Figure 6.1B.3-1: Analytics Context Transfer
The procedure of analytics context information transfer comprises the following steps:
1.	The consumer NWDAF requests analytics context by invoking Nnwdaf_AnalyticsInfo_ContextTransfer request service operation. The parameters that can be provided in the request are listed in clause 6.1B.4.
2.	The provider NWDAF responds with analytics context to the consumer NWDAF. The analytics context that can be provided in the response is listed in clause 6.1B.4.
	If the provider NWDAF stores analytics context (i.e. Historical output Analytics and/or Data related to Analytics) in ADRF, the provider NWDAF may include in the response the ADRF ID together with an indication of the Analytics Context Type stored in the ADRF (i.e. Historical output Analytics and/or Data related to Analytics).
	Upon receiving the analytics context, the consumer NWDAF may:
-	provide the pending output analytics or historical analytics information to the analytics consumer per the subscription/request;
-	use the historical data and analytics metadata in the analytics context to generate analytics;
-	use the analytics accuracy related information in the analytics context to activate the checking of analytics accuracy informationAnalytics Accuracy Information for the transferred analytics ID, generate and provide the analytics accuracy informationAnalytics Accuracy Information for the consumer.
NOTE:	The consumer NWDAF can analyse the timestamps of the historical data included in the analytics context in order to obtain the inference configuration used at the source NWDAF for data collection and may decide to use the same inference configuration for the analytics accuracy generation.
-	use the ML modelML Model accuracy related information in the analytics context to determine the need for registration at the NWDAF containing MTLF with the information to enable the NWDAF containing MTLF to reassociated the data of the existing subscription for ML model accuracy informationML Model Accuracy Information to a new ML model accuracy monitoringML Model Accuracy Monitoring process at the target NWDAF containing AnLF, reusing the existing data (as further detailed in clause 6.2E.3).
-	subscribe to data collected for analytics with the data sources indicated in the analytics context;
-	if the ID(s) of the NWDAF(s) containing MTLF indicated in the analytics context is part of the locally configured (set of) IDs of NWDAFs containing MTLF, retrieve trained ML modelML Model(s) from the indicated NWDAF(s) containing MTLF or based on the file address(es) of the trained ML modelML Model(s) and use for analytics; and/or
-	subscribe to output analytics from the indicated NWDAFs that collectively serve the transferred analytics subscription and perform analytics aggregation on the output analytics using the analytics metadata information, based on the analytics subscription aggregation information.
[bookmark: _CR6_1B_4][bookmark: _Toc145930604]6.1B.4	Contents of Analytics Context
The Nnwdaf_AnalyticsInfo_ContextTransfer service operation is used to transfer analytics context from a source NWDAF instance to a target NWDAF instance, whereby the target NWDAF consumes the Nnwdaf_AnalyticsInfo_ContextTransfer service operation produced by the source NWDAF instance to request the analytics context as depicted in Figure 6.1B.3-1.
The consumers of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3) provide the following input parameters:
-	A list of analytics context identifier(s): identify a set of analytics contexts that are available at the NWDAF instance providing this service and that are requested to be transferred to the consumer NWDAF instance. The analytics context identifier is provided as the following:
-	Subscription Correlation ID: identifies the analytics subscription for which the related analytics context is requested; or
-	A set of SUPI and associated Analytics ID for UE related Analytics; or
-	An Analytics ID for NF related Analytics.
-	[OPTIONAL] Requested Analytics Context Type per analytics context identifier: indicates which part of the analytics context the consumer wishes to receive. Following values are specified:
-	Pending output Analytics;
-	Historical output Analytics;
-	Analytics subscription aggregation information;
-	Data related to Analytics;
-	Aggregation related information;
-	ML Model related information;
-	Analytics accuracy related information.
-	ML Model accuracy related information.
NOTE:	A list of "analytics context identifier(s)" can be provided by the source NWDAF to the target NWDAF in an analytics subscriptions transfer request as described in clause 6.1B.2.2. Information allowing to identify an analytics context can also be provided by the NWDAF consumer to the target NWDAF in the Nnwdaf_AnalyticsSubscription_Subscribe request and based on this information the target NWDAF derives the "analytics context identifier", as defined in clause 6.1B.2.1.
The producer NWDAF provides to the consumer of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3), the output information listed below:
-	(Set of) Analytics context matching the input parameters of the Nnwdaf_AnalyticsInfo_ContextTransfer request. If no Requested Analytics Context type parameters are available in the request, all available analytics context types are sent. Analytics context includes the following information parts, if available:
-	Analytics related:
-	Pending output analytics (i.e. not yet notified to the consumer).
-	Historical output analytics information. The content of the output analytics is specified in clause 6.1.3 as output information of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations.
-	Timestamp(s) of the last output analytics provided to the analytics consumer(s). Value is set to 0 if no output analytics had been sent yet.
-	Analytics subscription aggregation information (only provided when analytics context is related to analytics aggregation): information about the analytics subscriptions that the source NWDAF has with the NWDAFs that collectively serve the transferred analytics subscription, which includes IDs and analytics metadata information of these NWDAFs for specific Analytics ID(s) and optionally input parameters of analytics exposure as defined in clause 6.1.3.
-	Data related to Analytics:
-	Historical data that is available at the source NWDAF and that is related to the analytics to be handed over to the target NWDAF. If available, the time period of the collected data, NF ID(s) of the data source(s) and information (e.g. filter and event reporting parameters) on the subscriptions with those data sources which were used to generate this historical data.
-	Aggregation related information: Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	(Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytic subscriptions.
-	ML Model related information:
-	ID(s) of NWDAF(s) containing MTLF: Instance/Set ID(s) of the NWDAF(s) containing MTLF from which the source NWDAF currently subscribes to the ML Model Information used for the analytics.
-	Optionally, file address(es) of the trained ML modelML Model(s), which is included only when the source NWDAF itself provides the trained ML modelML Model(s) for the analytics subscription(s) for which the related analytics context is requested.
-	Analytics Accuracy related information: The information is related to the parameters of the Analytics Accuracy Request Information and status of the analytics subscription due to NF consumer and NWDAF interactions pausing or resuming the analytics output. It includes:
-	Timestamp(s) of the last analytics accuracy informationAnalytics Accuracy Information provided to the analytics consumer(s). Value is set to 0 if no analytics accuracy informationAnalytics Accuracy Information had been sent yet;
-	Indication whether analytics subscription is paused;
-	Remaining time window of paused analytics subscription;
-	Ground truth information: data types and data sources of the ground truth per analytics used for the accuracy information computation.
[bookmark: _CR6_1C]-	ML Model accuracy related information: The information is related to the parameters of the ML Model Accuracy Subscription Information requested by a NWDAF containing MTLF. It includes:
-	original Subscription Correlation ID for the ML Model accuracy informationML Model Accuracy Information associated with the ML modelML Model and/or analytics ID at the source NWDAF containing AnLF;
-	NWDAF containing AnLF NF ID of source NWDAF;
-	The parameters used for the subscription for ML model accuracy informationML Model Accuracy Information for the given ML Model at the source NWDAF containing AnLF.

* * * Next Changes * * * 

[bookmark: _Toc145930627]6.2.6.1.0	General
NWDAFs may provide bulked data to consumers as an alternative to providing individual events (i.e. subscription to multiple event IDs to obtain the data required for an analytics generation).
The bulked data is the set of data samples from the collected event notifications to be used for an Analytics ID for a consumer of NWDAF. A data sample may be a notification, in which case the bulked data may comprise a group of received notifications, or a data sample may be information extracted from a notification and processed, in which case the bulked data comprises the processed information. The bulked data can be used for the purpose of analytics inference or ML modelML Model training.
The bulked data is generated based on the set of data samples from event notifications collected from NFs/OAM and the properties for the selection of such data, Consumers of bulked data or operators may define different rules (e.g. aggregation formats or processes) for generation of bulked data for training or inference.
NFs capable to expose bulked data have the following capabilities:
-	Exposing runtime collected data (e.g. data from NFs/AFs/OAM retrieved via notification mechanisms), or historical collected data (e.g. data from NFs/AFs/OAM that were at some point collected, then stored), or both;
-	Applying selection processes of data samples or processing mechanisms for the generation of the bulked data according to bulked data formatting and processing instructions provided by consumers of the bulked data or defined by an operator. The bulked data formatting and processing instructions may include the formatting and processing instructions as specified in clause 5A.4 and further instructions as described in clause 6.2.6.1.1. Such instructions define the allowed and/or restricted properties and/or processes to be applied to the set of data from the collected event notifications to be used for the bulked data, the properties and processes being:
-	The properties associated with the Bulked data formatting and processing are filters over the data to be associated with the bulked data. The properties for bulked data are defined as per Data Specification parameters in clause 6.2.6.1.1.
-	The processes associated with the bulked data formatting and processing are mechanisms applied to the data to be associated with the bulked data and are defined according to the Formatting and Processing parameter defined in clause 5A.4 and the further instructions defined in clause 6.2.6.1.1. These processes may comprise: definition if data to be used for composing the bulked data is directly extracted from collected events, or the data is extracted from event notification of the same event type and pre-processed, or both; applying anonymization of data fields in the bulked data to avoid exposing undesired information, aggregation levels (i.e. per cell, per UEs, or temporal, e.g. per hours or days).
NOTE:	Pre-process data from collected event notifications of the same event type refers to the usage of data manipulation processes in order to aggregate, concatenate, process data from multiple collected event notifications from the same event type that results in a single processed value.
-	Having the mapping of the Service Operation that have to be used for collecting data of the bulked data associated with an Analytics ID.

* * * Next Changes * * * 
[bookmark: _Toc145930643]6.2.8.1	General
The NWDAF may interact with an AF to collect data from UE Application(s) as an input for analytics generation and ML modelML Model training. The AF can be in the MNO domain or an AF external to MNO domain. The data collection request from NWDAF may trigger the AF to collect data from the UE Application. The AF in this clause is referred as the Data Collection AF which is described in TS 26.531 [32].
The UE Application establishes a connection to the AF in the MNO domain or external to MNO domain over user plane via a PDU session. The AF communicates with the UE Application and collects data from UE Application.
For both an AF in trusted domain and an AF in untrusted domain (which supports to collect data from a UE Application), the SLA between the operator and the Application Service Provider (i.e. ASP) determines per Application ID in use by the ASP:
-	The AF for the UE Application to connect to (e.g. based on an FQDN).
-	The information that the UE Application shares with the AF, subject to user consent.
-	Possible Data Anonymization, Aggregation or Normalization algorithms (if used).
-	The authentication information that enable the AF to verify the authenticity of the UE's Application that provides data.
NOTE 1:	The mutual authentication info that is used by the UE Application and the AF and how user consent is obtained is out of SA WG2's scope.
The AF (which supports the data collection) is configured based on the SLA above.
NOTE 2:	Data Anonymization, Aggregation or Normalization algorithms within the SLA are defined per individual UE.
A UE Application (which supports to providing data to an AF) is configured by the ASP with the Application ID to use in the communication with the AF and then the UE Application is configured per Application ID with the following information:
-	The address of the AF to contact.
-	The parameters that the UE Application is authorized to provide to the AF.
-	The authentication information to enable the UE Application to verify the authenticity of the AF that requests data.
NOTE 3:	The authentication and authorization info that is used by the UE Application and the AF for collection and how user consent is obtained is out of SA2's scope.
NOTE 4:	The configuration procedure for the above information from the ASP to the UE's Application is out of SA WG2 scope.
NOTE 5:	The Application ID configured in the UE Application can either be an OSAppId as defined in TS 23.503 [4] or an OS independent Application Identifier (e.g. for applications running on a web browser).
The Target for Event Reporting in the Naf_EventExposure request may be set to:
-	an external UE ID (i.e. GPSI) or an external Group ID, in case the AF is located in the untrusted domain;
-	a SUPI or an internal Group ID, in case the AF is located within the trusted domain.
The GPSI may be an External Identifier for individual UE as defined in TS 23.501 [2] that includes the domain name. This domain name and the Application ID configured in the UE Application are different from each other.
* * * Next Changes * * * 

[bookmark: _Toc145930650]6.2.9	User consent for analytics
Depending on local policy or regulations, to protect the privacy of user data, the data collection, ML modelML Model training and analytics generation for a SUPI or GPSI, Internal or External_Group_Id or "any UE" may be subject to user consent bound to a purpose, such as analytics or ML modelML Model training. The user consent is subscription information stored in the UDM, which includes:
a)	whether the user authorizes the collection and usage of its data for a particular purpose;
b)	the purpose for data collection, e.g. analytics or model training.
The NWDAF retrieves the user consent to data collection and usage from UDM for a user, i.e. SUPI prior to collecting user data from an NF as described in clause 6.2.2 and from a DCCF as described in clause 6.2.6.
In roaming scenario, the H-RE-NWDAF is the enforcement point to check user consent. The H-RE-NWDAF retrieves the roaming-related user consent for a user from the UDM.
NOTE 1:	The content of the roaming-related user consent is up to SA WG3.
If a request for analytics is for "any UE", meaning that the consumer requests analytics for all UEs registered in an area, such as a S-NSSAI or DNN or AoI, then the NWDAF resolves "any UE" into a list of SUPIs using the Namf_EventExposure service with EventId "Number of UEs served by the AMF and located in an area of interest" and retrieves user consent for each SUPI. If a request for analytics is for an Internal or External Group Id, NWDAF resolves it into a list of SUPIs and retrieves user consent for each SUPI.
If user consent for a user is granted, then the NWDAF subscribes to user consent updates in UDM using Nudm_SDM_Subscribe service operation. Otherwise, the NWDAF excludes the corresponding SUPI from the request to collect data and generate analytics or ML modelML Model on the other users for which user consent is granted if the request is for a group of UE or "any UE.
When data is collected from the UE Application, the ASP is responsible to obtain user consent to share data with the MNO.
If the UDM notifies that the user consent changed, then the NWDAF checks if the user consent is not granted for the purpose of analytics or model training. If user consent was revoked for a UE, the NWDAF stops data collection for that UE. For analytics subscriptions to UE related analytics with the Target of Analytics Reporting set to that UE, the NWDAF stops generation of new analytics and stops providing affected analytics to consumers. For ML modelML Model subscriptions with Target of ML Model Reporting set to that UE, the NWDAF containing MTLF stops (re-)training of ML modelML Model(s) using data from the UE and stops providing the ML modelML Model(s) to consumers (NWDAF containing AnLF) for analytics. If the Target of Analytics Reporting or Target of ML modelML Model Reporting is either an Internal or External Group Id or a list of SUPIs or "any UE", the NWDAF skips those SUPIs that do not grant user consent for the purpose of analytics or model training. The NWDAF may unsubscribe to be notified of user consent updates from UDM for users for which data consent has been revoked.
NOTE 2:	The NWDAF can provide analytics or ML modelML Model to consumers that request analytics or ML modelML Model for an Internal or External Group Id, or for "any UE", skipping those users for which consent is not granted or is revoked.
The Analytics ID that needs to check user consent before collecting input data are those that collect input data per user, i.e. per SUPI, GPSI, Internal or External Group Id, or those with the Target of Analytics Reporting or Target of ML modelML Model Reporting set to a SUPI, GPSI or External or Internal Group Id and are described in clause 6.

* * * Next Changes * * * 

[bookmark: _Toc145930658]6.2.13.2	Procedure for rating untrusted AF data sources
The process of rating untrusted AF data sources is depicted in Figure 6.2.13.2. For realizing potential issues, the NWDAF containing AnLF subscribes to the NWDAF containing MTLF, which performs an accuracy calculation based on the predicted and ground-truth data or alternatively the NWDAF containing AnLF can calculate the accuracy locally by comparing the predicted and ground-truth data.


[bookmark: _CRFigure6_2_13_2]Figure 6.2.13.2: NWDAF containing AnLF-based untrusted AF data source rating
1.	NWDAF containing AnLF subscribes to NWDAF containing MTLF for obtaining an ML modelML Model using the Nnwdaf_ModelProvision_Subscribe service operation. The NWDAF containing AnLF may include a threshold (as described in clause 6.2E.2) to indicate when the NWDAF containing MTLF needs to execute the accuracy monitoring operations.
Option 1: Accuracy report from NWDAF containing MTLF
2a.	NWDAF containing MTLF evaluates the ML modelML Model correctness according to clause 6.2E.2.
2b.	An accuracy report is sent to the NWDAF containing AnLF, e.g. when the reporting threshold is met by invoking Nnwdaf_MLModelProvision_Notify service operation.
Option 2: NWDAF containing AnLF computes accuracy
2c.	NWDAF containing AnLF calculates the accuracy by comparing the predictions with ground truth data.
2d.	NWDAF containing AnLF is aware that the ML Model used has a low accuracy either by receiving the accuracy report in step 2b or monitoring the accuracy by itself in step 2c. NWDAF containing AnLF determines that it needs to check further the data sources and compute data source rating. The decision conditions upon which it needs to initiate data source rating for a data source is based on NWDAF containing AnLF implementation.
3a-3b.	NWDAF containing AnLF initiates rating of a data source by requesting and receiving supplementary data, i.e. via Nnwdaf_DataManagement_Fetch / Ndccf_DataManagement_Notify, from different data sources (if available) to verify the data source quality or correctness. Such data can be for example performance data from the OAM which are supplementary to the data from untrusted AFs, or data from UPF supplementary to the data from untrusted AFs.
4.	NWDAF containing AnLF updates the rating for the sources where untrusted data is deviated from the supplementary trusted data per Event ID.
NOTE 1:	An NWDAF containing AnLF determines the rating of an untrusted AF data source based on internal operations.
5a.	NWDAF containing AnLF stores the untrusted AF data source rating locally.
5b.	NWDAF containing AnLF may send the untrusted AF data source rating to UDSF, if available. NWDAF containing AnLF uses the Nudsf_ UnstructuredDataManagement_Create service operation.
NOTE 2:	To avoid an untrusted AF to be permanently excluded as a data source, the NWDAF containing AnLF can re-rate the untrusted AF based on its internal logic. For example, it can rate the untrusted AF after some timer expired.
6.	A NWDAF consumer subscribes to a certain Analytics ID, using Nnwdaf_AnalyticsSubscription_Subscribe service operation.
The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources either locally as described in step 7a or from the UDSF as described in step 7b, before collecting the data needed for the subscribed Analytic ID.
7a.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources locally.
7b.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources from the UDSF using the to use Nudsf_ UnstructuredDataManagement_Query service operation.
8.	If the rating of one or more untrusted AF is below a threshold (i.e. that is pre-configured), then the NWDAF containing AnLF can:
(i)	select an alternative untrusted AF (if available) with higher rating; or
(ii)	request supplementary data from other trusted data sources.
9.	The NWDAF containing AnLF subscribes to a new data source to receive alternative or supplementary data if a new data source is selected in step 8.
10.	The NWDAF may use the rate of untrusted AF data sources as a criterion to calculate the confidence level of the respective analytics output.
11.	The NWDAF containing AnLF provides the analytics output to the analytics consumer, using the Nnwdaf_AnalyticsSubscription_Notify service operation.

* * * Next Changes * * * 

[bookmark: _Toc145930662]6.2A	Procedure for ML Model Provisioning
[bookmark: _CR6_2A_0][bookmark: _Toc145930663]6.2A.0	General
This clause presents the procedure for the ML Model provisioning.
An NWDAF containing AnLF may be locally configured with (a set of) IDs of NWDAFs containing MTLF and the Analytics ID(s) supported by each NWDAF containing MTLF to retrieve trained ML modelML Models or may use the NWDAF discovery procedure specified in clause 5.2 for discovering NWDAFs containing MTLF. An NWDAF containing MTLF may determine that further training for an existing ML modelML Model is needed when it receives the ML modelML Model subscription or the ML modelML Model request.
NOTE:	ML Model provisioning/sharing between multiple MTLFs is not supported in this Release of the specification.
[bookmark: _CR6_2A_1][bookmark: _Toc145930664]6.2A.1	ML Model Subscribe/Unsubscribe
The procedure in Figure 6.2A.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing AnLF to subscribe/unsubscribe at another NWDAF, i.e. an NWDAF containing MTLF, to be notified when ML Model Information on the related Analytics becomes available, using Nnwdaf_MLModelProvision services as defined in clause 7.5. The ML Model Information is used by an NWDAF containing AnLF to derive analytics. The service is also used by an NWDAF to modify existing ML Model Subscription(s). An NWDAF can be at the same time a consumer of this service provided by other NWDAF(s) and a provider of this service to other NWDAF(s).


[bookmark: _CRFigure6_2A_11]Figure 6.2A.1-1: ML Model for analytics subscribe/unsubscribe
 1.	The NWDAF service consumer (i.e. an NWDAF containing AnLF) subscribes to, modifies, or cancels subscription for a (set of) trained ML Model(s) associated with a/an (set of) Analytics ID(s) by invoking the Nnwdaf_MLModelProvision_Subscribe / Nnwdaf_MLModelProvision_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2A.2. The service consumer optionally indicates its support for multiple ML modelML Models if available.
	When a subscription for a trained ML modelML Model associated with an Analytics ID is received, the NWDAF containing MTLF may:
-	determine whether existing trained ML Model(s) can be used for the subscription; or
-	determine whether triggering further training for the existing trained ML modelML Models is needed for the subscription.
	If the NWDAF containing MTLF determines that further training is needed, this NWDAF may initiate data collection from NFs, (e.g. AMF/DCCF/ADRF), UE Application (via AF) or OAM as described in clause 6.2, to generate the ML modelML Model.
	If the service invocation is for a subscription modification or subscription cancelation, the NWDAF service consumer includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnwdaf_MLModelProvision_Subscribe.
2.	If the NWDAF service consumer subscribes to a (set of) trained ML modelML Model(s) associated to a (set of) Analytics ID(s), the NWDAF containing MTLF notifies the NWDAF service consumer with:
-	a set of pair(s) of unique ML Model Identifier and ML Model Information associated with each Analytics ID requested by the service consumer.
NOTE 1:	The structure and format of the ML Model identifier and its uniqueness are up to stage 3.
NOTE 2:	Parameters defined for Multiple ML modelML Models are for Analytics accuracy enhancement.
	by invoking Nnwdaf_MLModelProvision_Notify service operation. The content of trained ML Model Information that can be provided by the NWDAF containing MTLF is specified in clause 6.2A.2.
	The NWDAF containing MTLF also invokes the Nnwdaf_MLModelProvision_Notify service operation to notify an available re-trained ML modelML Model when the NWDAF containing MTLF determines that the previously provided trained ML Model required re-training at step 1.
	When the step 1 is for a subscription modification (i.e. including Subscription Correlation ID), the NWDAF containing MTLF may provide either a new trained ML modelML Model different to the previously provided one, or re-trained ML modelML Model by invoking Nnwdaf_MLModelProvision_Notify service operation.

* * * Next Changes * * * 

[bookmark: _Toc145930665]6.2A.2	Contents of ML Model Provisioning
The consumers of the ML modelML Model provisioning services (i.e. an NWDAF containing AnLF) as described in clause 7.5 and clause 7.6 may provide the input parameters as listed below:
-	Information of the analytics for which the requested ML modelML Model is to be used, including:
-	A list of Analytics ID(s): identifies the analytics for which the ML modelModel is used.
-	NF consumer information: identifies the vendor of NWDAF containing AnLF.
NOTE 1:	NF consumer information such as Vendor ID is defined in Stage 3.
-	[OPTIONAL] Use case context: indicates the context of use of the analytics to select the most relevant ML model ML modelModel.
NOTE 2:	The NWDAF containing MTLF can use the parameter "Use case context" to select the most relevant ML modelModel, when several ML modelModels are available for the requested Analytics ID(s). The values of this parameter are not standardized.
-	[OPTIONAL] ML Model Interoperability Information. This is vendor-specific information that conveys, e.g., requested model file format, model execution environment, etc. The encoding, format, and value of ML Model Interoperable Information is not specified since it is vendor specific information, and is agreed between vendors, if necessary for sharing purposes.
-	[OPTIONAL] ML Model Filter Information: enables the NWDAF containing MTLF to select which ML modelModel for the analytics is requested, e.g. S-NSSAI, Area of Interest. Parameter types in the ML Model Filter Information are the same as parameter types in the Analytics Filter Information which are defined in procedures.
-	[OPTIONAL] Target of ML Model Reporting: indicates the object(s) for which ML modelModel is requested, e.g. specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	[OPTIONAL] Requested representative ratio: a minimum percentage of UEs in the group whose data is a non-empty set and can be used in the model training when the Target of ML Model Reporting is a group of UEs.
-	ML Model Reporting Information with the following parameters:
-	(Only for Nnwdaf_MLModelProvision_Subscribe) ML Model Reporting Information Parameters as per Event Reporting Information Parameter defined in Table 4.15.1-1, TS 23.502 [3].
-	[OPTIONAL] ML Model Target Period: indicates time interval [start, end] for which ML modelModel for the Analytics is requested. The time interval is expressed with actual start time and actual end time (e.g. via UTC time).
-	[OPTIONAL] Inference Input Data information: contains information about various settings that are expected to be used by AnLF during inferences such as:
-	the "Input Data" that are expected be used, each of them optionally accompanied by metrics that show the granularity with which this data will be used (i.e., a sampling ratio, the maximum number of input values, and/or a maximum time interval between the samples of this input data).
NOTE 3:	This can be a subset of the possible Input Data specified for a certain analytics type.
-	the data sources that are expected to be used as a list of NF instance (or NF set) identifiers.
-	A Notification Target Address (+ Notification Correlation ID) as defined in clause 4.15.1 of TS 23.502 [3], allowing to correlate notifications received from the NWDAF containing MTLF with this subscription.
-	[OPTIONAL] Indication of supporting multiple ML modelModels.
-	[OPTIONAL] Accuracy level(s) of Interest.
-	[OPTIONAL] Number of ML modelModel(s), indicating the maximum number of ML modelModels that the NWDAF containing MTLF could provide to the NWDAF containing AnLF.
NOTE 4:	Multiple ML modelModels Filter Information are composed by Accuracy level(s) of Interest and Number of ML modelModel(s).
-	[OPTIONAL] Time when model is needed: indicates the latest time when the consumer expects to receive the ML modelModel(s).
-	[OPTIONAL] ML Model Monitoring Information:
-	[OPTIONAL] ML Model metric: i.e. ML Model Accuracy.
-	[OPTIONAL] ML modelModel monitoring reporting mode: such as Accuracy reporting interval or pre-determined status. Depending on the reporting mode, the NWDAF containing MTLF reports the ML modelModel accuracy to NWDAF containing AnLF either periodically or when the ML modelModel accuracy is crossing an ML Model Accuracy threshold, i.e. the accuracy either becomes higher or lower than the ML Model Accuracy threshold.
-	[OPTIONAL] ML Model Accuracy Threshold: indicating the accuracy threshold of the ML Model requested by the consumer (as a kind of pre-determined status). It also can be used as an indication that the MTLF is triggered to execute the accuracy monitoring operations for the ML Model provisioned to AnLF.
-	[OPTIONAL] DataSetTag and ADRF ID if available: indicates the inference data (including input data, prediction and the ground truth data at the time which the prediction refers to) stored in ADRF which can be used by MTLF to retrain or reprovision of the ML modelModel.
-	[OPTIONAL] ML Model Identifier: indicates the Model that the data corresponding to the DataSetTag is related to (in the case of subscription modification).
The NWDAF containing MTLF provides to the consumer of the ML modelModel provisioning service operations as described in clause 7.5 and 7.6, the output information as listed below:
-	(Only for Nnwdaf_MLModelProvision_Notify) The Notification Correlation Information.
-	For each Analytics ID requested by the service consumer, a set of pair (s) of unique ML Model identifier and the following information.
	ML Model Information, which includes:
-	the ML modelModel file address (e.g. URL or FQDN); or
-	ADRF (Set) ID.
	When ADRF (Set) ID is provisioned, a Storage Transaction ID may also be provisioned.
-	[OPTIONAL] ML modelModel degradation indicator: indicates whether the provided ML modelModel is degraded.
-	[OPTIONAL] Validity period: indicates time period when the provided ML Model Information applies.
-	[OPTIONAL] Spatial validity: indicates Area where the provided ML Model Information applies.
-	[OPTIONAL] ML modelModel representative ratio: indicating the percentage of UEs in the group whose data is used in the ML modelModel training when the Target of ML Model Reporting is a group of UEs.
-	[OPTIONAL] Training Input Data Information: contains information about various settings that have been used by MTLF during training, such as:
-	the "Input Data" that have been used, each of them optionally accompanied by metrics that show the data characteristics and granularity with which this data has been used (i.e. a sampling ratio, the maximum number of input values and/or a maximum time interval between the samples of this input data, data range including maximum and minimum values, mean and standard deviation and data distribution when applicable) and the time, i.e. timestamp and duration, when this data was obtained.
-	the data sources related to the "Input Data" that were used for ML modelModel training.
NOTE 5:	This can be a subset of the possible Input Data specified for a certain analytics type.
-	the data sources that have been used as a list of NF instance (or NF set) identifiers.
NOTE 6:	Spatial validity and Validity period are determined by MTLF internal logic and it is a subset of AoI if provided in ML Model Filter Information and of ML Model Target Period, respectively.
NOTE 7:	Data source information enables ML Model selection when different models are available for an Analytics ID, or it enables a consumer to avoid selecting a ML modelModel that used data from a specific data source at a particular time or used data characterized by specific data characteristics.
-	[OPTIONAL]ML Model Accuracy Information: indicates the accuracy of the ML modelModel if ML Model accuracy threshold is requested, which includes:
-	the accuracy value of the ML modelModel.
-	[OPTIONAL] ML modelModel metric (i.e. ML Model Accuracy).

* * * Next Changes * * * 

[bookmark: _Toc145930666]6.2A.3	ML Model request
The procedure in Figure 6.2A.3-1 is used by an NWDAF service consumer, i.e. an NWDAF containing AnLF to request and get from another NWDAF, i.e. an NWDAF containing MTLF ML Model Information, using Nnwdaf_MLModelInfo services as defined in clause 7.6. The ML Model Information is used by an NWDAF containing AnLF to derive analytics. An NWDAF can be at the same time a consumer of this service provided by other NWDAF(s) and a provider of this service to other NWDAF(s).


[bookmark: _CRFigure6_2A_31]Figure 6.2A.3-1: ML modelML Model Request
1.	The NWDAF service consumer (i.e. an NWDAF containing AnLF) requests a (set of) ML Model(s) associated with a/an (set of) Analytics ID(s) by invoking Nnwdaf_MLModelInfo_Request service operation. The parameters that can be provided by the NWDAF Service Consumer are listed in clause 6.2A.2. The service consumer optionally indicates its support for multiple ML modelML Models if available.
	When a request to an ML Model Information for the Analytics is received, the NWDAF containing MTLF may:
-	determine whether existing trained ML Model(s) can be used for the request; or
-	determine whether triggering further training for the existing trained ML modelML Models is needed for the request.
	If the NWDAF containing MTLF determines that further training is needed, this NWDAF may initiate data collection from NFs, (e.g. AMF/DCCF/ADRF), UE Application (via AF) or OAM as described in clause 6.2, to generate the ML modelML Model.
2.	The NWDAF containing MTLF responds to the NWDAF service consumer by invoking Nnwdaf_MLModelInfo_Request response service operation including:
-	a set of pair(s) of unique ML Model identifier and the ML Model Information for each Analytics ID that the NWDAF service consumer requests.
The content of ML Model Information that can be provided by the NWDAF containing MTLF is specified in clause 6.2A.2.
[bookmark: _CR6_2B][bookmark: _Toc145930667]6.2B	Analytics Data and ML Model Repository procedures
[bookmark: _CR6_2B_1][bookmark: _Toc145930668]6.2B.1	General
Collected data and analytics may be stored in ADRF, using procedure as specified in clause 6.2B.2 and clause 6.2B.3. Collected data and analytics may be deleted from ADRF, using procedure as specified in clause 6.2B.4.
ML modelML Model may be stored in ADRF, using procedure as specified in clause 6.2B.5. ML modelML Model may be deleted from ADRF, using procedure as specified in clause 6.2B.6. ML modelML Model(s) may be retrieved from ADRF, using procedure as specified in clause 6.2B.7.

[bookmark: _Toc145930682]* * * Next Changes * * * 

[bookmark: _Toc145930672]6.2B.5	ML Model Storage in ADRF
The procedure depicted in figure 6.2B.5-1 is used by NWDAF containing MTLF to store ML modelML Model in an ADRF.


[bookmark: _CRFigure6_2B_51]Figure 6.2B.5-1: ML Model Storage in ADRF
0.	NWDAF containing MTLF determines to store ML modelML Model in ADRF based on MTLF policy.
1.	NWDAF containing MTLF requests to store a (set of) ML modelML Model(s) to the ADRF by invoking Nadrf_MLModelManagement_StorageRequest service.
2.	[Optional] If instead of the ML modelML Model(s), the ML modelML Model address(es) is/are included in request, ADRF downloads the ML modelML Model(s) based on the ML modelML Model address(es) and locally stores the ML modelML Model(s).
3.	The ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that the ML modelML Model(s) has/have been stored.
[bookmark: _CR6_2B_6][bookmark: _Toc145930673]6.2B.6	ML Model removal from ADRF
The procedure depicted in figure 6.2B.6-1 is used by NWDAF containing MTLF to delete ML modelML Model from an ADRF.


[bookmark: _CRFigure6_2B_61]Figure 6.2B.6-1: ML Model removal from ADRF
1.	NWDAF containing MTLF requests to delete the ML modelML Model(s) previously stored in the ADRF using Nadrf_MLModelManagement_Delete request service operation.
2.	The ADRF deletes both the stored ML modelML Model(s) and related ML modelML Model information.
3.	The ADRF indicates the result (i.e. ML modelML Model deleted, ML modelML Model not found, ML modelML Model found but not deleted) using Nadrf_MLModelManagement_Delete response service operation.
[bookmark: _CR6_2B_7][bookmark: _Toc145930674]6.2B.7	ML modelML Model retrieval from ADRF
The procedure depicted in Figure 6.2B.7-1 is used by consumers (NWDAF containing MTLF and NWDAF containing AnLF) to retrieve ML modelML Models from an ADRF.


[bookmark: _CRFigure6_2B_71]Figure 6.2B.7-1: Procedure for ML modelML Model(s) retrieval from ADRF
1.	The NWDAF service consumer (NWDAF containing AnLF or NWDAF containing MTLF) subscribes/requests for a (set of) trained ML Model(s) associated with a/an (set of) Analytics ID(s) by invoking the Nnwdaf_MLModelProvision_Subscribe / Nnwdaf_MLModelInfo_Request service (if consumer is NWDAF containing AnLF) or by invoking the Nnwdaf_MLModelTraining_Subscribe service / Nnwdaf_MLModelTrainingInfo_Request (if consumer is NWDAF containing MTLF) operation.
2.	The NWDAF containing MTLF determines whether the set of ML Model(s) associated with a/an (set of) Analytics ID(s) should be retrieved from the ADRF.
	When NWDAF containing MTLF authorizes the NF consumer to retrieve the ML modelML Model(s) stored in the ADRF directly, steps 3 and 4 is skipped.
	If NWDAF containing MTLF determines that the set of ML Model(s) corresponding Analytics ID(s) requested in step 1 needs to be retrieved from ADRF and the NF consumer is agnostic to where the ML modelML Model(s) is stored, then Steps 3 and 4 is performed.
NOTE:	How NWDAF containing MTLF and ADRF authorizes the NF Consumer is in scope of SA WG3.
3.	The ADRF service consumer (NWDAF containing MTLF) requests for the ML modelML Model stored in ADRF by invoking the Nadrf_MLModelManagement_Retrieval request (Storage Transaction Identifier or one or more unique ML modelML Model Identifier(s)) service operation.
4.	The ADRF sends Nadrf_MLModelManagement_Retrieval response (address(es) e.g., URL or FQDN of Model file(s) stored in ADRF) service operation.
5.	The NWDAF containing MTLF notifies/ response to the NWDAF service consumer with the tuple Analytics ID, one or more tuples of unique ML Model identifier and ML Model Information. The ML modelML Model information may contain the ML modelML Model file address (e.g. URL or FQDN) or ADRF (Set) ID. When ADRF (Set) ID is provided, a Storage Transaction Identifier may be provided. The ADRF(Set) ID in included only when the NWDAF containing MTLF authorizes the NF consumer to retrieve the ML modelML Model(s) stored in the ADRF in step 2.
6.	If in step 5, the NWDAF service consumer (NWDAF containing AnLF or NWDAF containing MTLF) received ADRF (Set) ID (where the ML modelML Model(s) requested in step 1 is stored), then the NWDAF service consumer may invoke the Nadrf_MLModelManagement_Retrieval Subscribe/Request (Storage Transaction Identifier or one or more unique ML Model identifier(s)) service operation to get the ML modelML Model stored in ADRF.
7.	The ADRF sends Nadrf_MLModelManagement_Retrieval notify/ response (ML Model identifier(s) and address(es) of Model file(s) stored in ADRF to the NWDAF service consumer.

* * * Next Changes * * * 


[bookmark: _Toc145930676]6.2C.1	General
This clause specifies how NWDAF containing MTLF can leverage Federated Learning technique to train an ML modelML Model.
[bookmark: _CR6_2C_2][bookmark: _Toc145930677]6.2C.2	Procedures
[bookmark: _CR6_2C_2_1][bookmark: _Toc145930678]6.2C.2.1	Registration and Discovery procedure for Federated Learning


[bookmark: _CRFigure6_2C_2_11]Figure 6.2C.2.1-1: Registration and Discovery procedure for Federated Learning
Steps 1 to 3 are the NWDAF registration procedure.
1-3.	NWDAF containing MTLF as FL Server NWDAF or FL Client NWDAF registers to NRF with its NF profile, which includes NWDAF NF Type (see clause 5.2.7.2.2 of TS 23.502 [3]), Analytics ID(s), Address information of NWDAF, Service Area, FL capability type information (i.e. FL server or FL client) and Time interval supporting FL as described in clause 5.2.
Steps 4 to 6 are the NWDAF Discovery procedure.
4-6.	NWDAF containing MTLF determines ML modelML Model requires FL based on Analytic ID, Service Area/DNAI or data can not be obtained directly from data producer NF (e.g. due to privacy reasons).
	If the NWDAF containing MTLF can not perform as FL Server NWDAF, the MTLF first discovers and selects FL Server NWDAF from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: Analytic ID of the ML modelML Model required, Model filter information as defined in TS 23.288 [5], FL capability Type (i.e. FL server), check if the selected FL Server NWDAF is currently executing an Federated Learning procedure for the Analytics ID, Time Period of Interest, Service Area.
	Once the FL Server NWDAF (the requested or the selected one) is determined, it discovers and selects other NWDAF(s) containing MTLF as FL Client NWDAF(s) from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: Analytic ID of the ML modelML Model required, FL capability Type (i.e. FL client), Service Area, NF type(s) of data sources from which the FL Client NWDAF is able to collect data for FL training, Time Period of Interest, ML Model Interoperability Indicator.
7.	FL Server NWDAF sends Federated Learning preparation request to the FL Client NWDAF(s), using Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request service with the ML Preparation Flag, to check if the FL Client NWDAF(s) can meet the ML modelML Model training requirement (e.g. Analytics ID, ML Model Interoperability information. Available data requirement (a list of Event IDs of the local data for training, Available data requirement may also include the dataset statistical properties, the time window of the data samples and the minimum number of data samples), Availability time requirement (time span needed for the FL process), etc.).
8.	FL Client NWDAF(s) checks if it can meet the ML modelML Model training requirement and/or can successfully download the model if the model information is provided in the request and decides whether to join the Federated Learning process based on implementation. Example criteria used by FL Client NWDAF(s) may be based on its availability, computation and communication capability and ML Model Interoperability information.
9.	FL Client NWDAF(s) invokes Nnwdaf_MLModelTraining_Subscribe response service operation or Nnwdaf_MLModelTrainingInfo_Request response service operation to indicate FL Server NWDAF if it will join the FL procedure, may contain the reason in the response message if it cannot join the FL process.
10.	FL Server NWDAF conducts selection of FL Client NWDAF(s).
[bookmark: _CR6_2C_2_2][bookmark: _Toc145930679]6.2C.2.2	General procedure for Federated Learning among Multiple NWDAF Instances


[bookmark: _CRFigure6_2C_2_21]Figure 6.2C.2.2-1: General procedure for Federated Learning among Multiple NWDAF
0.	The consumer (NWDAF containing AnLF or NWDAF containing MTLF) sends a subscription request to FL server NWDAF to retrieve an ML modelML Model, using Nnwdaf_MLModelProvision service as defined in clause 7.5 including Analytics ID, ML modelML Model metric (e.g., ML modelML Model Accuracy), Accuracy reporting interval, pre-determined status (ML modelML Model Accuracy threshold or Time when the ML modelML Model is needed).
NOTE 1:	The ML modelML Model Accuracy threshold can be used to indicate the target ML Model Accuracy of the training process and the FL server NWDAF may stop the training process when the ML modelML Model Accuracy threshold is achieved during the training process.
	If the consumer (i.e. the NWDAF containing AnLF or NWDAF containing MTLF) provides the Time when the ML modelML Model is needed, the FL Server NWDAF can take this information into account to decide the maximum response time for its FL Client NWDAF(s).
1.	FL Server NWDAF selects NWDAF(s) containing MTLF (FL Client NWDAF(s)) as described in clause 6.2C.2.1.
2.	FL Server NWDAF sends a Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request to the selected NWDAF containing MTLF(FL Client NWDAF) that participates in the Federated learning to perform the local model training and determine the interim local ML modelML Model information based on the input parameter in the request from FL Server NWDAF, including ML modelML Model metric and initial ML modelML Model. The request also includes the maximum response time before which the FL Client NWDAF has to report the interim local ML modelML Model information to the FL Server NWDAF.
3.	[Optional] Each FL Client NWDAF collects its local data by using the current mechanism in clause 6.2 of TS 23.288 [5] if the Client NWDAF has not local data available already.
4.	During Federated Learning training procedure, each FL Client NWDAF further trains the ML modelML Model provided by the FL Server NWDAF based on its own data and reports the interim local ML modelML Model information to the FL Server NWDAF in Nnwdaf_MLModelTraining_Notify or Nnwdaf_MLModelTrainingInfo_Response. The Nnwdaf_MLModelTraining_Notify or Nnwdaf_MLModelTrainingInfo_Response may also include the local ML modelML Model metric computed by the FL Client NWDAF and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension of data, etc.) in the FL Client NWDAF.
NOTE 2:	The parameters in characteristics of local training dataset are up to the implementation.
	The ML modelML Model, which is sent from the FL Client NWDAF(s) to the FL Server NWDAF during the FL training process, is the information needed by the FL Server NWDAF to build the aggregated model based on the locally trained ML modelML Model(s).
	If the FL Client NWDAF is not able to complete the training of the interim local ML modelML Model within the maximum response time provided by the FL Server NWDAF, the FL Client NWDAF shall send the Delay Event Notification that include the delay event indication, an optional cause code (e.g. local ML modelML Model training failure, more time necessary for local ML modelML Model training) and the expected time to complete the training if available to the FL Server NWDAF before the maximum response time elapses.
4a.	[Optional]If FL Server NWDAF receives notification/response that the FL Client NWDAF is not able to complete the training within the maximum response time, the FL Server NWDAF may send to the FL Client NWDAF an extended maximum response time in Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request, before which the FL Client NWDAF has to report the interim local ML modelML Model information to the FL Server NWDAF. Otherwise, the FL Server NWDAF may indicate FL Client NWDAF to skip reporting for this iteration. FL Server NWDAF includes the current iteration round ID in the message to indicate that the request is to modify the training parameters of the current iteration round.
	Alternatively, the FL Server NWDAF may inform the FL Client NWDAF to cease the ML modelML Model training by sending termination request and to report back the current local ML modelML Model updates.
5.	The FL Server NWDAF aggregates all the local ML modelML Model information retrieved at step 4, to update the global ML modelML Model. The FL Server NWDAF may also compute the global ML modelML Model metric, e.g. based on the local ML modelML Model metric(s) or by applying the global model on the validation dataset (if available). The FL Server NWDAF may update the global ML modelML Model each time a FL Client NWDAF provides updated local ML modelML Model information as part of FL or the FL Server NWDAF may decide to wait for local ML modelML Model information from all FL Client NWDAF before updating the global ML modelML Model.
	If the FL Server NWDAF provides the maximum response time for the FL Client NWDAF(s) to provide the interim local ML modelML Model information in step 2, or the extended maximum response time in step 4a, the FL Server NWDAF decides either to wait for the FL Client NWDAF(s) which have not yet provided their interim local ML modelML Model within the (extended) maximum response time or aggregates only the retrieved local ML modelML Model information instances to update global ML modelML Model. The FL Server NWDAF makes this decision, considering the notification/response from the FL Client NWDAF or, if the notification is not received, based on local configuration.
6a.	[Optional] Based on the consumer request in step 0, the FL Server NWDAF sends a Nnwdaf_MLModelProvision_Notify message to update the global ML modelML Model metric to the consumer periodically (e.g. a certain number of training rounds or every 10 min) or dynamically when some pre-determined status is achieved (e.g. the ML Model Accuracy threshold is achieved or training time expires).
6b.	[Optional] The consumer decides whether the current model can fulfil the requirement, e.g. global ML modelML Model metric is satisfactory for the consumer and determines to stop or continue the training process. The consumer re-invokes Nnwdaf_MLModelProvision_Subscribe service operation as used in step 0 to stop or continue the training process.
6c.	[Optional] Based on the subscription request sent from the consumer in step 6b, the FL Server NWDAF updates or terminates the current FL training process.
	If the FL Server NWDAF received a request in step 6b to stop the Federated Training process, steps 7 and 8 are skipped.
7.	If the FL procedure continues, FL Server NWDAF determines FL Client NWDAF as described in clause 6.2C.2.2 and sends Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request that includes the aggregated ML modelML Model information to selected FL Client NWDAF(s) for next round of Federated Training.
8.	Each FL Client NWDAF updates its own ML modelML Model based on the aggregated ML modelML Model information distributed by the FL Server NWDAF at step 7.
NOTE 3:	The steps 3-8 should be repeated until the training termination condition (e.g. maximum number of iterations, or the result of loss function is lower than a threshold) is reached.
When the Federated Training procedure is complete, the FL Server NWDAF requests the FL client NWDAF(s) to terminate the FL procedure by invoking Nnwdaf_MLModelTraining_Unsubscribe service with a cause code that the FL process has finished and optionally with the final aggregated ML modelML Model information. Then the FL client NWDAF(s) terminate the local model training and if the final aggregated ML modelML Model information is received from the FL server NWDAF, the FL client NWDAF(s) can store it for further use.
After the training process is complete, the FL Server NWDAF may send Nnwdaf_MLModelProvision_Notify that includes the globally optimal ML modelML Model information to the consumer.
[bookmark: _CR6_2C_2_3][bookmark: _Toc145930680]6.2C.2.3	Procedures for Maintaining Federated Learning Processes
This clause specifies how to maintain a Federation Learning process in FL execution phase, including FL Server NWDAF triggers reselection, addition, or removal of FL Client NWDAF(s), discovers new FL Client NWDAF(s) via NRF and FL Client NWDAF(s) joins or leaves Federated Learning process dynamically.
In Federated Learning execution phase, FL Server NWDAF monitors the status changes of FL Client NWDAF(s) and may reselects FL Client NWDAF(s) based on the updated status, availability and/or capability, etc.
NOTE 1:	FL Server NWDAF checks if there is a need to carry on the FL execution phase and then reselects FL members for the next iteration if needed.


[bookmark: _CRFigure6_2C_2_31]Figure 6.2C.2.3-1: Procedure of FL Server NWDAF reselects FL Client NWDAF(s), FL Client NWDAF(s) Join or Leave Federated Learning Process Dynamically in Federated Learning execution phase
The procedure for FL Server NWDAF reselecting FL Client NWDAF(s), FL Client NWDAF(s) joining or leaving Federated Learning process dynamically is as follows:
1a.	FL Server NWDAF may get the updated status of current FL Client NWDAF(s) via NRF by using Nnrf_NFManagement service (as in clause 5.2.7.2 of TS 23.502 [3]) in the Federated Learning execution phase.
	FL Server NWDAF may subscribe to NRF for notifications of status changes of the current NWDAF(s) (FL Client NWDAFs 1…N) by invoking an Nnrf_NFManagement_NFStatusSubscribe service operation. NRF notifies the FL Server NWDAF the status changes of the current FL Client NWDAF(s) by invoking Nnrf_NFManagement_NFStatusNotify service operation(s).
	The status of a current FL Client NWDAF could be availability changes, capability changes (e.g. it will not support FL anymore, etc.).
1b.	The current FL Client NWDAF(s) may inform FL Server NWDAF that it is leaving the Federated Learning process by invoking Nnwdaf_MLModelTraining_Notify service operation with Termination Request and cause code (reason for leaving, e.g. high NF load, time availability changes).
1c.	FL Server NWDAF may get the information of the new FL Client NWDAF(s) dynamically via NRF by subscribing to the event that a new FL Client NWDAF registers (Nnrf_NFManagement_NFStatusSubscribe service as in clause 5.2.7.2 of TS 23.502 [3]).
1d.	NWDAF may subscribe for NF load analytics of the FL Client NWDAF(s).
1e.	FL Client NWDAF(s) may report status of FL training including accuracy of global model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.) by invoking Nnwdaf_MLModelTraining_Notify service.
2.	FL Server NWDAF checks FL Client NWDAF(s) status based on the received information and may determine whether reselection of FL Client NWDAF(s) for the next round(s) of Federated Learning is needed based on the received information from step 1.
NOTE 2:	Several examples of the factors that the FL Server NWDAF can consider to reselect the FL Client NWDAF(s) are updated status of FL Client NWDAF reported by NRF is different than the criteria were initially used for selecting the client; characteristics of local training dataset is different than global validation dataset and/or the accuracy of the global model calculated using the local training dataset is much different from that calculated by other FL Client NWDAFs; the accuracy of the global model calculated using the local training dataset is lower than the accuracy calculated using the global validation dataset; the load of the FL Client NWDAF (from the NF load Analytics or from the FL Client NWDAF directly) is high; the FL Server NWDAF receives leave request from the FL Client NWDAF; the FL Client NWDAF reports the status of FL Training within the maximum response time.
3.	[If re-selection is needed as judged in step 2] If step 1c is not performed, FL Server NWDAF may discover new candidate FL Client NWDAF(s) via NRF by using Nnrf_NFDiscovery services as in clause 5.2.7.3 of TS 23.502 [3]. FL Server NWDAF reselects FL Client NWDAF(s) from the current FL Client NWDAF(s) and the new candidate FL Client NWDAF(s) (found in steps 1c or 3). For the new candidate FL Client NWDAF(s), the interaction between FL Server NWDAF and FL Client NWDAF(s) is same as the selection procedure described in clause 6.2C.2.1. The adding / deleting FL Client NWDAF(s) may happen at the end of each iteration.
4.	FL Server NWDAF sends termination request by invoking Nnwdaf_MLModelTraining_Unsubscribe service operation or Nnwdaf_MLModelTrainingInfo_Request service operation with Correlation Termination Flag to the FL Client NWDAF(s), optionally indicating the reason, e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended, etc. And FL server may also send the updated global ML modelML Model information to the unselected FL client NWDAF. FL Client NWDAF(s) terminates operations for the Federated Learning process if receive termination request from the FL Server NWDAF and may perform further action to be qualified in participation of FL training in the next cycles.
NOTE 3:	In the case of high load, the FL Client NWDAF can e.g. decline new service request. In the case of low accuracy, the FL Client NWDAF can gather new local training data.

* * * Next Changes * * * 


6.2D.1	General
The Analytics Accuracy Information comprises a set of parameters as defined in clause 6.1.3.
When multiple NWDAFs are deployed, some NWDAFs may be specialized with the analytics accuracy checking capability. When an NWDAF containing AnLF has the analytics accuracy checking capability, such NWDAF is able to:
-	Receive a subscription or a request for analytics IDs via Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation with the indication for activating the mechanisms for checking the accuracy of such analytics ID as defined in clause 6.1.3.
-	Provide the accuracy information to the consumer via Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response service operation.
NOTE 1:	In this version of the specification, NWDAF containing AnLF can provide accuracy information to an NF consumer that subscribes or requests for the analytics.
NOTE 2:	When receiving a subscription from an NF consumer that includes the request for accuracy information, the analytics output and the accuracy information can be provided by NWDAF containing AnLF at the one notification or via different notifications.
NOTE 3:	When receiving a request from an NF consumer that includes a request for accuracy information, the analytics and the accuracy information can be provided by NWDAF containing AnLF within the single response.
NOTE 4:	In this version of the specification, the subscription or request for accuracy information independently from requesting an analytics output is not supported.
Based on the triggers described in Clause 5C.1, NWDAF containing AnLF starts the monitoring and generation of analytics accuracy informationAnalytics Accuracy Information for an Analytics ID.
The Analytics accuracy informationAnalytics Accuracy Information may be requested per Analytics ID and scoped using the same parameters defined in the Target of Analytics Reporting (i.e. UEs, any UE, group of UEs) and Analytics Filter Information (e.g. for a specific area, specific slice) of the requested Analytics ID.
When the analytics accuracy checking is activated in an NWDAF containing the AnLF, the NWDAF may store for a period of time the necessary information to determine the analytics accuracy and provide the accuracy information to consumers when requested or use it for its internal processes.
NWDAF containing AnLF generates the accuracy information based on any of the following information:
-	Comparing predictions and its corresponding ground truth data, which are collected corresponding to analytic ID requested at the time which the prediction refers to.
NOTE 5:	The ground truth data and the corresponding prediction is to be defined per Analytics ID.
-	Comparing changes in internal configuration for the analytics ID generation (e.g. data collection parameters, change in data distribution from a Data Source).
-	Previous existent records of analytics accuracy informationAnalytics Accuracy Information.
-	Accuracy feedback information provided by NF consumer.
[bookmark: _Toc145930683]6.2D.2	Procedures for Analytics Accuracy Information Subscription
This procedure is used by NF consumers of analytics ID to subscribe to receive analytics output and analytics accuracy informationAnalytics Accuracy Information related to the requested analytics ID for NF consumer. Figure 6.2D.2-1 shows the procedure for accuracy information subscription and provisioning.


Figure 6.2D.2-1: Analytics Accuracy Information Subscribe
1.	The NWDAF service consumer selects the appropriated NWDAF with AnLF according to clause 5.2 and subscribes, modifies, or cancels subscription for analytics accuracy informationAnalytics Accuracy Information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe service operation. The parameters that can be included in the subscription to trigger the accuracy information checking and provisioning are listed in clause 6.1.3.
	If the subscription is not the initial subscription request, it may include Analytics feedback informationAnalytics Feedback Information as described in clause 6.1.1.
2.	When a subscription request is received, the NWDAF containing AnLF verifies the parameters of the Analytics Accuracy Request information.
	The NWDAF containing AnLF starts the analytics accuracy monitoringAnalytics Accuracy Monitoring and generation of the analytics accuracy informationAnalytics Accuracy Information related to the analytics ID indicated in the subscription and according to the parameters defined in Analytics Accuracy Request Information in clause 6.1.3. The NWDAF containing AnLF is to compute analytics accuracy informationAnalytics Accuracy Information according to the definitions in clause 6.2D.1. If the NWDAF containing AnLF does not have enough necessary data, it will perform step 3b to collect ground truth before computing analytics accuracy informationAnalytics Accuracy Information.
	The NWDAF containing AnLF may have started to perform the analytics accuracy monitoringAnalytics Accuracy Monitoring and analytics accuracy informationAnalytics Accuracy Information generation, triggered by other NWDAF service consumer(s) before. Upon receiving a new request from the NWDAF consumer, NWDAF containing AnLF determines whether new data collection is needed for analytics accuracy informationAnalytics Accuracy Information generation based on the corresponding analytics subscription.
	In addition to the received request from the NWDAF service consumer, based on local policy, NWDAF containing AnLF may determine to start the analytics accuracy monitoringAnalytics Accuracy Monitoring and analytics accuracy informationAnalytics Accuracy Information generation.
3a.	The NWDAF containing AnLF performs the data collection for the subscribed analytics ID and generates the analytics output.
3b.	The NWDAF containing AnLF performs the data collection (e.g., ground truth data collection) for accuracy information generation for the subscribed analytics ID and generates the associated analytics accuracy informationAnalytics Accuracy Information. If Analytics feedback informationAnalytics Feedback Information is included in step 1, the NWDAF containing AnLF may take it into account and determine whether it affects the ground truth data by internal logic to generate analytics accuracy informationAnalytics Accuracy Information.
4a.	The NWDAF containing AnLF provides the analytics output according to the parameters defined in Analytics Reporting Information included in the subscription request when there is no Analytics Accuracy Request Information included in the subscription in step 1..
NOTE:	Step 3b, 4a can occur in any order.
4b.	The NWDAF containing AnLF provides the analytics accuracy informationAnalytics Accuracy Information together with the analytics output for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the subscription request.
4c.	The NWDAF containing AnLF provides only the analytics accuracy informationAnalytics Accuracy Information for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the subscription request. The analytics accuracy informationAnalytics Accuracy Information is provided in a separated notification when the periodicity for providing the analytics accuracy informationAnalytics Accuracy Information indicated in the Analytics Accuracy Request Information is different from the periodicity for providing the analytics output indicated in the subscription request.
5.	When determining the low or insufficient accuracy for an analytics ID, i.e. the deviation of the output analytics using the trained ML modelML Model from the ground truth data (which are collected from Data Producer NF corresponding to analytic ID requested at the time which the prediction refers to) is greater than the Reporting Threshold(s) (which are locally configured or received in the Subscribe request, the NWDAF containing AnLF may notify the NWDAF Service consumer with the Stop Analytics Output Consumption indication and the Stop Analytics Output Consumption time window.
6.	(Optional) NWDAF Service Consumer may decide to stop the consumption of analytics output without unsubscribing to the analytics ID, based on its own logic or based on a received notification from NWDAF with the Stop Analytics Output Consumption indication. The NWDAF Service Consumer invokes the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Subscription Correlation ID to modify an existing subscription and provide the parameter Pause analytics consumption flag in the Analytics Accuracy Request Information.
7.	When NWDAF determines an improvement in the accuracy of an analytics ID (e.g. meet the accuracy requirement of the analytics consumer) or when the Pause analytics consumption time window set by itself is finished, NWDAF notifies the NWDAF Service Consumer of the accuracy information for the analytics ID to resume the consumption of the analytics output, therefore reactivating an existing analytics ID subscription that have been previously stopped.
8.	(Optional) NWDAF Service Consumer based on its own logic can notify the NWDAF to resume the provisioning of analytics output, therefore reactivating an existing subscription to analytics ID that have been paused either by NWDAF Service Consumer request (step 6) or by NWDAF indication (step 5). The NWDAF Service Consumer invokes the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Subscription Correlation ID to modify an existing subscription and provide the parameter Resume Analytics Subscription request in the Analytics Accuracy Request Information.
[bookmark: _CR6_2D_3][bookmark: _Toc145930684]6.2D.3	Procedures for Analytics Accuracy Information Request
This procedure is used by NF consumers of analytics ID to request analytics accuracy informationAnalytics Accuracy Information related to the requested analytics ID for NF consumer. Figure 6.2D.3-1 shows the procedure for accuracy information request and response.


[bookmark: _CRFigure6_2D_21]Figure 6.2D.3-1: Analytics Accuracy Information Request
1.	The NWDAF service consumer selects the appropriated NWDAF with AnLF according to Clause 5.2 and requests for analytics accuracy informationAnalytics Accuracy Information by invoking the Nnwdaf_AnalyticsInfo_Request service operation. The parameters that can be included in the request to trigger the accuracy information checking and provisioning are listed in clause 6.1.3.
2.	When a request is received, the NWDAF containing AnLF determines whether the request is only for analytics output generation or if it includes the Analytics Accuracy request.
	If Analytics Accuracy request is included, the NWDAF containing AnLF starts the analytics accuracy monitoringAnalytics Accuracy Monitoring and generation of the analytics accuracy informationAnalytics Accuracy Information related to the analytics ID indicated in the request and according to the parameters defined in Analytics Accuracy Request Information in clause 6.1.3. The NWDAF containing AnLF is to compute analytics accuracy informationAnalytics Accuracy Information according to the definitions in Clause 6.2D.1. If the NWDAF containing AnLF does not have enough necessary data, it will perform step 3b to collect ground truth before computing analytics accuracy informationAnalytics Accuracy Information.
	The NWDAF containing AnLF may have started to perform the analytics accuracy monitoringAnalytics Accuracy Monitoring and analytics accuracy informationAnalytics Accuracy Information generation, triggered by other NWDAF service consumer(s) before. Upon receiving a new request from the NWDAF consumer, NWDAF containing AnLF determines whether new data collection is needed for analytics accuracy informationAnalytics Accuracy Information generation based on the corresponding analytics request.
	In addition to the received request from the NWDAF service consumer, based on local policy, NWDAF containing AnLF may determine to start the analytics accuracy monitoringAnalytics Accuracy Monitoring and analytics accuracy informationAnalytics Accuracy Information generation.
3a.	The NWDAF containing AnLF performs the data collection for the requested analytics ID and generates the analytics output.
3b.	The NWDAF containing AnLF performs the data collection (e.g., ground truth data collection) for accuracy information generation for the requested analytics ID and generates the associated analytics accuracy informationAnalytics Accuracy Information.
4a.	The NWDAF containing AnLF provides the analytics output according to the parameters defined in Analytics Reporting Information included in the request, when no Analytics Accuracy Request Information is included in the request in step 1.
NOTE:	Step 3b, 4a can occur in any order.
4b.	The NWDAF containing AnLF provides the requested analytics output and analytics accuracy informationAnalytics Accuracy Information for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the request.

* * * Next Changes * * * 
[bookmark: _Toc145930685]6.2E	MTLF-based ML Model Accuracy Monitoring
[bookmark: _CR6_2E_1][bookmark: _Toc145930686]6.2E.1	General
MTLF-based ML Model Accuracy Monitoring procedure is where an NWDAF containing MTLF determines ML Model degradation based on newly collected test data and retrain or reprovisioning the existing ML Model.
[bookmark: _Toc145930687]6.2E.2	Procedure for MTLF-based ML Model Accuracy Monitoring
Figure 6.2E.2-1 illustrates the procedure for monitoring the accuracy of the provisioned ML modelML Model using newly collected data. NWDAF containing AnLF may provide inference data to NWDAF containing MTLF for model accuracy monitoring and the NWDAF containing MTLF determines retraining or re-provisioning of the ML modelML Model.


[bookmark: _CRFigure6_2E_21]Figure 6.2E.2-1: Procedure for MTLF-based ML Model Accuracy Monitoring
1.	An analytics consumer initiates a subscription for analytics exposure services towards an NWDAF containing AnLF.
2.	The NWDAF containing AnLF requests an ML modelML Model from the appropriate NWDAF containing MTLF, using the Nnwdaf_MLModelProvision_Subscribe service operation. The NWDAF containing AnLF may include an ML Model accuracy threshold which is used as an indicator to execute the accuracy monitoring operations as defined in clause 6.2A.2. NWDAF containing AnLF may include a DataSetTag (see clause 6.2B.1) and/or ADRF ID, which is used to store and fetch the inference data (including input data, prediction and the ground truth data at the time which the prediction refers to) from ADRF which are relevant for the accuracy monitoring and re-training/re-provisioning of ML modelML Model.
	If the NWDAF containing AnLF receives ML modelML Model(s), the NWDAF containing AnLF sends set of tuples (unique ML modelML Model identifier and the DataSetTag and/or ADRF ID) to the NWDAF containing MTLF by invoking Nnwdaf_MLModelProvision_Subscribe service operation for subscription modification.
3.	The NWDAF containing MTLF provides trained ML modelML Model(s) to the NWDAF containing AnLF. The NWDAF containing MTLF may include an accuracy information which is used to indicate the accuracy of ML modelML Model during the training.
	When the step 1 is for a subscription modification (i.e. including Subscription Correlation ID) and contains the set of tuples (unique ML modelML Model identifier and the DataSetTag and/or ADRF ID), the NWDAF containing MTLF determines the relationship between the ML modelML Model and the DataSetTag.
4.	The NWDAF containing AnLF registers the use of the ML modelML Model with the NWDAF containing MTLF to indicate its capability of sending Analytics feedback informationAnalytics Feedback Information from the analytics consumers and/or ML model accuracy informationML Model Accuracy Information for the ML modelML Model.
5.	Due to the registration in the previous step, the NWDAF containing MTLF may subscribe to the NWDAF containing AnLF to get Analytics feedback informationAnalytics Feedback Information from the analytics consumers and/or analytics accuracy informationAnalytics Accuracy Information for the provisioned ML modelML Model by invoking Nnwdaf_MLModelMonitor_Subscribe service operation, if the service operation is supported by the NWDAF containing AnLF.
6.	The Analytics consumer may send Analytics feedback informationAnalytics Feedback Information in an Nnwdaf_AnalyticsSubscription_Subscribe message as described in clause 6.1.1.
7.	The NWDAF containing AnLF may send the Analytics feedback informationAnalytics Feedback Information received from the analytics consumer and/or ML model accuracy informationML Model Accuracy Information for the provisioned ML modelML Model by invoking Nnwdaf_MLModelMonitor_Notify service operation as requested in step 5. When the NWDAF containing MTLF receives either Analytics feedback informationAnalytics Feedback Information or ML model accuracy informationML Model Accuracy Information, the NWDAF containing MTLF may trigger step from 8 to 13 to enhance the ML modelML Model accuracy.
8a-8f.	The NWDAF containing MTLF, based on the request(s) from one or more NWDAF containing AnLF or its local policy, determines whether to perform ML model accuracy monitoringML Model Accuracy Monitoring and re-training/re-provisioning of ML modelML Model by collecting new data from various data sources:
-	The NWDAF containing MTLF may collect new data for ML Model Accuracy monitoringML Model Accuracy Monitoring, re-training and re-provisioning from the data source NFs and DCCF by invoking Nnf_EventExposure_Subscribe and Ndccf_DataManagement_Susbscribe service operation, respectively.
-	When ADRF ID and/or DataSetTag is given by step 2, the NWDAF containing MTLF may retrieve historical data from the ADRF indicated by the NWDAF containing AnLF at step 2. by invoking Nadrf_DataManagementRetrievalRequest or Nadrf_DataManagementRetrieval_Subscribe service operation. Otherwise, the NWDAF containing MTLF may retrieves the historical data from the DCCF or the NWDAF containing AnLF by invoking Ndccf_DataManagement_Subscribe or Nnwdaf_DataManagement_Subscribe service operation, respectively.
-	If the NWDAF containing AnLF does not include a DataSetTag with ADRF ID at step 2, the NWDAF containing MLTF may request ADRF to subscribe for the collection of the analytics and data that correspond to the analytics generated by the ML modelML Model provisioned in step 3, using the procedures defined in clause 6.2B.3.
-	The NWDAF containing MTLF may subscribe to UDM to get notification on change in the subscription data for Target of ML Model Reporting by invoking Nudm_SDM_Subscribe service operation and the UDM subscribes to the UDR to get notifications of the modification on UE subscription data by invoking Nudr_DM_Subscribe service operation.
-	The NWDAF containing MTLF may consider the data quality into the accuracy monitoring by collecting fault prediction analytics data from MDAS to determine the status of Data Source NFs, using MDA Request.
	If the NWDAF containing MTLF has already collected new test data and performed ML model accuracy monitoringML Model Accuracy Monitoring and retraining which is triggered by other NWDAF containing AnLF(s) (for ML model accuracy monitoringML Model Accuracy Monitoring and retraining), the NWDAF containing MTLF, based on its internal logic, determines whether to use the data for the subscription or not.
9a-9f.	The NWDAF containing MTLF receives the requested data from various sources as requested in steps 8a-8f.
10.	Based on the collected analytics and data from steps 9a-9f, the NWDAF containing MTLF computes the accuracy using the methods described in clause 5C.1. The NWDAF containing MTLF may discard data from data sources if it detects the data quality of that source is not good. The NWDAF containing MTLF may generate prediction with the collected input data to calculate the accuracy if only input data and ground truth data are available.
NOTE:	How the NWDAF containing MTLF determines whether the data from the data source is of good quality or needs to be discarded is up to the NWDAF implementation and configuration.
11.	An accuracy report is sent to the NWDAF containing AnLF, e.g. when the reporting threshold is met by invoking Nnwdaf_MLModelProvision_Notify service operation.
12.	Based on the computed accuracy, the NWDAF containing MTLF may decide to re-train/re-provision the ML modelML Model.
13.	When the newly generated or re-trained ML modelML Model is ready, the NWDAF containing MTLF sends new or re-trained ML modelML Model to the NWDAF containing AnLF by invoking Nnwdaf_MLModelProvision_Notify service operation. The NWDAF containing MTLF may send the accuracy report of the new or re-trained ML modelML Model to the NWDAF containing AnLF.
[bookmark: _CR6_2E_3][bookmark: _Toc145930688]6.2E.3	Procedure for AnLF-assisted MTLF ML Models Accuracy Monitoring
[bookmark: _CR6_2E_3_1][bookmark: _Toc145930689]6.2E.3.1	General
The procedures described in this clause enable the following functionality:
-	An NWDAF containing AnLF may register with an NWDAF containing MTLF when it starts using an ML modelML Model and monitoring the accuracy of analytics generated by that ML Model for a given Analytics ID. It is assumed that the NWDAF containing AnLF obtained the ML modelML Model in a previous interaction with the NWDAF containing MTLF, e.g. using the Nnwdaf_MLModelInfo_Request or Nnwdaf_MLModelProvision services. This registration enables the NWDAF containing MTLF to become aware of NWDAF containing AnLF that are using a given ML modelML Model for certain Analytics ID and that the NWDAF containing AnLF supports the capability of monitoring the accuracy of the corresponding analytics.
-	An NWDAF containing MTLF may subscribe to an NWDAF containing AnLF where an existing Nnwdaf_MLModelMonitor service is established for receiving notifications of the accuracy of analytics generated by a given ML modelML Model for a certain Analytics ID. NWDAF containing AnLF can generate the accuracy information in many ways: e.g. comparing predictions of ML modelML Model and its corresponding ground truth data, comparing changes in internal configuration for the analytics ID generation, previous existent records of analytics accuracy informationAnalytics Accuracy Information etc.


* * * Next Changes * * * 

[bookmark: _Toc145930690]6.2E.3.2	Procedures for registering the monitoring of the analytics accuracy of an ML Model
When an NWDAF containing AnLF starts making use of an ML modelModel and it has the ability either to monitor the analytics accuracy of the ML modelModel, or to deliver Analytics feedback informationAnalytics Feedback Information for the analytics generated by the ML modelModel, it registers with the NWDAF containing MTLF, that is responsible for training/updating this ML modelModel.
When the NWDAF containing AnLF is no longer using the ML modelModel or monitoring the accuracy of the analytics generated by that ML modelModel for the Analytics ID, it de-registers it with the responsible NWDAF containing MTLF.
Figure 6.2E.3.2-1 illustrates the procedure by which an NWDAF containing AnLF registers with an NWDAF containing MTLF that it is starting to make use and monitor the analytics accuracy of an ML modelModel. A new Nnwdaf_MLModelMonitor_Register service operation is used for that purpose.



[bookmark: _GoBack]
Figure 6.2E.3.2-1: Procedure for ML Model monitoring registration
An NWDAF containing AnLF may start monitoring the accuracy of an ML modelModel based on local policy or request from its service consumer.
1-2.	The NWDAF containing AnLF sends an Nnwdaf_MLModelMonitor_Register request to an NWDAF containing MTLF (NWDAF containing AnLF NF ID, unique identifier of the ML modelML Model, optionally: subscription endpoint of the Nnwdaf_MLModelMonitor_Subscribe service operation at the NWDAF containing AnLF). The NWDAF containing MTLF is now aware of the NF ID of the NWDAF containing AnLF that is monitoring the accuracy of that ML modelML Model.
	If the NWDAF containing AnLF is a target NWDAF in analytics transfer procedure (as defined in clause 6.1B), based on the ML Model accuracy informationML Model Accuracy Information received from source NWDAF containing AnLF, the NWDAF containing AnLF also includes in the Nnwdaf_MLModelMonitor_Register service request the ML Model accuracy transfer indication, which includes the original Subscription Correlation ID for the ML model accuracy informationML Model Accuracy Information provided by the source NWDAF containing AnLF and the source NF ID of the NWDAF containing AnLF.
NOTE 1:	These parameters support the NWDAF containing MTLF to map the registration of a new NWDAF containing AnLF with an existing subscription for consumption of ML model accuracy informationML Model Accuracy Information from a previous NWDAF containing AnLF (i.e. source NWDAF containing AnLF which as described in steps 3-4 may provide a termination indication), enabling NWDAF containing MTLF to reassociate the data from the previous subscription to the new the subscription for ML Model accuracy provisioning at the new NWDAF containing AnLF.
3-4.	When the NWDAF containing AnLF is no longer using the ML modelML Model, it sends an Nnwdaf_MLModelMontior_Deregister service operation.
[bookmark: _CR6_2E_3_3]	If NWDAF containing AnLF is registered with a NWDAF containing MTLF, is a source NWDAF containing AnLF in an analytics transfer procedure (as defined in clause 6.1B) and is no longer using the ML modelML Model, the NWDAF containing AnLF sends Nnwdaf_MLModelMontior_Deregister service operation request including the ML Model accuracy provisioning termination information, which includes: a termination indication, the termination cause set to analytics transfer and optionally the NWDAF containing AnLF NF ID of the target NWDAF.
NOTE 2:	The ML Model accuracy termination information is used by the NWDAF containing MTLF to determine whether the termination request is from the source NWDAF containing AnLF. If so, the NWDAF containing MTLF will not delete any data immediately upon receiving of a de-registration request. Then the NWDAF containing MTLF is able to associate the data from the source NWDAF containing AnLF to the target NWDAF containing AnLF.

* * * Next Changes * * * 
[bookmark: _Toc145930691]6.2E.3.3	Procedures for monitoring the analytics accuracy of an ML modelML Model
An NWDAF containing MTLF, due to the registration of monitoring of the analytics accuracy of an ML modelML Model received from NWDAF containing AnLF and local policies, subscribes to the NWDAF containing AnLF for receiving notifications of either the accuracy of the ML Model, or Analytics feedback informationAnalytics Feedback Information of the ML modelML Model. The NWDAF containing MTLF may get the Subscription endpoint address of the NWDAF containing AnLF from the information received in a previous registration or through a service discovery procedure at the NRF.
Figure 6.2E.3.3-1 illustrates the procedure either for monitoring the analytics accuracy of an ML modelML Model or for delivery of Analytics feedback informationAnalytics Feedback Information of an ML modelML Model. Nnwdaf_MLModelMonitor_Subscribe and Nnwdaf_MLModelMonitor_Notify service operations are used for the purposes. A service consumer, i.e. an NWDAF containing MTLF, subscribes at a service producer, i.e. an NWDAF containing AnLF, to be notified when either the analytics accuracy of the previously provisioned ML modelML Model is not sufficient, or Analytics feedback informationAnalytics Feedback Information is retrieved from analytics consumer NF.


[bookmark: _CRFigure6_2E_3_31]Figure 6.2E.3.3-1: Procedure for monitoring the analytics accuracy of an ML modelML Model
0.	Upon the reception of an Nnwdaf_MLModelMonitor_Register request and based on local policy, the NWDAF containing MTLF determines to subscribe to the analytics accuracy monitoringAnalytics Accuracy Monitoring for the ML modelML Model as defined in clause 5C.1.
1.	The NWDAF containing MTLF sends an Nnwdaf_MLModelMonitor_Subscribe request (Analytics ID(s), unique identifier(s) of the ML modelML Model(s) to be monitored, accuracy metrics to be monitored, optionally Reporting Threshold(s) or Reporting Period) to an NWDAF containing AnLF subscription endpoint.
	When the NWDAF containing MTLF determines during the registration process described in clause 6.2E.3.2 that a subscription request for ML model accuracy monitoringML Model Accuracy Monitoring to an NWDAF containing AnLF is related to a previous subscription for ML model accuracy informationML Model Accuracy Information to a different NWDAF containing AnLF (due to changes in the provider of the ML accuracy monitoring for a given ML modelML Model, as an effect of analytics transfer among NWDAFs containing AnLF), the NWDAF containing MTLF may use as base for the new subscription request at the new NWDAF containing AnLF the parameters associated with the original subscription identification for the ML model accuracy informationML Model Accuracy Information that was received in the registration request of the new NWDAF containing AnLF, as described in steps 1-2 of clause 6.2E.3.2.
2.	The NWDAF containing AnLF sends a response to the NWDAF containing MTLF.
3.	The analytics consumer NF may send Analytics feedback informationAnalytics Feedback Information to the NWDAF containing AnLF as described in clause 6.1.1.
4.	When step 1 is triggered, the NWDAF containing AnLF may start monitoring the analytics accuracy of the ML modelML Model(s), if it not started yet.
NOTE 1:	The NWDAF containing AnLF can monitor the analytics accuracy in many ways: e.g. comparing predictions of ML modelML Model and its corresponding ground truth data, comparing changes in internal configuration for the analytics ID generation, previous existent records of analytics accuracy informationAnalytics Accuracy Information etc.
5.	The NWDAF containing AnLF determines whether the analytics accuracy of the ML modelML Model is insufficient, i.e. deviation of the output analytics using the trained ML modelML Model from ground truth data (which are collected from Data Producer NF corresponding to analytic ID requested at the time which the prediction refers to) is greater than the Reporting Threshold(s) (which are locally configured or received in the Subscribe request), or the Reporting Period indicated in the Subscribe request is reached.
6.	Either the Analytics feedback informationAnalytics Feedback Information is retrieved at step 3 or the NWDAF containing AnLF detects the analytics accuracy of ML modelML Model is insufficient at step 5, the NWDAF containing AnLF sends an Nnwdaf_MLModelMonitor_Notify request to the notification endpoint (e.g. the NWDAF containing MTLF). The Notify request includes either Analytics feedback informationAnalytics Feedback Information, or the analytics accuracy informationAnalytics Accuracy Information of the ML modelML Model (e.g. a Deviation value which indicates the deviation of the predictions generated using the ML modelML Model(s) from the ground truth data and the network data when the deviation occurs (which can be used by the NWDAF containing MTLF for possible ML modelML Model retraining) and the number of inferences that were performed during the time interval between Nnwdaf_MLModelMonitor_Register request and the Notify request or between the time of last Notification message and the time of the current Notification message and optionally an indication that the analytics accuracy of the ML modelML Model does not meet the requirement of accuracy for the ML modelML Model.
7.	The NWDAF containing MTLF sends a response.
8.	The NWDAF containing MTLF determines whether the ML modelML Model is degraded or not based on the notification at step 6. If the notification contains Analytics feedback informationAnalytics Feedback Information, the NWDAF containing MTLF may determine ML modelML Model degradation based on the procedures as described in clause 6.2E.2. Otherwise when the NWDAF containing MTLF has received the multiple analytics accuracy informationAnalytics Accuracy Information, from one or more NWDAFs containing AnLF, it may consider that the ML modelML Model is degraded/to be updated (i.e. enough number analytics accuracy informationAnalytics Accuracy Information received from one or more NWDAFs containing AnLF, indicating insufficient analytics accuracy).
NOTE 2:	The actual mechanism for the NWDAF containing MTLF for determining the degradation of the ML modelML Model degradation is an internal procedure of the NWDAF containing MTLF, e.g. the NWDAF containing MTLF calculate a global accuracy based on the analytics accuracy informationAnalytics Accuracy Information and the number of inferences received from multiple NWDAFs containing AnLF.
9.	When an ML modelML Model is considered degraded / to be updated at step 8, the NWDAF containing MTLF re-trains the existing ML modelML Model or selects a new ML modelML Model. If the network data was not included in the Nnwdaf_MLModelMonitor_Notify request of step 5, the NWDAF containing MTLF may request data from the NWDAF containing AnLF, ADRF and/or other 5GS entities as specified in clause 6.2 and use the collected data for ML modelML Model retraining. The NWDAF containing MTLF notifies the NWDAF(s) containing AnLF with the updated trained ML Model Information by invoking Nnwdaf_MLModelProvision_Notify service operation, as described in clause 6.2A.


* * * Next Changes * * * 

[bookmark: _Toc145930692]6.2F	Procedure for ML Model Training
[bookmark: _CR6_2F_1][bookmark: _Toc145930693]6.2F.1	ML Model Training Subscribe/Unsubscribe/Notify/Update
The procedure in Figure 6.2F.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing MTLF to subscribe to another NWDAF, i.e. an NWDAF containing MTLF, for a trained ML modelML Model based on the ML modelML Model provided by the service consumer NWDAF. The service may be used by an NWDAF containing MTLF to enable e.g. Federated Learning or to update ML modelML Model. The service is also used by an NWDAF to request an NWDAF containing MTLF to prepare training ML modelML Model or modify existing ML Model training subscription.


[bookmark: _CRFigure6_2F_11]Figure 6.2F.1-1: Procedure for ML Model Training subscribe/unsubscribe/notify/update
1.	The NWDAF service consumer may subscribe or unsubscribe or modify a subscription for training an ML modelML Model by invoking the Nnwdaf_MLModelTraining_Subscribe/ Nnwdaf_MLModelTraining_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2F.2.
	In order to enable Federated Learning, NWDAF Service consumer act as FL Server NWDAF can subscribe to multiple NWDAFs containing MTLF act as FL Client NWDAFs, which are selected by the FL Server NWDAF.
	The FL server NWDAF may use the request to check if an NWDAF can meet the ML modelML Model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time). In such case, the FL server NWDAF includes an ML Preparation Flag. When the ML Preparation Flag presents in the request, the service provider NWDAF only checks if it can meet the ML modelML Model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time) and / or can successfully download the model if the model information is provided.
	The FL server NWDAF may use the request to get the Model Accuracy of the global ML Model calculated by the FL Client NWDAFs. In such cases, the service consumer NWDAF includes a Model Accuracy Check Flag. When the Model Accuracy Check Flag is present in the request, the service provider NWDAF uses the local training data as the testing dataset to calculate the Model Accuracy of the ML modelML Model provided by the service consumer NWDAF.
	When NWDAF service consumer determine to further update the ML modelML Model, NWDAF service consumer modifies the subscription by invoking Nnwdaf_MLModelTraining_Subscribe service operation including Subscription Correlation ID with ML Model Information (i.e. file address (e.g. URL or FQDN) of the ML Model that needs to update).
2.	The NWDAF containing MTLF trains ML modelML Model provided at step 2 by collecting new data or re-use the data that it owns.
3.	When the NWDAF containing MTLF completes ML modelML Model training, the NWDAF containing MTLF notifies the NWDAF service consumer with ML Model Information (i.e. file address (e.g. URL or FQDN) of updated ML Model) by invoking the Nnwdaf_MLModelTraining_Notify service operation. The parameters that can be provided by the NWDAF containing MTLF as service provider is specified in clause 6.2F.2.
	If the NWDAF containing MTLF determines to terminate the ML modelML Model training, i.e. NWDAF containing MTLF will not provide further notifications related to this request, then the NWDAF containing MTLF may notify the NWDAF Service consumer a Terminate Request indication with cause code (e.g. NWDAF overload, not available for the FL process anymore, etc.) by invoking the Nnwdaf_MLModelTraining_Notify service operation.
	In order to enable Federated Learning, NWDAF containing MTLF act as FL Client NWDAF can notify NWDAF Service consumer act as FL Server NWDAF the local ML modelML Model information and status report of FL training including accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.).
	If the Model Accuracy Check Flag is present in the Nnwdaf_MLModelTraining_Subscribe, the service provider NWDAF acting as FL Client NWDAF may notify the NWDAF Service consumer acting as FL Server NWDAF the Model Accuracy of the global ML Model.
[bookmark: _CR6_2F_2][bookmark: _Toc145930694]6.2F.2	Contents of ML Model Training
The consumers of the ML modelML Model training services (i.e. an NWDAF containing MTLF) may provide the input parameters in Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request service operations as listed below:
-	Analytics ID: identifies the analytics for the provided ML modelML Model is used.
-	ML Model Interoperability Information as defined in clause 6.2A.2.
-	A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from the NWDAF containing MTLF with the subscription.
-	[OPTIONAL] ML Model Information (address (e.g. URL or FQDN) of Model file).
-	[OPTIONAL] ML Model ID: identifies the provided ML modelML Model.
-	[OPTIONAL] ML Preparation Flag: identifies whether the request is for preparing Federated Learning or executing Federated Learning.
-	[OPTIONAL] ML Model Accuracy Check Flag: identifies that the request is for using the local training data as the testing dataset to calculate the Model Accuracy of the global ML modelML Model provided by the service consumer NWDAF acting as the FL Server NWDAF.
-	[OPTIONAL] ML Correlation ID: identifies the Federated Learning procedure for training the ML modelML Model. This parameter is included when the service is used for Federated Learning.
-	[OPTIONAL] Available data requirement. This is for informing the requirement on available data for the ML modelML Model training. e.g. FL Server NWDAF sends the requirement in preparation request to a FL Client NWDAF for selecting the FL Client NWDAF which can meet the available data requirement. The following available data requirements can be included:
-	Event ID list to be collected for local model training.
-	Dataset statistical properties as defined in clause 6.1.3.
-	Time window of the data samples.
-	Minimum number of data samples.
-	[OPTIONAL] Availability time requirement. This is for informing the requirement on availability time for the ML modelML Model training, e.g. FL Server NWDAF sends the requirement in preparation request to FL Client NWDAF for selecting the FL Client NWDAF which is available in the required time for training ML modelML Model.
-	[OPTIONAL] Training Filter Information: enables to select which data for the ML modelML Model training is requested, e.g. S-NSSAI, Area of Interest. Parameter types in the Training Filter Information are the same as or subset of parameter types in the ML Model Filter Information which are defined in procedure 6.2A.1.
-	[OPTIONAL] Target of Training Reporting: indicates the object(s) for which data for ML modelML Model training is requested, i.e. a group of UEs or any UE (i.e. all UEs).
-	[OPTIONAL] Use case context: indicates the context of use of ML modelML Model.
-	[OPTIONAL] Training Reporting Information with the following parameters:
-	Maximum response time: indicates maximum time for waiting notifications (i.e. training results).
-	[OPTIONAL] Iteration round ID: indicates the iteration round number of current ML modelML Model training.
-	[OPTIONAL] Expiry time.
The NWDAF containing MTLF provides to the consumer of the ML modelML Model training service operations as described in clause 7.10, the output information in notification as listed below:
-	The Notification Correlation Information.
-	ML Model Information which includes:
-	either the ML modelML Model file address (e.g. URL or FQDN) or ADRF (Set) ID and ML Model Identifier or ML Model Storage Transaction Identifier if available.
-	[OPTIONAL] ML Model ID: identifies the provisioned ML modelML Model.
-	[OPTIONAL] Model Accuracy: The model accuracy of the global ML modelML Model, which is calculate by the FL Client NWDAF using the local training data as the testing dataset.
	[OPTIONAL] Status report of FL training: Accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension , etc.), which are generated by the FL Client NWDAF during FL procedure.
NOTE:	The parameters in Training Input Data Information are up to the implementation.
-	[OPTIONAL] ML Correlation ID. This parameter may be included when the service is used for Federated Learning.
-	[OPTIONAL] Iteration round ID: indicates the iteration round number of ML modelML Model training indicated by the FL Server NWDAF.
-	[OPTIONAL] Delay Event Notification with the following parameters:
-	delay event indication: this parameter indicates that FL Client NWDAF is not able to complete the training of the interim local ML modelML Model within the maximum response time provided by the FL Server NWDAF.
-	[OPTIONAL] cause code (e.g. local ML modelML Model training failure, more time necessary for local ML modelML Model training, etc.).
-	[OPTIONAL] Expected time to complete the training: Indicates to the FL Server NWDAF that expected remaining training time and may be provided with Delay Event Notification.
[bookmark: _CR6_2F_3][bookmark: _Toc145930695]6.2F.3	ML Model Training Information Request
The procedure in Figure 6.2F.3-1 is used by an NWDAF service consumer, i.e., an NWDAF containing MTLF to request another NWDAF, i.e., an NWDAF containing MTLF, for the information about ML modelML Model training based on the ML modelML Model provided by the service consumer. The service may be used by an NWDAF containing MTLF to enable e.g. Federated Learning.


[bookmark: _CRFigure6_2F_31]Figure 6.2F.3-1: Procedure for ML Model Training Information Request
1.	The NWDAF service consumer may request the NWDAF containing MTLF to get the information about the ML modelML Model training based on the ML modelML Model provided by the service consumer by invoking the Nnwdaf_MLModelTrainingInfo_Request service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2F.2.
	In order to enable Federated Learning, NWDAF Service consumer acting as FL Server NWDAF requests to get ML Model Training Information from an NWDAF containing MTLF acting as FL Client NWDAF, which is selected by the FL Server NWDAF. The details are specified in clause 6.2C.
	The NWDAF service consumer may use the request to check if an NWDAF can meet the ML modelML Model training requirements (e.g. ML Model Interoperability information, Analytics ID, Service Area/DNAI and/or availability of data and time). In such cases, the NWDAF service consumer includes an ML Preparation Flag.
	The NWDAF service consumer may use the request to get the Model Accuracy of the ML Model provided by the service consumer using local training data in the NWDAF containing MTLF as the testing dataset. In such cases, the service consumer NWDAF includes a Model Accuracy Check Flag.
2.	When the ML Preparation Flag is present in the request, the NWDAF containing MTLF only checks whether it can meet the ML modelML Model training requirement and/or can successfully download the model if the model information is provided. Based on the check result, the NWDAF containing MTLF gets a successful return code or failure cause code (e.g. NWDAF does not meet the ML training requirements) as the information about the ML modelML Model training.
	When the Model Accuracy Check Flag is present in the request, the NWDAF containing MTLF uses the local training data as the testing dataset to calculate the Model Accuracy of the ML modelML Model provided by the service consumer NWDAF. The NWDAF containing MTLF includes the Model Accuracy into the information about the ML modelML Model training.
	When the NWDAF containing MTLF is ongoing ML modelML Model training based on the ML modelML Model provided by the service consumer, the NWDAF containing MTLF gets a failure cause code (e.g. ML training is not complete) as the information about the ML modelML Model training.
	When the NWDAF containing MTLF completes ML modelML Model training based on the ML modelML Model provided by the service consumer, the NWDAF containing MTLF gets a successful return code and the ML Model Information of the trained ML modelML Model as the information about the ML modelML Model training.
3.	The NWDAF containing MTLF replies to the NWDAF service consumer with the information about the ML modelML Model training by invoking the Nnwdaf_MLModelTrainingInfo_Request response service operation.


* * * Next Changes * * * 

[bookmark: _Toc145930796]6.17.4	Procedures to request Location Accuracy Analytics


[bookmark: _CRFigure6_17_41]Figure 6.17.4-1: Location accuracy analytics retrieval
Pre-condition: NWDAF has a trained supervised ML modelML Model for predicting location accuracy. In the training phase, the NWDAF consumes input data as listed in listed in clause 6.17.2. To pretrain the ML modelML Model, NWDAF may collect input data based on area of interest (AoI). The AoI is determined by NWDAF.
0-1.	NWDAF collects UE IDs from AMF as defined in Table 6.17.2 via the AMF event exposure service with AoI as filtering criteria.
0-2.	NWDAF collects the UE location information (location estimate, Position Methods Used, Indoor/Outdoor indication, NLOS/LOS indication) as defined in Table 6.17.2 via Ngmlc_Location services with UE ID as filtering criteria.
0-3.	NWDAF collects groud truth UE location information and assistance information that relates to the positioning method from OAM.
0-4.	NWDAF prepares the analytics for statistics and/or pre-trains the ML modelML Model for prediction.
1.	The Analytics consumer, e.g. LMF, requests from NWDAF location accuracy statistics or predictions, giving as inputs the corresponding Analytics ID and UE location estimate (in the form of horizontal and/or vertical location) or corresponding area (cell ID/TAI). The analytics request to the NWDAF may be a one time or a subscription request. Other inputs such as UE positioning method, applicable period can be assistance data.
NOTE 1:	It is assumed that the analytics consumer determines a location. For instance, the LMF can be triggered by LCS client request to determine a location and then use location accuracy analytics to inquire the accuracy of the determined location.
NOTE 2:	Both Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo services can be used for step 1. above. The Nnwdaf_AnalyticsSubscription service can be used by a service consumer to receive notifications about location accuracy, e.g. when a change is detected.
2.	The NWDAF uses the trained ML modelML Model and provides the location accuracy as output to the analytics consumer.
NOTE 3:	The NWDAF can derive the accuracy based on the model without further input data.

* * * Next Changes * * * 

[bookmark: _Toc145930820]7.2.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe for network data analytics and optionally its corresponding analytics accuracy informationAnalytics Accuracy Information.
When the subscription for network data analytics and optionally analytics accuracy informationAnalytics Accuracy Information is accepted by the NWDAF containing AnLF, the consumer receives from the NWDAF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription. The modification of Analytics and optionally analytics accuracy informationAnalytics Accuracy Information subscription can be enforced by NWDAF based on operator policy and configuration.
This service also enables the consumer to transfer analytics subscriptions to another NWDAF using the Nnwdaf_AnalyticsSubscription_Transfer service operation. Using this service operation, a consumer can request to the NWDAF to prepare for or take over analytics subscription(s), indicating also if and where analytics context is available.
[bookmark: _CR7_2_2][bookmark: _Toc145930821]7.2.2	Nnwdaf_AnalyticsSubscription_Subscribe service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Subscribe.
Description: Subscribes to NWDAF analytics and optionally analytics accuracy informationAnalytics Accuracy Information with specific parameters.
Inputs, Required:
-	(Set of) Analytics ID(s) as defined in Table 7.1-2;
-	Target of Analytics Reporting;
-	Notification Target Address (+ Notification Correlation ID);
-	Analytics Reporting Parameters (including Analytics target period, etc.).
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
Inputs, Optional:
-	Analytics Filter Information;
-	Time window for historical analytics;
-	Subscription Correlation ID (in the case of modification of the analytics subscription);
-	preferred level of accuracy of the analytics;
-	preferred level of accuracy per analytics subset;
-	Reporting Thresholds;
-	maximum number of objects requested (max);
-	preferred order of results, maximum number of SUPIs requested (SUPImax);
-	time when analytics information is needed;
-	Analytics Metadata Request;
-	(Set of) NWDAF identifiers used by the NWDAF service consumer when aggregating multiple analytic subscriptions;
-	Dataset Statistical Properties;
-	Output strategy;
-	Data time window;
-	consumer NF's serving area or NF ID;
-	information of previous analytics subscription, i.e. NWDAF identifier (i.e. Instance ID or Set ID), Analytics ID(s) (including SUPIs and Analytics Filter Information for UE-related Analytics) and Subscription Correlation ID;
-	Use case context.
-	Analytics Accuracy Request information.
-	Analytics feedback informationAnalytics Feedback Information.
NOTE 2:	Analytics Filter Information, Reporting Thresholds, maximum number of objects requested (max), maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window and time when analytics information is needed can be provided per individual Analytics ID.
NOTE 3:	Analytics feedback informationAnalytics Feedback Information only can be included in modification request for the existing analytics subscription.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: First corresponding Analytics report is included, if available and if analytics consumer requested immediate reporting (see clause 4.15.1 of TS 23.502 [3]).
NOTE 4:	When the Target of Analytics Reporting is a SUPI or a GPSI then the subscription may not be accepted, e.g. user consent is not granted and an error is sent to the consumer. When the Target of Analytics Reporting is an Internal Group Id, or a list of SUPIs/GPSI(s) or any UE, no error is sent, but a SUPI or GPSI is skipped if user consent is not granted.

* * * Next Changes * * * 
[bookmark: _Toc145930823]7.2.4	Nnwdaf_AnalyticsSubscription_Notify service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Notify.
Description: NWDAF notifies the consumer instance of the analytics and optionally analytics accuracy informationAnalytics Accuracy Information that has subscribed to the specific NWDAF service. See also clause 6.1.3 for contents of the Analytics Exposure.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
-	Set of the tuple (Analytics ID, Analytics specific parameters): this parameter shall be present if output analytics are reported.
-	Timestamp of analytics generation (required when ADRF is deployed).
-	Validity period.
-	Confidence
-	Revised waiting time.
-	Analytics Metadata Information.
-	Analytics Accuracy informationAnalytics Accuracy Information.
-	Stop Analytics Output Consumption indication.
-	Stop Analytics Output Consumption time window.
-	Resume Analytics Output Consumption indication.
-	Termination Request: this parameter indicates that NWDAF requests to terminate the analytics subscription, i.e. NWDAF will not provide further notifications related to this subscription, with cause value (e.g. user consent revoked, NWDAF overload, UE moved out of NWDAF serving area, etc.).
-	Accuracy Information Termination.
NOTE:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.
-	Subscription Change Notification Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to the old Subscription Correlation ID.
-	Subscription Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to a new Subscription Correlation ID assigned by the NWDAF.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc145930824]7.2.5	Nnwdaf_AnalyticsSubscription_Transfer service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Transfer.
Description: Requests to NWDAF for transferring analytics subscription(s) from the consumer NWDAF.
Inputs, Required:
-	Transfer type: indicates the type of the transfer request. The following values are supported:
-	Analytics subscription transfer preparation: requests the NWDAF to prepare for taking over the analytics subscription(s) and/or prepare for collecting Analytics Context(s).
-	Analytics subscription transfer: requests the NWDAF to take over the analytics subscription(s).
-	Analytics subscription transfer cancel: cancels a prepared analytics subscription request.
Inputs, Optional:
-	If this service operation is for "analytics subscription transfer preparation", the following parameter shall be provided:
-	(Set of) analytics subscription information with the following parameters:
-	All input parameters for the analytics exposure as specified in clause 6.1.3.
-	[OPTIONAL] Active data source ID(s): Instance ID or Set ID of the active data source(s) the consumer NWDAF is currently using for the analytics of this analytics subscription.
-	[OPTIONAL] ML Model related information, i.e. information related to the ML modelML Model(s) that the NWDAF is currently using for the analytics:
-	ID(s) of NWDAF(s) containing MTLF: Instance ID(s) of the NWDAF(s) containing MTLF from which the consumer NWDAF currently subscribes to the ML modelML Model information used for the analytics.
-	[OPTIONAL] File address of the ML modelML Model(s).
-	ID of the analytics consumer, e.g. NF, AF or OAM, that is subscribed to receive analytics.
-	[OPTIONAL] (Set of) analytics context identifier(s): identifies analytics context available at the consumer NWDAF as defined in clause 6.1B.4.
-	If this service operation is to request analytics subscriptions transfer and if analytics subscription transfer preparation is not performed, the same parameters as those for transfer type "Analytics subscription transfer preparation" shall be provided.
-	If this service operation is to request analytics subscriptions transfer and if analytics subscription transfer preparation is performed, the same parameters as those for transfer type "Analytics subscription transfer preparation" can be provided with updated parameter values.
-	If this service operation is to request analytics subscriptions transfer cancel, the following parameter shall be provided:
-	Subscription Correlation ID.
Outputs Required: Operation execution result indication.
Outputs, Optional: None.

* * * Next Changes * * * 

[bookmark: _Toc145930826]7.3.1	General
Service description: this service enables the consumer to request and get from NWDAF network data analytics, analytics accuracy informationAnalytics Accuracy Information or enables NWDAF to request transfer of analytics context from another NWDAF.
[bookmark: _CR7_3_2][bookmark: _Toc145930827]7.3.2	Nnwdaf_AnalyticsInfo_Request service operation
Service operation name: Nnwdaf_AnalyticsInfo_Request.
Description: The consumer requests NWDAF operator specific analytics and optionally analytics accuracy informationAnalytics Accuracy Information.
Inputs, Required: (Set of) Analytics ID(s) as defined in Table 7.1-2, Target of Analytics Reporting, Analytics Reporting Parameters (including Analytics target period, etc.).
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
Inputs, Optional: Analytics Filter Information, preferred level of accuracy of the analytics, preferred level of accuracy per analytics subset, time when analytics information is needed, maximum number of objects requested (max), preferred order of results, maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window, Use case context, Time window for historical analytics and Analytics Accuracy Request information.
NOTE 2:	Analytics Filter Information, Maximum number of objects requested (max), Maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window and time when analytics information is needed can be provided per individual Analytics ID.
Outputs, Required: If the request is accepted, then set of the tuple (Analytics ID, Analytics specific parameters). When the request is not accepted, an error response.
Outputs, Optional: Timestamp of analytics generation (required when ADRF is deployed), validity period, confidence, revised waiting time, Analytics Metadata Information, Analytics Accuracy informationAnalytics Accuracy Information. See clause 6.1.3.
NOTE 3:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.
NOTE 4:	When the Target of Analytics Reporting is a SUPI or a GPSI then the request may not be accepted, e.g. user consent is not granted and an error is sent to the consumer. When the Target of Analytics Reporting is an Internal Group Id, or a list of SUPIs/GPSI(s) or any UE, no error is sent, but a SUPI or GPSI is skipped if user consent is not granted.

* * * Next Changes * * * 
[bookmark: _Toc145930835]7.5	Nnwdaf_MLModelProvision services
[bookmark: _Toc145930836]7.5.1	General
Service Description: This service enables the consumer to receive a notification when an ML modelML Model matching the subscription parameters becomes available.
When the subscription is accepted by the NWDAF containing MTLF, the consumer NF, i.e. the NWDAF containing Analytics Logical Function, receives from the NWDAF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription. The modification of ML modelML Model subscription can be enforced by NWDAF based on operator policy and configuration.
[bookmark: _CR7_5_2][bookmark: _Toc145930837]7.5.2	Nnwdaf_MLModelProvision_Subscribe service operation
Service operation name: Nnwdaf_MLModelProvision_Subscribe.
Description: Subscribes to NWDAF ML modelML Model provision with specific parameters.
Inputs, Required: (set of) Analytics ID(s) defined in Table 7.1-2, Notification Target Address (+ Notification Correlation ID).
Inputs, Optional: Subscription Correlation ID (in the case of modification of the ML modelML Model subscription), ML Model Filter Information to indicate the conditions for which ML modelML Model for the analytics is requested and Target of ML Model Reporting to indicate the object(s) for which ML modelML Model is requested (e.g. specific UEs, a group of UE(s) or any UE (i.e. all UEs)), Requested representative ratio, ML Model Reporting Information (including e.g. ML Model Target Period), Expiry time, Use case context, Inference Input Data information, indication of support for multiple ML modelML Models, multiple ML modelML Models Filter Information to indicate the conditions for which multiple ML modelML Models are requested, ML Model Interoperability Information, Time when model is needed, ML Model Monitoring Information (including e.g. ML Model metric, ML modelML Model monitoring reporting mode, ML Model Accuracy Threshold, DataSetTag and ADRF ID, ML Model Identifier).
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: None.
[bookmark: _CR7_5_3][bookmark: _Toc145930838]7.5.3	Nnwdaf_MLModelProvision_Unsubscribe service operation
Service operation name: Nnwdaf_MLModelProvision_Unsubscribe.
Description: unsubscribe to NWDAF ML modelML Model provision.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _CR7_5_4][bookmark: _Toc145930839]7.5.4	Nnwdaf_MLModelProvision_Notify service operation
Service operation name: Nnwdaf_MLModelProvision_Notify.
Description: NWDAF notifies the ML modelML Model information to the consumer instance which has subscribed to the specific NWDAF service.
Inputs, Required: Notification Correlation Information, Set of:
-	the tuple (Analytics ID, one or more tuples of unique ML Model identifier and ML Model Information as defined in clause 6.2A.2).
Inputs, Optional: ML Model Accuracy Information (including e.g. ML modelML Model accuracy value, ML modelML Model metric).
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _CR7_6][bookmark: _Toc145930840]7.6	Nnwdaf_MLModelInfo service
[bookmark: _CR7_6_1][bookmark: _Toc145930841]7.6.1	General
Service description: this service enables the consumer to request and get from NWDAF containing MTLF ML Model Information.
[bookmark: _CR7_6_2][bookmark: _Toc145930842]7.6.2	Nnwdaf_MLModelInfo_Request service operation
Service operation name: Nnwdaf_MLModelInfo_Request
Description: The consumer requests NWDAF ML Model Information.
Inputs, Required: (Set of) Analytics ID(s) defined in Table 7.1-2.
Inputs, Optional: ML Model Filter Information to indicate the conditions for which ML modelML Model for the analytics is requested and Target of ML Model Reporting to indicate the object(s) for which ML modelML Model is requested (e.g. specific UEs, a group of UE(s) or any UE (i.e. all UEs)), Requested representative ratio, ML Model Reporting Information (including e.g. ML Model Target Period), Use case context, Inference Input Data Information, indication of support for multiple ML modelML Models, multiple ML modelML Models Filter Information to indicate the conditions for which multiple ML modelML Models are requested, ML Model Interoperability Information, ML Model Accuracy Monitoring Information( including e.g. Analytics Accuracy Threshold, DataSetTag and ADRF ID).
Outputs, Required: Set of:
-	the tuple (Analytics ID, one or more tuples of unique ML Model identifier and ML Model Information as defined in clause 6.2A.2.
Outputs, Optional: ML Model Accuracy Information.

* * * Next Changes * * * 
[bookmark: _Toc145930854][bookmark: _Toc145930855]7.9	Nnwdaf_MLModelMonitor Service
7.9.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe for ML modelML Model accuracy (i.e. Analytics accuracy for an ML modelML Model as described in clause 6.2E.3.3) information monitored. The service can additionally provide Analytics feedback informationAnalytics Feedback Information for the analytics generated by an NWDAF (i.e. NWDAF containing AnLF). The service also enables the NWDAF containing AnLF registers the use and monitoring capability for an ML modelML Model into the model provider NWDAF, i.e. NWDAF containing MTLF.
[bookmark: _Toc145930856][bookmark: _Hlk146630676]7.9.2	Nnwdaf_MLModelMonitor_Subscribe service operation
Service operation name: Nnwdaf_MLModelMonitor_Subscribe
Description: Subscribes to NWDAF for ML modelML Model accuracy (i.e. Analytics accuracy for an ML modelML Model as described in clause 6.2E.3.3) information and Analytics feedback informationAnalytics Feedback Information for the analytics generated by the NWDAF with specific parameters.
Inputs, Required: (set of) Unique ML Model identifier(s), Notification Target Address (+ Notification Correlation ID).
Inputs, Optional: Subscription Correlation ID (in the case of modification of the ML modelML Model monitor subscription), Accuracy metrics to indicate the metrics to calculate the accuracy information, ML model accuracy informationML Model Accuracy Information period to indicate the reporting periodicity in which the information can be reported, Accuracy reporting threshold to indicate the reporting condition above which the accuracy information needs to be reported.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: None.
[bookmark: _Toc145930857]7.9.3	Nnwdaf_MLModelMonitor_Unsubscribe service operation
Service operation name: Nnwdaf_MLModelMonitor_Unsubscribe
Description: The NF consumer unsubscribes to the NWDAF for ML modelML Model accuracy (i.e. Analytics accuracy for an ML modelML Model as described in clause 6.2E.3.3) information and Analytics feedback informationAnalytics Feedback Information for the analytics generated by the NWDAF.
Inputs, Required: Subscription Correlation ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _CR7_9_4]7.9.4	Nnwdaf_MLModelMonitor_Notify service operation
Service operation name: Nnwdaf_MLModelMonitor_Notify.
Description: NWDAF notifies the ML modelML Model accuracy (i.e. Analytics accuracy for an ML modelML Model as described in clause 6.2E.3.3) information and Analytics feedback informationAnalytics Feedback Information for the analytics generated by the NWDAF to the consumer instance which has subscribed to the specific NWDAF service.
Inputs, Required: Notification Correlation Information, at least one of the following:
-	the tuple (Unique ML modelML Model identifier, ML model accuracy informationML Model Accuracy Information): the ML model accuracy informationML Model Accuracy Information may include a deviation value which indicates the deviation of the predictions generated using the ML modelML Model(s) from the ground truth data, the number of inferences that were performed during the time interval between Nnwdaf_MLModelMonitor_Register request and the Notify request or between the time of last Notification message and the time of the current Notification message, Network data indicated by DataSetTag with ADRF ID when the deviation occurs (which can be used by the NWDAF containing MTLF for possible ML modelML Model retraining), Accuracy metrics as requested in Subscribe service operation; and
-	Analytics feedback informationAnalytics Feedback Information: indicates that the consumer NF of the analytics generated by the provisioned ML modelML Model has taken an action(s) influenced by the analytics and includes the following parameter(s):
-	Corresponding Analytics ID(s) which has been used for taking an action(s);
-	Corresponding ML Model identifier(s) which has been used for generating Analytics;
-	Indication whether the action will affect on ground truth data (if available);
-	Time stamp(s) when the action(s) are taken.
Inputs, Optional: Validity period.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc145930859]7.9.5	Nnwdaf_MLModelMonitor_Register
Service operation name: Nnwdaf_MLModelMonitor_Register
Description: The consumer registers the use and monitoring capability for an ML modelML Model at an NWDAF containing MTLF.
Inputs, Required: Consumer NF ID, Unique ML Model identifier.
Inputs, Optional: Endpoint address of the Nnwdaf_MLModelMonitor_Subscribe service operation. ML Model accuracy transfer indication as defined in clause 6.2E.3.2
Outputs, Required: ML modelML Model monitoring registration ID.
Outputs, Optional: None.
[bookmark: _CR7_9_6][bookmark: _Toc145930860]7.9.6	Nnwdaf_MLModelMonitor_Deregister
Service operation name: Nnwdaf_MLModelMonitor_Deregister
Description: The consumer deregisters, from an NWDAF containing MTLF, a previous MLModelMonitor registration, e.g. when the consumer is no longer using or monitoring the accuracy of the analytics generated using the ML modelML Model.
Inputs, Required: ML modelML Model monitoring registration ID.
Inputs, Optional: A termination indication, a termination cause, the NWDAF containing AnLF NF ID of the target NWDAF (in the case that the termination cause is due to analytics transfer).
Outputs, Required: None.
Outputs, Optional: None.
[bookmark: _CR7_10][bookmark: _Toc145930861]7.10	Nnwdaf_MLModelTraining Service
[bookmark: _CR7_10_1][bookmark: _Toc145930862]7.10.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe/notify/modify for ML modelML Model training.
NOTE:	In this release of the specification, the service provider and consumer are limited to NWDAF containing MTLF.
When used for Federated Learning, this service enables FL server NWDAF to enable Federated Learning while providing global ML modelML Model information to FL Client NWDAF and getting local ML modelML Model information and status report of FL training as defined in clause 6.2C.2.3 from the FL Client NWDAF.
[bookmark: _CR7_10_2][bookmark: _Toc145930863]7.10.2	Nnwdaf_MLModelTraining_Subscribe service operation
Service operation name: Nnwdaf_MLModelTraining_Subscribe
Description: Subscribes to NWDAF ML modelML Model training with specific parameters.
Inputs, Required:
-	Analytics ID as defined in Table 7.1-2;
-	ML Model Interoperability information;
-	Notification Target Address (+ Notification Correlation ID);
Inputs, Optional:
-	ML Model ID: identifies the provided ML modelML Model.
-	ML Model Information (i.e. file address (e.g. URL or FQDN) of ML Model that needs to update);
-	Subscription Correlation ID (in the case of modification of the ML Model Training subscription);
-	ML Training Information, i.e. data availability requirement, time availability requirement.
-	ML Preparation Flag;
-	ML Model Accuracy Check Flag;
-	ML Correlation ID;
-	Training Filter Information;
-	Target of Training Reporting;
-	Training Reporting Information as defined in clause 6.2F.2;
-	Use case context;
-	Iteration round ID;
-	Expiry time.
Outputs Required: When the request is accepted: Subscription Correlation ID (required for management of this subscription). When the request is not accepted, an error response with cause code (e.g. NWDAF does not meet the ML training requirements).
NOTE:	The detail reasons in the cause code are up to Stage 3.
Outputs, Optional: ML Correlation ID (e.g. confirm of the subscription for this FL process).
[bookmark: _CR7_10_3][bookmark: _Toc145930864]7.10.3	Nnwdaf_MLModelTraining_Unsubscribe service operation
Service operation name: Nnwdaf_MLModelTraining_Unsubscribe
Description: Terminate NWDAF ML modelML Model training.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Cause code (e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended or finished, etc.). Final aggregated ML modelML Model information (if FL has finished) or updated aggregated ML modelML Model information (if FL is suspended).
[bookmark: _CR7_10_4][bookmark: _Toc145930865]7.10.4	Nnwdaf_MLModelTraining_Notify service operation
Service operation name: Nnwdaf_MLModelTraining_Notify
Description: NWDAF notifies the consumer instance of the trained ML modelML Model that has subscribed to the specific NWDAF service. The NWDAF can also use this service to indicate to consumer it will terminate the ML modelML Model training.
Inputs, Required:
-	Notification Correlation Information: this parameter indicates the Notification Correlation ID that has been assigned by the consumer during ML modelML Model training.
Inputs, Optional:
-	Set of the tuple (Analytics ID, ML modelML Model Information as defined in clause 6.2F.2;
-	ML Correlation ID, when for Federated Learning;
-	Corresponding Use case context;
-	Termination Request: this parameter indicates that NWDAF requests to terminate the ML modelML Model training, i.e. NWDAF will not provide further notifications related to this request, with cause code (e.g. NWDAF overload, not available for the FL process anymore, etc.);
-	ML Model ID: this parameter identifies the provisioned ML modelML Model;
-	ML Model Accuracy: The model accuracy of the global ML modelML Model, which is calculate by the FL Client NWDAF using the local training data as the testing dataset;
-	Status report of FL training: Accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.), which are generated by the FL Client NWDAF during FL procedure;
-	Delay Event Notification: as defined in clause 6.2F.2;
-	Iteration round ID.
NOTE:	The detail reasons in the cause code are up to stage 3.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _CR7_11][bookmark: _Toc145930866]7.11	Nnwdaf_MLModelTrainingInfo Service
[bookmark: _CR7_11_1][bookmark: _Toc145930867]7.11.1	General
Service Description: This service enables the consumer to request for the information about ML modelML Model training based on the ML Model provided by the consumer.
NOTE:	In this release of the specification, the service provider and consumer are limited to NWDAF containing MTLF.
When used for Federated Learning, this service enables FL server NWDAF to enable Federated Learning while providing global ML modelML Model information to FL Client NWDAF and getting local ML modelML Model information from the FL Client NWDAF.
[bookmark: _CR7_11_2][bookmark: _Toc145930868]7.11.2	Nnwdaf_MLModelTrainingInfo_Request service operation
Service operation name: Nnwdaf_MLModelTrainingInfo_Request
Description: Request information about NWDAF ML modelML Model training with specific parameters.
Inputs, Required:
-	Analytics ID as defined in Table 7.1-2.
-	ML Model Interoperability information.
-	ML Model ID: identifies the provided ML modelML Model.
Inputs, Optional:
-	ML Model Information (i.e. file address (e.g. URL or FQDN) of ML Model that needs to update).
-	ML Training Information (i.e. data availability requirement, time availability requirement).
-	ML Preparation Flag.
-	ML Model Accuracy Check Flag.
-	ML Correlation ID.
-	Termination Request, when terminating the Federated Learning identified by the ML Correlation ID and optionally indicating the reason, e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended, etc.
-	Training Filter Information.
-	Use case context.
Outputs Required: When the request is accepted: Operation execution result indication. When the request is not accepted, an error response with cause code (e.g. NWDAF does not meet the ML training requirements, ML training is not complete, NWDAF overload, not available for the FL process anymore, etc.).
NOTE:	The detail reasons in the cause code are up to stage 3.
Outputs, Optional:
-	ML Model ID.
-	Set of the tuple (Analytics ID, ML modelML Model Information (i.e., file address (e.g. URL or FQDN) of updated ML Model).
-	ML Correlation ID, when for Federated Learning.
-	Corresponding Use case context.
-	Status report of FL training: local ML modelML Model metric and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension of data, etc.), which are generated by the FL Client NWDAF during FL procedure.
-	Delay Event Notification with the following parameters:
-	delay event indication: this parameter indicates that the FL Client NWDAF is not able to complete the training of the interim local ML modelML Model within the maximum response time provided by the FL Server NWDAF.
-	[OPTIONAL] cause code (e.g. local ML modelML Model training failure, more time necessary for local ML modelML Model training, etc.).
-	[OPTIONAL] the expected time to complete the training.
-	global ML modelML Model metric.

* * * Next Changes * * * 

[bookmark: _Toc145930893]10.1	General
Table 10.1-1 shows the ADRF services and ADRF service operations.
ADRF service operations may be used to store data or analytics in the ADRF, retrieve data or analytics from an ADRF, or delete data or analytics from an ADRF.
ADRF service operations may also be used to store ML Model(s) or ML Model address(es) in the ADRF, retrieve ML modelML Model(s) from an ADRF or delete ML Model(s) from an ADRF.
[bookmark: _CRTable10_11]Table 10.1-1: NF services provided by ADRF
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nadrf_DataManagement
	StorageRequest
	Request / Response
	DCCF, NWDAF, MFAF

	
	StorageSubscriptionRequest
	Request / Response
	DCCF, NWDAF

	
	StorageSubscriptionRemoval
	Request / Response
	DCCF, NWDAF

	
	RetrievalRequest
	Request / Response
	DCCF, NWDAF

	
	RetrievalSubscribe
	Subscribe / Notify
	DCCF, NWDAF

	
	RetrievalUnsubscribe
	
	DCCF, NWDAF

	
	RetrievalNotify
	
	DCCF, NWDAF

	
	Delete
	Request / Response
	DCCF, NWDAF

	Nadrf_MLModelManagement
	StorageRequest
	Request / Response
	NWDAF

	
	RetrievalRequest
	Request / Response
	NWDAF

	
	Delete
	Request / Response
	NWDAF




* * * Next Changes * * * 
[bookmark: _Toc145930905]
[bookmark: _Toc145930904]10.3	Nadrf_MLModelManagement service
10.3.1	General
Service Description: This service enables the consumer to store and update, retrieve and remove ML Model(s) or ML Model address(es) from an ADRF.
[bookmark: _CR10_3_2][bookmark: _Toc145930906]10.3.2	Nadrf_MLModelManagement_StorageRequest service operation
Service operation name: Nadrf_MLModelManagement_StorageRequest
Description: The consumer NF uses this service operation to request the ADRF to store or update ML Model(s). ML Model(s) or ML Model address(es) stored in NWDAF containing MTLF are provided to the ADRF in the request message.
Inputs, Required: NF instance ID of the NWDAF containing MTLF and set of:
-	ML modelML Model(s); or
-	the tuple (unique ML Model identifier and address (e.g. URL or FQDN) of Model file and Storage size required for each of the ML Model).
NOTE:	The ADRF can download ML Model files based on the ML Model addresses provided by the NWDAF containing MTLF. How the ADRF downloads the ML Model and locally stores the ML Model is left for implementation.
Inputs, Optional: None.
Outputs Required: Result Indication, one of the following:
-	[Conditional] one or more tuples of unique ML Model identifier and address (e.g. URL or FQDN) of Model file stored in ADRF.
Outputs, Optional: Storage Transaction Identifier.
[bookmark: _CR10_3_3][bookmark: _Toc145930907]10.3.3	Nadrf_MLModelManagement_Delete service operation
Service operation name: Nadrf_MLModelManagement_Delete
Description: This service operation instructs the ADRF to delete stored ML Model file(s) or ML Model address(es).
Inputs, Required:
-	Storage Transaction Identifier; or
-	one or more unique ML Model identifier(s).
When a Storage Transaction Identifier is given, ADRF shall delete all the models that stored in the corresponding storage transaction.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication (i.e. ML Model deleted, ML Model not found, ML Model found but not deleted).
Outputs, Optional: None.
[bookmark: _CR10_3_4][bookmark: _Toc145930908]10.3.4	Nadrf_MLModelManagement_RetrievalRequest service operation
Service operation name: Nadrf_MLModelManagement_RetrievalRequest
Description: The consumer NF uses this service operation to request the ADRF to get the ML Model(s) stored in ADRF.
Inputs, Required:
-	Storage Transaction Identifier; or
-	one or more tuples of unique ML Model identifier(s).
Inputs, Optional: None.
Outputs Required: Result Indication.
-	[Conditional] one or more tuples of unique ML Model identifiers and address (e.g. URL or FQDN) of Model file stored in ADRF.
Outputs, Optional: None.


* * * End of Changes * * * 
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