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[bookmark: _Toc138309727]*************************** Start of Changes ***************************
5.44.2	UE policy delivery for PIN
For a PEGC UE registered in the 5GS, the 5GS supports the provisioning of URSP rules that include a PIN ID as Traffic Descriptor. URSP rules with a PIN ID in the Traffic Descriptor are sent to the UE based on the information provided from an AF for PIN as specified in TS 23.502 [3] and TS 23.503 [45] for policy delivery.
**************************** Next Change *****************************
[bookmark: _Toc138309730]5.44.3.2	Session management related policy control
For PIN traffic via aPEGC  and5GC with PDU session, the 5GC supports the policy control. The policy control is based on session management procedures as specified in TS 23.502 [3] and TS 23.503 [45].
An AF may provide QoS parameters for PIN traffic to 5GC as specified in clauses 4.15.6.6, 4.15.6.6a, and 4.15.6.14 of TS 23.502 [3]. The PIN traffic can be categorised into following types:
-	PIN indirect communication.
-	PIN-DN communication.
An AF may influence traffic routing for PDU sessions for PIN-DN communication as specified in clause 5.6.7 and in clause 4.3.6 of TS 23.502 [3].
**************************** Next Change *****************************
[bookmark: _Toc138309733]5.44.4	Identifiers for PIN
A PIN is managed at the PIN application layer. In 5GS a PIN ID is only used in the traffic descriptor of URSP rules, for routing traffic of specific PIN towards a dedicated (DNN, S-NSSAI) combination. If a PIN contains more than one UE (e.g., more than one PEGC)s, the list of PEGCs UEs may be grouped together following the 5G VN group management principles as specified in clause 5.29.2. Then the PEGCs UEs of a PIN can be identified by an External Group ID by the AF for PIN. The AF for PIN may use the External Group ID to manage the list of PEGC UEs that are part of a PIN and for providing URSP guidance and/or QoS requests applicable to all the PEGC UEs.
*************************** End of Changes ****************************

