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[bookmark: _Toc27896510][bookmark: _Toc36192678][bookmark: _Toc37076409][bookmark: _Toc45194855][bookmark: _Toc47594267][bookmark: _Toc51836898][bookmark: _Toc138395190][bookmark: _Toc138309689][bookmark: _Toc131529345][bookmark: _Toc122504207]6.1.3.21	QoS Monitoring cControl
The QoS Monitoring control refers to the enabling of real-time measurements of QoS parameters for a service data flow.
An AF request may include QoS Monitoring measurements (clause 5.45 of TS 23.501 [2]) and/or measurements of QoS parameters that PCF calculates by itself from QoS monitoring measurements on individual flows. The following QoS parameter measurements are derived by PCF:
-	Packet Delay Variation monitoring and reporting, as described in clause 6.1.3.26.
-	Round-trip delay measurements on two service data flows, as described in clause 5.37.4 of TS 23.501 [2].
NOTE 1:	The QoS parameter which can be measured are parameters which describe the QoS experienced in the 5GS by the application, i.e. they are not restricted to the 5G QoS Parameters.
The PCF generates the authorized QoS Monitoring policy for the service data flow based on local policy and AF request, including the QoS Monitoring request if received from the AF (as specified in clause 6.1.3.22 and in TS 23.502 [3]) and AF subscription requests for other QoS parameter measurements as listed above.
The QoS Monitoring policy includes the following:
-	QoS parameters to be measured as defined in clause 5.45 of TS 23.501 [2];
-	Reporting frequency (event triggered, periodic):
-	if the reporting frequency is event triggered:
-	the corresponding reporting threshold to each QoS parameter;
-	minimum waiting time between subsequent reports;
-	the reporting period;
-	optionally, Target of reporting (i.e. the NEF, the AF or the Local NEF, indicated as Notification Target Address + Notification Correlation ID);
-	optionally, an indication of direct event notification (to request the UPF to directly send QoS Monitoring reports to the Local NEF or the AF as described in clause 5.8.2.18 of TS 23.501 [2]).
When multiple QoS parameters are required to be measured for a given service data flow, multiple QoS Monitoring policies may be included within one PCC rule. At a given time, the PCC Rule only has one authorized QoS Monitoring policy enabling the measurement of each QoS parameter.
NOTE 2:	Within a PCC rule, each QoS parameter to be measured can only be requested in one QoS Monitoring Policy. As an example, if a new QoS Monitoring Policy is provided for a QoS parameter, the existing QoS Monitoring Policy for same QoS parameter (if any) will be replaced.
NOTE 3:	The AF requested QoS parameters to be measured and the PCF requested QoS parameters to be measured based on the AF request can be different, e.g. Packet Delay Variation and packet delay, as described in clause 6.1.3.26.
If the AF did not provide an indication of direct event notification in the request and the PCF may decide that it does not want to receive the QoS Monitoring reports. If so, the PCF forwards the Target of reporting parameter in the QoS Monitoring policy and the SMF shall then send the QoS Monitoring reports directly to the NF indicated by the Target of reporting parameter. If the PCF decides that it wants to receive the QoS Monitoring reports, e.g. when the AF request includes measurements that are derived by PCF, the PCF shall not forward the Target of reporting parameter in the QoS Monitoring policy and instead subscribe to receive QoS Monitoring reports from SMF by setting the QoS Monitoring Policy Control Request Trigger.
If the AF provided an indication of direct event notification in the request and PCF determines that the QoS Monitoring reports can be notified directly (i.e. the AF request does not include QoS parameter measurements that are derived by PCF), the PCF forwards the Target of reporting parameter in the QoS Monitoring policy and sets the indication of direct event notification to indicate that QoS Monitoring reports have to be sent by the UPF directly to the NF indicated by the Target of reporting. The PCF may also subscribe to receive QoS Monitoring reports, by setting the QoS Monitoring Policy Control Request Trigger. In that case, the UPF is asked to duplicate the reports and the QoS Monitoring reports will be sent by the UPF to both, the NF indicated by the Target of reporting and to the SMF (which then forwards the report to the PCF).
If the AF provided an indication of direct event notification and PCF determines that the QoS Monitoring reports can not be notified directly (i.e. the AF request includes QoS parameter measurements that are derived by PCF), the PCF generates a successful response to AF and indicates that direct event notification is not possible. The PCF shall neither forward the Target of reporting parameter nor the indication of direct event notification in the QoS Monitoring policy and instead subscribe to receive QoS Monitoring reports from SMF by setting the QoS Monitoring Policy Control Request Trigger.
NOTE 4:	If there are multiple QoS rules containing a QoS monitoring policy, the PCF will receive the QoS Monitoring reports for all of them when the QoS Monitoring Policy Control Request Trigger is set.
The PCF includes the authorized QoS Monitoring policy in the PCC rule and provides it to the SMF. The SMF determines the configuration for the measurement of the QoS parameters (e.g. for the QoS parameter(s) to be measured) from the QoS Monitoring policy in the PCC rule and requests the RAN (if necessary) and/or the UPF to perform the measurement of the QoS parameters defined in clause 5.45 of TS 23.501 [2] as needed and as defined in clause 5.8.2.18 of TS 23.501 [2] and in clause 4.3.3.2 of TS 23.502 [3].
The PCF can be configured to include in the QoS monitoring policy of the PCC rule a DataCollection_ApplicationIdentifier determined based on the AF request or local configuration. The DataCollection_ApplicationIdentifier is provided to assist the SMF when it needs to decide whether this PCC Rule corresponds to an event exposure subscription (see clause 4.15.4.4 of TS 23.502 [3]).
NOTE 5:	The SMF selects the PCC Rules whose DataCollection_ApplicationIdentifier matches the Application Identifier received in the event exposure subscription, e.g. a subscription for QoS Monitoring event for data collection that includes an Application Identifier.
NOTE 6:	The PCF can also include the DataCollection_ApplicationIdentifier when the SDF template of the PCC rule contains a list of service data flow filters.
* * * * The next change * * * *
[bookmark: _Toc138395199]6.1.3.27.1	Exposure of nNetwork iInformation
For support of real-time media codec/traffic adaptation to the network conditions, the AF may subscribe for exposure of 5GS network information.
The AF may provide the subscription to the congestion level information, round-trip time over one or two service data flow(s), data rate for the target service data flow(s) or the QNC for a GBR QoS Flow using AF session with required QoS as described in clause 6.1.3.22. The PCF may generate a PCC rule with the QoS monitoring for the above network information as described in clause 5.45.4 of TS 23.501 [2].
The AF may also provide the value for Averaging Window using AF session with required QoS as described in clause 6.1.3.22.
* * * * The next change * * * *
[bookmark: _Toc19197303][bookmark: _Toc27896456][bookmark: _Toc36192624][bookmark: _Toc37076355][bookmark: _Toc45194801][bookmark: _Toc47594213][bookmark: _Toc51836844][bookmark: _Toc138395125]5.3.1	Interactions between PCF and AF
Npcf and Naf enable transport of application level session information and Ethernet/IP port management information from AF to PCF. Such information includes, but is not limited to:
-	IP filter information or Ethernet packet filter information to identify the service data flow for policy control and/or differentiated charging;
-	media/application bandwidth requirements for QoS control;
-	In addition, for sponsored data connectivity:
-	the sponsor's identification;
-	optionally, a usage threshold and whether the PCF reports these events to the AF;
-	information identifying the application service provider and application (e.g. SDFs, application identifier, etc.);
-	information required to enable Application Function influence on traffic routing as defined in clause 5.6.7 of TS 23.501 [2];
-	information required to enable Application Function influence on Service Function Chaining as defined in clause 5.6.16 of TS 23.501 [2];
-	information required to enable setting up an AF session with required QoS as defined in clause 6.1.3.22;
-	information required to enable setting up an AF session with support for Time Sensitive Networking (TSN) as defined in clause 6.1.3.23.
-	information required to enable setting up an AF session with support for Time Sensitive Communication as defined in clause 6.1.3.23a.
-	information required to enable setting up an AF session with support for Deterministic Networking (DetNet) as defined in clause 6.1.3.23b.
-	information required to enable setting up an AF session with support for eXtended Reality and Interactive Media Services (XRM) as defined in clause 6.1.3.27.
[bookmark: _GoBack]Npcf also enables the AF to request to influence Access and Mobility related policies for a UE and enables the AF to provide guidance for UE URSP rule determination. Npcf and Naf enable the AF subscription to notifications on PDU Session events, i.e. the events requested by the AF as described in clause 6.1.3.18 and the change of DNAI as defined in clause 5.6.7 of TS 23.501 [2].
The N5 reference point is defined for the interactions between PCF and AF in the reference point representation.

* * * * End of changes * * * *
