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[bookmark: _Toc131527825]************** 1st Change **********
[bookmark: _Toc138762870]4.3.6.1	General
Clause 4.3.6 describes the procedures between an Application Function and the SMF to maintain an efficient user plane path and/or to provide N6-LAN service function chaining for Application Functions that require it.
As described in clauses 5.6.7 and 5.6.16 of TS 23.501 [2], an Application Function may send requests to influence SMF routeing decisions for User Plane traffic of PDU Sessions. The AF requests may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network and/or influence the steering of user traffic to service function chain(s) identified by SFC identifier(s). The AF may also provide in its request subscriptions to SMF events.
The following cases can be distinguished:
-	AF requests targeting an individual UE by a UE address; these requests are routed (by the AF or by the NEF) to an individual PCF using the BSF. This case applies to both AF influence on traffic routing as well as AF influence on Service Function Chaining. This is described in clause 4.3.6.4.
NOTE 1:	Such requests target an on-going PDU Session. Whether the AF needs to use the NEF or not is according to local deployment.
-	AF requests described in clause 5.6.7 of TS 23.501 [2] or clause 5.6.16 of TS 23.501 [2] where the following cases are supported:
-	AF in HPLMN or AF in VPLMN and PDU seesion is LBO and such an AF targeting a group of UE(s), or any UE accessing a combination of DNN and S-NSSAI, or targeting individual UE(s) by one or more GPSI(s) or targeting UEs with External Subscriber Category(s) which can be combined with External Group ID(s) or any UE as described in table 5.6.7-1. These AF requests may also affect UE(s) with an established PDU session. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) receive a corresponding notification if they had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is defined in clause 6.3.7.2 of TS 23.501 [2] and further described in clause 4.3.6.2.
-	AF in VPLMN where PDU session is Home Routed, and such an AF targeting any UE accessing a combination of DNN and S-NSSAI and HPLMN or targeting individual UE(s) by one or more IP addresses. An AF request for individual UEs will always target established PDU sessions. For these requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. SMF receive a corresponding notification if the SMF had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is further described in clause 4.3.6.5.
NOTE 2:	Such requests can target on-going or future PDU Sessions.
If the AF interacts with PCF via the NEF, the NEF performs the following mappings where needed:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the AF-Service-Identifier into a list of DNAI(s) and Routing Profile ID(s) determined by local configuration.
	The NEF can only provide this mapping when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
-	Map the External Subscriber Category(s) and any UE, or External Subscriber Category and External Group ID(s) to, Internal Group ID(s) or Internal Group ID(s) and Subscriber Category(s).
-	Map the geographical area in Spatial Validity Condition into areas of validity, determined by local configuration.
-	Determine the HPLMN based on the AF request and its local configuration, e.g. the AF ID, UE IP address, notification endpoint of the AF, AF address (e.g. tunnelling enpoint), Or if AF knows the HPLMN of the UE, the AF may provide it to NEF.
NOTE 3:	As a user can be associated with multiple Subscriber Category(s), some values of Subscriber Category(s) can correspond to an SLA between an application provider represented by an AF and the 5GC operator. In the NEF API, the combination of application identifier and External Subscriber Category can also be 
*********** 2nd Change **********
[bookmark: _Toc138762871]4.3.6.2	Processing AF requests to influence traffic routing and/or Service Function Chaining for Sessions not identified by an UE address


Figure 4.3.6.2-1: Processing AF requests to influence traffic routing and/or Service Function Chaining for Sessions not identified by an UE address
NOTE 1:	The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in the case of a PDU Session in LBO mode).
0.	The PCF(s) subscribe to modifications of AF requests (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = S-NSSAI and/or DNN and/or Internal Group Identifier or SUPI) from the UDR.
1.	To create a new request, the AF invokes a Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in clause 5.2.6.7. The request contains also an AF Transaction Id. If it subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).
	To update or remove an existing request, the AF invokes a Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operation providing the corresponding AF Transaction Id.
	The Nnef_TrafficInfluence_Create (initiated by target AF) or Nnef_TrafficInfluence_Update (initiated by source AF or target AF) service operation may be used for the case of AF instance change. If Nnef_TrafficInfluence_Update service operation is invoked, the NEF is required to update the subscription resource. The Nnef_TrafficInfluence_Update service operation may include an updated notification target address. The updated subscription resource is used by the target AF.
NOTE 2:	If the source AF transfers the application context to the target AF, then target AF may create new subscription via Nnef_TrafficInfluence_Create operation or update existing subscription via Nnef_TrafficInfluence_Update. However, whether and how the application context transfer is done is out of this specification.
2.	The AF sends its request to the NEF. If the request is sent directly from the AF to the PCF, the AF reaches the PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery service.
	The NEF ensures the necessary authorization control, including throttling of AF requests and as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.
	The NEF determines the HPLMN based on the AF request and its local configuration, e.g. the AF ID or tunnelling of the AF request.
	If DNN/S-NSSAI is not provided in the AF request, the NEF determines DNN/S-NSSAI based on the AF request and its local configuration.
	If the HPLMN is the PLMN that the NEF belongs to, the following steps are performed. Otherwise, the procedure described in clause 4.3.6.5 will be performed instead.
3.	(in the case of Nnef_TrafficInfluence_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier(s) and/or Subscriber Category(s) or SUPI). The Data Subset identifies whether the information relates to AF traffic influence request information for traffic routing or AF traffic influence request information for service function chaining, as described in Table 5.2.12.2.1-1.
NOTE 3:	Both the AF Transaction Internal ID and S-NSSAI and DNN and/or Internal Group Identifier(s) and/or Subscriber Category(s) or SUPI are regarded as Data Key when the AF request information are stored into the UDR, see Table 5.2.12.2.1-1. The Subscriber Category(s) is determined by NEF as described in clause 4.3.6.1.
	(in the case of Nnef_TrafficInfluence_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset, Data Key = AF Transaction Internal ID). The Data Subset identifies whether the information relates to AF traffic influence request information for traffic routing or AF traffic influence request information for service function chaining.
	The NEF responds to the AF.
4.	The PCF(s) that have subscribed to modifications of AF requests receive(s) a Nudr_DM_Notify notification of data change from the UDR. The Data Subset identifies whether the information relates to AF traffic influence request information for traffic routing or AF traffic influence request information for service function chaining.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new policy information about the PDU Session by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5.
	The PCF validates whether the SFC identifier (if available) corresponds to an authorized SFC for the AF based on local configuration. If the validation has succeeded the PCF maps the SFC identifier to the corresponding Traffic Steering Policy identifier (i.e. TSP ID).
	The PCF includes the Traffic Steering Policy ID(s) in the AF influence on traffic routing Enforcement Control information and/or N6-LAN Traffic Steering Enforcement Control information of the relevant PCC rule as defined in clause 6.3.1 of TS 23.503 [20]. The PCF also includes the Metadata in the N6-LAN Traffic Steering Enforcement Control information of the PCC rule when Metadata was provided by the AF.
	If the AF request includes a notification reporting request for UP path change, the PCF includes in the PCC rule(s) the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.
	If the AF request includes an EAS Correlation indication or indication of traffic correlation, PCF includes in the PCC rule(s) an EAS Correlation indication or indication of traffic correlation and a Traffic Correlation ID corresponding to a set of UEs that AF request aims at, also if AF request includes a common EAS IP address or common DNAI for a set of UEs, PCC rule includes the common EAS IP address or common DNAI.
	In the case of AF influence on traffic routing, the PCF may, optionally, use service experience analytics per UP path, as defined in clause 6.4.3 of TS 23.288 [50], to provide an updated list of DNAI(s) to the SMF.
	The PCF may use the "Subscriber categories" as defined in "PDU Session policy control subscription information" in table 6.2-2 of TS 23.503 [20] to determine whether the PDU Session is impacted by the AF request.
6.	When the updated policy information about the PDU Session is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session.
	In the case of AF influence on traffic routing, examples of actions are:
-	The SMF may consider service experience analytics and/or DN Performance analytics per UP path (i.e. including UPF and/or DNAI and/or AS instance) as defined in clauses 6.4.3 and 6.14.3, respectively, of TS 23.288 [50] before taking any actions.
-	Determining a target DNAI.
-	Determining if a common DNAI needs to be used as a target DNAI.
-	Adding, replacing or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-	Updating the UPF in the target DNAI with AF influence on traffic routing control parameters as described in clause 5.6.7.1 of TS 23.501 [2].
-	Subscribe to notifications from the AMF for an Area of Interest via Namf_EventExposure_Subscribe service operation.
-	Determining whether to relocate PSA UPF considering the user plane latency requirements provided by the AF (see clause 6.3.6 of TS 23.548 [74]).
	When the updated policy information about the PDU Session is received from the PCF, the SMF may take appropriate actions to assist the EAS discovery and re-discovery for PDU Session with Session Breakout connectivity model such as:
-	Retrieve the EAS deployment information as defined in clause 6.2.3.4.1 of TS 23.548 [74].
-	Providing DNS message handling rule to forward DNS messages of the UE and/or report when detecting DNS messages as defined in clause 6.2.3.2.2 of TS 23.548 [74].
	In the case of AF influence on Service Function Chaining, the SMF may take appropriate actions to enforce the N6-LAN traffic steering control:
-	Provide N6-LAN traffic steering control parameters to UPF as described in clause 5.6.16 of TS 23.501 [2].
7.	The SMF may decide whether it is required to send the target DNAI to the AMF for triggering SMF/I-SMF (re)selection and then inform the target DNAI information for the current PDU session or for the next PDU session to AMF via Nsmf_PDUSession_SMContextStatusNotify service operation.

********** 3rd Change **********
[bookmark: _Toc138762874]4.3.6.5	Processing AF requests to influence traffic routing and/or service function chaining for HR-SBO session
Processing an AF requests to influence traffic routing and/or service function chaining for HR-SBO session are based on procedure described in clause 4.3.6.2. and clause 4.3.6.4.  For a simplified description, the below denotes V-NEF as NEF in the VPLMN and H-NEF as the NEF in HPLMN.with the following differences:
In step 0 of figure 4.3.6.2-1, V-SMF supporting HR-SBO subscribes to notification of AF request by invoking Nnef_TrafficInfluenceData_Subscribe service (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = S-NSSAI and/or DNN and/or Internal Group Identifier and/or UE IP or SUPI) from V-NEF.
-	For any UE, the V-SMF supporting HR-SBO performs the above subscription using S-NSSAI and/or DNN as Data Key.
-	For individual UE or group of UE(s), when a PDU Session is authorized for HR-SBO as described in clause 6.7 of TS 23.548 [74], the V-SMF serving the PDU Session performs the above subscription using S-NSSAI and/or DNN and/or Internal Group Identifier(s) or SUPI as Data Key. The V-NEF subscribes to notification of AF request from V-UDR.
Steps 4 and 5 of figure 4.3.6.2-1 are replaced with the following steps:
-	Step 4: The V-UDR notifies the subscribed V-NEF of the AF traffic influence request information.
-	Step 5: The V-NEF notifies the subscribed V-SMF of the AF traffic influence request information.
UDR
V-SMF
V-NEF
AF
H-NEF
VPLMN          HPLMN
3. Nnef_TrafficInfluence_Create/Update/Delete req.
8. Traffic Routing reconfiguration.
4. Determine SUPI of UE
7. Nnef_TrafficInfluenceData_Notfy
0. PDU session establishment as per clause 4.3.2.2.2
1. Nnef_TrafficInfluenceData_Subscribe
2. Nudr_DM_subscribe
6. Nudr_DM_ notify










5. Storing/updating/removing the Traffic Influence data.







Figure 4.3.6.5-1 Processing AF requests in VPLMN to influence traffic of a HR PDU Session identified via IP address
0.	PDU session establishment need to have been done if a single UE is to be influenced. 
1.	If V-SMF supports HR-SBO, the V-SMF subscribes to Traffic Influence data to V-NEF. The V-SMF may subscribe to a single UE or "any UE" (in that PLMN). If a single UE is to be subscribed to, the V-SMF shall use SUPI to identify the UE, V-SMF may also add IP address of the UE.
2.	The V-NEF subscribes to Traffic Influence data using the Keys: S-NSSAI and DNN and if a single UE is targeted for the subscription: SUPI and optionally the UE IP address
3.	The AF influences routing of traffic. If the AF wants to influence "any UE", the AF shall include DNN and S‑NSSAI and PLMN. If AF want to influence a single UE, the AF uses the public IP address of the UE, and AF may add port number. AF may include DNN and S-NSSAI, if not, the V-NEF determines the DNN and S-NSSAI based on configuration. The V-NEF determines if the request relates to a HR-SBO as per clauses 4.3.6.1. 
4.	Based on configuration the V-NEF will know if it should get the SUPI of the UE, i.e., the HPLMN has NATed the UE assigned IP address. If V-NEF does not need to determine SUPI, the rest of this step is skipped. To determine the SUPI of the UE, the V-NEF contacts H-NEF Nnef_UEId_Fetch service operation. The V-NEF can discover the H-NEF using the service Nnef_UEId and PLMN as query parameters to the NRF. Once H-NEF receives Nnef_UEId_Fetch  service operation request, H-NEF executes steps 3 to 8 in clause 4.15.10 to retrieve SUPI, and then it responds with the SUPI to V-NEF.
5.	The V-NEF stores/updates/deletes the AF Traffic Influence data in the UDR (Data Set = Application Data; Data Subset, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and either SUPI or IP address).
6.	UDR notifies to V-NEF that Traffic Influnce Data has been stored/updated/deleted.
7.	V-NEF notifies V-SMF of the created/updated/deleted Traffic Influence data.
8.	Based on the Traffic Influence data the V-SMF may do traffic routing reconfiguration. Examples of such are listed in step 6 in clause 4.3.6.2.
NOTE:	The V-NEF instance used by V-SMF and AF can be different. 

********** 4th Change **********

[bookmark: _Toc138762873][bookmark: _Toc131527827][bookmark: _Toc131528680]4.3.6.4	Transferring an AF request targeting an individual UE address to the relevant PCF


Figure 4.3.6.4-1: Handling an AF request targeting an individual UE address to the relevant PCF
Depending on the AF deployment (see clause 6.2.10 of TS 23.501 [2]), the AF may send the AF request to PCF directly, in which case step 1 is skipped, or via the NEF.
1.	[Conditional] If the AF sends the AF request via NEF, the AF sends Nnef_TrafficInfluenceCreate/Update/Delete Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence traffic routing to a local network and/or to a service function chain that targets an individual UE address.
	When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC. The NEF responds to the AF.
	The NEF determines the HPLMN of the UE that the AF requests to influence based on UE IP address included in the AF request as per clause 4.3.6.1.:
-	If the IP in the AF request is a private IP, the NEF determines the HPLMN of the AF request based on e.g. the AF ID or tunnelling of the AF request, and local configuration.	Comment by Ericsson-MH8: This is already in 4.3.6.1 general
-	Otherwise, if the IP in AF request is a NATed IP by the PLMN that the NEF belongs to, the NEF invokes Nupf_GetPrivateUEIP_Get service to get corresponding private UE IP address and its IP domain from corresponding L-PSA UPF in the serving PLMN. The NEF then determines the PLMN based on the IP domain.
-	Otherwise, the NEF determines the target PLMN based the IP in the AF request and public IP range of each PLMN.
NOTE 1:	It is assumed that the NEF is configured with the NATed IP range of its own PLMN, and IP domains/ranges of PLMNs with roaming agreements.
	If DNN/S-NSSAI is not provided in the AF request, the NEF also determines the DNN/S-NSSAI based on the IP domain.
	If the HPLMN is the PLMN that the NEF belongs to, the following steps are performed. Otherwise, the procedure described in clause 4.3.6.5 will be performed instead.
2.	[Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration, otherwise step 1 is skipped.
NOTE 2:	The AF/NEF finds the BSF based on local configuration or using the NRF.
3.	BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.
4.	If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and the PCF responds to the AF. To support the AF instance change, the Npcf_PolicyAuthorization_Create (initiated by target AF) or Npcf_PolicyAuthorization_Update (initiated by source AF or target AF) service operation may be used.
NOTE 3:	If the source AF transfers the application context to the target AF, then target AF may create new subscription via Npcf_PolicyAuthorization_Create or update existing subscription via Npcf_PolicyAuthorization_Update. However, whether and how the application context transfer is done is out of this specification.
5.	The PCF authorizes the AF request. If the PCF determines that the requirements can't be authorized, it rejects the AF request. Once the PCF authorizes the AF request, the PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2.
	The PCF includes the Traffic Steering Policy ID(s) for AF influence on traffic routing Enforcement Control information and/or N6-LAN Traffic Steering Enforcement Control information in the relevant PCC rule as defined in clause 6.3.1 of TS 23.503 [20].
	The PCF may, optionally, use service experience analytics per UP path, as defined in clause 6.4.3 of TS 23.288 [50], to provide a an updated list of DNAI(s) to the SMF.
	If Npcf_PolicyAuthorization_Update service operation is invoked, the PCF is required to update the subscription resource. The Npcf_PolicyAuthorization_Update service operation may include an updated notification target address. The updated subscription resource is used by the target AF.
	When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session.
	In the case of AF influence on traffic routing, examples of actions are:
-	The SMF may consider service experience analytics and/or DN Performance analytics per UP path (i.e. including UPF and/or DNAI and/or AS instance) as defined in clauses 6.4.3 and 6.14.3, respectively, of TS 23.288 [50] before taking any actions.
-	Determining a target DNAI and adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point and/or PDU Session Anchor e.g. as described in clause 4.3.5.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-	Updating the UPF regarding the target DNAI with AF influence on traffic routing control parameters as described in clause 5.6.7.1 of TS 23.501 [2].
-	Subscribe to notifications from the AMF for an Area of Interest via Namf_EventExposure_Subscribe service operation.
-	Determining whether to relocate PSA UPF considering the user plane latency requirements provided by the AF (see clause 6.3.6 of TS 23.548 [74]).
	In the case of AF influence on Service Function Chaining, the SMF may take appropriate actions to enforce the N6-LAN traffic steering control:
-	Provide N6-LAN traffic steering control parameters to UPF as described in clause 5.6.16 of TS 23.501 [2].
********** 5th Change **********
[bookmark: _Toc138763759]5.2.6.27	Nnef_UEId service
[bookmark: _Toc138763760]5.2.6.27.1	General
See clause 4.15.10 and clause 4.3.6.5.
[bookmark: _Toc138763761]5.2.6.27.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: GPSI or UE address (i.e. IPv4/IPv6 address or MAC address) or External Group Identifier(s).
Inputs, Optional: DNN, S-NSSAI, Port number (e.g. TCP or UDP port), IP domain, Application port ID, MTC Provider Information, AF Identifier.
Outputs, Required: Result, AF specific UE Identifier represented as an External Identifier or SUPI or Internal Group Identifier(s).
NOTE:	SUPI and Internal Group Identifier can only be exposed to roaming partners.
Outputs, Optional: None.
5.2.6.27.x	Nnef_UEId_Fetch operation
Service operation name: Nnef_UEId_Fetch
Description: Fetches the SUPI.
Inputs, Required: UE IPv4/IPv6 address.
Inputs, Optional: DNN, S-NSSAI, Port number (e.g. TCP or UDP port)
Outputs, Required: SUPI,
Outputs, Optional: None.


********** 6th Change **********
[bookmark: _Toc20204511][bookmark: _Toc27895210][bookmark: _Toc36192307][bookmark: _Toc45193420][bookmark: _Toc47593052][bookmark: _Toc51835139][bookmark: _Toc131528538]5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_EASDeployment
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Unsubscribe
	
	SMF

	
	Notify
	
	SMF

	Nnef_TrafficInfluenceData
	Subscribe
	Subscribe/Notify
	SMF

	
	Unsubscribe
	
	SMF

	
	Notify
	
	SMF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MultiMemberAFSessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef_TimeSynchronization
	ConfigUpdate
	Request/Response
	AF

	
	ConfigCreate
	Request/Response
	AF

	
	ConfigDelete
	Request/Response
	AF

	
	ConfigUpdateNotify
	Subscribe/Notify
	AF

	
	CapsSubscribe
	Subscribe/Notify
	AF

	
	CapsUnsubscribe
	Subscribe/Notify
	AF

	
	CapsNotify
	Subscribe/Notify
	AF

	Nnef_ASTI
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_AMPolicyAuthorization
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	Subscribe
	
	AF

	
	Unsubscribe
	
	AF

	Nnef_AMInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_UEId
	Get
	Request/Response
	AF

	
	Fetch
	Request/response
	NEF

	Nnef_SMService
	MoForwardSm
	Request/Response
	SMS-SC

	Nnef_PDTQPolicyNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_UEMemberSelectionAssistance
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_AF_request_for_QoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_DNAIMapping
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	UpdateNotify
	
	AF




********** 7th Change **********
[bookmark: _Toc20204543][bookmark: _Toc27895242][bookmark: _Toc36192339][bookmark: _Toc45193452][bookmark: _Toc47593084][bookmark: _Toc51835171][bookmark: _Toc138763649]5.2.6.7.2	Nnef_TrafficInfluence_Create operation
Service operation name: Nnef_TrafficInfluence_Create
Description: Authorize the request and forward the request for traffic influence.
Inputs, Required: AF Transaction Id, AF Identifier.
The AF Transaction Id refers to the request.
Inputs, Optional: The address (IP or Ethernet) of one or more UE(s) if available, one or more GPSIs if available, DNN if available, S-NSSAI if available, External Group Identifier(s) if available, External Application Identifier or traffic filtering information, AF-Service-Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, Indication of traffic correlation, Indication of application relocation possibility, Indication of UE IP address preservation, Early and/or late notifications about UP path management events, Notification Target Address, immediate reporting flag, Temporal validity condition, Spatial validity condition, User Plane Latency Requirements, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation and AF indication for simultaneous connectivity over source and target PSA at edge relocation, EAS Correlation indication, External Subscriber Category(s), SFC Identifier(s), Metadata, Common EAS IP address, Traffic Correlation ID, FQDN(s) as described in clause 5.6.7 of TS 23.501 [2], HPLMN of the UE.
NOTE 1:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
NOTE 2:	The following cannot be used by AFs in VPLMN influencing traffic on Home Routed PDU sessions:
-	External Group Identifier;
-	External Subscriber Category. 

Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

********** 8th Change **********
[bookmark: _Toc20204633][bookmark: _Toc27895339][bookmark: _Toc36192442][bookmark: _Toc45193545][bookmark: _Toc47593177][bookmark: _Toc51835264][bookmark: _Toc131528748]
[bookmark: _Toc138763839]5.2.8.2.2	Nsmf_PDUSession_Create service operation
Service operation name: Nsmf_PDUSession_Create.
Description: Create a new PDU Session in the H-SMF or SMF or create an association with an existing PDN connection in the home SMF+PGW-C.
Input, Required: SUPI, V-SMF ID or I-SMF ID, V-SMF SM Context ID or I-SMF SM Context ID, DNN, V-CN Tunnel Info or I-UPF Tunnel Info, addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session or addressing information allowing the SMF to request the I-SMF to issue further operations about the PDU Session, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]).
Input, Optional: S-NSSAI, Alternative S-NSSAI, PCO, Requested PDU Session Type, 5GSM Core Network Capability, Requested SSC mode, PDU Session ID, Number Of Packet Filters, UE location information, subscription get notified of PDU Session status change, PEI, GPSI, AN type, PCF ID, PCF Group ID, DNN Selection Mode, UE's Routing Indicator optionally with Home Network Public Key identifier or UDM Group ID for the UE, Always-on PDU Session Requested, Control Plane CIoT 5GS Optimisation Indication, information provided by V-SMF related to charging in home routed scenario (see TS 32.255 [45]), AMF ID, EPS Bearer Status, extended NAS-SM timer indication, DNAI list supported by I-SMF (from I-SMF to SMF), HO Preparation Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses; QoS constraints from the VPLMN (as defined in clause 5.7.1.11 of TS 23.501 [2]), Satellite backhaul category, Notification of the SM Policy Association Establishment and Termination, PCF binding information, Disaster Roaming service indication, HR-SBO request indication, VPLMN EASDF address, [ECS Address Configuration Information associated with PLMN ID of visited network], Indication of UE supports non-3GPP access path switching.
Output, Required: Result Indication and if success a SM Context ID and in addition: QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), H-CN Tunnel Info or PSA UPF Tunnel Info, Enable pause of charging indication, Selected PDU Session Type and SSC mode.
Output, Optional: PDU Session ID, S-NSSAI, Cause, PCO, UE IP address, IPv6 Prefix allocated to the PDU Session, information needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, EPS bearer context(s), linked EBI, Reflective QoS Timer, Always-on PDU Session Granted, information provided by H-SMF related to charging in home routed scenario (see TS 32.255 [45]), DNAI(s) of interest for this PDU Session (from SMF to I-SMF), indication of multi-homing support (from SMF to I-SMF). MA PDU session Accepted indication, Indication on whether Small Data Rate Control applies or not, HR-SBO authorization result, VPLMN Specific Offloading Information for HR-SBO, HPLMN DNS Server address, HPLMN address information (e.g. H-UPF IP address on N6), Internal Group Identifier(s).
The V-SMF SM Context ID in the Input provides addressing information allocated by the V-SMF (to be used for service operations towards the V-SMF for this PDU Session).
The I-SMF SM Context ID in the Input provides addressing information allocated by the I-SMF (to be used for service operations towards the I-SMF for this PDU Session).
See clause 4.3.2.2.2 clause 4.11.1.2.2 clause 4.11.1.3.3 and clause 4.24 for details on the usage of this service operation.
[bookmark: _Toc20204634]See clauses 4.22.2.2 and 4.22.3 for detailed usage of this service operation for ATSSS.
[bookmark: _Toc27895340][bookmark: _Toc36192443][bookmark: _Toc45193546][bookmark: _Toc47593178][bookmark: _Toc51835265]See clause 6.7 of TS 23.548 [74] for HR-SBO request indication, HR-SBO authorization result, VPLMN EASDF address, VPLMN Specific Offloading Information for HR-SBO, HPLMN DNS Server address, HPLMN address information.
[bookmark: _Toc138763840]5.2.8.2.3	Nsmf_PDUSession_Update service operation
Service operation name: Nsmf_PDUSession_Update.
Description: Update the established PDU Session.
This service operation is invoked by the V-SMF towards the H-SMF in the case of UE or serving network requested PDU Session Modification in order for the V-SMF to transfer the PDU Session Modification request. It can also be invoked by the V-SMF to indicate to the H-SMF that the access type of the PDU session can be changed. This service operation is also invoked by the V-SMF to insert or remove UL CL or BP controlled by the V-SMF.
This service operation is invoked by the I-SMF towards the SMF in the case of UE or serving network requested PDU Session Modification in order for the I-SMF to transfer the PDU Session Modification request. It can also be invoked by the I-SMF to indicate to the SMF that the access type of the PDU session can be changed. This service operation is also invoked by the I-SMF towards the SMF to insert or remove ULCL or BP controlled by the I-SMF or to report usage offloaded via UL CL or BP controlled by I-SMF.
This service operation is invoked by the H-SMF towards the V-SMF for both UE initiated and HPLMN initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the H-SMF towards the V-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified.
This service operation is invoked by the SMF towards the I-SMF for both UE initiated and SMF/PCF initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the SMF towards the I-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified. This service operation is also invoked by the SMF towards the I-SMF to provide updated N4 information or updated DNAI list of interest for this PDU Session when SMF receives updated PCC rules.
This service operation is invoked by the V-SMF or I-SMF and the H-SMF or SMF in the case of PDU Session Establishment authentication/authorization by a DN-AAA Server defined in clause 4.3.2.3: it is used to carry DN Request Container information between the DN-AAA Server and the UE.
Input, Required: SM Context ID.
Input, Optional: UE location information (ULI), UE Time Zone, AN type, indication of PDU Session Release, H-SMF SM Context ID (from H-SMF to V-SMF) or SMF SM Context ID (from SMF to I-SMF), QoS Rule and QoS Flow level QoS parameters if any for the QoS Flow associated with the QoS rule (from H-SMF to V-SMF or from SMF to I-SMF), EPS bearer context(s) and Linked EBI (from H-SMF to V-SMF or from SMF to I-SMF), N9 Tunnel Info (from V-SMF to H-SMF or from I-SMF to SMF), Information requested by UE for e.g. QoS (from V-SMF to H-SMF or from I-SMF to SMF), 5GSM Core Network Capability, Information necessary for V-SMF or I-SMF to build SM Message towards the UE (from H-SMF to V-SMF or from SMF to I-SMF), Trigger PDU release indication (V-SMF to H-SMF or from I-SMF to SMF), Start Pause of Charging indication, Stop Pause of Charging indication, DN Request Container information, indication that the UE shall not be notified, EBI Allocation Parameters (ARP list), Secondary RAT usage data, indication that the access type of the PDU session can be changed (V-SMF to H-SMF or from I-SMF to SMF) or from SMF to I-SMF), extended NAS-SM timer indication, DNAI list supported by I-SMF (from I-SMF to SMF), indication of multi-homing support (from SMF to I-SMF), indication of ULCL or BP insertion (from I-SMF to SMF), indication of ULCL or BP removal (from I-SMF to SMF), IPv6 prefix @local PSA (from I-SMF to SMF), DNAI(s) supported by local PSA (from I-SMF to SMF), Tunnel info of ULCL or BP (from I-SMF to SMF), N4 information (from I-SMF to SMF or from SMF to I-SMF), Handover Complete Indication, Relocation Cancel Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses, MA PDU session Accepted indication, access for MA PDU Session Release, access type for GBR QoS flow, Indication of access unavailability (with access type), QoS Monitoring Indication (from SMF to I-SMF), QoS Monitoring reporting frequency(from SMF to I-SMF), QoS monitoring policy (from SMF to I-SMF), QoS Monitoring Result from (I-SMF to SMF), Notification of the SM Policy Association Establishment and Termination, PCF binding information, Satellite backhaul category, N9 forwarding tunnel to support the EAS session continuity required (from SMF to I-SMF), traffic filter for N9 forwarding (from SMF to I-SMF), value of the timer to detect the end of activity on the N9 forwarding tunnel to support the EAS session continuity (from SMF to I-SMF), EAS rediscovery indication, EAS information to be refreshed for EAS re-discovery, IP address of V-EASDF, ECS Address Configuration Information, Alternative HPLMN S-NSSAI, HR-SBO authorization result, VPLMN Specific Offloading Information for HR-SBO, HPLMN address information, DNS Server address provided by HPLMN, Indication of UE supports non-3GPP access path switching.
Output, Required: Result indication, <ARP, Cause> pair.
Output, Optional: UE location information, AN Type, SM information from UE (from V-SMF to H-SMF or from I-SMF to SMF), list of Rejected QoS Flows (from V-SMF to H-SMF or from I-SMF to SMF), a list of <ARP, EBI> pair, Secondary RAT Usage Data, DNAI(s) of interest for this PDU Session (from SMF to I-SMF), N4 Information (from SMF to I-SMF), QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), EPS bearer context(s), linked EBI, DNAI(s) of interest for this PDU Session, HR-SBO authorization result, VPLMN Specific Offloading Information for HR-SBO, HPLMN address information, DNS Server address provided by HPLMN, Internal Group Identifier(s).
The H-SMF SM Context ID in the Input provides addressing information allocated by the H-SMF (to be used for service operations towards the H-SMF for this PDU Session).
The SMF SM Context ID in the Input provides addressing information allocated by the SMF (to be used for service operations towards the SMF for this PDU Session).
See clause 4.3.3.3 for an example usage of this service operation.
See clauses 4.22.6.3, 4.22.7, 4.22.8.3 and 4.22.10.3 for detailed usage of this service operation

********** End of Changes **********
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