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FIRST CHANGE
[bookmark: _Toc131516679][bookmark: _Toc20149998][bookmark: _Toc27846797][bookmark: _Toc36187928][bookmark: _Toc45183832][bookmark: _Toc47342674][bookmark: _Toc51769375][bookmark: _Toc106188106]
[bookmark: _Toc138309039]5.3.4.3.2	Preferred band(s) per data radio bearer(s)
The NG-RAN may prefer to use specific radio resources per data radio bearer(s), e.g. depending on the Network Slices associated to the data radio bearer used by the UE. The UE idle mode mobility control and priority-based reselection mechanism operates as described in clause 5.3.4.3.1, and when UP resources are activated e.g. for a specific S-NSSAI the NG-RAN can use local policies to decide on what specific radio resources to use for the associated data radio bearer(s). A UE may be served by a set of data radio bearers which may be served by cells in different bands, selected based on RRM policies. When a PDU session is associated with a S-NSSAI that is replaced by an Alternative S-NSSAI (see Clause 5.15.19) the PLMN may prefer to use the radio resources of the replaced S-NSSAI, or the radio resources of the Alternative S-NSSAI, or both S-NSSAIs radio resources with or without a priority order. The decision on which policy to use shall be based on a Replacement Assistance Information if it is received at the NG-RAN from the AMF, or based on local policy, for the particular replaced network slice S-NSSAI and Alternative S-NSSAI for the UE.
[bookmark: _Toc122440171]
more CHANGEs

[bookmark: _Toc138309041]5.3.4.3.4	Network Slice based cell reselection and Random Access
When one or more S-NSSAI(s) are associated with NSAG(s), the UE may perform Network Slice based cell reselection and Random Access as described in TS 38.300 [27], TS 38.304 [50], TS 38.331 [28], TS 38.321 [143] and TS 24.501 [47].
When providing NSAG Information to the UE, the AMF shall also provide the NSAG priority information for the NSAGs provided in the NSAG Information. The AMF determines the NSAG priority information based on configured local policy of the serving PLMN or SNPN.
NOTE 1:	How the AMF assigns the NSAG priority information per UE is not specified but AMF can take into account information like e.g. UE MM capabilities, Subscribed S-NSSAIs and HPLMN.
NOTE 2:	The AMF can assign same priority value for NSAGs provided in the NSAG Information.
If the UE has received NSAG Information from the AMF, the UE shall use the NSAG Information provided by the AMF for cell reselection and Random Access as described below. If the UE has not received any NSAG Information from the AMF, the UE shall not use Network Slice based cell reselection and Random Access at all.
The UE NAS provides to the UE AS the NSAG Information as received from the AMF and the S-NSSAIs in the Allowed NSSAI and any Partially Allowed NSSAI as input to cell reselection, except when the UE intends to register with a new (including any S-NSSAIs rejected partially in the RA) set of S-NSSAIs with a Requested NSSAI different from the current Allowed NSSAI and any Partially Allowed NSSAI, in which case the UE NAS provides to the UE AS layer the NSAG Information as received from the AMF and the S-NSSAIs in the Requested NSSAI, and this may trigger a cell reselection, before sending the Registration Request including the new Requested NSSAI.
For Network Slice based Random Access, different Random Access resources may be assigned to different NSAG(s). The UE determines Random Access configuration among NSAGs that are published in SIB for Random Access and that are associated to the S-NSSAIs triggering the access. If the signalling transaction triggering the access attempt is related to more than one network slice, and the S-NSSAIs of these network slices are associated with more than one NSAG for Random Access, the NSAG with the highest priority is selected.
NOTE 3:	How the UE NAS provides the NSAGs priorities to UE AS is based internal UE interface, and not specified.
When a S-NSSAI is replaced by an Alternative S-NSSAI for a UE supporting the Network Slice Replacement feature (see clause 5.15.19) then the AMF provides updated NSAG information also including the Alternative S-NSSAI to the UE when the Alternative S-NSSAI was not part of the UE Configured NSSAI and is Added to the UE configured NSSAI. 
The NSAG priority information sent to the UE for a NSAG when a S-NSSAI in the NSAG is used as Alternative S-NSSAI or is the replaced S-NSSAI may take into account radio resource preferences for the network slice replacement.
[bookmark: _Hlk132799643]Also, when the replaced S-NSSAI and the Alternative S-NSSAI are belonging to different NSAGs, the AMF may indicate to the UE to consider for cell reselection or for Random Access, based on a Replacement Assistance Information:
· the replaced slice S-NSSAI only; or
· the Alternative S-NSSAI only; or 
· both the replaced slice S-NSSAI and the Alternative S-NSSAI with or without a priority order, 
If the UE is instructed to consider the replaced network slice S-NSSAI, it shall perform cell reselection and Random Access by considering the NSAG(s)  that include the replaced network slice S-NSSAI for both Random Access and cell reselection, and for Random Access, when the replaced network slice is the trigger of a Random Access transaction, the UE shall consider the replaced network slice as trigger of the Random Access transaction.

If the UE is instructed to consider the Alternative S-NSSAI network slice, it shall perform cell reselection and Random Access by considering the NSAG(s) that include the Alternative S-NSSAI, and for Random Access, when the replaced network slice is the trigger of a Random Access transaction, the UE shall consider the Alternative S-NSSAI network slice as trigger of the Random Access transaction.
If the UE is instructed to consider the both the Alternative S-NSSAI network slice and the S-NSSAI of the replaced network slice, it shall perform cell reselection and Random Access by considering the NSAG(s) that include any of the Alternative S-NSSAI and the replaced network slice S-NSSAI and, for Random Access, when the replaced network slice is the trigger of a Random Access transaction, the UE shall consider both the Alternative S-NSSAI network slice and the replaced network slice S-NSSAI as trigger of the Random Access transaction.


more CHANGEs

[bookmark: _Toc138309289][bookmark: _Toc20149913][bookmark: _Toc27846712][bookmark: _Toc36187843][bookmark: _Toc45183747][bookmark: _Toc47342589][bookmark: _Toc51769290][bookmark: _Toc122440398]5.15.4.1.1	UE Network Slice configuration
The Network Slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may either be configured by a Serving PLMN and apply to the Serving PLMN, or may be a Default Configured NSSAI configured by the HPLMN and that applies to any PLMNs for which no specific Configured NSSAI has been provided to the UE. There is at most one Configured NSSAI per PLMN.
NOTE 1:	The value(s) used in the Default Configured NSSAI are expected to be commonly decided by all roaming partners, e.g. by the use of values standardized by 3GPP or other bodies.
The Default Configured NSSAI, if it is configured in the UE, is used by the UE in a Serving PLMN only if the UE has no Configured NSSAI for the Serving PLMN.
The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and may be associated with mapping of each S-NSSAI of the Configured NSSAI to one or more corresponding HPLMN S-NSSAI values. In the non-roaming case, the network shall not provide any mapped S-NSSAI to the UE with the Configured NSSAI. In the roaming case, the AMF shall provide to the UE the mapping of each S-NSSAI of the Configured NSSAI for the Serving PLMN to the corresponding S-NSSAI values of the HPLMN when providing NSSAI information, as described in TS 24.501 [47].
A UE subscription may contain Network Slice Simultaneous Registration Group (NSSRG) information. If so, the UE configuration is performed as described in clause 5.15.12.2.
The UE may be pre-configured with the Default Configured NSSAI. The UE may be provisioned/updated with the Default Configured NSSAI, determined by the UDM in the HPLMN, using the UE Parameters Update via UDM Control Plane procedure defined in clause 4.20 of TS 23.502 [3]. Each S-NSSAI in the Default Configured NSSAI may have a corresponding S-NSSAI as part of the Subscribed S-NSSAI(s). Consequently, if the Subscribed S-NSSAI(s) which are also present in the Default Configured NSSAI are updated the UDM should update the Default Configured NSSAI in the UE.
In the HPLMN, the S-NSSAIs in the Configured NSSAI provided as described in clause 5.15.4.2, at the time when they are provided to the UE, shall match the Subscribed S-NSSAIs for the UE.
When the Subscribed S-NSSAI(s) are updated (i.e. some existing S-NSSAIs are removed and/or some new S-NSSAIs are added) and one or more are applicable to the Serving PLMN the UE is registered in, as described in clause 5.15.3, or when the associated mapping is updated the AMF shall update the UE with the Configured NSSAI for the Serving PLMN and/or Allowed NSSAI and Partially Allowed NSSAI and/or the associated mapping to HPLMN S-NSSAIs (see clause 5.15.4.2). When there is the need to update the Allowed NSSAI or Partially Allowed NSSAI, the AMF shall provide the UE with the new Allowed NSSAI or Partially Allowed NSSAI and the associated mapping to HPLMN S-NSSAIs, unless the AMF cannot determine the new Allowed NSSAI (e.g. all S-NSSAIs in the old Allowed NSSAI have been removed from the Subscribed S-NSSAIs), in which case the AMF shall not send any Allowed NSSAI to the UE but indicate to the UE to perform a Registration procedure. If the UE is in a CM-IDLE state, the AMF may trigger Network Triggered Service Request or wait until the UE is in a CM-CONNECTED state as described in clause 4.2.4.2, TS 23.502 [3].
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN only includes and uses S-NSSAIs applying to this PLMN. The mapping of S-NSSAIs of the Requested NSSAI to HPLMN S-NSSAIs may also be provided (see clause 5.15.4.1.2 for when this is needed). The S-NSSAIs in the Requested NSSAI are part of the Configured and/or Allowed NSSAIs applicable for this PLMN, when they are available. If the UE has received NSSRG information together with the Configured NSSAI, it only includes in the Requested NSSAI S-NSSAIs that all share a common NSSRG. If the UE has stored Pending NSSAI and the UE is still interested in the Pending NSSAI then all the S-NSSAIs in the Requested NSSAI and the Pending S-NSSAI shall share a common NSSRG. If no Configured NSSAI and Allowed NSSAI for the PLMN are available, the S-NSSAIs in the Requested NSSAI correspond to the Default Configured NSSAI, if configured in the UE. Upon successful completion of a UE's Registration procedure over an Access Type, the UE obtains from the AMF an Allowed NSSAI or Partially Allowed NSSAI for this Access Type, which includes one or more S-NSSAIs and, if needed (see clause 5.15.4.1.2 for when this is needed), their mapping to the HPLMN S-NSSAIs. These S-NSSAIs are valid for the current Registration Area and Access Type provided by the AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slice instances or PDU Sessions).
The UE might also obtain from the AMF, one or more rejected S-NSSAIs with cause and validity of rejection. An S-NSSAI may be rejected:
-	for the entire PLMN;
-	for the current Registration Area; or
-	partially in the current Registration Area. Such S-NSSAI rejected partially in the current Registration area is associated with a list of TAs where the S-NSSAI is supported.
The AMF may also reject the use of an S-NSSAI due to congestion as described in clause 5.19.7.4.
While the UE remains RM-REGISTERED in the PLMN and regardless of the Access Type, the UE shall not re-attempt to register to an S-NSSAI rejected for the entire PLMN until this rejected S-NSSAI is deleted as specified below.
While the UE remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
While the UE remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected partially in the RA until the UE moves into a TA which is in the list of TAs where the S-NSSAI is supported.
NOTE 2:	The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
S-NSSAIs that the UE provides in the Requested NSSAI which are neither in the Allowed NSSAI nor in the Partially Allowed NSSAI, nor provided as a rejected S-NSSAI, shall, by the UE, not be regarded as rejected, i.e. the UE may request to register these S-NSSAIs again next time the UE sends a Requested NSSAI.
The UE stores (S-)NSSAIs as follows:
-	When provisioned with a Configured NSSAI for a PLMN and/or a mapping of Configured NSSAI to HPLMN S-NSSAIs and possibly NSSRG information for each S-NSSAI in the Configured NSSAI (if applicable and supported by the UE), or when requested to remove the configuration due to network slicing subscription change, the UE shall:
-	replace any stored (old) Configured NSSAI for this PLMN with the new Configured NSSAI for this PLMN (if applicable); and
-	delete any stored associated mapping of this old Configured NSSAI for this PLMN to HPLMN S-NSSAIs and, if present and applicable, store the mapping of Configured NSSAI to HPLMN S-NSSAIs; and
-	delete any stored associated NSSRG information for each S-NSSAI of the Configured NSSAI and, if present, store the associated NSSRG information for each S-NSSAI of the Configured NSSAI; and
-	delete any stored rejected S-NSSAI for this PLMN;
-	keep the received Configured NSSAI for a PLMN (if applicable) and associated mapping to HPLMN S-NSSAIs (if applicable) and associated NSSRG information for each S-NSSAI of the Configured NSSAI (if applicable and supported by the UE) stored in the UE, even when registering in another PLMN, until a new Configured NSSAI for this PLMN and/or associated mapping are provisioned in the UE, or until the network slicing subscription changes, as described in clause 5.15.4.2. The number of Configured NSSAIs and associated mapping to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation. A UE shall at least be capable of storing a Configured NSSAI for the serving PLMN including any necessary mapping of the Configured NSSAI for the Serving PLMN to HPLMN S-NSSAIs and the Default Configured NSSAI.
-	The Allowed NSSAI received in a Registration Accept message or a UE Configuration Update Command applies to a PLMN when at least a TAI of this PLMN is included in the RA/TAI list included in this Registration Accept message or UE Configuration Update Command. If the UE Configuration Update Command contains an Allowed NSSAI but not a TAI List, then the last received RA/TAI list applies for the decision on which PLMN(s) the Allowed NSSAI is applicable. If received, the Allowed NSSAI for a PLMN and Access Type and any associated mapping of this Allowed NSSAI to HPLMN S-NSSAIs shall be stored in the UE. The UE should store this Allowed NSSAI and any associated mapping of this Allowed NSSAI to HPLMN S-NSSAIs also when the UE is turned off, or until the network slicing subscription changes, as described in clause 5.15.4.2:
NOTE 3:	Whether the UE stores the Allowed NSSAI and any associated mapping of the Allowed NSSAI to HPLMN S-NSSAIs also when the UE is turned off is left to UE implementation.
-	When a new Allowed NSSAI for a PLMN and any associated mapping of the Allowed NSSAI to HPLMN S-NSSAIs are received over an Access Type, the UE shall:
-	replace any stored (old) Allowed NSSAI and any associated mapping for these PLMN and Access Type with this new Allowed NSSAI; and
-	delete any stored associated mapping of this old Allowed NSSAI for this PLMN to HPLMN S-NSSAIs and, if present, store the associated mapping of this new Allowed NSSAI to HPLMN S-NSSAIs;
-	If received, a Partially Allowed NSSAI received in a Registration Accept message or a UE Configuration Update Command message applies to the current Registration Area. The UE stores the Partially Allowed NSSAI in the same way as described for the Allowed NSSAI (see also clause 5.15.17).
-	If received, an S-NSSAI rejected for the entire PLMN shall be stored in the UE while RM-REGISTERED in this PLMN regardless of the Access Type or until it is deleted.
-	If received, an S-NSSAI rejected for the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area or until the S-NSSAI is deleted.
-	If received, an S-NSSAI rejected partially in the RA shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area or until the S-NSSAI is deleted (see also clause 5.15.17).
NOTE 4:	The storage aspects of rejected S-NSSAIs are described in TS 24.501 [47].
-	If received, the Pending NSSAI shall be stored in the UE as described in TS 24.501 [47].
-	If received, the S-NSSAI validity time information shall be stored in the UE in the UE as described in TS 24.501 [47].
-	If received, the S-NSSAI location availability information shall be stored in the UE as described in TS 24.501 [47].
-	If received, the mapping of old S-NSSAI to the Alternative S-NSSAI shall be stored in the UE as described in TS 24.501 [47].
-	If received, the Replacement Assistance Information for a S-NSSAI in the UE as described in TS 24.501 [47].

UE configuration to guide UE selection of a N3IWF/TNGF that supports the S-NSSAIs needed by the UE is defined in clause 6.3.6 and clause 6.3.12 respectively.



FIRST CHANGE
[bookmark: _Toc138309341]5.15.19	Support of Network Slice Replacement
The Network Slice Replacement feature is used to replace an S-NSSAI with an Alternative S-NSSAI when an S-NSSAI becomes unavailable or congested. The Network Slice Replacement may be triggered in the following cases:
-	If the NSSF detects that an S-NSSAI becomes unavailable or congested (e.g. based on OAM or NWDAF analytics output), it sends network slice availability notification for the S-NSSAI to the AMF. The notification may include an Alternative S-NSSAI which can be used by the AMF to replace the S-NSSAI. The NSSF notifies the AMF when the S-NSSAI is available again.
-	If the PCF detects that an S-NSSAI becomes unavailable or congested for a UE (e.g. based on OAM or NWDAF analytics output), it sends access and mobility related policy notification to the AMF. The notification may include an Alternative S-NSSAI which can be used by the AMF to replace the S-NSSAI. The PCF notifies the AMF when the S-NSSAI is available again for the UE.
-	The OAM sends notification to AMF when an S-NSSAI becomes unavailable or congested (and also when this S-NSSAI becomes available again) and provides the Alternative S-NSSAI to AMF.
Based on the notification above from NSSF or PCF or OAM, the AMF may determine that an S-NSSAI is to be replaced with Alternative S-NSSAI. For roaming case, the AMF may receive network slice availability notification of the HPLMN S-NSSAI from NSSF in the HPLMN via NSSF in VPLMN, to trigger the Network Slice Replacement of the HPLMN S-NSSAI as described in clause 5.15.6.
NOTE 1:	It is recommended that, the operator configures to use only one mechanism when triggering the Network Slice Replacement for S-NSSAI.
The AMF determines the Alternative S-NSSAI for a UE registered with the S-NSSAI based on the notification from NSSF or PCF, or based on local configuration if the NSSF or PCF do not provide an alternative S-NSSAI. The Alternative S-NSSAI shall be supported in the UE Registration Area. If AMF cannot determine the Alternative S-NSSAI for the S-NSSAI, e.g. PCF or NSSF doesn't provide Alternative S-NSSAI, the AMF may further interact with the PCF to determine the Alternative S-NSSAI. The event trigger in AMF for interacting with PCF is described in clause 6.1.2.5 of TS 23.503 [45].
The UE indicates the support of Network Slice Replacement feature during the UE Registration procedure. For supporting UE in CM-CONNECTED state and if there is a PDU Sessions in the UE context associated with the S-NSSAI that needs to be replaced, the AMF provides the Alternative S-NSSAI for this S-NSSAI in the Allowed NSSAI and in the Configured NSSAI, if not included yet, and the mapping between S-NSSAI(s) to Alternative S-NSSAI(s) to the UE in UE Configuration Update message as follows:
-	for non-roaming UEs, the AMF provides the mapping of the S-NSSAI to the Alternative S-NSSAI to the UE.
-	for roaming UEs when the VPLMN S-NSSAI has to be replaced by a VPLMN Alternative S-NSSAI, the AMF provides the mapping of the VPLMN S-NSSAI to the Alternative VPLMN S-NSSAI to the UE.
-	for roaming UEs when the HPLMN S-NSSAI has to be replaced by an Alternative HPLMN S-NSSAI, the AMF provides the mapping of the HPLMN S-NSSAI to the Alternative HPLMN S-NSSAI to the UE.
NOTE 2:	The Alternative S-NSSAI or the Alternative HPLMN S-NSSAI does not have to be onepart of the Subscribed S-NSSAIs as long as they can be mapped to a HPLMN S-NSSAI that is part of the Subscribed S-NSSAIs.
For the supporting UE in CM-IDLE state, when the UE has establishes a NAS signalling connection, i.e. it is CM-CONNECTED or it has become CM-CONNECTED e.g. through a Service Request procedure or through a UE registration procedure, if the AMF determines that the S-NSSAI is to be replaced and there is a PDU Session associated with the S-NSSAI in the UE context (see also NOTE 3), the AMF sends the mapping of the S-NSSAI to the Alternative S-NSSAI (with any Replacement Assistance Information if the UE supports slice aware Network Slice based cell reselection and Random Access, see clause 5.3.4.3.4)  to the UE in the UE Configuration Update message or in the Registration Accept message. The mapping of a S-NSSAI in the Allowed NSSAI to the Alternative S-NSSAI is also sent to the NG-RAN as part of the UE context, together with optional Replacement Assistance Information if provided by the AMF.
NOTE 3:	It is left to AMF local policy whether to send the mapping of the S-NSSAI to the Alternative S-NSSAI to the UE when there is no PDU session associated with the S-NSSAI or wait and send the mapping of the S-NSSAI to the Alternative S-NSSAI to the UE when the UE establishes a PDU Session associated with the S-NSSAI.
During a new PDU Session establishment procedure towards anfor a S-NSSAI,
-	if the UE has received together with the Allowed NSSAI is provided with athe a mapping of the S-NSSAI to an Alternative S-NSSAI, the UE shall provides both the Alternative S-NSSAI and the S-NSSAI in the PDU Session Establishment message. When the AMF receives the Alternative S-NSSAI and the S-NSSAI in the PDU Session Establishment message, or when the AMF receives only the S-NSSAI in PDU Session Establishment message the AMF determines that the S-NSSAI is to be replaced with the Alternative S-NSSAI, the AMF includes both the Alternative S-NSSAI and the S-NSSAI to the SMF in Nsmf_PDUSession_CreateSMContext service operation..	Comment by Nokia: This is covered by the next bullet
-	if the UE is has not yet received with the Allowed NSSAI anot provided with the mapping of the S-NSSAI to the Alternative S-NSSAI, the UE provides only the S-NSSAI in the PDU Session Establishment message. When If the AMF determines that the requested S-NSSAI is to be replaced with the Alternative S-NSSAI and if the UE supports Network Slice Replacement, the AMF performs UE Configuration Update procedure to reconfigure the UE with the Alternative S-NSSAI. The AMF continues the PDU Session establishment procedure with the Alternative S-NSSAI and provides both the Alternative S-NSSAI and the S-NSSAI to the SMF in Nsmf_PDUSession_CreateSMContext service operation.
The SMF proceeds with the PDU Session establishment using the Alternative S-NSSAI. The SMF sends the Alternative S-NSSAI and the replaced S-NSSAI to NG-RAN in N2 SM information and to UE in PDU Session Establishment Accept message, so that the NG-RAN can identify this PDU session is using the Alternative s-NSSAI as a replacement of the replaced S-NSSAI (e.g. for resource management purposes and relative prioritization of PDU sessions using the network slice natively vs as a replacement).
For existing PDU Session associated with an S-NSSAI that is replaced with the Alternative S-NSSAI, after the AMF sends mapping of the S-NSSAI to the Alternative S-NSSAI to the supporting UE in UE Configuration Update message, the AMF sends updates to the SMF of the PDU Session, e.g. triggering Nsmf_PDUSession_UpdateSMContext service operation, that the PDU Session is to be transferred to Alternative S-NSSAI and includes the Alternative S-NSSAI as follows (see details in clause 4.3.3 of TS 23.502 [3]):
-	If the SMF determines that the PDU Session needs to be retained (e.g. if the anchor UPF can be reused with the alternative S-NSSAI and SSC mode 1), the SMF sends the Alternative S-NSSAI to the UPF in the N4 message, to the NG-RAN in N2 message and to the supporting UE in PDU Session Modification Command message.
-	If the SMF determines that the PDU Session needs to be re-established, the SMF sends the Alternative S-NSSAI to the supporting UE either in PDU Session Modification Command if the PDU Session is of SSC mode 3, or in PDU Session Release if the PDU Session is of SSC mode 2 or SSC mode 1, to trigger the re-establishment of the PDU Session. The UE includes both, the S-NSSAI and the Alternative S-NSSAI in the PDU Session Establishment message.
Editor's note:	How to use the existing NG-RAN resource of the replaced S-NSSAI is for FFS.
The mapping of a S-NSSAI to its Alternative S-NSSAI is sent to the NG-RAN in N2 level information for the PDU sessions for which S-NSSAI replacement has been applied. For these PDU sessions the NG-RAN can be configured to restrict the PDU sessions to the cells where the replaced S-NSSAI network slice is supported and available. Also, based on local policy or, if available, on the Replacement Assistance Information in the UE context, the NG-RAN decides whether to use for a PDU session the original S-NSSAI resources only, or the alternative S-NSSAIs resources only or both the original S-NSSAI and the alternative S-NSSAI resources with or without a priority order. 
During Handover, the support of the replaced S-NSSAI or the Alternative S-NSSAI of the PDU session in the target cell determines, taking into account the resources that can be used for the PDU session based on the NG-RAN policy for this pair of network slices or the Replacement Assistance Information in the UE context, whether a PDU session is handed over.
When the AMF is notified that the S-NSSAI is available again (e.g.or the congestion of the S-NSSAI has been mitigated), if the AMF has configured the supporting UE with the Alternative S-NSSAI, and the AMF determines for the UE to use the replaced S-NSSAI again, the AMF reconfigures the supporting UE (e.g. by using UE Configuration Update messageprocedure or in the next registration procedure) to use the replaced S-NSSAI again by removing the mapping of the replaced S-NSSAI to Alternative S-NSSAI.
If there is(are) any existing PDU Session(s) associated with the Alternative S-NSSAI in the UE context at the AMF due to replacement of a replaced S-NSSAI:
,-	the AMF sends updates to the SMF(s) of the PDU Session(s), e.g. triggering by Nsmf_PDUSession_UpdateSMContext service operation, causing that the PDU Session is to be transferred to the S-NSSAI.
· if the UE is not yet updated by the AMF removing the mapping of the S-NSSAI to the Alternative S-NSSAI, and the UE provides the S-NSSAI and the Alternative S-NSSAI in the PDU Session Establishment message, if the AMF determines that the Alternative S-NSSAI needs no longer to be use ad the UE should just use the original S-NSSAI indicated by the UE, the AMF performs UE Configuration Update procedure to reconfigure the UE by removing the mapping of the S-NSSAI to the Alternative S-NSSAI and the Alternative S-NSSAI in the Configured NSSAI and in the Allowed NSSAI. The AMF continues the PDU Session establishment procedure with the S-NSSAI and provides the S-NSSAI to the SMF in Nsmf_PDUSession_CreateSMContext service operation and to the NG-RAN using N2SM information and to UE in PDU Session Establishment Accept message.
During a handover procedure, if an S-NSSAI has to be replaced with an Alternative S-NSSAI, the handover procedure (including any PDU session associated with the S-NSSAI to be replaced) shall continue unaffected by the Network Slice Replacement. Any Network Slice Replacement for the S-NSSAI shall not take place during the handover.


END CHANGE



