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	Reason for change:
	the TS  has some connected mode behavior for non supporting UEs that is rather brittle as it relies on knowing the UE location in connected mode in the network and then taking actions towards the UE.
Two solutions are in the specification:
1. If the solution relies on removing a S-NSSAI from the Allowed NSSAI and the Configured NSSAI when the UE is exiting the NS-AoS of the S-NSSAI, and then the UE becomes CM-IDLE, the UE may later on come back in the NS-AoS but, unless the UE becomes CM-CONNECTED again for some reason in the NS-AoS, the network cannot add the S-NSSAI back in the Configured NSSAI. If the S-NSSAI is no longer in the Configured NSSAI the UE is not able to use the services of this S-NSSAI by registering with the network slice from CM-IDLE mode, even if it is located inside the NS-AoS. So, in principle the UE may need to wait for up to the periodic update timer value before unlocking the services of the network slice despite being located inside the NS-AoS.
2. If the solution is to keep the S-NSSAI allowed or partially allowed and to reject the PDU session establishment or releasing the PDU session when the UE is outside or existing the NS-AoS, the UE does not know that the reason is the UE is not in the are of NS availability, hence it keeps trying to establish the PDU session. At that point the network either falls back to the approach 1 (which is problematic as indicated) or it provides a backoff timer, but this then means that upon entering the NS-AoS the end user cannot use the network slice until this backoff timer expires. In a nutshell such UEs when outside the NS-AoS would engage in a continuous attempt to use the slice connectivity. A proposal was made to use the URSP validation criteria based on location but this means re-evaluating these rules at every cell change to check whether the PDU session can be established and this was considered unacceptable. Also there is no deterministic UE behavior on how the UE would really behave. 
As bullets 1 and 2 clarify, both approaches are not ideal and will create user experience issues and headaches to operators including helpdesk issues as now depending on the UE model the end use may experience problems. For operators it would be much clearer to indicate in the specifications explicitly that the service for NS-Aos not matching deployed TA is provided only for supporting UEs is stricken out from the TS as it may give the illusion this is a working solution endorsed by the competent analysis of 3GPP.


	
	

	Summary of change:
	Removing the support of non supporting UEs from clause 5.15.18


	
	

	Consequences if not approved:
	The behaviour of the system is not deterministic and causes severe user experience impacts and possibly very high operators complains handling.
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FIRST CHANGE
[bookmark: _Toc138309338][bookmark: _Toc131516675][bookmark: _Toc20149998][bookmark: _Toc27846797][bookmark: _Toc36187928][bookmark: _Toc45183832][bookmark: _Toc47342674][bookmark: _Toc51769375][bookmark: _Toc106188106]5.15.18.1	General
The network support for a Network Slice is defined on a per Tracking Area granularity. It may be beneficial to deploy some Network Slices such that the Network Slice have a limited geographical availability that is not matching existing Tracking Area boundaries.
The operator can in this case decide to change the topology of the Tracking Areas so they match the boundaries of the Network Slice, or the operator may configure resources for the Network Slices in the cells of TAs where the Network Slices are to be available, and in areas of the TAs where the network slice is defined to be not available the cells are configured with zero resources.
The AMF receives from the OAM the information on availability of a network slice when the granularity is smaller than TA, i.e. if the NS-AoS includes TAs where the network slice is not available in some cells of the TA.
In order to optimize the end-to-end behaviour, the AMF can, based on NS-AoS information received from OAM, configure supporting UEs with S-NSSAI location availability information., and the network may need to monitor the S-NSSAI usage and enforce the NS-AoS. e.g. if the UE does not support the S-NSSAI location availability information.

second CHANGE

[bookmark: _Toc138309340]5.15.18.3	Network based monitoring and enforcement of Network Slice Area of Service not matching deployed Tracking Areas
OAM may configure RRM policies for S-NSSAIs on a per cell basis as defined in TS 28.541 [149], i.e. cells outside the Network Slice Area of Service while in a TA supporting the S-NSSAI are allocated with no RRM resources for the S-NSSAI.
The network may enforce the NS-AoS for an S-NSSAI as follows: by e.g. monitoring
1.	The network may monitor the validity of the S-NSSAI for UE in CM-CONNECTED state, i.e. the AMF subscribes to the AoI using the Location information of the S-NSSAI location availability information as described in TS 38.413 [34].
2.	If the non-supporting UE makes a PDU Session establishment request with an S-NSSAI that is not valid as per the S-NSSAI location availability information, the AMF may reject the NAS Transport message with a back-off timer using S-NSSAI based congestion control as described in clause 5.19.7.4.
3.	If the AMF determines that the UE in CM-CONNECTED has moved outside the NS-AoS, the AMF performs the following logic:
a)	If the non-supporting UE has other S-NSSAI(s) in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and optionally removing the S-NSSAI from the Configured NSSAI and then, the AMF requests the SMF to locally release in the network any PDU Sessions with that S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3]. Alternatively, the AMF requests the SMF to release PDU Sessions with that S-NSSAI.
b)	If the non-supporting UE does not have any other S-NSSAI in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and optionally removing the S-NSSAI from the Configured NSSAI, and adding a default S-NSSAI to the Allowed NSSAI and then, the AMF requests the SMF to locally release in the network any PDU Sessions with the removed S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3]. Alternatively, the AMF requests the SMF to release PDU Sessions with that S-NSSAI.
NOTE:	Whether the AMF removes the S-NSSAI from Allowed NSSAI and Configured NSSAI or only releases the associated PDU Sessions when the AMF enforces the NS-AoS is up to AMF configuration.
c)	For a non-supporting UE that does not have any other S-NSSAI in the Allowed NSSAI nor in the Configured NSSAI, then the AMF indicates to the SMF to release the PDU Session.
4.	If the AMF determines that the S-NSSAI becomes valid e.g. the UE has moved into the NS-AoS, the AMF may update the UE with a UCU e.g. including the S-NSSAI in the Configured NSSAI.

END CHANGE

