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Introduction
The handling of the NS-AoS for Rejected S-NSSAI, Partially Rejected S-NSSAI, Partially Allowed S-NSSAI was agreed as part of the 23.501 CR in S2-2307541 and is now in the TS 23.501 as follows:
	1.
If the S-NSSAI is rejected in the RA or rejected partially in the RA or rejected with a cause code that allows attempting to register the S-NSSAI again, the UE can request the S-NSSAI only if the S-NSSAI location availability information indicates that the S-NSSAI is available at the cell where the UE is camping.
2.
If the S-NSSAI is in the Partially Allowed NSSAI or in the Allowed NSSAI, the UE shall not activate User Plane for any already established PDU Session with that S-NSSAI if the UE is in a cell within the RA but outside the Location information of the S-NSSAI.

3.
If the S-NSSAI is in the Partially Allowed NSSAI or in the Allowed NSSAI, and the UE in CM-IDLE mode is moved to a cell outside the Location information of the S-NSSAI, and the UE has an established PDU Session with that S-NSSAI, the PDU Session is kept.

NOTE 1:
By Radio Resource Management and existing mechanisms in NG-RAN, handover can be used to keep the UE in the NS-AoS or steer the UE to enter the NS-AoS as long as radio conditions allow it.

NOTE 2:  Since the S-NSSAI location availability information is not a used as a trigger for the UE to perform MRU due to mobility, i.e. the UE performs MRU due to mobility upon changing to a new TA outside the UE's Registration Area, the S-NSSAI remains registered and is included in the Allowed NSSAI when the UE exits the NS-AoS. If the S-NSSAI is subject for NSAC, the S-NSSAI is counted towards NSAC as described in clause 5.15.11 also when the UE is outside the NS-AoS.




NOTE 2 hints to a problem with NSAC. This is an issue that exists also in KI#5 but the solution in KI#5 that has been specified is following.
	“-   if the S-NSSAI is subjected to NSAC for maximum number of UEs, then the AMF restricts the RA so that the S-NSSAI is supported in all the TAs of the RA and includes the S-NSSAI in the Allowed NSSAI.”


This means that rather than providing the UE the S-NSSAI as part of the Partially Allowed NSSAI, the network indicates the S-NSSAI as part of the Allowed NSSAI and the RA is restricted to ensure the S-NSSAI uniformly supported.

The logically equivalent solution for KI#3 would also be to differentiate the handling of Allowed NSSAI and Partially Allowed NSSAI. The way to do it is to mimic the crossing of RA boundaries when the UE exists an area of availability.
However, the text quoted above for KI#3 in essence makes the Allowed NSSAI and Partially allowed NSSAI indistinguishable for KI#3 purposes within the RA. This should be corrected, and we should make the behavior of the UE for the Allowed NSSAI such that we restore for the network the ability to perform NSAC correctly. If this was not pursued, there would be no option for operators to enforce the NSAC for the case we have NS-AoS not matching deployed TAs. This means that one of the two will hold true:

1. Operators cannot use this feature if NSAC is enabled for a S-NSSAI. However, this is a pity as the main market for NSAC is tiered service offering for enterprises and enterprise slices are the most likely to have NS-AoS not matching deployed TAs.

2. Operators have to reconfigure TAs, which is what the feature itself was aimed at not requiring (hence again this feature would not be used).

Additionally, the solution has some connected mode behavior for non supporting UEs that is rather brittle as it relies on knowing the UE location in connected mode in the network and then taking actions towards the UE.

Two solutions are in the specification:

1. If the solution relies on removing a S-NSSAI from the Allowed NSSAI and the Configured NSSAI when the UE is exiting the NS-AoS of the S-NSSAI, and then the UE becomes CM-IDLE, the UE may later on come back in the NS-AoS but, unless the UE becomes CM-CONNECTED again for some reason in the NS-AoS, the network cannot add the S-NSSAI back in the Configured NSSAI. If the S-NSSAI is no longer in the Configured NSSAI the UE is not able to use the services of this S-NSSAI by registering with the network slice from CM-IDLE mode, even if it is located inside the NS-AoS. So, in principle the UE may need to wait for up to the periodic update timer value before unlocking the services of the network slice despite being located inside the NS-AoS. This may cause user experience issues and unnecessary calls for PLMN operator helpdesk to solve the issue. 
2. If the solution is to keep the S-NSSAI allowed or partially allowed and to reject the PDU session establishment or releasing the PDU session when the UE is outside or existing the NS-AoS, the UE does not know that the reason is the UE is not in the are of NS availability, hence it keeps trying to establish the PDU session. At that point the network either falls back to the approach 1 (which is problematic as indicated) or it provides a backoff timer, but this then means that upon entering the NS-AoS the end user cannot use the network slice until this backoff timer expires. In a nutshell such UEs when outside the NS-AoS would engage in a continuous attempt to use the slice connectivity. A proposal was made to use the URSP validity rules based on location but this means re-evaluating these rules at every cell change and this was considered unacceptable by some UE vendors. Ultimately, how each UE implementation actually will handle this is not deterministic.
As bullets 1 and 2 clarify, both approaches are not ideal and will create headaches to operators including helpdesk issues as now depending on the UE model the end use may experience problems. For operators it would be much clearer to indicate explicitly that the service is provided only for supporting UEs and require customers of the limited NS-AoS slices to have compatible UEs. Hence, we propose that the support of non supporting UEs is either indicated as potentially difficult to operate, or it is stricken out from the TS.
Conclusion

Based on the above we propose that we reconsider some of the recent decisions and:
1) Differentiate the handling of the Allowed and Partially Allowed NSSAI in KI#3

2) Do not include support for non supporting UEs in the specifications. 
It is proposed to approve the CRs in S2-2308509 and S2-2308510. 
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