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	Reason for change:
	#1 Incomplete function of UE Policy Association for 3GPP and non-3GPP accesss
Scenario-1: 3GPP access and non-3GPP access served by the same AMF
Per clauses 4.16.11 and 4.16.13, the same UE Policy Association is shared by 3GPP and non-3GPP. However, there is no clarification how to handle the 2nd access type that becomes available or is not available anymore.   
Scenario-2: 3GPP access and non-3GPP access served by different AMFs (missing)
In this case, if the two AMFs select two different PCF instances, the two PCFs may provision UE policy over both 3GPP and non-3GPP. To avoid potentially duplicated UE policy update to the UE, only one PCF instance should be selected as follows:
When the AMF selects a PCF and establishes UE Policy Association towards that PCF, the PCF will check with BSF whether there is already existing PCF for the UE.
If there is no existing PCF for the UE, the BSF registers the PCFfor the UE.  
If there is existing PCF for the UE, the BSF returns the address of the existing PCF. The PCF rejects the UE Policy Association establishment with redirection request. And the AMF will establish the UE Policy Association to the redirected PCF for the UE.     
 
The PCF for the UE deregisters itself from the BSF only when UE Policy Association for both 3GPP and non-3GPP accesses are terminated. 
To add the missing Scenario-2, it is also proposed to split clause 4.16.11 into 3 sub-clauses as follows:
4.16.11.1 General
4.16.11.2	UE Policy Association Establishment, UE registration over 3GPP and non-3GPP accesses in the same AMF
(new) 4.16.11.3 UE Policy Association Establishment, UE registration over 3GPP and non-3GPP accesses in different AMFs
DP S2-2308478 may be referenced for more discussion.

#2 Missing reference to TS 23.503 for PCRTs
Clause 4.16.12.1.1 refers to TS 29.525 for PCRT (see below), however, it is more appropriate to refer to TS 23.503.
4.16.12.1.1	UE Policy Association Modification initiated by the AMF without AMF relocation
1.	When a Policy Control Request Trigger condition is met the AMF updates UE Policy Control Association and provides information on the conditions that have changed to the PCF….
…
	See clause 4.2.3.2 of TS 29.525 [58] for more details on Policy Control Request Trigger.

#3 (issue exists only in Rel-18) Duplication text in clause 4.16.11
3.	…
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set “Application Data” and Data Subset “Service Specific Information” and DataKey set to “PLMN ID(s) of inbound roamers”.
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set “Application.
The 2nd paragraph is duplicated and incomplete, thus should be removed.


	
	

	Summary of change:
	Clauses 4.16.11, 
Add the missing scenario that different AMFs are involved for UE registration over 3GPP and non-3GPP accesses, and split clause 4.16.11 into 3 new sub-clauses.
Add a note clarifying how to handle UE Policy Association if a new access type becomes available.
Clause 4.16.13.1, add a note clarifying how to handle UE Policy Association if an access type is not available anymore.
Clause 4.16.12.1.1, add reference to clause 6.1.2.5 of TS 23.503 for PCRTs.
Clause 4.16.11.2 (only applicable for Rel-18) 
Remove duplicated text in step 3 “The V-PC:F may retrieve the Application guidance on URSP Rule for inbound … including the Data Set “Application”. 
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[bookmark: _Toc20204256][bookmark: _Toc27894948][bookmark: _Toc36192029][bookmark: _Toc45193119][bookmark: _Toc47592751][bookmark: _Toc51834838][bookmark: _Toc138306884]4.16.11.1	General
This The UE Policy Association Establishment procedure, which may be performed for a UE registered in the same AMF or different AMFs for 3GPP access and non-3GPP access, concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF relocation with PCF change in handover procedure and registration procedure.
3.	UE registration with 5GS when the UE moves from EPS to 5GS and there is no existing UE Policy Association between AMF and PCF for this UE.
4.16.11.2	UE Policy Association Establishment, UE registration over 3GPP and non-3GPP accesses in the same AMF
This procedure applies when when there is no UE Policy Association between AMF and PCF existing for this UE in the scenarios specified in clause 4.16.11.1.  
NOTE: For the scenarios in clause 4.16.11.1, if there is already an existing UE Policy Association between the AMF and the PCF for this UE, the AMF performs UE Policy Association Modification procedure as specified in clause 4.16.12.1.1 to add the access type that becomes available. 
In Non-roaming case, the H-PCF may interact with the CHF in HPLMN to make a decision about UE Policies based on spending limits.


Figure 4.16.11.2-1: UE Policy Association Establishment
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:
1.	The AMF establishes UE Policy Association with the (V-)PCF when a UE Policy Container is received from the UE. If a UE Policy Container is not received from the UE, the AMF may establish UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 1:	In roaming scenario, the AMF local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with home PLMN of the UE.
2.	The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), the Internal-Group-ID-list and UE Policy Container (the list of stored PSIs, operating system identifier, Indication of UE support for ANDSP, indication of UE capability of reporting URSP rule enforcement to network). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF. In roaming case, steps 3 and 4 are executed, otherwise step 5 follows.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using satellite backhaul, the AMF includes the Satellite Backhaul Category as described in clause 5.43 of TS 23.501 [2].
3.	The V-PCF forwards the information received from AMF in step 2 to the H-PCF. When a UE Policy Container is received at initial registration, the H-PCF may store the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network or the indication of UE support for ANDSP in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application Data" and Data Subset "Service Specific Information" and DataKey set to "PLMN ID(s) of inbound roamers".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application.	Comment by Ericsson: Only exists in Rel-18
4.	The H-PCF sends a Npcf_UEPolicyControl Create Response to the V-PCF. The H-PCF may provide the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response. Before sending the response, the H-PCF may determine that the decision about UE policy control depends on the status of the policy counters available at the CHF and if such reporting is not established for the subscriber, the H-PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 4.16.8.2. If policy counter status reporting is already established for the subscriber and the H-PCF determines that the status of additional policy counters are required, the H-PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 4.16.8.3.
	The (H-)PCF in roaming and the PCF in non-roaming may register to the BSF as the PCF serving this UE, if not already registered at the AM Policy Association establishment. This is performed by using the Nbsf_Management_Register operation, providing as inputs the UE SUPI/GPSI and the PCF identity.
5.	The (V-) PCF sends a Npcf_UEPolicyControl Create Response to the AMF. The (V-)PCF relays the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response.
	The (V-)PCF also subscribes to notification of N1 message delivery of policy information to the UE using Namf_Communication_N1N2MessageSubscribe service which is not shown in this figure.
6.	The (H-)PCF gets policy subscription related information and the latest list of PSIs from the UDR using Nudr_DM_Query service operation (SUPI, Policy Data, UE context policy control data, Policy Set Entry) if either or both are not available and makes a policy decision. The (H-)PCF may get the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network or the indication of UE support for ANDSP in the UDR using Nudr_DM_Query including DataSet "Policy Data" and Data Subset "UE context policy control data" if the AMF relocates and the PCF changes. In the roaming scenario, the H-PCF may provide the indication of UE support for ANDSP to the V-PCF, if the indication was not present in the Npcf_UEPolicyControl Create request from V-PCF and the H-PCF gets this information from the H-UDR. The (H-)PCF may get the 5G VN group data and 5G VN group membership for each Internal-Group-ID received from the AMF using Nudr_DM_Query (Internal-Group-Id, Subscription Data, 5G VN Group Configuration). The (H-)PCF may store the 5G VN group data and 5G VN group membership for later use for other SUPIs that belong to the same Internal-Group-ID. The (H-)PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, DNN, S-NSSAI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), UE context policy control data) service. The (H-)PCF may request notifications from the UDR on changes in the 5G VN group data or 5G VN group membership associated to each of the Internal-Group-Id provided to the PCF by invoking Nudr_DM_Subscribe (Subscription Data, 5G VN Group Configuration, Internal Group ID, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting)) service. The (H-)PCF creates the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20] and in the case of roaming H-PCF provides the UE policy container in the Npcf_UEPolicyControl UpdateNotify Request. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
7.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.
NOTE 2:	Step 6 (and step 7) can be omitted. Then the (H-)PCF creates the UE policy container including UE polices in step 2 (in the case of non-roaming) or step 3 (in the case of roaming). This means that the potential interactions with UDR as in step 6 will have to be executed in step 2 (non-roaming) or step 3 (roaming).
8.	The (V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3 to sends the UE policy container including UE policy information to the UE. The (V-)PCF checks the size limit as described in clause 6.1.2.2.2 of TS 23.503 [20].
9.	If the V-PCF received notification of the reception of the UE Policy container then the V-PCF forwards the notification response of the UE to the H-PCF using Npcf_UEPolicyControl_Update Request.
	If the V-PCF is notified by the V-UDR about the Service Specific Information applicable to inbound roamers from the HPLMN of the UE as specified in clause 4.15.6.10, the V-PCF provides the Service Parameters to the H-PCF.
10.	The H-PCF sends a response to the V-PCF. If the V-PCF received a UE Policy Container step 8 will follow.
4.16.11.3	UE Policy Association Establishment, UE registration over 3GPP and non-3GPP accesses in different AMFs
This procedure applies to roaming scenario when different AMFs may be involved for a UE registered over 3GPP access and non-3GPP access (e.g. as specified in clause 4.9.2.4.2). 


Figure 4.16.11.3-1: UE Policy Association Establishment, different AMFs for 3GPP and non-3GPP accesses
In Figure 4.16.11.3-1, steps 1~8 for UE registration over 3GPP access may be performed after steps 1a-6a for UE registration over non-3GPP access.
Below are the steps that the AMF in VPLMN establishes UE Policy Association for UE registration over 3GPP access: 
1~3: Same as steps 1~3 in clause 4.16.11.2.
4. The H-PCF checks if the BSF has already existing PCF serving the UE by invoking Nbsf_Management_Discovery service operation. If there is existing PCF-UE for UE policy for the UE, the BSF returns the address of the existing PCF for the UE. 
5. If, in step 4, there is no existing PCF found in the BSF, the PCF registers itself to the BSF by invoking Nbsf_Management_Register service operation. 
6. If, in step 4, there is no existing PCF in the BSF, the V-PCF accepts the UE Policy Association establishment as in step 4 of clause 4.16.11.2. 
	If, in step 4, the BSF returns the address of the existing PCF-UE, the H-PCF rejects the UE Policy Association establishment providing to the V-PCF the available information about the existing PCF and a redirection indication in Npcf_UEPolicyControl Create Response.
7.	If redirection to another H-PCF is indicated in step 6, the V-PCF establishes UE Policy Association to that H-PCF.
8. Same as step 5 of clause 4.16.11.2. 
Below are the steps that the AMF in HPLMN establishes UE Policy Association for UE registration over non-3GPP access:
1a. The AMF in the HPLMN decides to establish UE Policy Association.
2a. The AMF selects a PCF instance in HPLMN and invokes Npcf_UEPolicyControl Create Request.
3a-6a. Same as in steps 4-7 except that V-PCF is replaced by AMF in HPLMN.
* * * Next Changes * * * 
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This procedure addresses the scenario where a Policy Control Request Trigger condition is met.


Figure 4.16.12.1.1-1: UE Policy Association Modification initiated by the AMF
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF.
1.	When a Policy Control Request Trigger condition is met the AMF updates UE Policy Control Association and provides information on the conditions that have changed to the PCF. The AMF sends a Npcf_UEPolicyControl Update Request with the following information: UE Policy Association ID associated with the SUPI defined in TS 29.525 [58] and the Policy Control Request Trigger met. In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF.
	See clause 6.1.2.5 of TS 23.503 [20] and clause 4.2.3.2 of TS 29.525 [58] for more details on Policy Control Request Trigger.
	In the roaming case, steps 2 and 3 are executed, otherwise step 4 follows.
2.	The V-PCF forwards the information received from AMF in step 1 to the (H-)PCF.
3.	The H-PCF replies to the V-PCF. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
4.	The (V-) PCF sends a Npcf_UEPolicyControl Update Response to the AMF.
5.	The (H-)PCF may create the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20]. In the case of roaming the H-PCF may include the UE policy container in the Npcf_UEPolicyControl UpdateNotify Request.
6.	The (V-)PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.
	Steps 7, 8 and 9 are the same as steps 8, 9 and 10 of procedure UE Policy Association Establishment in clause 4.16.11.
* * * Next Changes * * * 

[bookmark: _Toc20204261][bookmark: _Toc27894953][bookmark: _Toc36192034][bookmark: _Toc45193124][bookmark: _Toc47592756][bookmark: _Toc51834843][bookmark: _Toc138763251]4.16.13.1	AMF-initiated UE Policy Association Termination
The following case is considered for UE Policy Association Termination:
1.	UE Deregistration from the network.
2.	The mobility with change of AMF (e.g. new AMF is in different PLMN or new AMF in the same PLMN).
3.	[Optional] 5GS to EPS mobility with N26 if the UE is not connected to the 5GC over a non-3GPP access in the same PLMN.
NOTE: If the UE Policy Association between the AMF and the PCF is still needed for this UE, the AMF performs UE Policy Association Modification procedure as specified in clause 4.16.12.1.1 to remove the access type that is not available anymore.  
In the non-roaming case, the H-PCF may interact with the CHF in HPLMN.


Figure 4.16.13.1-1: AMF-initiated UE Policy Association Termination
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V PCF interacts with the AMF. The V PCF contacts the H-PCF to request removing UE Policy Association.
1.	The AMF decides to terminate the UE Policy Association.
2.	The AMF sends the Npcf_UEPolicyControl_Delete service operation including UE Policy Association ID to the (V-)PCF.
3.	The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure. The V-PCF may interact with the H-PCF. The (V-)PCF may unsubscribe to subscriber policy data changes with UDR by Nudr_DM_Unsubscribe (Subscription Correlation Id). The AMF removes the UE Policy Context.
	If the PCF has previously registered to the BSF as the PCF that is serving this UE, the PCF shall deregister from the BSF if no AM Policy Association for this UE exists anymore. This is performed by using the Nbsf_Management_Deregister service operation, providing the Binding Identifier that was obtained earlier from the BSF when performing the Nbsf_Management_Register service operation.
	Step 4 and Step 5 apply only to the roaming case.
4.	The V-PCF sends the Npcf_UEPolicyControl_Delete service operation including UE Policy Association ID to the H-PCF.
5.	The H-PCF removes the policy context for the UE and replies to the V-PCF with an Acknowledgement including success or failure. The H-PCF may unsubscribe to subscriber policy data changes with UDR by Nudr_DM_Unsubscribe (Subscription Correlation Id) for subscriber policy changes. In the non-roaming case, the PCF may unsubscribe to analytics from NWDAF.
	The H-PCF may invoke the procedure defined in clause 4.16.8 to unsubscribe to policy counter status reporting or to modify the subscription to policy counter status reporting (if remaining Policy association for this subscriber (i.e. AM Policy association) requires policy counter status reporting).
* * * End of Changes * * * 
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