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[bookmark: _Toc131528177]4.16.X	Awareness of URSP Rule Enforcement
[bookmark: _Toc131528178]4.16.X.1	General
Awareness of URSP rule enforcement is specified in clause 6.6.2.4 of TS 23.503 [20].
The content of this clause describes the PCF procedures necessary to realize this functionality. 
If PCF for the UE and PCF for the PDU Session are the same PCF, then step 5, 6 and 8 in Figure 4.16.x.3-1 are not performed.
If the PCF for the UE and the PCF for the PDU Session are different PCFs, then the PCF for the UE is informed when the PCF for the PDU Session receives URSP rule enforcement.
[bookmark: _Toc122443522]4.16.X.2	Forwarding of URSP Rule Enforcement Information
This procedure applies when the PCF serving the PDU session receives URSP rule enforcement information from the SMF and forwards this information to the PCF serving the UE (see clause 6.1.3.18 of TS 23.503 [20]).


Figure 4.16.X.1-1: Forwarding of URSP Rule Enforcement Information
1.	The UE Policy Association is established, as described in clause 4.16.11.
2.	If the PCF indicates the UE to send reporting of URSP rule enforcement as described in clause 6.6.2.4 of TS 23.503 [20], then depending on operator policies in the PCF, the PCF may subscribe to the BSF, then step 3 follows, or provides its PCF binding information to the AMF in step 1 with the indication to be notified about the PCF for the PDU Session for a UE, then step 4 follows.
3.	The PCF for the UE determines that URSP rules depend on the UE reporting of URSP rule enforcement, it then subscribes to the BSF to be notified when a PCF for the PDU Session for this SUPI is registered in the BSF, by invoking Nbsf_Management_Subscribe (SUPI; DNN,). Steps 4 and 5 are repeated for each PCF registered for a PDU Session to a SUPI included in the Nbsf_Management.
4.	The SMF establishes a SM Policy Association as described in clause 4.16.4. The allocated UE address/prefix, SUPI, DNN, S-NSSAI, and the PCF address is registered in the BSF, as described in clause 6.1.1.2.2 in TS 23.503 [20].
5a.	If the PCF for the UE subscribed to the BSF in step 3, then the BSF notifies that a PCF for the PDU Session is registered in the BSF, by invoking Nbsf_Management_Notify (UE address(es), PCF address, PCF instance id, PCF Set ID, level of binding). When there are multiple PDU Sessions to the same UE the BSF provides multiple notification to the PCF.
5b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Sessions sends Npcf_PolicyAuthorization_Notify (EventID set to SM Policy Association established, UE address, PCF address, PCF instance is, PCF Set ID) to the PCF indicated in the PCF binding information provided by the SMF.
6.	The PCF for the UE subscribes to notifications of event “UE reporting Connection Capabilities from associated URSP rule” as defined in clause 6.1.3.18 in TS 23.503 [20], using Npcf_PolicyAuthorization_Subscribe (EventId set to “UE reporting Connection Capabilities from associated URSP rule”, EventFilter set to at least “list of Connection Capabilities”) and immediate reporting flag set to the PCF for the PDU Session. The response includes the NotificationCorrelationId and any Connection Capabilities if already available at the PCF for the PDU Session.
7.	If not already installed, the PCF installs the Policy Control Request Trigger to detect "UE reporting Connection Capabilities from associated URSP rule" in the SMF.
8.	When the SMF receives a UE report of URSP rule enforcement via PDU session establishment/modification as descriped in clauses 4.3.2, 4.3.3 (step 8a) and the Policy Control Request Trigger is met, it then reports the received information traffic to the PCF serving the PDU Session, by invoking Npcf_SMPolicyControl_Update as defined in clause 6.1.3.5 of TS 23.503 [20] (step 8b).
9.	The PCF for the UE is notified on the “UE reporting Connection Capabilities from associated URSP rule” by Npcf_PolicyAuthorization_Notify (NotificationCorrelationId, EventId set to “UE reporting Connection Capabilities from associated URSP rule”, EventInformation including the Connection Capabilities) as defined in clause 6.1.3.18 of TS 23.503 [20].
10.	The PCF for the UE checks operator policies and then may make policy control decisions based on awareness of URSP rule enforcement as described in clause 6.1.6 of TS 23.503 [20].
11.	The SM Policy Association is terminated as described in clause 4.16.6. The allocated UE address/prefix, SUPI, DNN, S-NSSAI, and the PCF address are deregistered in the BSF.
12a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that the PCF serving a PDU Session is deregistered in the BSF, by invoking Nbsf_Management_Notify (Binding Identifier for the PDU Session).
12b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Session sends Npcf_PolicyAuthoritation_Notify (EventID set to SM Policy Association termination, Notification Correlation Id).
4.16.X.3	Procedures for management of URSP rule based on awareness of URSP rule enformcement
This procedure applies when the PCF for the PDU Session receives URSP rule enforcement during PDU Session Establishment or PDU Session Modification procedure.


Figure 4.16.X.2-1: Management of URSP rule based on awareness of URSP rule enforcement
1.	The UE registers to 5GC, as described in clause 4.2.2.2.2.
2.	The PCF for the UE registers its information to the BSF by invoking Nbsf_Management_Register service operation.
3.	The UE initiates PDU Session Establishment/Modification procedure based on URSP matching result. If the Traffic Descriptor of the matched URSP rule contains Connection Capabilities and the UE is capable of reporting URSP rule enforcement to the network, the UE includes the corresponding Connection Capabilites within the PDU Session Establishmen or Modification request message towards the SMF.
4. The SMF initiates SM Policy Association Establishment or Modification procedure as defined in clasue 4.16.4 or 4.16.5.1 respectively. The PDU Session parameters (e.g. DNN, S-NSSAI, Access Type) and the UE reported Connection Capabilities is included the request message, if available.
5. Based on the received Connection Capabilities or local policies, the PCF for the PDU Session determines to contact with the PCF for the UE to inform the URSP rule enforcement information.
If the PCF ID of the PCF for the UE is not available yet, it invokes Nbsf_Management_Discovery to the BSF to retrieve the PCF ID of the PCF for the UE. 
6. The PCF for the PDU session invokes Npcf_PolicyAuthorization_Notify request to the PCF for the UE indicated by the PCF binding information received from the SMF to notify the URSP rule enforcement report, by including the same URSP rule enforcement information as depicted in step 5.
Based on the received URSP rule enforcement inforamtion, the PCF for the UE checks the the PDU Session parameters is consistent with the list of URSP rules sent to the UE, and may provide one or more traffic descriptor corresponds to the URSP rule enforcement to the PCF for the PDU Session as input for PCC rule generation.
7a. If the PCF for the UE determines to adjust the URSP rules based on the request message, it triggers UE Policy Association modification procedure as defined in clause 4.16.12.2, and updates the URSP rules in the UE.
7b. Based on the traffic descriptor in the response message, the PCF for the PDU Session may generate PCC rules as defined in clause 6.1.6.1 of TS 23.503[20]. 
8. When the PCF for the PDU Session receives updated Connection Capabilities from the UE, it invokes the Npcf_ AMPolicyAuthorization _Update request to the PCF for the UE. 
When the PDU Session is released, then the PCF for the PDU Session invokes the Npcf_ AMPolicyAuthorization _Delete request to the PCF for the UE.
* * * * Next change * * * *
[bookmark: _Toc122443818][bookmark: _Toc51835101][bookmark: _Toc47593014][bookmark: _Toc45193382][bookmark: _Toc36192269][bookmark: _Toc27895172][bookmark: _Toc20204473][bookmark: _Toc122443863]5.2.5.1	General
The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF, TSCTSF

	(NOTE 1)
	Update
	Request/Response
	AF, NEF, TSCTSF

	
	Delete
	Request/Response
	AF, NEF, TSCTSF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Subscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	
	Unsubscribe
	
	AF, NEF, NWDAF, PCF, TSCTSF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_AMPolicyAuthorization
	Create
	Request/Response
	AF, NEF, TSCTSF, PCF

	
	Update
	Request/Response
	AF, NEF, TSCTSF, PCF

	
	Delete
	Request/Response
	AF, NEF, TSCTSF, PCF

	
	Notify
	Subscribe/Notify
	AF, NEF, 5G DDNMF

	
	Subscribe
	
	AF, NEF, 5G DDNMF

	
	Unsubscribe
	
	AF, NEF, 5G DDNMF

	Npcf_PDTQPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	NOTE:	In the Npcf_PolicyAuthorization or Npcf_AMPolicyAuthorization operations, PCF is a consumer when the PCF for the UE and the PCF for the PDU session are different.



* * * * Next change * * * *
[bookmark: _Toc131528524]5.2.5.8	Npcf_AMPolicyAuthorization Service
[bookmark: _Toc131528525]5.2.5.8.1	General
Service description: This service is to authorise an AF request and potentially create or change access and mobility management policies of a UE based on the request of the authorized AF or TSCTSF, or to authorise request from PCF for the PDU Session to potentially create or update URSP rules for a UE based on reported URSP rule enforcement information. This service allows the NF consumer to subscribe/unsubscribe the notification of events for related to a user (i.e. a SUPI) that has an AM or UE Policy Association established, or both, the list of events are defined in clause 6.1.3.18 of TS 23.503 [20]. The description of the Throughput requirements, service coverage requirements and policy duration are defined in clause 6.1.2.6.1 of TS 23.503 [20].
[bookmark: _Toc131528526]5.2.5.8.2	Npcf_AMPolicyAuthorization_Create service operation
Service operation name: Npcf_AMPolicyAuthorization_Create
Description: Authorizes the request and optionally determines and installs AM influence data according to the information provided by the NF Consumer, or authorise the request and optionally determines and installs URSP rules according to the information provide by the NF Consumer.
Inputs, Required: SUPI.
Inputs, Optional: GPSI, Throughput requirements, service coverage requirements, policy duration, subscribed events(s), 5G access stratum time distribution indication (enable, disable), Uu time synchronization error budget, Connection Capabilities, DNN, S-NSSAI, SSC mode, PDU Session Type, Acceees Type, RSN and/or PDU Session Pair ID.
The subscribed event includes Event ID as specified in Npcf_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Success or Failure.
Outputs, Optional: Identification of the created application context, the inputs that can be accepted by the PCF, one or more traffic descriptor of the traffic corresponding to the UE reported Connection Capabilities as described in TS 23.503[20].
[bookmark: _Toc131528527]5.2.5.8.3	Npcf_AMPolicyAuthorization_Update service operation
Service operation name: Npcf_AMPolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application context.
Inputs, Optional: Throughput requirements, service coverage requirements, policy duration, 5G access stratum time distribution indication (enable, disable), Uu time synchronization error budget, Connection Capabilities, DNN, S-NSSAI, SSC mode, PDU Session Type, Acceees Type, RSN and/or PDU Session Pair ID.
Outputs, Required: Success or Failure.
Outputs, Optional: The inputs that can be accepted by the PCF, one or more traffic descriptor of the traffic corresponding to the UE reported Connection Capabilities as described in TS 23.503[20].
[bookmark: _Toc131528528]5.2.5.8.4	Npcf_AMPolicyAuthorization_Delete service operation
Service operation name: Npcf_AMPolicyAuthorization_Delete
Description: Provides means for the NF Consumer to delete an application context.
Inputs, Required: Identification of the application context.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
[bookmark: _Toc131528529]5.2.5.8.5	Npcf_AMPolicyAuthorization_Notify service operation
Service operation name: Npcf_AMPolicyAuthorization_Notify
Description: provided by the PCF to notify NF consumers of the subscribed events.
Inputs, Required: Subscription Correlation ID, Event ID.
The event that can be subscribed is the event for request for allocation of service area coverage defined in clause 6.1.3.18 of TS 23.503 [20].
Inputs, Optional: Event information as defined in clause 6.1.3.18 of TS 23.503 [20].
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc131528530]5.2.5.8.6	Npcf_AMPolicyAuthorization_Subscribe service operation
Service operation name: Npcf_AMPolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: Event ID as specified in Npcf_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Inputs, Optional: target of PCF event reporting (SUPI or GPSI) in the case of initial event subscription, Subscription Correlation ID (in the case of modification of the event subscription).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
[bookmark: _Toc131528531]5.2.5.8.7	Npcf_AMPolicyAuthorization_Unsubscribe service operation
Service operation name: Npcf_AMPolicyAuthorization_Unsubscribe
Description: Enable NF consumers to explicitly unsubscribe the notification of PCF events related to Npcf_AMPolicyAuthorization_Subscribe operation.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
* * * End of Change* * *
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