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	Reason for change:
	The proposal addresses the support of access to Public Network Integrated  NPN and the access of UE behind a 5G-RG with Credential Holders.

-     Access of UE behind a 5G-RG with Credential Holders

The UE accessing from behind the 5G-RG is shown in the figure below. The UE may be connecting where the wireline is acting as  Untrusted N3GPP network (which is not shown in the figure) and this case are already defined and they are not “wireline access” Access type hence this scenario is outside the TS 23.316 scope and it is already specified.  If the wireline acts as Trusted Non-3GPP network, this scenairo is specified in clause 4.10 and therefore the CH  is reachable via the TNGF and therefore is already specified. 
Whether other scenario needs to be considered depends by the solution for supporting UE behind a 5G-RG. Therefore it si proposed to consider FFS. 


[image: ]

· Access to Public Network Integrated  NPN
The support of access to Public Network Integrated  NPN  services via wireline access network is currently missing as supported scenario, therefore it is proposed to specify it. The PNI-NPN supports the CAG as mechanism to limit the access to a slice to the specific area, however the wireline can not support the CAG  mechanism and the limitation of access  in a given location. The 5G-RG connected via wirleine can not  select different line, but it is physically bounded to a line. Therefore if the W-AGF at which is connected to,  supports several slices , the W-AGF can limit the slice access between different 5G-RGs via the slice that the 5G-RG is subscribed to. In fact it is assumed that the PLMN configures the 5G-RG subscription according to the slice allowed in the location where the user is connected to via a physical line.

In case of 5G-RG connected via FWA the same mechanism defined for UE applies.

The support of FN-BRG is not considered within this relase based on LS received by BBF in S2-2306348. The support of FN-CRG  follows the same approach of 5G-RG, as per LS S2-2306461.

· Editorial changes
It is proposed to define a generic clause for the support of NPN via wireline and to have 2 subclauses, one for SNPN and 1 for PNI-NPN.


	
	

	Summary of change:
	The support of access to Public Network Integrated  NPN is added as new clause. 
The access of UE behind a 5G-RG with Credential Holders is clarified.
The 4.16 clause is reorganized for a better reading


	
	

	Consequences if not approved:
	Lack of support of access to NPI-NPN and error in access to SNPN with Credential Holders for a UE accessing behind a RG.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc131159214]4.16	Access to SNPN services non-public networks via wireline access network
4.16.1 Access to SNPN services via wireline access network
Access to SNPN defined in clause 5.30 of TS 23.501 [2] via a wireline access network follows the same specification and procedures used for accessing a PLMN via a wireline access with the following modifications:
-	The SNPN is implicitly selected by wired physical connectivity between 5G-RG or FN-RG and W-AGF.
-	In the case of 5G-RG connected via FWA, the 5G-RG shall support the capability defined for the SNPN-enabled UE as specified in clauses 5.30.2.3 and 5.30.2.4.1 of TS 23.501 [2] where the UE is replaced by 5G-RG.
[bookmark: _GoBack]-  	The access to SNPN via FN-CRG is supported as follow:For FN-RG(s), the W-AGF may be is configured to use a SNPN Identifier (as defined in TS 23.501 [2] clause 5.30.2.1) instead of a PLMN Identifier in the procedure for FN-CRG Registration via W-5GAN defined in clause 7.2.1.3. The access to SNPN via FN-BRG is not supported in this release. 
-	The SUPI for a 5G-CRG containing IMSI is described in clause 5.9.2 of TS 23.501 [2]. The home network domain of SUPI may include the NID of SNPN as defined in clause 28.2 of TS 23.003 [14].
-	The SUPI for a 5G-CRG and FN-CRG containing GCI is specified in clause 4.7.4 and in clause 28.15.2 of TS 23.003 [14]. The realm part of NAI format for a SUPI containing a GCI identifying the operator owning the subscription may include the NID of the SNPN.
-	The SUPI for a 5G-BRG and FN-BRG containing GLI is specified in clauses 4.7.2, 4.7.3 and 28.16.2 of TS 23.003 [14]. The realm part of NAI format for a SUPI containing a GLI identifying the operator owning the subscription may include the NID of the SNPN.
-	RG using credentials owned by a Credentials Holder separate from the SNPN is not applicable. UE behind RG accessing to SNPN via N3IWF or TNGF as defined in clause 4.10 with credentials owned by Credentials Holder is supported as specified in TS 23.501 [2] clause 5.30.2.9 where the Credentials Holder’s AAA server or AUSF are reachable via N3IWF or TNGF. The support of UE behind a RG accessing to SNPN with credentials owned by Credentials Holder directly reachable from RG, i.e. without N3IWF and TNGF, is not specified in this release.
-	The onboarding procedure specified in TS 23.501 [2] clause 5.30.2.10 is not applicable in this release for a RG
4.16.2 Access to Public Network Integrated NPN services via wireline access network
Considering that the Public Network Integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN and that the W-AGF may support more than one network slices and different W-AGFs may support different sets of network slices, therefore the access to PNI-NPN defined in TS 23.501 [2] clause 5.30 via a wireline access network applies with the following modifications:
-	In case of 5G-RG and FN-RG connected via wired physical connectivity to W-AGF the Closed Access Group does not apply to 5G-RG/FN-RG and to W-AGF. The access restriction is implicitly applied since the RG’s subscription information includes only the relevant network slice(s) (i.e. the network slice(s) related to PLMN and NPI-NPN subscribed) and the fact the 5G-RG/FN-RG is physically connected to W-AGF implies that the subscribed slice(s) are applicable from the user physical location. 
-	In the case of 5G-RG connected via FWA, the 5G-RG may support the CAG procedure as specified in TS 23.501 clause 5.30.3 where the 5G-RG replaces the UE. 
NOTE: The connection via FWA is not applicable to a FN-RG. 
* * * * End of changes * * * *
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