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1 Discussion
1.1 Observation and conclusion
In the last meeting, it is agreed in TS 23.167 that:
M.3	Location handling
[bookmark: _Hlk131711691]When a 5G ProSe Remote UE performs an emergency registration or initiates an emergency session over a 5G ProSe UE-to-Network Relay, if the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF may retrieve location information from the access network as defined in TS 23.503 [51] and include it in the emergency session request as described in TS 23.228 [1].
NOTE:	The user location information contains the 5G ProSe Relay UE's location.
Observation 1: 
The P-CSCF needs to retrieve the location info of the L3 Relay UE from PCF when a Remote UE performs emergency IMS service via the L3 Relay UE.

As described in clause 4.2.2 of TS 29.514:
4.2.2	Npcf_PolicyAuthorization_Create service operation
4.2.2.1	General
The Npcf_PolicyAuthorization_Create service operation creates an application session context in the PCF.
The following procedures using the Npcf_PolicyAuthorization_Create service operation are supported:
……
-	Support of content versioning.
-	Request of access network information.

4.2.2.2	Initial provisioning of service information
This procedure is used to set up an AF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].
Figure 4.2.2.2-1 illustrates the initial provisioning of service information.



Figure 4.2.2.2-1: Initial provisioning of service information
When a new AF application session context is being established and media information for this application session context is available at the NF service consumer and the related media requires PCC control, the NF service consumer shall invoke the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.
……
The NF service consumer shall provide in the body of the HTTP POST request:
-	for IP type PDU sessions, the IP address (IPv4 or IPv6) of the UE in the "ueIpv4" or "ueIpv6" attribute; and
-	for Ethernet type PDU sessions, the MAC address of the UE in the "ueMac" attribute. 
……
NOTE 3:	The "ipDomain" attribute is helpful in the following scenario: Within a network slice, there are several separate IP address domains, with SMF/UPF(s) that allocate Ipv4 IP addresses out of the same private address range to UE PDU sessions. The same IP address can thus be allocated to UE PDU sessions served by SMF/UPF(s) in different address domains. If one PCF controls several SMF/UPF(s) in different IP address domains, the UE IP address is thus not sufficient for the session binding. A NF service consumer can serve UEs in different IP address domains, either by having direct IP interfaces to those domains, or by having interconnections via NATs in the user plane between the UPF and the NF service consumer. If a NAT is used, the NF service consumer obtains the IP address allocated to the UE PDU session via application level signalling and supplies it for the session binding to the PCF in the "ueIpv4" attribute. The NF service consumer supplies an "ipDomain" attribute denoting the IP address domain behind the NAT in addition. The NF service consumer can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets. The value provided in the "ipDomain" attribute is operator configurable.
……
NOTE 5:	When the scenario described in NOTE 3 applies and the NF service consumer is a P-CSCF it is assumed that the P-CSCF has direct IP interfaces to the different IP address domains and that no NAT is located between the UPF and P-CSCF. How a non-IMS NF service consumer obtains the UE private IP address to be provided to the PCF is out of scope of the present release; it is unspecified how to support applications that use a protocol that does not retain the original UE’s private IP address.
Observation 2: 
To retrieve the location information from PCF, the P-CSCF (i.e. AF) needs to provide the IP address of the UE to PCF. 
If the IP address of the UE PDU session is a private IP address, the P-CSCF (i.e. AF) needs to provide the private IP address to PCF.
The P-CSCF gets the private IP from IMS layer (i.e. Application layer)
Conclusion 1: based on observation 1 and 2
The P-CSCF needs to get the private IP address of the L3 Relay UE if the IP address allocated to the emergency PDU session of the L3 Relay UE is a private IP address.

About how to get the private IP address allocated to the UE PDU session via IMS layer (i.e. Application layer), clause Annex F of TS 24.229 provide the method:
Annex F (normative):
Additional procedures in support for hosted NAT
F.1	 Scope
This annex describes the UE and P-CSCF procedures in support of hosted NAT. In this scenario, both the media flows and the SIP signalling both traverse a NA(P)T device located in the customer premises domain. The term "hosted NAT" is used to address this function.
[bookmark: _Hlk131265772]When receiving an initial SIP REGISTER request without integrity protection, the P-CSCF can, determine whether to perform the hosted NAT procedures for the user identified by the REGISTER request by comparing the address information in the top-most SIP Via header field with the IP level address information from where the request was received. The P-CSCF will use the hosted NAT procedure only when the address information do not match.
[bookmark: _Toc98281580][bookmark: _Toc99111818]F.2	Application usage of SIP
[bookmark: _Toc98281581][bookmark: _Toc99111819]F.2.1	UE usage of SIP
[bookmark: _Toc98281583][bookmark: _Toc99111821]F.2.1.2	Registration and authentication
[bookmark: _Toc98281587][bookmark: _Toc99111825]F.2.1.2.2	Initial registration
…..
The UE shall populate:
c)	a Contact header field according to the following rules: if the REGISTER request is sent without integrity protection, the Contact header field shall be set to include SIP URI(s) containing the private IP address of the UE in the hostport parameter or FQDN. If the UE supports GRUU, the UE shall include a "+sip.instance" header field parameter containing the instance ID. If the REGISTER request is integrity protected, the UE shall include the public IP address or FQDN in the hostport parameter.
NOTE 2:	The UE will learn its public IP address from the "received" header field parameter in the topmost Via header field in the 401 (Unauthorized) response to the unprotected REGISTER request.
F.4.2    Registration
……
If, upon receiving a REGISTER request from an unregistered user and the P-CSCF discovers that the UE is behind a NAT, the P-CSCF performs the following actions on the Contact header field depending on its content:
· if the Contact header field contains a contact address in the form of an IP address (NOTE), the P-CSCF shall save (for the duration of the registration) this IP address (i.e. the private IP address of the UE) and associated port number (i.e. the private port of the UE) and bind them to the source IP address (i.e. the public IP address of the NAT) and the source port number (i.e. the port number of the NAT) of the IP packet that contained the REGISTER request and forward the REGISTER request;
Observation 3: 
The P-CSCF determines whether the UE is behind a NAT by comparing the address information in the top-most SIP Via header field (i.e. IP-1) with the IP level address (i.e. IP-2), if yes, the P-CSCF will save the binding of them.
The UE learns its public IP address (i.e. IP-2) from the "received" header field parameter in the Via header field in the 401 response. The public IP address (i.e. IP-2) will be used in subsequence SIP messages.

Figure 1 is provided base on the description of clause Annex F of TS 24.229:
· In the unprotected IMS Register procedure, the P-CSCF saves the binding of private IP address (i.e. IP-1) and public IP address (i.e. IP-2) of the UE
· In the unprotected IMS Register procedure, the UE learns its public IP address (i.e. IP-2) via the 401 response message.
· The UE provides the public IP address (i.e. IP-2) to P-CSCF in subsequence SIP messages, and P-CSCF gets the private IP (i.e. IP-1) address based on the binding
· P-CSCF provides the private IP address (i.e. IP-1) of the UE to PCF to retrieve location information

    
Figure 1: the UE behind a NAT sends an IMS message

For the L3 Relay scenario, if the Relay UE gets a private IPv4 address (i.e. IP-1) when establishing the emergency PDU session, the L3 Relay UE may allocate another private IPv4 address (i.e. IP-3) to the Remote UE. When the SIP message is sent from the Remote UE to the P-CSCF, the NAT will be performed twice: the first is performed by L3 Relay UE, the second is performed by UPF.
Figure 2 is provided base on L3 Relay scenario：
   The different with figure 1 is that:
· In the unprotected IMS Register procedure, the P-CSCF saves the binding of private IP address (i.e. IP-3) and public IP address of the L3 Remote UE (i.e. IP-1)
· The L3 Remote UE provides the public IP address (i.e. IP-2) to P-CSCF in subsequence SIP messages, and P-CSCF gets the private IP (i.e. IP-3) address based on the binding
· P-CSCF provides the private IP address (i.e. IP-3) of the L3 Remote UE to PCF to retrieve location information, but the PCF does not know IP-3, so the procedure fails.



Figure 2: the Remote UE behind a NAT sends an IMS message via L3 Relay UE
Observation 4: based on observation 3
If the IP address allocated to the emergency PDU session (i.e. IP-1) of the L3 Relay UE is a private IP address, the L3 Relay UE will allocate another private IP (i.e. IP-3) to the L3 Remote UE.
The P-CSCF can only get the private IP address of the L3 Remote UE (i.e. IP-3).
Conclusion 2: based on observation 4
If the IP address allocated to the emergency PDU session of the L3 Relay UE is a private IP address, the P-CSCF cannot get the private IP address of the L3 Relay UE.
1.2 Problem:
Conclusion 1: to retrieve the location info of the L3 Relay UE, the P-CSCF needs to get the private IP address allocated to the L3 Relay UE.
Conclusion 2: If the IP address allocated to the emergency PDU session of the L3 Relay UE is a private IP address, P-CSCF cannot get the private IP address of the L3 Relay UE.

Problem: Conclusion 1 and 2 are conflict, a new solution is needed to let the P-CSCF get the private IP address of L3 Relay UE.
1.3 Solutions:
Two alternative solutions can be used to resolve the problem:
Solution 1: the L3 Relay UE acts as an IMS B2BUA
Figure 3 is provided base on Solution 1：
The different with figure 1 is that:
· When the L3 Relay UE receives the unprotected IMS Register message, the L3 Relay UE replaces the IP address contained in the Contact header and via header to its own IP address


Figure 3: alternative 1
Alternative 2: the L3 Relay UE allocates the IP address of the emergency PDU session and a port number to the L3 Remote UE
When Receiving the IP address allocate request from the L3 Remote UE, the L3 Relay UE allocates the IP address of the emergency PDU session (i.e. IP-1) and a port number to the Remote UE.
Figure 4 is provided base on Solution 2：


Figure 4: alternative 2
Solution Comparation:
	
	Solution 1
	Solution 2

	Pros
	No needs to modify the ProSe Relay procedure
	The implementation for the L3 Relay UE is simple

	Cons
	The implementation for the L3 Relay UE is complicated. The L3 Relay UE needs to monitor whether the IP packet sent from the Remote UE contains an unprotected IMS Register message.
	The ProSe Relay procedure needs to be updated.



Proposal: It is proposed to adopt alternative 2. 
The L3 Relay UE allocates the IP address of the emergency PDU session and a Port number to the L3 Remote UE.
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