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* * * * Second change 
Note: the changes in yellow are related to 5G-RG
Note: The changes in blue are related to the addition of FN-RG* * * *

4.10d	Support of NSWO for 3GPP UE behind a RG
In this clause the support of NSWO for 3GPP UE behind a 5G-RG and FN-RG are specified
4.10d.1	Support of NSWO for 3GPP UE behind a 5G-RG
In order to support NSWO defined in clause 5.42 of TS 23.501 [2] for 3GPP UE connected to a 5G-RG, the 5G-RG shall support the WLAN Access functionality defined in TS 23.501 [2], clause 4.2.15 and clause 5.42. The WLAN Access functionality includes the support of the SWa' interface to NSWOF as shown in Figure 4.10d.1-1 and Figure 4.10d.1-2. 
The user plane packets of the UE  may not be transported via the 5G-RGs PDU Session and  may  also not be traversing the UE’s 5GC.In this case, the user plane for NSWO may be terminated on a BNG or on a W-AGF where NWSO traffic is offloaded without traversing the 5G network. The W-AGF should determine that the traffic from a 5G-RG not part of a PDU session shall be offloaded and not transmitted over N3 reference point and the traffic not received over N3 reference point shall be sent to the destination 5G-RG as offloaded traffic. 
A 5G-RG shall be registered to 5GC to serve an UE: the 5G-RG shall not issue a DIAMETER authentication request over SWa’ for the UE if it is itself not registered to 5GC.
As specified in clause 4.2.15 of TS 23.501 [2], the SWa’ reference point corresponds to SWa reference point defined in TS 23.402 [X] but where the EAP user ID is a SUCI of the UE and not an IMSI.
The SWa’ support in Wireline access network has no impact on 3GPP specifications.

NOTE: 	The specification of support of functionalities for NSWO in the wireline access network is under BBF and CableLabs responsability. This includes potential support of AAA proxy functionality as shown in clause 4.2.15 of TS 23.501 [2] allowing to carry AAA flows between the 5G-RG and the NSWOF over the network access of the 5G-RG.



Figure 4.10d.1-1: Reference architecture to support authentication for Non-seamless WLAN offload in 5GS


Figure 4.10d.1-2: Service based reference architecture to support authentication for Non-seamless WLAN offload in 5GS
NOTE: The specification in this clause may be further revised based on feedback from BBF and CableLabs.	Comment by Sundar Sriram: CL-SRS - Changed the EN to a NOTE.
4.10d.2	Support of NSWO for 3GPP UE behind a FN-RG

In order to support NSWO defined in clause 5.42 of TS 23.501 [2] for 3GPP UE connected to a FN-RG,  the FN-RG shall support the WLAN Access functionality defined in TS 23.501 [2], clause 4.2.15 and clause 5.42. 
The WLAN Access functionality includes support of the SWa' interface to NSWOF as shown in Figure 4.10d.2-1. FN-RG without the WLAN access functionality may not support 5G NSWO.	Comment by Sundar Sriram: CL- SRS - Reworded text to indicate that WLAN Access functionality includes the support for SWa' interface. FN-RG without support WLAN Access functionality can not support 5G NSWOF.
 NOTE 1: 	The SWa’ specified in TS 29.273 is DIAMETER protocol with 3GPP specific extension to enable to perform authentication and authorization with 5GC.
NOTE 2: 	Whether and how the DIAMETER protocol is carried over Y4 or other mechanism are specified is out of the 3GPP scope. 
The user plane packets of the UE may not be transported via the PDU Session from W-AGF acting on behalf of FN-RG and  also may not be traversing the UE’s 5GC. In this case, the user plane for NSWO may be terminated on a BNG or on a W-AGF where NWSO traffic is offloaded without traversing the 5G network. The W-AGF should determine that the traffic from a FN-RG not part of a PDU session shall be offloaded and not transmitted over N3 reference point and the traffic not received over N3 reference point shall be sent to the destination FN-RG as offloaded traffic. 	Comment by Sundar Sriram: CL-SRS - Reworded text.
A FN-RG shall be registered to 5GC to serve a UE: the FN-RG or the W-AGF shall not issue a DIAMETER authentication request over SWa’ for the UE if the FN-RG from where the UE is connecting is not registered to 5GC.
As specified in clause 4.2.15 of TS 23.501 [2], the SWa’ reference point corresponds to SWa reference point defined in TS 23.402 [X] but where the EAP user ID is a SUCI of the UE and not an IMSI. 
The SWa’ support in Wireline access network has no impact on 3GPP specifications.
NOTE 3: 	The specification of support of functionalities for NSWO in the wireline access network is under BBF and CableLabs responsibility. This includes potential support of AAA proxy functionality as shown in clause 4.2.15 of TS 23.501 [2] allowing to carry AAA flows between the FN-RG and the NSWOF over the network access of the FN-RG.



Figure 4.10d.2-1: Reference architecture to support authentication for Non-seamless WLAN offload in 5GS


Figure 4.10d.2-2: Service based reference architecture to support authentication for Non-seamless WLAN offload in 5GS
Editor’s note: The specification in this clause may be further revised based on feedback from BBF and CableLabs.


* * * * End of changes * * * *
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