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Abstract of the contribution: This contribution discusses and proposes a way forward on the questions asked by SA3. 
1.	Discussion
In S2-2306302, several questions are asked by SA3 and needs answer from SA2.
Q1. The draft CR assumes that a DNN subject to ProSe Secondary Authentication and dedicated for UE-to-Network Relay service (i.e., associated with an RSC) shall be configured in the subscription data of a 5G ProSe capable UE when acting as a Remote UE. And a DNN that is not subject to ProSe Secondary Authentication may or may not need to be configured in the subscription data of a 5G ProSe capable UE when acting as a Remote UE. What are the architectural or procedural aspects from SA2 point of view regarding this assumption?
[Observation-1]
In TS23.304 subclause 5.4.1.3, it is stated that 
“The 5G ProSe Layer-3 UE-to-Network Relay, the SMF and PCF shall be configured with DNN(s) dedicated for UE-to-Network Relay connectivity, as specified in clause 5.1.4.1.”
“NOTE 1: If Local Breakout configuration is supported for relay connectivity, the dedicated DNN needs to be well-known DNN to allow seamless operation across various operators' networks.”
“The PCF may validate any 5G ProSe Layer-3 Remote UE related service information from the AF based on roaming agreement and the dedicated DNN for UE-to-Network Relay functionality.”
In TS23.502 subclause 5.2.3.3.1, it is stated that as UE’s session management subscription data, DNN with secondary authentication indication and DN-AAA Server addressing information are managed and as SMF selection subscription data, per DNN, LBO Roaming information is included.
In TS23.304, 5.1.4.1 , it is provisioned with PDU session parameters(DNN, SSC mode, S-NSSAI, …) to be used for relayed traffic for each RSC as policy and parameters for Remote UE and Relay UE.
Based on above description, Remote UE is configured with RSC and PDU session information including DNN and the configuration shall include the indication whether secondary authentication is required per DNN. And it is also assumed that Remote UE is aware the DNN per RSC configured for relay service is corresponding to the subscribed DNN which is allowed to LBO roaming and subject to secondary authentication. 
[Conclusion-1] Therefore, Q1 can be answered that UE can be configured for DNN subject to ProSe secondary authentication when the UE is authorized to act as a Remote UE which is based on PDU session subscription data and ProSe subscription data. And Relay UE, SMF and PCF are configured with dedicated DNN(s) with indication whether ProSe secondary authentication is required.
[Proposal-1] It is proposed to adopt CR S2-2303326 relating to configuration of indication of secondary authentication per DNN.

Q2a. With assumption in Q1, can such DNN be used by the UE for both direct network connectivity when acting as a regular UE and L3 UE-to-network relay connectivity when acting as a Remote UE? 
[Observation-2a]
In TS23.304 subclause 6.5.1.1, it is stated that “PDU Session(s) supporting 5G ProSe Layer-3 UE-to-Network Relay shall only be used for 5G ProSe Layer-3 Remote UE(s) relay traffic.”
Therefore, PDU session for direct link of Relay UE and PDU session for Remote UE are different. But, there is no clear description that dedicated DNN 
[Conclusion-2a] Q2a can be answered that DNN for direct link and DNN for serving remote UE are different.

Q2b. With assumption in Q1, what is the architecture assumption on the DN and DN-AAA deployment (e.g. DN-AAA address can be configured in the subscription data or locally configured in SMF of relay UE or derived from EAP-ID provided by the Remote UE) for the relay traffic in case the Remote UE and the Relay UE are from different PLMNs? For DN-AAA address determination by SMF, the draft CR presently assumes the reuse of existing mechanisms (e.g., DN-specific identity in EAP Response/Identity message from Remote UE).
[Observation-2b]
In TS23.502 subclause 4.3.2.3 step 0, it is stated that “The SMF identifies the DN-AAA Server based on local configuration or using the DN-specific identity (TS 33.501 [15]) provided by the UE inside the SM PDU DN Request Container provided by the UE in the PDU Session Establishment request or inside the EAP message in the PDU Session Authentication Complete message (TS 24.501 [25]).”
In TS24.501 SM PDU DN Request Container includes DN-specific identity (octet 3 to octet n) and a DN-specific identity of the UE in the network access identifier (NAI) format according to IETF RFC 7542 [37], encoded as UTF-8 string.
Based on above, it can be assumed that for secondary authentication with U2N Relay, SMF identifies the DN-AAA server based on local configuration or using the DN-specific identity which may be conveyed during EAP Response/Identity message. And when DN-AAA server can be identified based on DN-specific identity, there is no dependency on specific PLMN.
[Conclusion-2b] Q2b can be answered that DN-AAA server can be locally configured in SMF of relay UE or can identified based on DN-specific identity which is independent on specific PLMN.

Q3. The draft CR assumes that the Relay UE is able to determine that a Prose secondary authentication is required by the DN for a Remote UE based on some configuration (e.g., based on prior PDU Session secondary authentication run). And after a successful PC5 security establishment the Relay UE sends a Direct Communication Accept message to the remote UE with an indication that the Remote UE shall not send any traffic over L3 UE-to-network relay connectivity until further notification from the relay UE. What are architectural or procedural aspects which SA2 sees in using this approach? Is SA2 fine with such approach, or kindly inform of SA2 preferred approach?
[Observation-3]
Remote UE is configured with dedicated DNN information subject for secondary authentication by PCF.
When Remote UE accesses a Relay UE for a dedicated DNN, once Relay UE is configure that the DNN is subject for secondary authentication, Relay UE can determine that a ProSe secondary authentication is required for a Remote UE.
[Conclusion 3] [Proposal 1]
It is proposed to adopt CR S2-2303326 relating to configuration of indication of secondary authentication per DNN.

Q4a. The draft CR assumes the Remote UE report procedure is used by the relay UE to trigger SMF to initiate a secondary authentication of the Remote UE. What are the architectural or procedural aspects which SA2 sees in using this mechanism? Is SA2 fine with such approach, or kindly inform of SA2 preferred approach?
[Observation-4a]
In subclause 6.5.1.1 TS23.304, it is stated that SMF receives remote UE Report and maintaining the information of L3 Remote UE handled by U2N Relay in Relay’s SM context for the PDU session associated with the relay and Remote UE Report is N1 SM NAS message sent with PDU session ID to the AMF and in turn delivered to the SMF.
Therefore, it can be assumed that SMF is aware of relating PDU session of the Remote UE report and SMF aware that each UE is subject for secondary authentication and can initiate the secondary authentication procedure.
[Conclusion-4a] Q4a can be answered that Remote UE report can be used to trigger SMF to initiate a secondary authentication of the Remote UE.

Q4b. The existing Remote UE report procedure allows a relay UE to include several Remote User IDs in the Remote UE report message. Is it possible for the Relay UE to trigger SMF to initiate a secondary authentication for one specific UE if multiple Remote User IDs are included in the same Remote UE report message? If not, based on assumption in Q3, is it possible to use a separate Remote UE report to trigger SMF to initiate a secondary authentication for a Remote UE if subject to secondary authentication?
[Observation-4b]
As observed above, UEs are included in Remote UE report are associated with same PDU session which is subject to secondary authentication. And SMF can initiate a secondary authentication of each Remote UE.
In subclause 5.6.6 TS23.501, it is stated that when DN-AAA server authorizes the PDU Session Establishment, it may send DN Authorization Data for the established PDU Session to the SMF.
In subclause 4.3.2.3 TS23.502, it is stated that after the successful DN authentication/authorization, a session is kept between the SMF and the DN-AAA.
Therefore, it can be assumed that SMF aware whether each Remote UE have successfully finished DN authorization with DN-AAA or needs DN authorization with DN-AAA.
On question whether separate Remote UE report can be used or not, there is no restriction described in TS23.304.
[Conclusion-4b] Q4b can be answered that SMF can identify whether Remote UE has successfully finished DN authorization with DN-AAA or needs DN authorization with DN-AAA and individual Remote UE report per Remote UE can be used to trigger SMF to initiate a secondary authentication of the Remote UE.

Q5a, When SMF needs to perform ProSe Secondary Authentication for a Remote UE, can the SMF use the same session established with DN-AAA for the secondary authentication of the Relay UE, or whether the SMF should establish a new session with DN-AAA for each Remote UE that is subject to DN level authorization? 
[Observation-5a]
According to 23.502 and 24.501, Secondary authentication interaction between SMF and DN-AAA is based on UE’s SM PDU SN Request Container information which includes DN-specific identity (octet 3 to octet n) of the UE in the network access identifier (NAI) format.
Therefore, it can be assumed that ProSe Secondary Authentication for a Remote UE cannot be same with the session established with DN-AAA for SAA of the Relay UE.
[Conclusion-5a] Q5a shall be answered that SMF shall establish a new session with DN-AAA for each Remote UE.
Q5b, If the SMF should establish a new session for each Remote UE that is subject to DN level authorization with DN-AAA, how would the interactions between SMF and DN-AAA be like for each remote UE, e.g. regarding UE IP address/MAC notifications, DN authorization information from DN-AAA, knowing that the GPSI of Remote UE is available to the SMF?
[Observation-5b]
As observed above, the interaction between SMF and DN-AAA shall be different per Remote UE’s DN-specific identity.
[Conclusion-5b] Q5b shall be answered that the interaction between SMF and DN-AAA shall be done on a per individual Remote UE basis identified by its addressing information and/or GPSI.

2.	Text proposal
[Proposal-1] It is proposed to provide feedback to SA3 based on the conclusion 1 to 5b for each question.
[Proposal-2] It is proposed to approve CR S2-2303326 relating to question 3.

