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[bookmark: _Toc131528129]4.15.13.2	UE Member Filtering Criteria for 5GS assistance to UE member selection
Table 4.15.13.2-1 provides a summary of the UE member filtering criteria that the AF may request.
Table 4.15.13.2-1: Description of UE Member filtering criteria
	UE Member filtering criteria
	Description of filtering criterion
	UE filtering information
	Detailed description clause

	QoS
	The Quality of Service of the selected UEs match or exceed the QoS of the filtering criteria
	
	4.15.13.3

	Access Type and/or RAT Type of the PDU Session
	Indicate the Access Type and/or RAT Type of the selected UE for the PDU Session used by the application (e.g. 3GPP/NR, Non-3GPP/WLAN, additional Access Type and RAT Type for MA PDU session)
	Service operation: Nsmf_EventExposure

Filter: a list of GPSI(s) or SUPI(s), DNN/S-NSSAI

Event ID: Change of Access Type and/or Change of RAT Type
	This can be provided by existing service operations, events, and procedures.

	End-to-end data volume transfer time
	Indicate the end-to-end data volume transfer time that refers to a time for completing the transmission of a specific data volume between UE to AF
	Service operation: Nnwdaf_AnalyticsSubscription/ Nnwdaf_AnalyticsInfo
Filter: Analytics ID = End-to-end data volume transfer time
	Clause 6.18 of TS 23.288 [50].

	UE current location
	Indicate the certain area that the selected UE currently located in.
	Service operation: Namf_EventExposure
Filter: a list of GPSI(s) or SUPI(s)
	4.15.13.3

	UE historical location
	Indicate the certain area that the selected UE appeared in a historical period of time
	Service operation:
Nnwdaf_AnalyticsSubscription
Filter: Analytics ID = UE mobility,
Filters include "Visited AoI = Target AOI" and "target period = historical nomadic period
	4.15.13.3

	UE direction
	Indicate the selected UEs should include different moving direction
	Service operation:
Nnwdaf_AnalyticsSubscription
Filter: Analytics ID= UE Mobility, Direction
	4.15.13.3

	User Plane Security Status
	Indicate the User Plane Security Status of the selected UE
	Service operation: Nsmf_EventExposure

Filter: a list of GPSI(s) or SUPI(s), DNN/S-NSSAI



	4.15.13.X



* * * * Start of 2nd Change * * * *
[bookmark: _Toc131528130]4.15.13.X	Specific procedure for the 5GC assistance to member selection based on User Plane Security Status


Figure 4.15.13.X: 5GS assistance for UE member selection based on User Plane Security Status
1.	AF subscribes the member selection assistance functionality by sending Nnef_UEMemberSelectionAssistance_subscribe request including the Application Identity, Flow Description(s) and the User Plane Security status filtering criteria that includes one or more of UL packet delay, UL packet delay and round-trip packet delay.
2.	NEF verifies the authorization of the AF Request and identifies which information needs to be collected and executed based on the UP Security status filtering criteria provided by the AF.
3.	If an Application ID is present in the request from the AF, the NEF derives the S-NSSAI and DNN to which this Application ID have access. Due to the absence of a time window in the request from the AF, NEF discovers querying UDM and NRF the SMFs that are deployed in the Area of Interest. The NEF may also restrict the discovery to those SMFs that serve some S-NSSAI and DNN combination (this S-NSSAI and DNN combination has been derived from the Application Id or AF Id).
4.	For each target SMF, NEF sends an Nsmf_EventExposure_Subscribe request (Event: 'UP Security status', target UEs, Application ID or Flow Description(s), S-NSSAI, DNN, etc.).
5a.	The SMF sends a Nudm_SDM_Get message to the UDM including target UEs SUPI, S-NSSAI, DNN, and the Session Management Subscription data type (User Plane security policy).
5b. The UDM provides UP Security policy to the SMF.
6.  The SMF determines User Plane Security enforcement information for the PDU session(s).
7.	SMF sends an Nsmf_EventExposure_Notify request including an Event Exposure notification.
8.	Based on the Analytics report received from the SMFs, NEF consolidates the results received from the SMFs and derives the list(s) of candidate UE(s) and additional information which fulfil the UP Security status filtering criteria in the AF request.
9.	NEF sends a Nnef_ UEMemberSelectionAssistance_Notify request to the AF including the list(s) of candidate UE(s) and additional information.
* * * * End of Changes * * * *
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